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Executive Summary

This document provides information about how to set up the Quest DR Series system as a backup target for HP Data
Protector 9.0

For additional documentation including other data management application (DMA) best practice whitepapers, see the

system documentation for your specific DR Series system model at:

http://support.quest.com/DR-Series

1 NOTE: The DR Series system/HP Data Protector build version and screenshots used for this document might
vary slightly, depending on the version of the DR Series system/ HP Data Protector Software version you are
using.



Installing and configuring the DR Series
system

1 Rack and cable the DR Series system, and power it on. Refer to Quest DR Series System Administrator
Guide, under sections of “iDRAC Connection”, “Logging in and Initializing the DR Series System”, and
“Accessing IDRACS6/Idrac7 Using RACADM” for using iDRAC connection and initializing the appliance.

2 Log on to iDRAC using the default address 192.168.0.120 or the IP that is assigned to the iDRAC interface.

Use the user name and password combination of “root/calvin”.

3 Launch the virtual console.

INTEGRATED REMOTE

ACCESS CONTROLLER Enterprise Support | About | Logout

ce Module Joh Queue

Properties

Summary Details System Inventory

System Summary = C ?

Server Health Yirtual Console Preview

k4 Batteries > Seftings

> Refresh

Fans
Intrusion

Power Supplies

oEoa

Temperatures

¥
[~
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& removable Flash Media
¥
[~

voltages

Server Information Cuick Launch Tasks
Power State oN Power ONJOFF
System Wodel Quest DREZ00 Fower Cycle System (cold boof)

System Revision | svaternn | D Onorr @




4 After the virtual console is open, log on to the system as user administrator with the password StOr@ge! (The
“0” in the password is the numeral zero).

Jould you like to se DHCP (uyes/no)

an IP address:

a subnet mask:

a default gateway address:

a DNS Suffix (example: abc.com):

r primary DNS server I[P address:

ould you like to define a secondary DNS server (yes/no)

Please enter secondary DNS server IP address:

6 View the summary of preferences and confirm that it is correct.

DHCP
DHCP
DHCP
DHCP

DHCP

DR




7 Log on to the DR Series system administrator console with the IP address with username administrator and
password StOr@ge! (The “0” in the password is the numeral zero.).

& c |A Mot secure | s //dre 300-12 r

Quest

DR6300

DR6300-12.0carina local

Usemame

‘ administrator

Password

8 Join the DR Series System to Active Directory.

1 NOTE: If you do not want to add DR Series system to Active Directory, see the DR Series System Owner's Manual for

guest logon instructions.

a Select System Configuration > Active Directory from the left navigation area of the DR Series system

GULI.
DRE300 - .
QueSt DRE300-12 ncaring Iocal administrator . oz
Globalview » IActlve Dirsctory I
|I Dashboard »  Client Connections
Storage Savings
Containers »  Date And Time

Replications »  Enclosures ng = Tolal Savings (0.32%)
a0
System Configuration ’ Licenses 7

B0

Support » Networking £ oo
40
Schedules o
10/30/2017 23:27:00 .
USiPacific-New S5L Certficate o
22:50 23:.00 2310 2320 22:30 22:40 2280 2300 2310 2320
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Mon 30 October
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System Usage
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b Click the Join link.

OUeSt El'zggg?z oearina local administrator . 0 E
Globalview * Active Directory
Dashboard 4
+ Containers »
Replications »
Systemn Configuration >
Support 4

10/30/2017 23:28:54
USiPacific-New

c Enter your Active Directory credentials, and click Join.

USiPacific-MNew

Org Unit

DR6300 . .
Quest DRE300-12 ocarina ocal administraior [0 &
Globslview *  Active Directory
Dashboard 4
Containers > °° Join
Replications »

Domain Mame (FQDM)
System Configuration »
10/30/2017 23:3048 Fassword

® Cancel

Select Containers in the left navigation area of the DR Series system GUI, and then on the Action Menu in the
upper right corner, click Add Container.

DR6300 . .
OUeSt DRE300-12 ocarina local administrator [ 0 H
GlobalView + All Containers I @ Add Container I
Dashboard » ® Log Out
Storage Group # Container * Marker Type # Access Protocol$ C tion Status ¢ Replication ¢  Actions
I Carttainers » I
Replications N MNDMP an Unix_Dump WTL NDMP Available Mot Configured
System Configuration 4 DefaultGroup backup Auto NFS CIFS Avallable, Available Mot Configured
Support »
MDMP if Unix_Dump WTL NDMP Available Mot Configured
10/30/2017 23:32:23 NDMP s Unb Dump  VTL NDMP Avallable Not Configured

US/Pacific-MNew

MOMP ar Uni_Durmp WTL NOMP Awvailanie Mot Configured

5 ltem(s) found
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10 Select the required Storage group, enter a Container Name, select the NAS (NFS, CIFS) from the Access
Protocol drop down menu, and click Next

O vest DR6300

DRE300-12 0caring local administrator [ 0 E

Globalview * All Containers
Dashboard »
Containers =+ Add Container
Replications 3
Systemn Configuration » Starage Group DefaultGroup D
Support 4 Access Protocol @ NAS (NFS, CIFS) E

10/30/2017 223:35:53 Container Name @ | sample| ‘

US/Pacific-New

x Cancel

11 Select the protocols NFS and/or CIFS as required, select the Marker type as HP Data Protector from the drop
down menu, and click Next.

1 NOTE: HP Data Protector supports both the CIFS and NFS protocols.

Quest E)’Eﬁiﬁg% oearin local administrator B0 8
Globalview * All Containers

Dashboard »

Cortainers + Add Container

Replications »

Access Protocols
Systemn Configuration »

x Cancel

1003012017 23:37:32
USiPacific-MNew

12 For NFS, select the preferred client access credentials and click Next.

OUeSt DR6300

- .
DRE300-12.0carna local administrator . o 3
GlobalView * All Containers
Dashboard »
Containers , | ¥ Add Container
Replications »
System Configuration R MNFS Options @ Read \Write Access O Read Only Access
Support » Map Root To Root -
Client Access @ Open (allow all clients) O Create Client Access List
10/30/2017 23:39:45
USiPacific-Mew Client FQDN or IP Address
Allcw Clients -




13 For CIFS, select the Client Access credentials and click Next.

oUeSt DR300

DRA300-12 ocarina local

administrator |88 0

Globalview
Dashboard
Containers
Replications

Systemn Configuration

Suppart

1003002017 25:41:17
USiPacific-Mew

4

»

»

All Containers

+ Add Container

CIFS Client Access

Client FQDN or [P Address

Allow Clients

B

& Open (allow all clients) QO Create Client Access List

® Cancel

L]
1 NOTE: For improved security, Quest recommends adding IP addresses for the following ( Not all environments will

have all components): Backup console (HP Data Protector Server, HP Data Protector Clients)

14 Check the configuration summary and click Save.

OUeSt DR6300

DRE300-12 ocarina local

administrator B0 &

GlobalView
Dashboard
Cantainers
Replications

Systern Configuration

Support

10/30/2017 23:42:50
UsiPacific-New

»

+ Add Container

Storage Access Protocol

Storage Group

Access Protocol

Container Name

Configure NAS Access & Marker
NAS Access Protocol

arker Type

Configure NFS Client Access
MFS Options

Ivap Raaot To

Client Access

Configure CIFS Client Access

Client Access

DefaultGroup
NAS (NFS, CIFS)

sample

NFS, CIFS

HP DataProtector

Read Write Access
Root

Open (allow all clients)

Qpen (allow all clients)

*® Cancel




15 Confirm the container is successfully created.

OueSt 35563:;3?2 ocarina local administrator - 0 E
GlabalView »

Dashboard »  All Containers

Containers J

Replications K gﬁ,:r:gi c‘ontainer Marker Type & 'I;A::teoscsolé f‘: Status plication ¢  Actions

Systermn Configuration 3 NDMP an Unix_Durmp VTL NOMP Avallable Not Configured n - n
Support ' DefaultGroup backup Auto NFS CIFS Available, Available Mot Configured

10/30/2017 23:44:46 NDMP it Unix_Durmp VTL NOMP svallable Mot Configured - n

US/iPacific-MNewr

NDMP s Unix_Dump VTL NDMP svaliable Mot Configured - - n
NDMP of Unix_Dump VTL NOMP svaliable Mot Configured - - n
DefaultGroup sample HP_DataProtector NFS CIFS Available, Available Mot Configured

8 Item(s) found. Display 10~ elements per page. O

Setting up the DR Series system on HP® Data Protector 9.0 -
Technical White Paper



Setting up HP Data Protector

Backing up in the Windows environment

—_

Open HP Data Protector Manager and select Devices & Media menu.

N

Right-click Devices and choose Add Device.

3 In the next window, specify the Device Name and Description that identifies the File Library Device.

4 Select File Library for the Device Type, select the required Client, and click Next.
o Add Device - HP Data Protector Manager [=[om=n
Eile Edit Yiew Actions Help
Devices & Media v A9 S|w=E 7 e w | ok 2 G
- ! Environment —=2  Specly the device name. the cliend sysiem where the device is connecied, and the device type. Opsianally.
+ W Automated Operations C=F adda descripion
i Device Policies
F: | Devices |
'
+  Devices by host prn [
+ @ Media Dasciigion DR4x00
Immlype |File Libaary v
Cliant lsusrnrlw?lch?‘-ﬂ'l ]
I et > I " Cancal
L= Dbjects WaEu I.ﬂ.dd Davice = |

L]
1 NOTE: The Windows service account for HP Data Protector requires appropriate permissions to the DR container

share for the step below to complete successfully. See Appendix A for setting up the HP Data Protector service account
correctly. This should be done before the next step.



5

In the next window, enter the path to the library, which will be the UNC path to the DR Series container share

as described below.

a

Specify a list of directories for the library. You can also specify the number of writers for the library, it

defaults to 1.

Click Properties to assign proper values to the file library parameters, including Maximal File Size.

Click Next.

File Edit View Actions Help

|Devices&Media V|| ] e‘

£

oawrds gD

[=-£7) Environment
Automated Operations
& Device Policies

@ Specify a list of directories for the library.

! : | | [ g |
3 Devices by host |

- Media \\10.250 240 202\sample I Emee

MNumber of writers:
< Back | | Mext > ‘ | Finish | | Cancel
12 Objects | W 4 > i |Add Device =HJ
Setting up the DR Series system on HP® Data Protector 9.0
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6 Verify the Media Type default is File, and click Next.

7

8

Eile Edit View Actions Help

|Devwces&Med\a

HEEEETEELE

[=-£7 Environment

Automated Operations

EI Specify the type of media used in the library.

Media Type
l% Standard type of media used by the physical device.

E Objects |

[Eile Pv
Distributed file media format
|§I Using distributed file media format enables the file library for virtual full backup.
[Use distributed file media format
| < Back ‘ | Next > ‘ | Finish | | Cancel

[H < v w]AddDevice =]

In the Summary window, verify that it shows the total physical storage size of that particular File Library

Device on the DR container, and click Finish.

File Edit View Actions Help

[Devices & Media

v] @elm=

=3 Environment
[+-#8 Automated Operations
{8 Device Policies
-lﬁ Devices
- Devices by host
Media

@ Objects

? [radwds s
o= Summary
|&€]| A storage sizes are in GB
Directory Name Total Size Used  Max Avail for Backup Max File Depot Size
£711110.250.240 202\sample 8018999 215309 7803.688 5.00

<Back ‘ ‘

Fiish || cancel

Next > ”

H 4 b i |@ Interactive =¥ | Add Device =4

& susmit-w2k12-01

In the next windows, click Close.
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Backing up in the Unix/Linux environment

1 NOTE: Make sure that you can mount/verify the NFS share from the UNIX/Linux client system. See Appendix B for
information on how to mount/verify the NFS share.

The procedure for the Unix/Linux Environment is very similar to the procedure for the Windows environment. One
difference is that in Step#3, you need to enter the UNIX path of the DR container export is used instead of a UNC path,
as described below.

For other details, please refer to the preceding steps for backing up in the Windows environment.

Properties for nfs - HP Data Protector Manager
File Edit View Actions Help

= 1

9 (3 Environment :|[ General | Repository | settings | Summary |
o-[3] Automated Operations
o {3 Device Policies @ Specify a list of directories for the library.
&3 H

| ][

7 [ Devices 1
o (J) ee 1
o % lo T ‘ |
o(J) nfs 3
o ([J NFS_Saving_233 67 ; i Browse

o (J) saving _167

o[ Devices by host 5; Properties.
o e Extended Copy : __Da\ete
o (i@ Media : a

Number of writers: E

3

f; Properties for nfs




Creating a new backup job with the DR

In the Context List drop-down menu, click Backup.

Series system as the target

In the Scoping Pane, expand Backup and then click Backup Specifications.

In the expanded sub-tree view, right-click the Filesystem item and select Add Backup.

Select the Blank File System Backup template and click OK.

[ o
L]

File Edit View Actions
|Backup vl g3 &

Help

=1-£0 Backup

=1-{E) Backup Specifications
3 Filesystem
i <¥ Internal Database
+-{E Templates

2 objects Tasks

Create New Backup

Select a template to apply to the new backup. Use the Blank template to create a specification with no default settings.

Filesystem

Name

22| Blank Filesystem Backup
E] Daily_Intensive
End_User_Archive
Monthly_Full

Weekly_Full
Weekly_Full_Catalog_Tw.
Weekly_Full_Log_Director
Weekly_Full_Over_WAN

Group
Default
Default
Default
Default
Default
Default
Default
Default

Backup optlions

Backup type

Sub type

_

Apply options
Destination
Options
Backup specification
Filesystem
Force to defaults

Trees

Schedule

[Local or netwark backup

Load balanced

[]Source-side deduplication

Cancel




5 Check any source data set that needs to be backed up, (in this example, the entire local “C:\” drive is

selected) and then click Next.

File Edit View Actions Help

[Baskup V]selsHeE 2 | BEcew
1= Backup L )
g {8 Backup Specifications Select the items that you want to back up.

i B Filesystern
| B T Internal Database Show: [ Al systems v [Filesystem backup

[+ Templates

\ Map Network Share |

BNFIGURATION D S |

SystemR d[ fb8-59e5-11e2-93e 7- N

‘ Add/Remove... |

[ <Back \i Next> i| Frish | Cancel

#8 Opjscss 8 Tasks | i« [Backup-semple ] Backup - News

& susmit-w2k12-01
S

6 Select the devices or drives to be used as the backup target (in this example, it is the DR Series container

share/export created in the previous section), and click Next.

I File Edit View Actions Help

|Backup VHE@ ‘Elﬂ 7 |@|@§m
&5 Backup o Selectthe devices or drives to be used for the backup.
[=-[f Backup Specifications —
£ Filesystem

¥ Internal Database |Show all devices v| Setfilter...
-08l Templates
Backup

| |
=+ ([ sample ‘ Properties... | | Remove Mirror |
| |
| |

Add Mirror

sample_WriterD

[/] Load balancing Move Mirror <

Maove Mirror >

Min: |1 v

Max:

<Back ‘ | Next> ‘ | Finish | | Cancel

2 objects |"H Tasks ’7 4 b i |Backup - New2 =]

3 susmit-w2k12-01
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Check and verify the Backup Specification Options through the Advanced button. Then in Filesystem Options

section, click on Advanced.

: File Edit View Actions Help
[sackup M HEEEEE
=-£0 Backup o (Eill  Selectthe backup options for all objects in this backup specification.
=-fE Backup Specifications :
#-C Filesystem Backup Specification Options
[+-4W Internal Database i back ot
t i i
B Templates @ fjust general backup specification options,
Description I | [ Advanced
Filesystem Options
. ] Selectthe default protection period for all backed up files and directories.
Protection: Permanent ~] | Advanced.
Disk Image Options
Selectlhe default protection period for all backed up disk images.
Pratection Permanent ] [ Advanced..
Backup to Disk Device Options
@ [ ]Source-side deduplication
[ <Back |[ Next> ||  Finsh [ cancel
%8 Objects | Tasks W 4 » 0 [@ Interactive =M ] Add Device —H | Backup - New2 =8

& susmit-w2k12-01

In Filesystem Options, click the Other tab, make sure Software compression” is not selected, and that Data

security is set to None.

[

Backup - New?2 - HP Data Protector Manager

W Internal
Templates

File Edit View Actions Help

| Options | Other | WinFS Options.

:@i Meodify the object's advanced options

[ClEnhanced incremental backup)
[ ]uUse native Filesystem Change Log Provider if available

¢ |Software compression
[ |Dispray stanetcal info
[Lock files during backup
[ ]1Backup POSIX hard links as files
[[1Do not preserve access time attributes

[[]Copy Recovery Setto disk

Data security
Soe A ~
Logging
[Log AN v]
Backup files of size
User defined variables
Edit
2 Objects Tasks oK [ cancer ] Help |

kB susmit-w2k12-01

Setting up the DR Series system on HP® Data Protector 9.0

Technical White Paper



NOTE: Always disable ‘Software compression’, as the DR Series system has compression built-in and does not require
compression on HP Data Protector. In general, additional data compression on backup software can have a negative
impact on total savings in the DR Series System.

Set Data security to none, as enabling encryption before the data stream is sent to the DR Series System device will
make the data unable to be deduplicated. This can put a significant negative impact on the total savings of the DR
Series system.

9 Define the Backup Job Schedule options and click Next.

File Edit View Actions Help
[Backup I AEEEER
=L Backup =] Specifythe d diimes th back rformed. Check the Holiday boxto indicate th d -
: P = peci e dates and times that you want backups performed. Check the Holiday box to indicate that you do
lT;‘ @ Backup Specifications ﬂ notwant scheduled backups to run on holidays
-3 Filesystem
~&W Internal Database
Templates ‘ Undo ‘
Q 2016 Nov D \= - :‘
Reset
Maon Tue Wed Thu Fri Sat Sun ‘ Predefined ‘ =
1 2 3 4 5 6
7 8 9 10 1 12 13 [Holidays
4 15 16 17 18 13 20 DD\gab\eschedule
| 2 2 24 25 26 27
28 25 0 Legend L
M Fun
W incremental
Sunday, November 13, 2016 E FuII.+\ncr
. . ‘ Holidays w
T 1
<Back “| Next > |I‘ Finish | ‘ Cancel
E- Objects | Tasks mﬁackup—l\levﬂ =-J
& susmit-w2k12-01

10 Review the Backup Job Summary, and click Next.

File Edit View Actions Help

Backup v 8 o &[] BEEEEE:
e Backup —— Review summaries of the backup specifications and make last-minute changes.
[=-{8| Backup Specifications
£ Filesystem
-8 Internal Database i Source Type e Fr—
- Templates b |susmitw2k12-01 C: Filesystem [Windows]
Delete

Change Mirror.

|
|
| Change device...
|
| Properties.

< i [ >

| < Back MNext > | Finish ‘ Cancel
#3 Objects | Ve W 4 b 1 [Backup - New2 =M | Backup - New3 =M ]

@ susmit-w2k12-01
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11 Specify a name for the Backup Job, and click Save As to save the newly configured backup specification.

L] Backup - New3 - HP Data Protector Manager =B X
File Edit View Actions Help

|Eackup v | o 7

£ Backup

= Backup Specifications
£ Filesystem
W Internal Database

— Save as___
Templates E

Save the newly created backupftemplate

Perform finishing steps in your backup/template design.

Save Backup As -

= Type the name and select a group, where you want to save your new
[E] backup specification

i._, This option is
mix. IBM DB2,
ZDB and direct

Name |backup_samp\e\ ‘

Group |Defau|t v‘

B ] f| [ o

K susmit-w2k12-01

12 objects Tasks War B

12 (Optional) Click Start Interactive Backup to run the backup, and, when the Start Backup window opens, click
OK to start the backup.

(Y Backup - New3 - HP Data Protector Manager =8| X
Eile Edit View Actions Help

|Backup v‘ 98 = 7 =4 =5
=-£7 Backup

- —— Perform finishing steps in your backupftemplate design.
= Backup Specifications

+ﬁ Filesystem
*-W Internal Database
4@ Templates

Save as

Save the newly created backup/template.

Start Interactive Backup...

Begin an interactive backup with the current backup specification.

Start Backup -
F‘l Selectthe backup type and the desired network load, then click OK to start the

backup

Backup type |Fu\| v|

Network load |H\gh v| :l

¥R Objsets Tasks |4 4+ v [Backup |

_ I

The Backup window displays the progress of the backup session. The Session Information window will tell you

when the backup is completed.



File Edit View Actions Help

‘Eackup VH FER Ed
[=-£7 Backup
=8 Backup Specifications

E Status Type Client System Source Device Size Done Done (%) Errors Warnings Description
4 Interal Database & Completed WinFS susmit-w2k12-01 C samp.. 10.. 10 100% 0 0 C
@ Templates

Status Device Client System Total Data Medium Label
@@ Inactiv.. sample_Writerd susmit-w2k12-01 256 KB sample_MediaPool_1

|[Normal] From: BSM@susmit-w2k12-01 "" Time: 11/13/2016 10:58:48 PM

|>

Session Information X -
ime: 11/13/2016 10:58:50 PM
Q Session ID: 2016/11/13-11 [
Session Type: Back
ssion ype acp ime: 11/13/2016 10:58:57 PM
A \eeedfa0a0562960b10121400001.fd to
Session completed successfully! ime: 11/13/2016 10:58:57 PM
001.fd
2016 10:58:538 EM

<

[Normal] From: VBDA@susmit-w2k12-01 "C:" Time: 11/13/2016 10:58:59 BPM
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Setting up DR Series native replication

and restoring from a target container

Building a replication relationship between

DR Series systems

1 NOTE: The assumption is that on both the source and target DR, a container is already created for each of them. The
target container should not be used by anything else and is empty, with the same Connection Type as the source
container.

1 Create a target container on the target DR Series system.

DR4300 - ]
OUeSt DR4300-08.0caring local administrator - o =
Globalview * All Containers
Dashboard »
Storage Group Container Marker Type Access Protocel Connection Status  Replication ¢ Actions
Containers 4 Py - a A
Replications R DefaultGroup backup Auto NFS.CIFS Avalable, Avalable Mot Configured
Systemn Configuration » NDMP edc Unib_Durmp WTL NDMP Available Not Configured Ex
Support ]
PP NDMP oAz Uni_Durnp WTL NDWP avalable Mot Canfigured Ex
107202017 23:58:54 DefaultGroup  reptarget  HP_DataProtectar  MFS.CIFS Avallable, Avalable Mot Canfigured
USPacific-Mew
NDMP v Unix_Durmp WTL NDMP avalable Not Corfigured n
NDWP WS Unix_Dump WTL NDWMP Avalable Not Configured n
6 ltem(s) found. Display 10 ¥ elements per page q 4




2 On the source DR Series system, select Replications from the left navigation menu, and, on the Actions

3

menu, click Add Replication.

OueSt DR6300

DRE300-12 ocarina local

administrator [ 0

US/Pacific-New
0 Itern(s) found

Globalview ' All Replications
Dashboard »
Source % Status Replica % Status ™ Log DLft
Containers »
0 Item{s) found
I Replications »I
Systermn Configuration 3
Support 3
10/3 712017 00:00:26
US/Pacific-Mew
Select the type of Replication and click Next.
DR6300 - .
OUGSt DRE300-12 ocarina local administrator - 0 :
GlobalView *  All Replications
Dashboard 3
Cortainers , = Add Replication
Replications »
Choose replication type O Replica & Cascade
Systemn Configuration 3
Support 3 *® Cancel
10/31/2017 00:01:56 Source = Status & Replica = Status ¢ Cascaded Replica =

Select the source container to be replicated, and click ‘Next’

DR6300
OUeSt DRA300-12 ocarina lacal

administrator |98 0

Glabalizw *  All Replications
Dashboard r
Containers , |+ Add Replication
Replications >
Source Container
Systemn Configuration »
Support > Select container location: O Remate

1042172017 00,0327 Select local container, sample ﬂl

USiPacific-MNew

® Cancel

Source % Status ¢ Replica #

[ temf s fonnd

Status %

Cascaded Replica #




5 Select an encryption mode if required, and click Next.

DR300
Quest DRE300-12.0carina.local administrator [0
Globaliew *  All Replications
Dashboard 4
Containers , * Add Replication
Replications »

Source Container = Replica Container

Systemn Configuration 3
Support 4 Encryption: @ NotEnabled O AES 128-nit O AES 256-bit

1043172017 00:05:27 w % Cancel

USPacific-New
Source % Status + Replica % Status + Cascaded Replica %

0 Itemis) found.

6 Select Container from remote system, enter the Target DR related information, click Retrieve Containers,
select the populated target container from the list, and click Create Replication.

L]
1 NOTE: Enter credentials to authenticate to the target DR (default is “Administrator/StOr@ge!), click Retrieve Containers,
and select the target container in the list.

OUeSt DR6300

Py a
DRG300-12.0carina Iocal administrator |88 0 H
Clobalview * All Replications
Dashboard »
containers R + Add Replication
Replications »
Replica Container
System Configuration »
Suppart » Select container location, @ Remote
10/31/2017 00:07 51 Usemame: @ | aoministrator

US/Pacific-Mew Password. | eeemeens

Remote system

p—
Select remote container: ‘ rep-target Iv ‘
L}
® Cancel
Source % Status & Replica # Status Cascaded Replica #

0 Itemis) found.

7 Verify the summary and click Finish.



DR&300 - s
Quest DRE300-12.ocarina local administrator MO}

Glabaliew * All Replications
Dashhoard »
Cortainer , F Add Replication
Replications »
Summary
System Configuration J
Support 4 Source Container
Location local
1043172017 00:09:25
USiPacific-New harme: sample

Source Container = Replica Container
Encryption Not Enabled

Replica Container

Location remote
Remote System dr4300-09.ocarina.local
name rep-target

[B Finish % Cancel

Verify that the replication is created successfully and make sure the Status checkbox is marked for the

replication session.

DR&300 - N

OueSt DRE300-12 acarina local administrator . o
GlobalView »
Dashboard 4 . .

All Replications
Containers »

€ Local container(s) in bald.
Replications 4 Source % Status £ Replica % Status = Cascaded Replica ¢
Systern Configuration ’ 4+ DR8300-12 Ar4300-4mcacd2

sample rep-target

Support 4

1 ttem(s) found.
T0/3172017 001158

USPacific-Mew
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Runing backup to the source DR Series
system (Optional)

This is needed only when there is no backup data on the source DR container.

1 Add both source DR and target DR as Devices on HP DP, create a New Backup Job with source DR as the

Target.
I File Edit View Actions Help
[Dovicss & Wedia v #Be s 7 [saa @250

=1 Environment Show fitter sefings (nactve temsperpage (50 v|  Page[l |/ 1 <]>
Automated Operations

Name System Policy Media / Interface Type Description Lock Name Restore Policy Cof
Device Palicies (I sample susmit-w2k12-01 File Library File
Devices| 0 rep-target susmit-w2k12-01 File Library File
Devices by host
Media

File Edit View Actions Help
|Backup v| | FL

=-£3 Backup
-8 Backup Specifications
| E-E Filesystem

L@ R

¥ Internal
Templates Preview Backup...

£l

BELE R

Source |I'_‘ inati |0piions| Schedul |Backup Object Summary

- Selectthe items that you want to back up

Start Backup...

stems £ | |F|Iesystem backup v |

Select the Location for the Shortcut... | Map Network Share |

Change Group... | Disconnect Share |
Apply Template...

| Add/Remove |

Copy As...
Delete Num Del

Properties... Alt+Enter

| Cancel | | Apply
7 Objects | Tasks H 4 b M |Add Device '.J Backup - New2 '-JO backup_sample '-J Backup-backup_samplej

b susmit-w2k12-01
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2 In the Start Backup window, click OK to start the backup using the appropriate settings, and monitor job

status.

File Edit View Actions Help

[Backup V] e ? | A D Ew
=-£3 Backup
[=- [ Backup Specifications
E‘ﬁ Filesystem Status Type  Client System Source Device Size Done Done (%) Errors Wamings Desc
I 8] oackup_sample [P Running WinFS susmit-w2k12-01 C S8MDu 0 0C
[+-<¥ Internal Database
-0 Te lat
(=-(3) Templates <] m | >
Status Device Client System Total Data Medium Label

=IRunning sample_WriterD susmit-w2k12-01 -

[Normal] From: BSM@susmit-w2k12-01 "backup_sample® Time: 11/16/2016 10:14:¢~
Backup session 2016/11/16-1 started.

[Normal] From: BMABsusmit-w2k12-01 "sample WriterO" Time: 11/16/2016 10:14:
STARTING Media Agent "sample WriterQ"

[Normal] From: BMABsusmit-w2k12-01 "sample WriterO" Time: 11/16/2016 10:14:
Loading medium from slot \\10.250.240.202\sample\eeedfalal582ddadf0l2]

[Normal] From: BMABsusmit-w2k12-01 "sample Writer0"™ Time: 11/16/2016 10:14:
\\10.250.240.202\sample\eece8falal582d4adf0121400004 . £d
Initializing new medium: "sample MediaPool 2"

[Normal] From: VBDR@susmit-w2k12-01 "C:™ Time: 11/16/2016 10:14:56 PM
STARTING Disk Agent for susmit-w2k12-01:/C "C:".

<] i [ >

2 objects | Tasks |

W 4 ¢ o |@ Interactive =M ] Add Device =H | Backup - New? =M | backup_sample =]

6 susmit-w2k12-01

Setting up the DR Series system on HP® Data Protector 9.0 o8

Technical White Paper



o backup_sample - HP Data Protector Manager =g X
File Edit View Actions Help
Backup V]| @ KRR
B E Backup Q Backup
1 {8 Backup Specifications
EIEF"E‘SYSTEW Status Type  Client System Source Device Size Done Done (%) Errors Warnings Desc
backup_sample & Completed WInFS susmit-w2k12-01 C: samp.. 10.. 10.. 100% 0 0C
AW Internal Database
-l Templates
=8 P <] m | [>]
Session D 2016/11/16-1
Session Type: Backup
~
backup_sample L= ]
Session completed successfully!
TOYLES TOTar - .
Used Media Total ............. 1
Disk Agent Errors Total ...... 0
Session completed successfully! =
[v]
<] n | [>]
B2 Objects |aﬂ Tasks | W 4+ 5@ Interactive =8 ] Add Device = ] Backup-New2 =M | @ backup_sample = J
B susmit-w2k12-01 ]

When the backup job is completed, HP Data Protector creates backup files using the suffix '.fd’ on source DR, and

the “.fd’ files will be replicated to the target DR, as shown below.

Source DR:

Home Share View ~ 0
X cut l l‘_z)l x Ii‘j@ 1 DiNewitem - D fgopen - [FHselectal
Copy path ¢ = -:aEasy access * _ Edit 28 select none
Copy Paste Move Copy Delete Rename New Properties o -
B Paste shortcut = 5~ o - - I e - nglnvert selection
Clipboard Organize New Open Select
T |J » Network » 10250240202 » sample v & | ‘ Search sample p
@ - e -
«» Recent places Name Date modified Type Size
o ) | eee8fala0582d4adf0121400004.fd 11/16/2016 10:15 PM FD File 776 KB
| Libraries
J:i Documents
. Music
=, Pictures
s Videos

Setting up the DR Series system on HP® Data Protector 9.0 -
Technical White Paper



Target DR:

Home Share Wiew ~ 0
Ny & cut n. | Y ) | New item ~ i3 Open Select all
E= e 2 X =2 W3 [
- Copy path o :aEasy access ~ | £ Edit 88 Select none
Copy Paste Move Copy  Delete Rename New Properties N
E paste shortcut 1o to . folder . unlnvert selection
Clipboard Organize New QOpen Select
@ -1 ‘J » Network » 10.250.242.88 » rep-target v O| | Search rep-target A
25 Recent places A Name Date modified Type Size
— I eeedfala0582d4adf0121400004.fd IW 1/16/2016 10:15 ... FDFile 776 KB
. Libraries
. Documents
_J’, Music
= Pictures
! Videos

Preparing the replication target for restore

1 In HP Data Protector, go to Devices & Media > Media > Pools, right-click the Media Pool associated with the

source container device and the backup set that needs to be restored, and click Export.

File Edit View Actions Help
|Dewces&Med\a VH@@“* El‘ 7 |&d@'ﬁ‘ﬁ§,§@
A Device Policies ~ Show filter settings (Inactive; ltems per page |50 A4 Page |1 i1 <>
@ Devices Description Quality Protection Available Space (MB) Location
@ Devices by host | B sample MediaPool 2,
= Media &psample_MediaPool_1
3 Locations Change Location...
=3 Pools
& Default AIT
& Default DDS & Recycle
&F Default DLT Move to Pool...
& Default DTF
& Default Exabyte Copy...
= Default File Verify...
& Default LTO-Ultrium Import Catalog...
= Default Optical
& Default QIC Select Media...
= Default SAIT Properties... Alt+Enter
=P Default SD-3
= Default SuperDLT
=P Default T3480/T4890/T9:
@ Default T3590
=P Default T3592
= Default T9840
= Default T9940
= Default Tape |
= sample_MediaPool
B sample_MediaPool 1 |
L sample_MediaPool_2 v
< [ [ >

0 [sample: \\10.250.240.202\sample\eee8fa(]
0 [sample: \110.250.240.202\sample\eeeBfal

Copy Catalog to File...

<] [T [ >
L3 Objects ‘ K 4 v H|Add Device = | Backup - New2 =8 | @ backup_sample 'HJ sample_MediaPool
IBceort selected medium (media)... & susmit-w2k12-01

1 NOTE: If the media pool is protected and cannot be exported, you should perform Recycle before Export
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2 Open the HP Data Protector CLI console, and use the command utility “omnidownload” to download the

source container library configuration from IDB.

_I:I-

=y Administrator: C\Windows\system32\cmd.exe

C:\Users\Administrator>
C:\Users\Administrator>omnidownload -library sample -file c:\sample.txt

C:\Users\Administrator>_

1 NOTE: Refer to Appendix C for information about how to use the command “omnidownload”.

3 Edit the file, modify or add the object information to point to the target DR Series system, and save this file.

) sample - Notepad —|a -

File Edit Format View Help

NAME "sample"

DESCRIPTION "™

HOST susmit-w2kl2-e1

POLICY Filelibrary

TYPE File

REPOSITORY
"\\1@.2508.2408.202\sample‘\eee8fanad5829606b10121480001.Fd"
|"\\1@.25@.24@.2@2\sample\eeesfaeae582d4adF8121466894.Fd" |

DIRECTORY
"5120 2 @ 1@ \\10.250.240.202\sample”

MGMTCONSOLEURL ™"

4 Modify the file with the target DR Series system information.

El sample - Notepad — (o[

File Edit Format View Help

NAME "sample™

DESCRIPTION ""

HOST susmit-w2k12-81

POLICY Filelibrary

TYPE File

REPOSITORY
"\\1@.259.24@.282\sample\eeesfaeae582968b1@h218@@91.fd"
"\\1@.250.240.1085\rep-target\eeesfavaos832aedadf12100004 . fd"

DIRECTORY
"512@ 2 @ 1@ \\1@.250.240.202\sample”

MGMTCONSOLEURL ™"




5 Upload this modified configuration file to IDB using the command “omniupload”.

Administrator: C\Windows\system32\cmd.exe
Microsoft Windows [Uersion 6.2.9200]

(c) 2012 Microsoft Corporation. All rights reserved.

C:\Users\Administrator>omniupload -modify_library sample -file c:\sample.txt

C:\Users\Administrator>_

1 NOTE: Refer to Appendix C for information on how to use the command “omniupload”.

6 Click Media > Pools > Import to import the device object from the target device.

(]

File Edit View Actions Help

Devices & Media V] g - 9

Properties for sample_MediaPool - HP Data Protector Manager

2 Objects

+-[E Drives
-0

-G8 Media
-3 Locations
=3 Pools

@ 10.250.212.110_MediaPool
=P 10.250.240.105_MediaPool
=P 10.250.240.202_MediaPool

@ Default AIT
= Default DDS
= Default DLT

@ Default DTF
& Default Exabyte
= Default File

@ Default LTO-Ultrium
&7 Default Optical
= Default QIC
=P Default SAIT
& Default SD-3
@ Default SuperDLT
=P Default T3480/T4890/79490
& Default T3590

&P Default T3592
=P Default T9840
& Default T9940

&P Default Tape
& hpdp1_MediaPool
&F restore_MediaPool

-

@ t_MediaPool

- target1_MediaPo

-4 teja4_MediaPool

... & tt_MediaPool

Num Del

Delete
Select Media...
Properties. Alt+Enter

General | Allocation | Condition

Media Pool

Pool Name ‘samp\eiMed\aPnﬂ\ |
Description ‘Autucreated for device sample_Writerd |
Media Type

Standard media type used by the physical device, drive, or library.

e

File

Cancel

W 4+ v [@ ImportMedium =8 | & ImportMedium = JImport Medium = | Properties for sample_MediaPool
& susmit-w2k12-01




7 Click Next.

File Edit View Actions Help
[Devices & Media V] wol |-

el L

& Devices by host [~ Selectthe device (library drive and slot) where the medium to importis located.
=@ Media

{3 Locations
83 Pools
= 10.250.212.110_MediaPool
= 10.250.240.105_MediaPool
-2 10.250.240.202_MediaPool

Device (Library's Drive)
Device or library's drive to perform operation with.
[ |

|sample_wiiter |

& Default AIT
@ Default DDS Library's Slot
-2 Default DLT Slotwith the medium to perform operation on.
= Default DTF
= Default Exabyte
@ Default File
& Default LTO-Ultrium
= Default Optical
- Default QIC
& Default SAIT
= Default SD-3
-& Default SuperDLT
=P Default T3480/T4890/T9490
= Default T3590
- Default T3592
= Default T9840
= Default T9940
& Default Tape
& hpdp1_MediaPool
= restore_MediaPool
-#P sample_MediaPool
e t_MediaPool
[+-= target1_MediaPool
+-a teja4_MediaPool
= tt_MediaPool

‘\\10.250. 240.105\rep-target\eeesfa0a05832ae4adf12100004.fd j|

<

| emaek [ mews | Fmsn [ cancel

#2 Objects \ W 4 - 1 |Backup-sample ] Backup-News = ] Add Device = | Import Medium =

& susmit-w2k12-01

8 Select the Import Copy as Original checkbox, and click Finish.

File Edit View Actions Help

v]| 8 ||+

? oo dssD0

‘ Devices & Media

=0 Environment lall Specify additional options for the session.
Automated Operations ﬁ

| Device Policies Options
* () Devices @ || Eject medium after operation
=@ Devices by host
=B susmit-w2k12-01
[+ hpdp1 Logging ‘Log All W
110 restore
=1+ sample
=2 Directories
‘ \\10.250.240.105\rep-target
& \\10.250.240.105\rep-target\eee8fala05832ae4k
{8 1110.250.240,105\rep-target\eeedfa0a05833d61
-£31410.250.240.202\sample
=) Drives
sample_WriterQ

Import Copy as Original

B0t
[+ targetl
o0 tt

& 10.250.240.105_MediaPool
& 10250.240.202_MediaPool
@ Default AIT
= Default DDS
-~ Default DLT v

3 S I [

L2l Objects ‘ W 1 b 1|C[C] =] @ Restore =8 | @ sample = | Import Medium = |
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9 Verify that the import is done successfully.

Import Medium - HP Data Protector Manager

File

Edit View Actions Help

[Devi

ces & Media

v]| & & m|Hr

EEEEEEEEL

[k
[+
[E

(=3 Environment

+- 8 Automated Operations
- Device Policies
i@ Devices

=@l Devices by host

=8 susmit-w2k12-01
@ hpdp1
(@ restore
=-0) sample
| = Directories
- 1\10.250.240.105\rep-target
i 2 \\10.250.240.105\rep-target\eeesfa0ad583
i \\10.250.240. 105\rep-target\eeesfala0d583
£1\110.250.240.202\sample
-3 Drives
+-=) sample_Writer0
Mt
M target1
ot

=@ Media

{1 Locations

<l

#2 Objects ‘

[Normal] From: MSM@susmit-w2k12-01 "sample Writer0" Time: 11/21/2016 9:38:31 PM
Media session 2016/11/21-7 started.
[Normal] From: MMA@susmit-w2k12-01 "sample Writer0" Time: 11/21/2016 9:38:31 PM

STARRTING Media Agent "sample WriterOQ"

[Normal] From: MMA@susmit-w2kl12-01 "s; = L = c - =
Loading medium from slot \\10.2| evice sample W

[Normal] From: MSM@susmit-w2k12-01 "s R-2016/11/21-18
Data Protector foreign medium "

Session D

Session Type Media

[Normal] From: MSM@susmit-w2kl12-01 "s

Importing session into database
SessionID: 2016/11/21-¢

Owner: SUSMIT-W2K12-0

Start time: 11/21/2016 9:2

Import Medium

1media out of 1 successfully imported.

[Normal] From: MMA@susmit-w2k12-01 "s
Unloading medium to slot \\10.

device sample

[Normal] From: MMA@susmit-w2k12-01 "sample Writer0"™ Time: 11/21/2016 9:38:37 PM

COMPLETED Media Agent "sample Writer(Q"

1 media out of 1 successfully imported.

<
;T!»_M\mrs 8 [@ sample | @ Import Medium &
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Restoring from the target DR Series system

1

2

In the Context List drop-down menu, select Restore, run the restore session that is associated to the backup

set, and click Restore.

File Edit View Actions Help

EEEE

[=1-3 Restore Objects
| 453 Disk Image
e 8 Filesystem
-8 susmit-w2k12-01
wRCIC]
[#-{8 Internal Database
[=-£3 Restore Sessions
£ @ 2016/11/21-6
=8 susmit-w2k12-01
wRCIC]
-8 2016/11/21-3
@ 2016/11/20-9
-8 2016/11/13-4
[+-99 2016/11/13-3
-8 2016/11/13-2
-89 2016/11/13-1

Source | Destination | Options | Devices | Media | Copies | Restore Summary

m Selectthe files and directories that you wantto restore

(®) Showfull chain
() Showthis session only

=20
®E Test

Technical White Paper

Restore Il Preview I Cancel
B2 Objecis |§E Tasks ‘ W 4+ _1]|@ Restore 4 @ sample =M@ Import Medium =W JC.[C] W] C:[C] W]
Click Next.
L] C: [C] - HP Data Protector Manager o
~ File Edit View Actions Help
[Restore g dEw
=7 Restore Objects Source | Destination | Options | Devices | Media | Copies | Restore Summary

o D,ISHWEQE ED Selectthe files and directories that you want ta restore.

-fl ystem

B~ usmit-w2k12-01

e G
(-8 Internal Database
£ Restore Sessions (_@ You have selected muliple objects.
=@ 2016/11/21-6 Choose which objects you would like to restore.
=8 susmit-w2k12-01
wBCIC Click Nextto continue

@ 2016/11/21-3

& 2016/11/209

& 2016/11/13-4 (®) All selected objects (parallel restore)

B 2016/11/13-3 () lwantto select an object (single restore)

& 2016/11/13-2

& 2016/11/13-1

<Back || Neas |[  Fmsh  [[ cancel ||
Restore [ preview ] Gancel
12 Objects "E Tasks ‘ W 4+ 5 |@ Restore 8| @ sample 8] @ Import Medium 8] C:[C] 8] C:[C] =]
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3 Click Next.

L]

C: [C] - HP Data Protector Manager

~ Fle Edit View Actions Help

 [Restore

EolmHmm [BEoew

[=-£1 Restore Objects
| -89 Disk Image
(=13 Filesystem
(=5 susmit-w2k12-01
Il ()]
(#-{8 Internal Database
[=1-E7 Restore Sessions
=@ 2016/11/21-6
(=5 susmit-w2k12-01
i J el ()]
@ 2016/11/21-3
@ 2016/11/20-9
- 2016/11/13-4
-8 2016/11/13-3
@ 2016/11/13-2
- 2016/11/13-1

Source | Destination | Options | Devices | Media | Copies | Restore Summary

m Selectthe files and directories that you want to restore:

Reviewyour selection. Click Next1o set additional options or Finish o begin your
session.
Client Name Type
susmitw2k12-01 ce Filesystem (Windows)
‘ Needed media. |
[ <Back || New> |[ Fmsh [ cancel |[  Hel |
L |

Restore \ \ Preview \ | Cancel
#2 Objects ‘ Tasks | W a v o |@ Restore =8| @ sample 4] @ ImportMedium =R ] C.[C] =W ]| C:[c] ]
4 Click Finish.
Li) C: [C] - HP Data Protector Manager -8
le Edit View Actions Help
[Restore Vae mH=m [aH e
=-£1 Restore Objects Source | Destination | Options | Devices | Media | Copies | Restore Summary
£ DiskImage Selectthe files and directories that o resto
5. 6@ Filesystem m electthe files and directories that you want to restore.
susmit-w2k12-07
i Il
£ Internal Database
=-£7 Restore Sessions (_IE Setadditional session options and click Finish to start restore.
E-@ 2016/11/21-6
=8 susmit-w2k12-01
BRG] Reportlevel
@ 2016/11/21-3 (®) Warning
@ 2016/11/20-9
M
® 2016/11/134 O winor
@ 2016/11/13-3 O Major
® 2016/11/13-2 O Ciitical
@ 2016/11/13-1
Network load
(® High
O Medium
OlLow
Enable resumable restore
<Back Next > Finish | Cancel Help
B
Restore I Preview Il Cancel
19 Objects |2 Tasis | W4+ 1 [@ Restore ¥ | @ sample ¥ | @ ImportMedium M) C.1c1 W] . [C1 ]
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5 Verify that the restore is done successfully.

<] Restore - HP Data Protector Manager

le Edit View Actions Help

EEER R

[Restore

=20 Restore Objects -
£ Disk Image
E-@ Filesystem Status Type  Client System Source Label Session From Device
usmit-w2k12-01 @ Completed WInFS  susmit-w2k12-01 C C 11/21/2016 9:22:3.. sample_Writer0
_ elo @ Completed Winfs  susmit-w2ki2-01 c C 11/21/2016 922:3.. sample_Writerd
¥ Internal Database
(-7 Restore Sessions < o ‘
L@ 2016/11/21-6 Status Device Client System Total Data Medium Label
B susmit-w2k12-01 @ lnactive/Finished sample_Writer0 susmit-w2k12-01 1024 KB sample_MediaPool 2

P G e

@ 2016/11/21-3
@ 2016/11/20-9
& 2016/11/13-4
& 2016/11/13-3
& 2016/11/13-2
& 2016/11/13-1

2016/11/21-8

Session ID

Session Type Restore

Restore

Session completed successfully!

Media Agents Total .......... 1
Mbytes Total 0 MB
Used Media Total . 1

o

Disk Agent Errors Total ..

Session completed successfully!

<l

12 objects "E Tasks | W 4 1 |@ Restore ] @ sample <)@ ImportMedum R C.[C] W] C.[C] | @ Restore
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Setting up the DR Series system

cleaner

The cleaner will run during idle time. If your workflow does not have a sufficient amount of idle time on a daily basis,

then you should consider scheduling the cleaner which will force it to run during that scheduled time.

If necessary, you can do the following procedure as described in the screenshot to force the cleaner to run. Once all
the backup jobs are setup the DR Series System cleaner can be scheduled. The DR Series System cleaner should

run at least 40 hours per week when backups are not taking place, generally after a backup job has completed.

Performing scheduled disk space reclamation operations are recommended as a method for recovering disk space

from system containers in which files were deleted as a result of deduplication.

DR6300 - .
Quest DRE300-12.0carina local adminisirator B0 &
Globalview » SChed u IeS Add Cleaner Event
Dashboard » Add Replication Event
Cleaner status: Done B Cleaner Schedule a1« W Source Replication Schedule Al Add Multiple Replications
Containers 4 )
] W Target Replication Schedule Al + Add Multiple Cleaners
Replications » Run Cleaner Mow
I Systern Configuration » I 200 Sun Mon Tue Wed Thu I
® Log Out
Support »
4:00
10/30/2017 235234
500
USiPacific-Mew
§:00
700
8.00
9:00
10:00




Monitoring Deduplication, Compression

and Performance

After backup jobs have completed, the DR Series system tracks capacity, storage savings and throughput on the DR

Series system dashboard. This information is valuable in understanding the benefits of the DR Series System.

1 NOTE: Deduplication ratios increase over time; it is not uncommon to see a 2-4x reduction (25-50% total savings) on
the initial backup. As additional full backup jobs complete, the ratios will increase. Backup jobs with a 12-week retention
will average a 15x ratio in most cases.
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Appendices

A - Creating a storage device for CIFS

There are two options for HP Data Protector to authenticate to the DR Series system through CIFS.

e DR joined into the domain: Integrates HP Data Protector Server and DR Series System with Active Directory
m  Ensure the AD user has appropriate ACLs to the DR Series System Container share.
m  Set the HP Data Protector service to run with this AD user <Domain\User>.
o DR as a standalone CIFS server: Make sure the HP Data Protector Inet service and CRS service use the
same logon user. Make sure the DR Series system also has the same username and password defined in
the Local Workgroup Users. Also, make sure this CIFS user has appropriate access permission to the DR

Series System container share. HP Data Protector services will use this user to authenticate to the DR Series

System share in Workgroup mode.

m  To set the password for the local CIFS administrator on the DR Series System, log on to the DR using
SSH.

o Log on with username: administrator, and password: StOr@ge!

0 Run the following command: authenticate --set --user administrator

1 NOTE: The CIFS administrator account is a separate account from the administrator account used to administer the
appliance. After an authentication method is chosen, set the HP Data Protector Service account to use the CIFS

administrator account.

1 Launch the Microsoft Services Snap-in by clicking Start > Run > Services.msc > Enter.



Locate the Data Protector Inet and Data Protector CRS Service, right-click Properties and click the Log On
tab.
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NOTE: Do this step only when no backups are currently running, as restarting the services causes backup jobs to fail.
Double-click on the services one at a time.

If you are using local synced accounts rather than the AD account, make sure that there is a “.\” in front of the user
name.

Data Protector Inet Properties (Local Computer) -
| General| Log On |Recovery | Dependencies |
Logon as:
() Local System account
) Allow service to interact with desktop
y) This account: |.\Admimstrat0r | | Browse
Password: . |
Confirm password: |
Help me configure user accountlog on options.
oK | | Cancel Apply

3 Click OK.

4 After changing both services for HP Data Protector, select Stop/Start to restart the two services.



B - Creating a storage device for NFS

For NFS backup using HP Data Protector, a target folder needs to be created as an NFS share directory. This is the

location to which backup objects will be written. (This is not required for adding a CIFS share.)

1 Mount the DR Series System NFS share onto the NFS share directory to which backup objects will be written

in the HP Data Protector environment.

2 Verify the NFS share. (One way is to try using the Linux command “cat /proc/mounts”. The rsize and wsize of

the nfs mount should be 512K.)

C - User commands

o Omnidownload
m  Downloads information about a backup device and a library from the Data Protector Internal Database
(IDB).
m  This command is available on systems with the Data Protector User Interface component installed.

Examples:

To review the information about a virtual tape library named "VTL" in ASCII format that will be

saved as the file "libVTL.txt" to the directory "C:\Temp", run:
omnidownload -library VTL -file C:1TempllibVTL.txt

e Omniupload
m  Uploads information about a backup device from an ASCII file to the Data Protector internal
database(IDB).
m This command is available on systems with the Data Protector User Interface component installed.
Examples:

To modify library"Exabyte1" using the information in the file "/tmp/EXA", run:

omniupload -modify _library Exabyte1 -file /tmp/EXA



