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  Executive Summary 
This document provides information about how to set up the DR Series system as a backup target for Acronis 
v11.5.  

For additional information, see the DR Series system documentation and other data management application 
best practices whitepapers for your specific DR Series system at:  

http://support.quest.com/DR-Series 

For more information about Acronis, refer to the Acronis documentation at: 

https://www.acronis.com/en-us/support/documentation/ABR11.5/index.html#14080.html 

 
  

 NOTE: The DR Series system/ Acronis build version and screenshots used in this document might vary slightly, 

depending on the version of the DR Series system/ Acronis Software version you are using. 

http://support.quest.com/DR-Series
https://www.acronis.com/en-us/support/documentation/ABR11.5/index.html#14080.html
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   1 

Installing and configuring the DR 
Series system 

1 Rack and cable the DR Series system, and power it on. In the DR Series System Administrator Guide, see 
the following sections for information about using the iDRAC connection and initializing the appliance. 

■ “iDRAC Connection”, 

■  “Logging in and Initializing the DR Series system”  

■ “Accessing IDRAC6/Idrac7 Using RACADM”  

2 Log on to iDRAC using the default credentials (username: root and password: calvin) and either: 

■ the default address 192.168.0.120,  

■ or the IP address that is assigned to the iDRAC interface  

3 Launch the virtual console. 

 

4 After the virtual console opens, log on to the system (with the username: administrator and password: 
St0r@ge! where the “0” in the password is the numeral zero). 
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5 Set the user-defined networking preferences. 

 

6 View the summary of preferences and confirm that it is correct. 

 

7 Log on to the DR Series system administrator console, using the IP address with username administrator and 
password St0r@ge! (The “0” in the password is the numeral zero.). 
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8 Join the DR Series system to Active Directory. 

 
NOTE: If you do not want to add the DR Series system to Active Directory, see the DR Series System Owner’s 
Manual for guest logon instructions. 

a In the left navigation area of the DR Series system GUI, click System Configuration and then select 
Active Directory.  

 

b Click Join. 

 

c Enter valid credentials and click Join. 
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d On the Action menu in the upper right corner of the page, click Add Login Group. 

 

9 Now you need to create and mount the container. In the left navigation menu, click Containers.   

 

10 On the Action menu in the upper right corner of the page, click Add Container. 
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11 Enter a container name and for the Access Protocol, select NAS (NFS, CIFS) and then click Next. 

 

12 Select NFS, CIFS as the access protocol and the Marker Type as Auto, and then click Next.  

 

13 Configure the NFS and CIFS client access settings and click Next. 
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14 Review the summary and then click Save to add the container. 

 

15 Confirm that the container is added. 
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   2 

Setting up Acronis Backup & Recovery 

For a Windows environment 
1 Open Acronis Backup & Recovery Manager. Expand Vaults --> Personal, which displays the Acronis 

repositories and click on the Create Button. 

 

2 Specify the new vault Name that identifies the vault. Set the Path value to a Network folder which points to a 
DR CIFS container share, then click the OK button. 

 

 



 

 

Setting up the DR Series System on Acronis Backup & Recovery v11.5   13 
 

 

 
 
 

 NOTE: The Windows service account for Acronis Backup & Recovery requires appropriate permissions to the DR 

Series Deduplication Appliance CIFS Share for the step below to complete successfully.  See Appendix A for setting 
up the Acronis Backup & Recovery service account correctly. This should be done before the next step. 

 

3 The next window asks for the credentials to access the CIFS share folder. Type in CIFS credential used for 
accessing the share, then click OK. 
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4 Click OK to finish vault creation. 

 

 

 
NOTE:   Unlike other DMAs, Acronis B&R doesn’t need the DR NFS share folder to be mounted on a client 
system. 

For the Unix/Linux environment  
The procedure for the Unix/Linux Environment is very similar to the procedure for the Windows Environment. The 
only difference is that DR container NFS export path is used instead of a UNC path, as described below. For 
other details, please refer to 2.1 Procedure for the Windows Environment. 

1 Open Acronis Backup & Recovery Manager, connect to an Acronis agent connect to an Acronis Linux agent 
by selecting Connect  New connection  Manage a Remote Machine. Enter the IP Address of the Linux 
client and enter access credentials 
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2 Expand Vaults  Personal, which displays the Acronis repositories, and click the Create icon. 
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3 Specify the new vault Name that identifies the vault. Set the Path value to an NFS drive that points to a DR 
NFS container. Double-click the NFS share folder to add the folder to the Path value, and then click OK. 

 

4 Click OK to finish the vault creation. 

 

5 Finally verify the newly created vault information. 
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  3 

Creating a new backup job with the DR 
Series system as the backup target 

1 From Acronis B&R management console, click the DMA Server and then click Back up now. 

 

2 Under What to backup, click Items to backup, select a backup data set, and then click OK.  
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3 Under Where to back up, click Location, from Personal folder, select the vault that points to the DR CIFS or 
NFS container, and click OK. 

 

 

4 Under How to back up, define the Backup type and Validation, and click OK. 

 

 

5 Under Parameters, click Backup options, and, in the Options window, click Compression level, select None 
and click OK. 
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 NOTE: Always Disable ‘Software compression’, as the DR Series system has compression built-in and does not 
require compression on Acronis Backup & Recovery. In general, additional data compression on backup software will 
have a negative impact on total savings on the DR Series system. Set Data security to none, as enabling encryption 
before the data stream is sent to the DR Series system will make the data unable to be de-duplicated. This will have a 
significant, negative impact on total savings on the DR Series system. 

6 Click OK to save the newly configured backup specification. 

 

 

7 The backup job will run based on the defined schedule. You can monitor backup job progress on the Details 
tab. Once it is finished, the backup job run result window opens. 
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  4 

Setting up DR native replication & 
restore from a replication target DR 

Creating a DR native replication session  
1 In the replication target DR Series system GUI, create a container by selecting Containers in the left 

navigation menu, and then, on the Actions menu, clicking Add Container. 

 

2 Enter the required container information. 
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3 Click the Save button to create a new container on the target DR Series system. 

 

4 Go back to the source DR Series system, select Replication from the left navigation menu, and click All 
Replications. 

 

5 On the Actions menu in the upper right corner of the page, click Add Replication. 
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6 Choose the Replication Type as Replica only and click the Next button. 

 

7 Select the source container location as Local, select the container from the drop-down menu, and then click 
the Next button. 

 

8 Select the Encryption type as needed. 
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9 Enter the remote DR Series system credentials (Admin Username, Password and target DR IP Address), 
click Retrieve the Remote Container(s), select the target container, and click the Next button. 

 

10 Verify the summary and click Finish to establish replication between the source and target containers. 

 

11 Verify that Replication is established successfully between the source and target containers. 
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12 Click the + icon on the left side of the replication pair to view replication statistics. 

 

Restoring from the replication target 
There are two ways to restore from a replication target:  

● Replication Target as imported repository: 

a Add the replication target DR container share/export into the Acronis Vault under Personal folder. 
Please refer to Section 2 of this document for detailed instructions. 

b Select the backup set from the target DR container, and restore from it. 

● Update replication target DR to have same hostname/IP as replication source 

a Update replication target DR hostname and/or IP the same as the replication source DR 

■ If both the DR appliances are joined into the Active Directory domain, both of them need to be 
removed from the Active directory domain first. 

■ Next, update the target DR hostname/IP. 

■ Finally, re-join the system into the Active directory domain. 

b Select the backup set from the DR container, and restore from it. 
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   5 

Setting up the DR Series system 
cleaner 

The cleaner will run during idle time.  If your workflow does not have a sufficient amount of idle time on a daily 
basis, then you should consider scheduling the cleaner which will force it to run during that scheduled time. 

If necessary, you can do the following procedure as described in the screenshot to force the cleaner to run.  
Once all the backup jobs are set up the DR Series system cleaner can be scheduled. The system cleaner should 
run at least 40 hours per week when backups are not taking place, generally after a backup job has completed. 

Performing scheduled disk space reclamation operations are recommended as a method for recovering disk 
space from system containers in which files were deleted as a result of deduplication. 
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You can create a cleaner schedule as shown below. 
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   6 

Monitoring deduplication, compression 
and performance 

 

After backup jobs have completed, the DR Series system tracks capacity, storage savings and throughput on the 
DR Series system dashboard. This information is valuable in understanding the benefits the DR Series system 

 

 

 

 

 

 

 

 

 

NOTE:   Deduplication ratios increase over time; it is not uncommon to see a 2-4x reduction (25-50% total 
savings) on the initial backup. As additional full backup jobs complete, the ratios will increase. Backup jobs with 
a 12-week retention will average a 15x ratio in most cases. 
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