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Metalogix Sensitive Content
Manager

Metalogix Sensitive Content Manager (SCM) provides a reliable, accurate and flexible solution for
detecting sensitive information such as Personally Identifiable Information (PIl), Protected
Health Information (PHI) and Payment Card Industry (PCI) in English, German, Spanish, Italian,
French and Portuguese, within enterprise content management systems.

This guide contains instructions for the administration of Sensitive Content Manager.

Integration with Metalogix ControlPoint and Microsoft SharePoint

SCM can leverage the existing security, compliance and administration capabilities of Metalogix
ControlPoint to enforce policies using the full range of Microsoft SharePoint's permissions
management, auditing and user activity reporting. With on-demand scanning, administrators can
flag specific libraries, sites, or site collections for content discovery, or use real-time content
shield by analyzing files as they are created, modified, moved, or destroyed. The combination of
SCM and Metalogix ControlPoint offers a powerful Data Loss Prevention (DLP) solution that uses
customizable and intelligent scanning subsystems to identify, track, and secure documents. This
ensures a more robust level of information governance inside increasingly complex enterprise
environments.

Integration with Metalogix Essentials

Essentials and SCM together allow a customer to selectively migrate file-share content based on
the sensitive nature of the content after analysis with SCM.

SCM Architecture

Metalogix SCM uses a microservices architecture that is comprised of several services that can be
deployed on a single server or distributed across several servers. These services work together to
analyze documents using regular expressions and machine learning. The SCM components are
described below:

SCM Databases

Each service has its own database which together form the SCM Databases and represent the
central repository for the configuration, analysis results and operational metrics of the Metalogix
SCM.
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Service Bus

Metalogix SCM uses RabbitMQ® as the service bus. It provides the intelligent message routing,
event queuing and sequencing needed by SCM to analyze the files.

SCM Services (lIS)

e SCM Administration Center Service - The SCMAdminPortal service manages the Metalogix SCM
website (SCM Administration Center).

o Admin Service - The SCMAdminService is the back-end service for the SCM Administration
Center. It is used for license management, monitoring the system health and other
administrative operations of Metalogix SCM.

o File Upload Service - The SCMFileUploadService receives the requests to analyze one or more
files. It stores these files and submits a request to the queue to analyze these files.

o Profile Service - A profile is a named collection of content search and analysis guidelines. Each
profile is made up of sub-questions, weights and file thresholds. The SCMProfileService serves
the profiles that are needed for content analysis.

o Results Service - A REST API call requests the SCMResultsService to return the metrics and
results of the files that were analyzed by the Analysis Service. Results are kept for a limited
period.

e SubQuestions Service - A sub-question is a rule used to identify a specific kind of sensitive
content. The SCMSubquestionService serves the entire collection of sub-questions available
for use within profiles.

e Scan Service - The process of analyzing files in a file-share and the generated report is called a
scan. The SCMScanService allows you to submit, cancel or delete scans, and serves metadata
about running scans and scan reports.

SCM Services (Windows)

e Document Routing Service - When files are uploaded for analysis, they are stored in a specific
temporary folder on the SCM Server. The Metalogix SCM Document Routing Service inspects
each file from the folder to check whether these files are single files or complex files like
compressed files or emails with attachments. Since only single files can be analyzed, this
service submits complex files to the Archive Extraction Service to extract individual files for
analysis. You can analyze the following file types: Compressed files (ZIP, 7z, TAR etc.), Log Files,
CSV, Microsoft Excel, Microsoft Excel 2007, Microsoft Outlook Express Mail Message, Microsoft
Outlook Message, Microsoft PowerPoint Presentation, Microsoft PowerPoint Presentation 2007,
Microsoft PowerPoint Show, Microsoft PowerPoint Show 2007, Microsoft Word Document,
Microsoft Word Document 2007, Open Document Text, Portable Document Format, Rich Text
Format, and Text Document.

o Archive Extraction Service - When complex files are submitted for analysis, the Metalogix SCM
Extraction Service extracts individual files from the file set.



o Document Processing Service - When single files are ready for analysis the Metalogix SCM
Document Processing Service extracts the content from the files.

o Analysis Service - The Metalogix SCM Analysis Service analyzes the content in each file using
regular expressions and machine learning technology. Sensitive files are permanently deleted
from the temporary folder when the analysis is completed.

e Crawler Service - The Metalogix SCM Crawler Service inspects the contents of a file-share and
the sub-folder hierarchy for supported files that are submitted for analysis.

SCM Administration Center

The SCM Administration Center allows administrators to manage licenses, monitor the system
health, and work with system logs to analyze the health of services with greater granularity.

1 | NOTE: The installed version is indicated at the bottom of the navigation panel.

5 Sensitive Content Manager MYDOMAIN\scmadmin

 LicensE License Information

B3 actviry > Status Licensad
Key T3CVM-M545D-654E4-B899E-A1B2C
B RepORTS License Expiration Mar 05, 2022
Type Term
'E CENABLARER & Managed Persons Unlimited
Activated Features File Share Scan
Online Activation Use your license key for anling activation ~

o Enter your license key

e Activate using provided license key

1B LEGAL

Offline Activation Use your license key for offline activation v

Version: 2.1.0.200

Steps to view the SCM Administration Center
1. Logintothe SCM Server.

2. Double-click the desktop shortcut to open the SCM Administration Center. You can also enter
the URL directly in a browser. To get the URL for your own installation see Steps to get the URL
for the SCM Administration Center.
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3. Inthe Sign in dialog that opens, enter the credentials of the SCM Administrator.

Sign in

https:/fscmdema.mydomain.com:44300

Username mydomainscmadmin

Password [ITTTrTerrT |

4. Click Sign In. The License Information page opens by default.

5. You can navigate to any administration feature accessible with your license.
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License Management

The License Information page of the SCM Administration Center lets you to register your product
and view your license details. When you download and install a trial version of Metalogix SCM
you get a free 30-day trial license. If you would like to purchase a license, contact Quest to get
your license key and follow the instructions presented here.

1 | NOTE: You must reactivate your license after an upgrade to ensure new license-linked
features are synchronized with your license.

In this topic

e Stepsto view the license information

e About the trial License

e Steps to activate your license online

e Steps to activate your license offline

Steps to view the license information

1. From the navigation panel click LICENSE. The License Information page opens.

5> Sensitive Content Manager MYDOMAIN\scmadmin

A LICENSE : :
License Information
B actviy > Status Licensed
Key TICVM-MS545D-65454-B399E-ATBIC
B RepORTS License Expiration Mar 05, 2022
Type Term
CONFIG ON »
R Managed Persons Unlimited
Activated Features File Share Scan
Online Activation Use your license key for online activation ~

o Enter your license key

e Activate using provided license key

1B LecAL

Offline Activation Use your license key for offline activation

Version: 2.1.0.200
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The information about the license that is displayed on this page is described below:
Status - the current state of your license. Valid values are Licensed and Unlicensed.

Key - The encrypted license key that controls the features activated in SCM.

License Expiration - Date when the license will expire.

Type - Nature of the license. A Term license indicates that a specific end date is present.
Managed Persons - number of licensed users.

Enabled Features - Indicates that the File Share Scan feature has been activated through the
license. When this feature is activated, the Reports section in the navigation panel will be
displayed. For more information see Reports.

1 | NOTE: When you upgrade your version, you must reactivate your license key to activate
the new features. For example, when the File Share Scan feature is activated, the
License Information panel displays additional information like Managed Persons and
Enabled Features. In addition to these, the Reports section in the navigation panel will
be displayed. For more information see Reports.

2. Ifthe license has expired, the License Information page will indicate the details of the expired
license.

5 Sensitive Content Manager MYDOMAIN\scmadrin

A LICENSE ; :
License Information
B acrviry > Status Unlicensed
Key HEKK5-23LV6-J56J4-NB299-SMPL2
B reporTs License Expiration Mar 05, 2020
Type Term
CONFIGURATION »
® Managed Persons Unlimited
Activated Features File Share Scan
Online Activation Use your license key for online activation -

o Enter your license key

o Activate using provided license key

1B tecaL

Offline Activation Use your license key for offline activation v
Version: 21.0.200

3. Contact your Quest sales representative to renew your license.

About the trial License

e When you register and download a trial version of the Metalogix SCM, the trial license key is
specified in the email that is sent to you.
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e When you activate the trial license, the License Information page opens.
e The Type field indicates Trial.

o ltisvalid for 30 days (date of license issue + 29 days) and you can try all the features that are
available.

e The Analysis service and the File Upload service will stop functioning after 30 days.

Steps to activate your license

1. Logintothe SCM Administration Center and click License from the navigation panel. The
License Information page opens.

2. Enteryou license key in the License Key field.
3. Click Next. The Activate using provided license key step is activated.

4. Click Activate Online. If the License Key is valid, The Activation Complete step is activated.

5% Sensitive Content Manager MYDOMAIN\scmadmin

A LICENSE . .
License Information
B activiry > You have activated license key: ‘73CVM-M345D-654E4-B899E-A1B2C x
B RePORTS
Status Licensed
'g CONFIGURATION » Key 73CVM-M545D-654E4-B898E-A1B2C
License Expiration Mar 05, 2022
Type Term
Managed Persons Unlimited
Activated Features File Share Scan
Online Activation Use your license key for online activation. v

Offline Activation Use your license key for offiine activation

1B tecal

Version: 210200

5. Click Finish. Refresh the page to update the license status and access the licensed features.

Steps to activate your license offline

This option lets you access the Quest offline activation web site when you have a working
internet connection.

1. Logintothe SCM Administration Center and click License from the navigation panel. The
License Information page opens.

2. Expand the Offline Activation section.

3. Step 1: Enter your license key

Metalogix Sensitive Content Manager Administration Guide
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a.

In the License Key field, enter your license key and click Next.

4. Step 2: Get Activation Data

d.

Click Get Activation Data.

b. When the datais available, the next step is activated

5. Step 3: Copy/Save activation data

a. Select from the two options described below:

Option 1: Click Save Activation Data to Clipboard. The activation data is saved to memory.
Use this option if you plan to follow through with the subsequent steps immediately.

Option 2: Click Save Activation Data to File. The Windows File dialog opens. Use this option
if you plan to activate the license later. Specify a file name for the activation data
file and click Save to save the file to a location of your choice.

6. Step 4: Submit Activation Data

a.

Using your alternate internet connection navigate to https://support.quest.com/offline-

activation.

In the previous step, if you opted to click Save Activation Data to Clipboard, place your
cursor in the Activation text field and click Ctrl-V to paste the activation data.

In the previous step, if you opted to click Save Activation Data to File, click Choose File and
locate the saved activation data file.

Quest

Become a portal pro “

# > Ssuppor

Complete the form now to activate your license key.

Enter activation data

Activation text

P2Ev+bx3XYOKpoyX5528y96|3ABES
XNCGLkgVhAXTNUiH2IWIBpBK70FC
66908Y4KINQMQZ0sle1pVaglhetld
19p2+Wrs8Qru/WUY4FnBjAhPipNE y

OR
Upload activation data

Activation file

Choose File | No file chosen

Metalogix License Activation

M y Downloads (0)

Activate

d. Click Activate. The License Activation Key dialog opens.

Metalogix Sensitive Content Manager Administration Guide
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e. Copy the encrypted activation key to memory by selecting the activation key and using
Ctrl-C

or

Click Download File which will download the LicenseActivationResponse.dat file to your
computer. If you downloaded the file to a location that is on another computer, make sure
you copy the file to the computer where you are installing the Metalogix SCM software.

License Activation Key

v was successfully activated.
p2Ev+bx3XYOKpoyX55z8y96I19ABES
KNCGLkgVhAXTNUIH2IWIBpBKTOFC
669g3Y4KINQMQZOSie1pvaglhetls
19p2+WrS8Qru/WUYAFNGjAhPipNF

“
Download File

OK

f. Return to the License Information page in the SCM Administration Center.
. Step 5: Apply Activation Response

a. Click Ctrl +V to paste the activation response if you copied the activation response to
clipboard.

or
b. Click Choose File. The Windows file dialog opens.

c. Locate the activation key file that you saved if you followed step 6b and click Open. The
file name opens next to the Choose File button.

d. Click Complete Activation to complete the activation process.
. Step 6: Activation Complete
a. Click Finished to acknowledge the license activation.

b. Logoutand login again to access all the licensed features.

Metalogix Sensitive Content Manager Administration Guide
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Activity

This section describes the information that is collected about the system. The following topics
are described in this chapter:

e Health
e logs

e Export Logs

Health

The Health page presents information about the servers, services, queues and service status that
comprise a standalone or distributed SCM deployment in your organization.

In this topic

Steps to view the Health page

About the Health page

Steps to view the Health page

1. From the navigation panel, expand ACTIVITY and then click HEALTH. The Health page opens.

o’°'? Sensitive Content Ma nager MYDOMAIN\scmadmin

A LICENSE Health (2 Refrash
B activiTy v .
Services
B HeaLTH Status Service Name Server Last Contacted Version
1B Locs Up Profile Service SCMDEMO Mar 04, 2020, 23:08:23 10.157
@ EXPORT LOGS Up Results Service SCMDEMO Mar 04, 2020, 23:08:05 10159
Up Admin Service SCMDEMO Mar 04, 2020, 23:08:28 10081
B REPORTS
Up SubQuestions Service SCMDEMO Mar 04, 2020, 23:08:01 10155
@& CONFIGURATION >
Up FileUpload Service SCMDEMO Mar 04, 2020, 23:08:14 10161
Up Analysis Service SCMDEMO Mar 04, 2020, 23:08:07 10179
Up Decument Procassing Service SCMDEMO Mar 04, 2020, 23:08:04 10169
Up Archive Extraction Service SCMDEMO Mar 04, 2020, 23:0813 10147
Up Document Routing Service SCMDEMO Mar 04, 2020, 23:08:21 10.0.50
1B LecaL
Ve 27 AT Work In Progress (Queues)

Metalogix Sensitive Content Manager Administration Guide
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About the Health page

The Health page offers a snapshot of the overall health of the system. Click Refresh to retrieve
and display the latest health status from the SCM repository. This page has two sections as
described below:

Services
This section displays the following information about the SCM services.

Status - indicates the health of the service. The two possible values are: Up and Down. Click the
status link to view details about the service. For the Analysis Service and the Document Processing
Service, the details also include the set of documents that are currently being processed.

Service Name - name of the service.

Server - name of the server where the service is installed.

Last Contacted - most recent date and time when the service published health information.
Version - the version of the service thatis installed on the server.

In a distributed environment, additional servers that are deployed to host one or more services
will also be displayed along with the service and other health information.

5 Sensitive Content Manager MYDOMAIN\scmadimin

A LICENSE Health @ feeen
3 actvimy v :
Services
u (R0 Status Service Name Server Last Contacted Version
IE LO: Up Prefile Service SCMSVR Dec 18, 2020, 02:29:28 210M2
@ EXPORT LOGS Up Results Service SCMSVR Dec 18 2020, 02:29:3% 210120
Up Admin Service SCMSVR Dec 18, 2020, 02:25:47 2101
B REPORTS
Up SubQuestions Service SCMSVR Dec 18, 2020, 02:25:47 21089
® CONFIGURATION
Up FileUpload Service SCMSVR Dec 18, 2020, 02:29:33 2.1.0.108
Up Analysis Service SCMSVR Dec 18, 2020, 02:29:28 210137
Up Analysis Service SCMSVC-1 Dec 18, 2020, 02:29:28 210137
Up Document Processing Service SCMSVC-1 Dec 18, 2020, 02:29:44 21018
Up Document Processing Service SCMSVR Dec 18, 2020, 02:29:44 21018
Up Archive Extraction Service SCMSVR 21084
1B LEGAL
Up Document Routing Service SCMSVR Dec 18, 2020, 02:29:22 21087

Version: 2.1.0.206

Click Refresh to update the information on this page.
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Work In Progress (Queues)

When you scroll down to this section, it displays the following information about the scans that
are being processed by the SCM services in various messages queues.

Queue - name of the message queue. The format of the name is state-of-the-scan_service-name.

Messages in Queue - number of scans in the queue. Click Refresh to update the information on
this page.

5 Sensitive Content Ma nager MYDOMAIN\scmadrmin
A LICENSE Health & petesn
B3 acviry v

file-znalysis-falled_resul-service 0
H HEALTH file-znalysiz-stariec_result-service 0
IE L0GS fle-comzoletec_scan-service 0
file-praprocessing-siep-completed_document-routing-service 0
@ EXPORT LOGS
file-suomittec_document-routing-service 0
B RePORTS
fle-suomitieo_resul=service 0
® CONFIGURATION ¥
nealth_sdmn-servics 0
CroCessE-CoCUmEnt_CocumMent-orocessing-1ervice 0
profile-oeleted_fileupload-service 0
orofile-ogleted_scan-service 0
prefile-upserted_fileupload-service 0
prefile-upserted_scan-service 0
1B LEGAL
subquestion-deleted_profile-service 0
Version: 2.1.0.206 -
Lihauestinn-iinsartad nrnfila-servica n

Click Refresh to update the information on this page.
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Logs

The Logs page displays collected details about application service events.

In this topic

Steps to view the Logs page

About the Logs page

Steps to view the Logs page

1. From the navigation panel, expand Activity and then click Logs. The Logs page opens.

57 Sensitive Content Manager

A LICENSE

Logs

B activiTy ~

MYDOMAIN\scmadmin

1y Export Al Q@ FRefresh

B HeaTH
Date Component

1B Locs
Dec 18, 2020, 01:41:58  Profile Service
€ EXPORT LOGS

B rePORTS

@ CONFIGURATION >
FileUpload

Service

Dec 18, 2020, 00:13:30

1B LecAL

Version: 2.1.0.200

Server Host

SCMSVR

SCMSVR

Level

Warning

Warning

Message Exception

Cached subguestion was not

upserted

previously 1d=1001
(0f1371c-3d36-44fb-

nd celeted

requests hat

length greater than
maxAllowedContentl

ck failed for servic
from instance

artial health
{"version”{"info™
entAnalysis Scan

About the Logs page

The Logs list presents the information about the system and services as described below. You can
sort and filter each column in the Logs list. The filter recognizes a keyword and does not support
logical operators or wildcard characters. The columns in the Logs list are described below:

a. Date - local date and time when the log entry was written.

b. Component - name of the SCM service.

c. Server Host - name of the saver where the SCM service is hosted.

d. Level - granularity level of the log. See Settings for more information about managing the log

level.

e. Message - information about the log entry.

Metalogix Sensitive Content Manager Administration Guide
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f. Exception - detailed error description when the log level is an Error.

e To customize the number of items displayed on the page, click the Items per page drop down
below the list and choose the number of items you wish to display. If there are more profiles
than the list can display, you can use the navigation links below the list to browse through
more profiles.

e Enter a keyword in the Filter field above the list to filter the logs by the keyword entered.

o Click Refresh to retrieve and display the latest log entries from the SCM repository.

Steps to export all items from the Logs list

Click Export All to export a ZIP file of all the items. The file will be downloaded to the default
download folder. See Export Logs to export a subset of the logs by a date range and other criteria.

Export Logs

The Export Logs page provides a filter with which a user can specify the criteria for exporting SCM
log data.

In this topic

e About the Export Logs search criteria

e Steps to view the Export Logs page

About the Export Logs search criteria

The search criteria are described below.

a. Start Date - date from when the logs will be exported.
b. End Date - date until when the logs will be exported.

c. Level-loglevel to export. Possible choices are: Verbose, Debug, Information, Warning, Error
and Fatal.

d. Component - name of the SCM Service. Possible choices are: Any, Admin Service, Analysis
Service, Archive Extraction Service, Crawler Service, Document Routing Service, Document
Processing Service, File Upload Service, Profile Service, Results Service, SubQuestions Service
and Scan Service.

After you have specified the export criteria, click Export to export the results or Reset to clear the
criteria.

Metalogix Sensitive Content Manager Administration Guide
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Steps to view the Export Log Filter page

1. From the navigation panel, click Activity and then click Export Logs. The Export Logs page
open.

5’ Sensitive Content Manager MYDOMAIN\scmadmin

A LICENSE

Export Logs

B3 acTviTy v

B HeALTH e al

18 LoGs
(]
@ EXPORT LOGS
Any -
B RePORTS
@ CONFIGURATION > Comp
Any -

Export Reset

1B tecal

Version: 210200

2. Specify the export criteria and click Export. The data is exported to the default exportLogs.csv
file. Click Reset to clear the export criteria.

Metalogix Sensitive Content Manager Administration Guide
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Reports

Reports are the results of a scan across one or more files that is initiated from the Reports page.

In this chapter

About Active Reports

Steps to create a new report

Steps to cancel a report

Steps to delete areport

Steps to view report details

Working with the Report Details page

About Active Reports

1

From the navigation panel on the left, click Reports. The Active Reports page opens.

The Active Reports page lists both in-progress and completed scans with a high-level
overview of the scans. For scans that are in-progress, this overview provides information
about the current progress. For completed scans, this overview provides information about
the result of the scan. The scan reports are retained in the system with links to download the
associated report for scans that were completed.

Common scan management actions like creating, canceling or deleting a scan are available
from this page.

This page also provides links to interactive scan details for each file for a selected scan report.

57 Sensitive Content Manager MYDGMAIN\scmadimin

A LICENSE Active Reports + NewReport Details O Refresh

B activiTy >

Report Overview:
B RePORTS e
Submitted Date ¥ Folder Path Status Report Expiration Time Status: Complatad
Files Submitted: 1 total

CONFIG ON >
's DAESEEIN Oct 06, 2020, 08:48:58 \NSCMDEMO\Documents Completed Download Nov 05, 2020, 07:49:13

tems perpage: 50 v 1-10t Skippec: 0 tota

1B LecaL

Version: 2.1.0.202

Metalogix Sensitive Content Manager Administration Guide
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To customize the number of items displayed on the page, click the Items per page drop
down below the list and choose the number of items you wish to display. If there are more
scan reports than the list can display, you can use the navigation links below the list to
browse through more scan reports.

Enter a word in the Filter field above the list to filter the set of scan reports by the word
entered.

Click Refresh to retrieve and display the most recent report about in-progress or competed
scans from the SCM repository.

The columns in the list are as follows:

. Submitted Date - date and time when the scan was submitted.

Folder Path - the UNC location of the root folder that contains one or files or folders to be
analyzed.

Status - indicates the state of the scan. Valid values are In Progress, Canceling, Canceled
and Completed.

Report - link to download the report. If the report status indicated In Progress or Canceled,
the link does not appear because the report does not exist.

. Expiration Time - the date and time until when the report will be active. This date and time

depend on the retention period that you selected when the scan was created.

Report Overview

a.

Status - indicates the state of the scan. Valid values are In Progress, Canceling, Canceled
and Completed.

Files Submitted - the number of files that could be analyzed and have been submitted for
analysis by the system. When the Status indicates In Progress, this value will be
incremented every time a file is submitted for analysis. When the Status indicates
Completed, this value will indicate the total number of files that were submitted for
analysis.

Analyzed - indicates the subset of the Files Submitted that were successfully analyzed.
When the Status indicates In Progress, this value will be incremented every time afile is
successfully analyzed. When the Status indicates Completed, this value will indicate the
total number of files that were successfully analyzed.

Unsuccessful - indicates the subset of the Files Submitted that could not be analyzed.
When the Status indicates In Progress, this value will be incremented every time afile
could not be analyzed. When the Status indicates Completed, this value will indicate the
total number of files that could not be analyzed.

Skipped - the number of files that could not be submitted and were not processed any
further. There could be several reasons why files are skipped. For example, files may be
skipped because there was a problem reading the contents of the file or due to low disk
space on the server, the file upload service was unavailable.

NOTE: The information presented can be used to verify the scan in the following ways:



a. Submitted + Skipped should equal the number of files on the target share unless the
scan service was denied accessing in one or more sub-folders due to permissions set
on those sub-folders.

b. Analyzed + Unsuccessful should equal the File Submitted count.

2. Click the Download link of a report to export the details in a CSV file or click Details to view
the information about the scan.

Steps to create a new report

1. From the navigation panel on the left, click Reports. The Active Reports page opens.

2. Click New Report. The New Report page opens. This page presents the information that is
necessary to create the scan necessary for the report.

5 Sensitive Content Manager MYDOMAINscmadmin

A LICENSE

New Report

B3 activiTy >

o Enter the folder path
B REPORTS

WSCMDEMOYDocuments

@ CONFIGURATION >

° Select the profile to use for this scan

o Specify options

° Ready to scan

1B LEGAL

Version: 2.1.0.202

Specify the information for the scan as described below:

a. Enterthe folder path - enter the UNC path to the root folder that contains the documents
or sub-folders with documents that must be scanned. Then click Next.

b. Select the profile to use for this scan - click the drop down to select from a list of standard
or custom profiles that will be used for the scan. Then click Next.

c. Specify options - select a retention period which is the number of days that the report will
be retained. Then click Next.

d. Ready to scan - click Scan Now to begin the scan.

1 | NOTE: You can review or revise your settings by clicking the edit icon for any of the
previous settings.

3. The Active Reports page that opens will display the status of the scan.

Metalogix Sensitive Content Manager Administration Guide

21
Reports



5*¥ Sensitive Content Manager MYDOMAINscrmadimin

— i
A LICENSE Active Re ports + New Report Details (@ Refresh
B3 actviry > &
E REPORTS Report Overview-

- Submitted Date 4 Folder Path Status Report Expiration Time Status: Complated

Files Submitted: 1 tota
CONFIG! >

& CONFIGURATION Oct 06,2020, 08:48:58  \\SCMDEMO\Documents Completed  Download Mov 05, 2020, 07:49:13 Analyzed: 11tota

Unsuccessful: 0 total

items per page: 50 - -lof Skipped: Q tota

18 LecaL

Version: 2.1.0.202

Steps to cancel a report
1. From the navigation panel on the left, click Reports. The Active Reports page opens.

2. Select areport where the status indicates In Progress. You cannot cancel a report with any
other status.

3. Click Cancel Scan @. The Confirmation dialog opens.

4. Click Yes to confirm or No to prevent the cancellation. If you click Yes, the status will briefly
change to Canceling and then to Canceled.

Steps to delete a report
1. From the navigation panel on the left, click Reports. The Active Reports page opens.

2. Select areport where the status indicates Canceled or Completed. You cannot delete a report
with any other status.

3. Click Delete Scan W. The Confirmation dialog opens.

5. Click Yes to confirm or No to prevent the deletion. If you click Yes, the report will be deleted.

Steps to view report details
1. From the navigation panel on the left, click Reports. The Active Reports page opens.

2. Select areport and click Details to view the information about the scan. The Report Details
page opens.
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A LICENSE

=° Sensitive Content Manager MYDOMAIN\scmadmin

Re po rt D eta i | S 4 Download C Refresh
a ACTIVITY > Report Summary ———————————————— Report Overview:
Submitted: Feb 08, 2021, 04:49:17 Status: Completed
a REPORTS Felder Path: Wscmdemaidocuments Files Submitted: 9 total.
Profile: GDPR
Submitted By: MYDOMAIN\scmadmin Analyzed: 9 total.
® CONFIGURATION > Completed: Feb 08, 2021, 04:49:31 Unsuccessful: 0 total.
Duration: 14 seconds Skipped: 0 total.
Parent File Path File Name Status Terms Detected
\\scmdemotdocuments DOC-OFBBZEI 8.txt Successful Name; Address; Government Identification Number;
: Contextual Information
\\semdemotdocuments DOC-OFCYZEOS.txt Successful Name; Address; Government Identification Number;
' Contextual Infoermation
\semdemotdocuments DOC-1RUGZB08.txt Successiul Name; Address; Government Identification Number;
|§ LEGAL : Contextual Information
Version: 2.1.1.243 \scmdematdocurments DOC-OWTUOCOR.tt Successul Name; Address; Government Identification Mumber; .

Contextual Information

The information displayed on this page is described below:

Report Summary

a. Submitted - date and time when the scan was submitted.

b. Folder Path - the UNC location of the root folder that contains one or files or folders to be
analyzed.

c. Profile - name of the profile used in the scan

d. Submitted By - identity of the user who submitted this report in the format
domain\username

e. Completed - date and time when the scan was completed.

f. Duration - the time taken to complete the scan.

Report Overview

a. Status - indicates the state of the job. Valid values are In Progress, Canceling, Canceled and
Completed.

b. Files Submitted - the number of files that could be analyzed and have been submitted for
analysis by the system. When the Status indicates In Progress, this value will be
incremented every time a file is submitted for analysis. When the Status indicates
Completed, this value will indicate the total number of files that were submitted for
analysis.

c. Analyzed - indicates the subset of the Files Submitted that were successfully analyzed.
When the Status indicates In Progress, this value will be incremented every time afile is
successfully analyzed. When the Status indicates Completed, this value will indicate the
total number of files that were successfully analyzed.

d. Unsuccessful - indicates the subset of the Files Submitted that could not be analyzed.
When the Status indicates In Progress, this value will be incremented every time afile
could not be analyzed. When the Status indicates Completed, this value will indicate the
total number of files that could not be analyzed.

e. Skipped - the number of files that could not be submitted and were not processed any

further.
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List of analyzed files

a. Parent File Path - the UNC path of the file that has been submitted for analysis.
b. File Name - name of the file that has been submitted for analysis.

c. Status - the result of the analysis. Valid values are Successful and Unsuccessful.

d. Terms Detected - a semi-colon delimited list of the terms detected.

Working with the Report Details page
Managing items per page

To customize the number of items displayed on the page, click the Items per page drop down
below the list and choose the number of items you wish to display. If there are more report
detail records than the list can display, you can use the navigation links below the list to browse
through more search terms.

1 | NOTE: A maximum of 10,000 detail records can be viewed across all pages. If the number of
files in the scan exceed 10,000 you can download the full or filtered list as a CSV file and
use Excel or a similar desktop tool to view the results.

Filtering scan results

Enter a word in the Filter field above the list to filter the set of report detail records by the word
entered.

Updating scan results

Click Refresh to retrieve and display the most recent set of file results from the SCM repository.

Downloading scan results

1. Click Download. The Download Report Details popup opens.
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Download Report Details

Default

. Filter Options

Parent File Path
Y\scmdemo'documents

File Name

Government Identification Number € Medical ID €

erms

= T T

2. Expand the Filter section to download a subset of the scan results if needed. Then enter the
information as described below:

a.

Format - Choose an export format from the following option: Default or Metalogix
Essentials

Parent Folder Path - enter the folder path which contains the files to download. All sub-
folders in the specified folder will be part of the filter criteria.

File Name - enter a file name to download.

. Status - Choose from one of the following status values: Any, Error, Successful or Warning.

For example, if you choose Error as the status, then the scan results where the status
indicates an Error will be included in the filter criteria.

. Search Term - Select the search term from the drop down list that appears that you want to

include in the filter. For example, if you enter Government Identification Number as the
search term, then the scan results where the Government Identification Number was
detected will be included in the filter criteria. You can also include a custom search term
manually. For example, Medical ID could be custom search term. Custom search terms may
be listed in the search terms list if they are part of a current profile. Custom search terms
will not be listed if you removed the term from a profile and you must enter it manually.

3. Click Download to export the scan results to a CSV file with the specified export Format. Click
Reset to clear the filter or Close to exit the popup.
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Configuration

This section describes the components and properties that control the functionality of SCM. The
following topics are described in this section:

e Profiles

e Search Terms

e Settings

Profiles

A profile is a named collection of content search and analysis guidelines. Each profile is made up
of search terms and regular expressions that can detect sensitive content in English, German,
Spanish, Italian, French and Portuguese. SCM ships with 4 default profiles:

e General Data Protection Regulation (GDPR)
e Personally Identifiable Information (PIl)

o Protected Health Information (PHI)

e Payment Card Information (PCl)

The file search and analysis criteria requirements for your organization may differ from the
system profiles that are available. For example, you may want to create a custom profile to group
a different subset of the predefined search terms, add custom search terms for sensitive data
types, or analyze data that falls outside common definitions of Pll, PHI or financial data. Custom
profiles created with the SCM profile wizard can be made available to both SCM and ControlPoint
users.

With the standard or custom profiles, SCM allows you to analyze the following file types -
e Compressed files (ZIP, 7z, TAR, RAR etc.)

e Comma Separated Values (CSV)

e Log Files

e Microsoft Excel

e Microsoft Excel 2007

e Microsoft Outlook Express Mail Message

e Microsoft Outlook Message

e Microsoft PowerPoint Presentation
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e Microsoft PowerPoint Presentation 2007
e Microsoft PowerPoint Show

e Microsoft PowerPoint Show 2007

e Microsoft Word Document

e Microsoft Word Document 2007

e Open Document Text

e Portable Document Format (PDF)

e Rich Text Format (RTF)

Text Document

In this topic

Steps to view profiles

Steps to create a new profile

Steps to edit a profile

Steps to delete a profile

Steps to customize a system profile

Steps to view profiles

1. From the navigation panel on the left, click Configuration and then click Profiles. The Profiles

page opens.

57 Sensitive Content Manager

A LICENSE :
Profiles
B activiTy >
B REPORTS
Profile T

@ CONFIGURATION v

&% PROFILES Payment Card Information

Q, SEARCH TERMS

Protected Health Information

£ sETTINGS

1B LecAL

Version: 2.1.0.200

Items per page

MYDOMAIN\scmadmin
[0 Clore
o +
Type Search Terms
30
9

8

50 1-40of4

4
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The columns in the list are as follows:

a. Profile - a named set of search terms

b. Type - indicates whether the profile is a system profile & or a custom profile @I System
profiles cannot be edited but can be cloned to create custom profiles.

c. Search Term - indicates the number of search terms in the profile.

e To customize the number of items displayed on the page, click the Items per page drop
down below the list and choose the number of items you wish to display. If there are more
profiles than the list can display, you can use the navigation links below the list to browse
through more profiles.

e Enter a keyword in the Filter field above the list to filter the set of profiles by the keyword
entered.

o Click Refresh to retrieve and display a fresh set of profiles from the SCM repository.

2. Click a profile link to view the profile details. The Profile - Summary page opens.

5 Sensitive Content Manager MYDOMAIN\scmadrin

Profile summary

GDPR

A LICENSE

B activiTy >

B REPORTS
General Data Protection Regulation
'g CONFIGURATION ? 2

Search Terms

Search Term

Name

Addrass

Email

Telephone Number

Government Identification Number

1B LEGAL

Version: 2.1.0.200

3. Click Close to return to the Profiles page.
Steps to create a new profile

1. From the navigation panel on the left, click Configuration and then click Profiles. The Profiles
page opens.

2. Click Create + to open the new profile wizard. The New Profile - Properties page opens.
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5" Sensitive Content Manager MYDOMAIN\scmadmin

oW New Profile - Properties
B3 actviry >
o Profile Properties e Search Terms o Summary

B rePORTS

AVION Medical Number

@& CONFIGURATION >

Medical Mumber of private AVION patients

1B tEcaL

Version: 210200

Specify the property values as described below:

a. Profile Name - enter a unique profile name. The profile name cannot exceed 100
characters.

b. Profile Description - enter a description of the profile. The description text should not
exceed 256 characters.

3. Click Next. The New Profile - Search Terms page opens.

4. From the Available Search Terms list, select one or more check boxes to choose the search
terms for the profile. You can filter the list by entering a key word in the Filter field of the
Available Search Terms list. If the key word exists in the name or the description of the search
term, you will see the result set in the list.

5. Click ° to move the selected search terms to the Profile Search Terms list.
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" Sensitive Content Manager

A LICENSE

B3 activiry >

° Profile Properties

B rePORTS

Available Search Terms

@& CONFIGURATION >

New Profile - Search Terms

o search Terms

MYDOMAIN\scradmin

Version:

o Summary
Profile Search Terms
Search Terms Type
AVION MRN Format a
Next )

(] Search Terms 1 Type .
[m] Address a
(m} Australian Medicare ID a
[m} Australian Tax 1D &
[m] Contextual Information a
(m} Czech Birth Number ﬁ -
Description
“
1B tEcaL
( Previous

6. Toremove asearch term from the Profile Search Terms list, select one or more check boxesin
the Profile Search Terms list. You can filter the list by entering a key word in the Filter field of
the Profile Search Terms list. If the key word exists in the name or the description of the search

term, you will see the result setin the list.

7. Click e to move the selected search terms back to the Available Search Terms list.

8. When you complete the selection of search terms as displayed in the Profile Search Terms list,
click Next. The New Profile - Summary page opens.

5 Sensitive Content Manager

A LICENSE New Profile - Summary

B3 activiTy >
o Profile Properties

B REPORTS

AVION Medical Mumber

@ CONFIGURATION >

Medical Numser of private AVION patients

Search Terms

Search Term

AYION MRN Format

Save & Exit

o Search Terms

MYDOMAIN\scadmin

o Summary

Type

{ Previous

1B LEGAL

Version: 21.0.200
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9. Verify the new profile properties and search terms, and then click Save & Exit. You can click
Cancel to exit the wizard or click Previous to revise the profile.

Steps to edit an existing profile

1. From the navigation panel on the left, click Configuration and then click Profiles. The Profiles
page opens.

2. Select a custom profile that you want to edit. You cannot edit a system profile.

57 Sensitive Content Manager MYDOMAIN\scmadmin

A LICENSE . o
Profiles g cere
B3 actvity > _
O+ A 1
B RePORTS
Profile 1 Type Search Terms
@ CONFIGURATION ~
AVION Medical Number a 1
&5 PROFILES aoen a 0
Q SEARCH TERMS Payment Card Information ﬁ g
8
L SETTINGS a
Protected Health Information ﬁ 7

1B tecaL

Version: 2.1.0.200

Click Edit #" to open the profile editor. The Edit Profile - Properties page opens.
Review and revise the properties as needed.

Click Next. The Edit Profile - Search Terms page opens.

o v~ W

From the Available Search Terms list, select one or more check boxes to choose the search
terms for the profile. You can filter the list by entering a key word in the Filter field of the
Available Search Terms list. If the key word exists in the name or the description of the search
term, you will see the result setin the list.

7. Click e to move the selected search terms to the Profile Search Terms list.

8. Toremove asearch term from the Profile Search Terms list, select one or more check boxesin
the Profile Search Terms list. You can filter the list by entering a key word in the Filter field of
the Profile Search Terms list. If the key word exists in the name or the description of the search
term, you will see the result setin the list.

9. Click e to move the selected search terms back to the Available Search Terms list.

10. When you complete the revision of search terms as displayed in the Profile Search Terms list,
click Next. The Edit Profile - Summary page opens.
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11. Verify the revised profile properties and search terms, and then click Save & Exit. You can click
Cancel to exit the wizard or click Previous to revise the profile.

I | CAUTION: If a profile is modified while files are being scanned with the same profile, the
scan will continue. All remaining files that are scanned will use the revised profile.

Steps to delete an existing profile

1. From the navigation panel on the left, click Configuration and then click Profiles. The Profiles
page opens.

2. Select a custom profile that you want to delete. You cannot delete a system profile.

3. Click Delete W and then click Yes in the confirmation dialog to confirm the deletion.

I | CAUTION: If a profile is modified while files are being scanned with the same profile, the
scan will continue. All remaining files that are scanned after the profile is deleted, will
produce a failed result and include no term matches.

Steps to customize a system profile

1. From the navigation panel on the left, click Configuration and then click Profiles. The Profiles
page opens.

2. Select asystem profile.

3. Click Clone to open the new profile wizard. The Clone Profile - Properties page opens.

5" Sensitive Content Manager MYDOMAIN\scmadrin

A LICENSE . .

Clone Profile - Properties X Carcel
B3 activiry >

o Profile Properties o Search Terms o Summary
[ REPORTS .

GDPR - UK
'g CONFIGURATION ¥ e

General Data Protection Regulation for UK

£
=

1B tEcaL

Version: 210200

Change the property values as described below:

a. Profile Name - enter a unique profile name. The profile name cannot exceed 100
characters.

Metalogix Sensitive Content Manager Administration Guide

) ) 32
Configuration



b. Profile Description - change the description of the profile. The description text should not
exceed 256 characters.

4. Click Next. The Clone Profile - Search Terms page opens in edit mode with the same search
terms as in the original profile.

5" Sensitive Content Manager MYDOMAIN\scmadrin

A LICENSE 3
Clone Profile - Search Terms X Cancel
B3 actviry >
° Profile Properties e Search Terms o summary
B rePORTS
Available Search Terms Srofis Search Terms
'g CONFIGURATION ¥
Q

O Search Terms 1 Type O Search Terms Type

(m] Australian Medicare ID a o o a

(m} Australian Tax ID a ° o ° = ﬂ

K VAT Num
[m} AVION MRN Format @ ° o ﬁ
K National Insurance umber
(m] Czach Birth Number a o a
D Czech National ldentity Card a D K NHS Number ﬂ
Number = =
Description
~
1B tEcaL
{  Previous Next )

Version: 210200

5. From the Available Search Terms list, select one or more check boxes to choose additional
search terms for the custom profile. You can filter the list by entering a key word in the Filter
field of the Available Search Terms list. if the key word exists in the name or the description of
the search term, you will see the result set in the list.

6. Click e to move the selected search terms to the Profile Search Terms list.

7. Toremove a search term from the Profile Search Terms list, select one or more check boxesin
the Profile Search Terms list. You can filter the list by entering a key word in the Filter field of
the Profile Search Terms list. If the key word exists in the name or the description of the search
term, you will see the result setin the list.

8. Click e to move the selected search terms back to the Available Search Terms list.

9. When you complete the selection of search terms as displayed in the Profile Search Terms list,
click Next. The Clone Profile - Summary page opens.
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5" Sensitive Content Manager MYDOMAIN\scmadmin

A LICENSE

Clone Profile - Summary
B3 actviry >
° Profile Properties o Search Terms o summary
B rePORTS
GDPR - UK
'g CONFIGURATION ¥ .
General Data Protection Regulation for UK
“
Search Terms
Search Term Type
UK National Insurance Number ﬂ
UK NHS Number a
UK Driver License Mumber a
|P Adgress ﬂ
Swift Code a

1B tEcaL

Version: 210200

10. Verify the new profile properties and search terms, and then click Save & Exit. You can click
Previous to revise the profile or click Cancel and then click Yes in the confirmation dialog to
exit the wizard.

Search Terms

A search term is a named entity for a regular expression that is used in a profile to scan files for
matching patterns.

In this topic

Steps to view search terms

Steps to create a new search term

Steps to edit a search term

Steps to delete a search term

Steps to view search terms

1. From the navigation panel on the left, click Configuration and then click Search Terms. The
Search Terms page opens.
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5 Sensitive Content Manager MYDOMAIN\scmadrin

A LICENSE
Search Terms
B3 aciviy >
. O+
B rePORTS »
sed in
Search Term T Type Description L;roﬁles
@ CONFIGURATION v
Addrasz ﬂ A geograshical address of an indviduslz residence rather than place of work 4
o PROFILES Australian Medicare ID a Checksum for Ausiralian Medicare ID o
Q SEARCH TERMS Australian Tax ID ﬂ Checksum for Australian Tax ID a
o AVION MRN Format a AVION Medical Number a
L8 SETTINGS
Cortmtusl nfarmat a Any other information {IP Address, Emplayer and Job Title W3 reasonatle
onEnuE mermaton ndividual without access o addition information to identify  specific individual
Czech Birth Number ﬁ Czech Birth Number
Czech National Identity Card PR e - N
Number ﬂ Czech National Identity Card Numbe:
e ot B a The date of birt for an individual I enough information s present n contet 50 25 <o make clear
whose date of birth is represented
Dai Personal Identificatio
nT?r< ErEonal eenticaton ﬁ Checksum for Denmark Personal |dentification Number
Number
B Lecal Email a An emall addrass which is primarly used for personal, rather than business purposes 4
Financial Account Numbers ﬁ A Credit Card, Bank Account or other account number with a financial institution 2

Version: 21.0.200

The columns in the list are as follows:

a. Search Term - name of the search term

b. Type - indicates whether the search term is a standard search term ﬁ or a custom search
term I'!'_?l Standard search terms cannot be edited.

c. Description - explanation of the search term.

d. Used in Profiles - integer value that indicates the number of profiles that use the search
term.

e The list can be customized to display more or less items on the page. Click the Items per
page drop down below the list and choose the number of items you wish to display. If there
are more search terms than the list can display, you can use the navigation links below the
list to browse through more search terms.

e Enter a keyword in the Filter field above the list to filter the set of search terms by the
keyword entered.

o Click Refresh to retrieve and display a fresh set of search terms from the SCM repository.

2. Click asearch term to view its details.

Steps to create a new search term

1. From the navigation panel on the left, click Configuration and then click Search Terms. The
Search Terms page opens.

2. Click Create + to open the Custom Search Term window.

Specify the property values as described below:
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3.

4.

a. Name - enter a unique search term name. The profile name cannot exceed 100 characters.

b. Description - enter a description of the search term. The description text should not
exceed 256 characters.

c. Expression - enter a regular expression to match a text patternin afile.
d. Sample Text - enter any text that contains the pattern you want to match.

Click Test. If a pattern match occurs in the Sample Text field, the matching pattern will be
highlighted.

Custom Search Term

AVION MRN Format

ON Medical Number

\d{10}MRN

4563249837MRN

Click Save to save the new search term. Verify thatitis listed in the Search Terms list. You can
click Cancel to exit the window.

Steps to edit an existing search term

1.

From the navigation panel on the left, click Configuration and then click Search Terms. The
Search Terms list page opens.

Select a custom search term that you want to edit. You cannot edit a standard search term.
Click Edit f to open the Custom Search Term window.
Review and revise the properties as needed.

If you revise the regular expression it is recommended that you enter some appropriate text
in the Sample Text field and click Test to verify the regular expression.

Click Save to save the new search term. You can click Cancel to exit the window.

CAUTION: If a search term is modified while files are being scanned with a profile that
contains the same search term, the scan will continue and all remaining files that are
scanned will use the revised search term.
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Steps to delete an existing search term

1.

From the navigation panel on the left, click Configuration and then click Search Terms. The
Search Terms list page opens.

Select a custom search term that you want to delete. You cannot delete a standard search

Click Delete i and then click Yes in the confirmation dialog to confirm the deletion.

If asearch termis deleted while files are being scanned with a profile that

contains the same search term, the scan will continue but none of the remaining files will
be checked for patterns that match the deleted search term.

Settings

Log files that are generated by the application have different levels of severity. The Settings page
lets you specify the logging level of system messages.

Steps to set the logging level

1.

From the navigation panel on the left, click Configuration and then click Settings. The Settings
page opens.

From the Logging Level drop down, select one of the following log levels listed below by
descending severity:

e Verbose - Logs that contain the most detailed messages. These messages may contain

sensitive application data. These messages are deactivated by default and should never
be activated in a production environment.

Debug - Logs that are used for interactive investigation during development. These logs
should primarily contain information useful for debugging and have no long-term value.

Information - Logs that track the general flow of the application. These logs should have
long-term value.

Warning - Logs that highlight an abnormal or unexpected event in the application flow,
but do not otherwise cause the application processes to stop.

Error - Logs that highlight when the application processes stop due to a failure. These
should indicate a failure in the current activity, not an application-wide failure.

Fatal - Logs that describe an unrecoverable application or system crash, or a catastrophic
failure that requires immediate attention.

NOTE: The level you choose will also include all levels below it. For example, if you choose
Verbose, all the other log levels will also be tracked. If you choose Warning, then the only
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the log levels Warning, Error and Fatal will be tracked.

When alog level is changed, you must allow between two to five minutes for the new log
level to be distributed to all the services. If scans are in progress, the new log level will be
applied only when the services are able to register the new log level.
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Appendix

Steps to get the URL for the SCM Administration Center
1. Right-click the desktop shortcut and select Properties.

2. Click the Shortcut tab and note the value of the Target field.

or

1. Logintothe SCM Server and open the Command console.

2. Runthe command ipconfig /all

i B Chwindows\systemi3cmd.exe

3. Getthe FQDN of the server from the windows command prompt. This will give you
[Hostname].[Primary Dns Suffix]. For example, SCMDEMO . mydomain . com

4. To getthe protocol and port open IIS Manager
a. Expand the server node.
b. Expand the Sites node and select SCMAdminPortal

c. From the Actions pane click Bindings. This will give you [protocol] and [port]. For example,
the protocol is https and the port binding is 44300.



Site Bindings ?
Type Host Mame Port IP Address Binding Add...
https 44300 ¢ :

Edit...
Remove

< 3 Browse
Cloze

You can put all this information together and get [protocol]:// [Hostname].[Primary Dns Suffix]:

[Port]. For example, https://SCMDEMO.mydomain.com: 44300
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About Us

Quest creates software solutions that make the benefits of new technology real in an
increasingly complex IT landscape. From database and systems management, to Active Directory
and Office 365 management, and cyber security resilience, Quest helps customers solve their
next IT challenge now. Around the globe, more than 130,000 companies and 95% of the Fortune
500 count on Quest to deliver proactive management and monitoring for the next enterprise
initiative, find the next solution for complex Microsoft challenges and stay ahead of the next
threat. Quest Software. Where next meets now. For more information, visit www.quest.com.

Contacting Quest

For sales or otherinquiries, visit www.quest.com/contact.

Technical Support Resources

Technical support is available to Quest customers with a valid maintenance contract and
customers who have trial versions. You can access the Quest Support Portal at
https://support.quest.com

The Support Portal provides self-help tools you can use to solve problems quickly and
independently, 24 hours a day, 365 days a year. The Support Portal lets you:

e Submit and manage a Service Request
e View Knowledge Base articles
e Sign up for product notifications

Download software and technical documentation

View how-to-videos

e Engage in community discussions

Chat with support engineers online

e View services to assist you with your product
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