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Foglight and SAML 2.0 Integration in
ADFS

Starting with release 5.9.3, Foglight® Management Server supports Active Directory Federation Services (ADFS)
2.0 and PingFederate 8.x (and later) using the Security Assertion Markup Language (SAML) 2.0 protocol. Follow
the below steps in sequence to completely integrate SAML SSO with the Foglight Management Server on the
ADFS sever.

i NOTE: ADFS requires https protocol, so Foglight's http SAML login cannot be used on ADFS. Foglight
https SAML login could be using either IP address or the host name. For detailed configurations about IP
or host name logon, see Before you begin, step 8 & 9 in the Step 1: Adding Relying Party Trust in ADFS
section, and step 3 in the Step 3: Configuring Endpoints section.

e Before you begin

e Step 1: Adding Relying Party Trust in ADFS

e Step 2: Editing Claim Rules

e Step 3: Configuring Endpoints

e Step 4: Configuring Signature and Hash Algorithm
e Step 5: Exporting the Certificate

e Step 6: Configuring the Trust Relationship

e Step 7: Setting up SAML in Foglight



Before you begin

1 | NOTE:

e If you are about to use SAML IP login, make sure to run the following command:
“-Dquest.saml.hostname=<foglight-server—-ip>" to start up your Foglight
Management Server.

e When logging into your Foglight Management Server, make sure to keep using the same
approach as what you configured during the SAML integrations. For example, if you set up the

HTTPS SAML login using the IP address, you must log in to your Management Sever with
https://<foglight-server-ip>:<foglight-server-port>.

You need to enable SAML 2.0 SSO Configuration in your Foglight Management Server prior to setting up the
SAML integration. Follow the steps below to enable SAML 2.0 SSO Configuration:

1 Log into the Foglight Management Server as the Administrator.

2 Under Dashboards, click Administration > Users & Security, and then click SAML 2.0 Integration Settings.
The SAML 2.0 SSO Configuration dashboard appears.

3 Click Enable.

_ e o S s

~ Sockmarks SAML 2.0 SSO Configuration
There are no bookmarks
« Homes 4 Config SAML 2.0 550 IDP information.
Administration
il SAML 2.0 550 is disabled. Ensbls
Service Operations Console
+ Dashboards 5 SAML 2.0 550 is now disabled. To enable SAML 2.0 550, please dick the above "Enable” button.
"d:;‘g'ﬁgz"c" Identity Provider Entity ID:
Cartridges
Credentials .
Deta Login URL:
Integration
Management Server
Rect APT Logout URL:
Rules & Motifications
P Attribute Key:
Suppert
Tocling
Tdentity Provider x.508 Signing Certificate: (Base64 encoding PEM format, ex "-----BEGIN CERTIFICATE----...")
Alarms
Dependency Mapping
Infrastructure

Step 1: Adding Relying Party Trust in
ADFS

To add Relying Party Trust:

1 Open the ADFS Management Console.

2 Navigate to Trust Relationships > Relying Party Trusts. Right click Relying Party Trusts, and then select
Add Relying Party Trust... from the context menu.



W AD FS 2.0

Wil Fle  Action View Window Help
e= 2= H
=]

| Service
| Endpoints Distlay Name: i
7| Certificates ‘
| Claim Descriptions
B [ Trust Relationships

| Claims Provider Trusts
| Attribute Stores el PR TS
Wiewy »

Mew \Window From Here

Refresh

Help

Click Start on the Add Relying Party Trust Wizard.

Select Data Source: Select Enter data about the relying party manually and click Next.

%1 Add Relying Party Trust Wizard
Select Data Source

Sices Selest an option that this wizard willuse to obiain data abolt s reyig party
o Welzome
€ Impoit data sbout the reying paty publshed online or on a locsl network
@ Select Data Source )
Use this option to import the necessary data and certificates from a relying party arganization that
® Specily Display Name publshes s federation metadata oniine o1 on 3 local netwotk.

@ Choose Profile Federation metadata address (host name or URLE

@ Configue Cerficate

@ Configus URL Example: fs contoso.com or hitps: /wm.contoso.coméapp

@ Configure Identifiers

-

Impart data about the relying party fiom a file

@ Choose Issuance Uss this option ta import the necessary data and certficates from a relying party oraanization that has
Authorizalion Flules exported its federation metadata to a file. Ensure that this file is fom a trusted source. This wizard wil

& Reactfo ekl Tt ot walidate the source of the fil.

@ Finieh Federalion metadata fle location:

Brovise.

=

Erter data about the reling party manually

Use this optian to manusly inpL the necessary data about this reling party orgarization.

Pevious [ News | Concel | Hen |

Specify Display Name: Specify a display name and click Next.

Choose Profile: Select AD FS 2.0 and click Next.

%2 Add Relying Party Trust Wizard
Choose Profile

Steps This wizard uses configuration profiles to aid in crealing the relying party tist. Choose the appropriate

® Welcome s elying party fust.

® Select Data Souce

® Speciy Display Name This profile supports elying parties that e interoperabie with new AD FS 2.0 features, such as
secuily taken encyption and the SAML 2.0 protacel,

& Choose Profile

@ Corfigure Centficats € ADFS 1.0 and 1.1 profie

@ Configure UAL This profile suppots relying parties that are interoperable: with AD F5 1.0 and 1.1

@ Configure denifiers

@ Chooss lssuance:
Authorization Rules

@ Ready to Add Trust
@ Finish

<Provious [[ Mews | Cancel Help

Configure Certificafe: Click Next.

Configure URL: Select Enable support for the SAML 2.0 WebSSO protocol, and then input Foglight's
SAML 2.0 metadata URL in https, which is:

NOTE: ADFS requires https protocol, so Foglight’s http SAML login cannot be used on ADFS.



m IP logon: https://<foglight-server-ip>:<foglight-ssl-port>/console/sam|2/metadata.xml. Click Next.

m  Host name logon: https://<foglight-server-host-name>:<foglight-ssl-port>/console/sam|2/metadata.xml.
Click Next.

% Add Relying Party Trust Wizard

Configure URL

Sleps AD FS 2.0 supports the WS Trust, WS-Federation and SAML 2.0 WebSSO protocols for relying parties. If
® Welcome WS-Federation, SAML, or both are used by the relying paty, select the check boxes for them and specify
the URLs to use. Support for the WS-Trust protocol is always enabled for a relying pary

® Select Data Source
. I Enable support for the Ww/S-Federation Passive protocol
® Specily Display Name

The /S Federation Passive protoool LIRL supports Web-browser-based claims providers using the
@ Choose Profile WS Federation Passive protocol.

@ Configure Certiicale Relying party WS-Federation Passive protocol URL:

@ Configure URL [

@ Configure |dentifiers Example: hitps:/fs.contoso.com/adfs/ls/

@ Choose Issusnce
Authorization Rules

@ Ready toAdd Trust The SEML 21 single-sigreon (S50 service THL supports Web-browser-based claims providers using
® Fnish the SAML 2.0 Web§$0 protocel,

Reling party SAML 20550 service LIRL:

l [Pitps. facgqBa52 prod quest.corp:8443/console /sami2 /metadata ]
wample: https: /i contose. com/ adts/s

I I¥' Enable support for the SAML 2.0WebS50 protacal |

<Previous [ [ Mewty Coee) Help

9 Configure ldentifiers: Input Foglight's SAML 2.0 metadata https URL used in step 8 in the Relying party
trust identifier field, click Add, and then click Next.

Wz add g Party Trust Wizard

Configure Identifiers

Shers Relying parties may be identified by one of more Urique identifisr strings. Speciy the identifiers for this

© welcome reling party trust

© Select Dala Source Reling party rust ideniifer

@ Speciy Display Name m&ﬂ oorp AR/ corsale/semizimetadata.ml | add |
@ Choose Prolile Evample: hitps. /15 contoss, com. adls/servicesArst

® Configure Certficate: Relying party trust identifiers:

@ Configure URL Flemove:

@ Configure |dentiiers

@ Choose Issuance
Authorization Rules

@ Ready toAdd Trust
@ Finish

<Pevious [[ 1o | Cancel | Hep |

10 Choose Issuance Authorization Rules: Select Permit all users to access this relying party and click Next.

"W Add Relying Party Trust Wizard [<]

Choose Issuance Authorization Rules

- shais
e
The al The
tebing pary service of sppitcation may sl deny the user access.
" Deny ol users access to this teking party
You must

@ Confiy e Ioter add e
@ Choose Issuance

Aushozaton Aues
@ Readyto Add Trust trust and clcking Eit Claim ules in the Actions pane.
@ Frish

<Previous | [ New> Cacel | Hep

11 Ready to Add Trust: Click Next.



12 Finish. Make sure to select Open the Edit Claim Rules dialog for this relying party trust when the wizard
closes, and then click Close.

W Add Relying Party Tru

Finish

Steps
@ Welcome

@ Select Data Source nspin.

: E J
@ Choose Profie

® Configue Cediicate

@ Configuwe URL

@ Corligue Identiiess

@ Choose lssuance.
Authorzalion Rules
@ Ready toAdd Trust
@ Finish

Step 2: Editing Claim Rules

To edit Claim Rules:

1 On the prompted Edit Claim Rules dialog box, click Add Rule...

%z Edit Claim Rules for jason test [T
Issuance Transfom Fules | Issuance Autherizatian Fules | Delegation Autharization ues |

The fallowing transfarm rules specify the claims that will be sent 1o the reling party.

Oirder | Rule Name [ Issued Claims: |

EIE

P | o e |

[ I T T

2 Choose Rule Type: Select Send LDAP Attributes as Claims and click Next.

% Add Transiorm Claim Rule Wizard

Select Rule Template

Steps
@ Choose Rue Type provides detals abouk each clam e templale.
@ Corligure Claim Rule Clam e

5ed LDAP Atibuse: a3 Clons =

T
- Wtple Cirgead
Fox exaimple,
o
clims. Thi e

Tel me more about this e tenplate

e R |




3 Configure Claim Rule: Specify a rule name, and select Active Directory as the Attribute store. Add LDAP

attributes mapping as below, and then click Finish.

Claim Rule Wizard

Configure Rule

Stops Selact from
@ Choose Rue Typ i DA atibutes ’

B issued fiom he e
‘@ Configue Claim Rule

Claim e narme:

[Emstto tesm

Rule temglate: Send LDAP Arbuies as Claims

‘Btbute store:
[Active Directory |
Mapping of LDAP alrbutes t cutgaing clsi

LDAP Afibule Oulporg Clim Type
€ Maibiddiesses [ M s

SAM Account Hame ][ Name
Comman Narme:

<Previous | [_Firin Cancel | Heb |

4 Click Add Rule... button again to add another rule on the Edit Claim Rules wizard.

Issuance Transform Rules | Issuance Authorization Rules | Delegation Authorization Rules |

The following transform rules specify the claims that will be sent to the relying party.

Email to Lean E-Mail Address Name,Co

I AddRue. || EdtRue.. | RemoveRue.. |

5 Choose Rule Type: Select Transform an Incoming Claim and click Next.

Select Rule Template

Stee Select the template for the claim rule that you want te create fiom the following list. The deseription
@ Chaase Rule Type provides detais about each claim ruls template,

@ Corfigure Claim Rule Claim rule template:

Claim rule template desciiplion

Using the Transform an Incaming Claim rule template you can select an incorming claim, change its
claim type and optianally change ts claim value. For example. you can use this rul template o create
a e that will send a role claim with the seme claim value of an inceming group claim. ou can aka
use this e to send a group claim with a claim value of "Purchasers' when there is an incaming group
claim with a value of "Adrins". Muliple clzins with the same claim tpe may be emited from ths .
Sources of incoming claims vary based on the 1es heing edited. For mor injormation on the sources
of incoming claims. cick Help.

Tell me more shoul this e template.

e I N

6 Configure Claim Rule. Specify a rule name and configure it as below, and then click Finish.



Wi Add Transform Claim Rule Wizard [X]

Configure Rule
Steps o ticnioto . As an oplion, you
@ Choose Rule Type also 5 3hie. Specily X
Configuee Claim Rule: " - el
.
= Clsim e name
[Transtorm Command Name to NamelD
Rule template: Transfom an Incoming Claim
Incorting claim type: IlcommnNeme l |
Inco ne D formeat I e ;I
Outgaing claim type: hame ID 2
Ougaingname 1D fomat:  [Urspecied |
@ Pass thvough all clsim vakues
€ Repk ok a diferent
C Replacs il sulfx
S I
<Previous [[Fsh | Cowel | Hep |

7 Click Apply to apply the configuration then click OK to close the Edit Claim Rules wizard.
"%t Edit Claim Rules for jason test =]
lssuance Transform Rules I |zsuance Authorization Flulesl Delegation Authorization Flulesl

The fallawing transtarm rules specify the claims that will be sent ta the relping party.

Order | Rule Name | lzsued Claims |
1 Email to Leain E-Mail Address Name,Ca...

Transtorm Command Name to MamelD Name I

[« [=

Add Rule. Edit Rule | Remove Rule |

I QK I Cancel | I Apply |I Help

Step 3: Configuring Endpoints

To configure endpoints:

1 Right click the Relying party Trusts item that you added above, and then click Properties.

[% AD FS 2.0
N Fle Action View Window Help
L L ARl ol ? |

=) | Service =
" Endpoints

| Certiicates
Claim Descriptions
| Trust Relationships
Claims Provider Trusts
Relying Party Trusts
| Attribute Stores

2 Select Endpoints on the Properties wizard, and then click Add.



jason test Properties B

| Monitoing | Idenifiers Encyption | Signatue |
Accepted Claims | Organization | Endpoints | Notes | Advanced

Specify the endpoints to use for SAML and 'WS-FederationPassive

protocols.
URL [[Index Binding Default | |
SAML Assertion Consumer Endpoints
hitps:#/qcgnfo52 prod quest... 0 FOST No
4] | |

I Add. I Remave | Edit.. | Set Default |
ok I Cancel I Apoly | Help |

3 You need add two Endpoints, including SAML Assertion Consumer endpoint and SAML Logout endpoint.

a Forthe URL field of SAML Assertion Consumer endpoint, the value is:

o IP logon: https://<foglight-server-ip>:<foglight-ssl-

port>/console/saml2/saml_assertion_consumer

Host name logon: https://<foglight-server-host-name>:<foglight-ssl-
port>/console/saml2/saml_assertion_consumer

Configure the other fields as below, and then click OK when you finish.

jason test Properties ﬁ
Montoing | Identifiers | Encwption | Signawe |
. e [ . [ e [ .
Add an Endpoint
|| SaML Assertion Consumer I j

Binding:
||F'DST i =l
:

LIRL:

[htips: /#qcgqbia5Z prod quest. corp:8443/consale/sami2 saml_asselion_ci |

Example: https:/#sts.contoso.com/adfs/ls

Response URL,

Example: hitps: /¢ 3ts.contaso.com/logaut

oK | cancel | nep |

0K | Cancel | Apply | Help |

b Both the URL and Response URL fields of SAML Logout endpoint are:

o IP logon: https://<foglight-server-ip>:<foglight-ssl-port>/console/saml2/slo

O Host name logon: https://<foglight-server-host-name>:<foglight-ssl-port>/console/sami2/slo

Configure the other fields as below, and then click OK when you finish.



jason test Properties

Moritaring | |dentifiers | Encryplloln | Signature |
pr= = T N

Add an Endpoint [ |

Endpoint type;

|| SAML Logout I

Binding
|[Fedirect |

Index: |0 3:
LURL:

Ilhttps://chqﬁqSZ prod.quest.corp: 8443/ consales/sami2/slo I

Example: https://sts.contoso.com/adfs/ls

Ihttps //gc0g6052.prod. quest corp:3443/console/sam|2/sld |

Example: hitps://sts. contoso. com/logot

[« ]

Cancel | Help |
oK | Caneel | Apply I Help |
c Select the default SAML Assertion Consumer Endpoint which index is 0, and then click Remove to
delete it.
jason test Properties
Monitoring | Identifirs | Encuyplion | Signatwe |
Accepted Claims | Organization Endpaints | Motes | Advanced
Specify the endpoints to use for SAML and WS FederationPassive
protocals.
URL Indsx | Bindin Default
SAML Assertion Consumer Endpoints
hittps: //qcoakg52 prod quest... 2 FOST N
SAML Logout Endpoints
bitps:/fqcoqbe2 pradquest . n/a Redrect  Na
< I |
Add... || Remove i Edi.. | Set Default |
1] I Cancel | Apply | Help I

Step 4: Configuring Signature and Hash
Algorithm

To configure Signature and Hash algorithm:
1

Select Signature on the Properties wizard, and then click Add.



jason test Properties [x]
Accepted Claims | Organization | Endpaints | Motes Advanced I
Montoing | Idenfifiers | Encryption
Specify the signature verification certificates for requests from this relying
party.
Subject | |ssuer | Eftective Date | Expiratic
|
0k | Cancel | gk | Hep |

2 Add a Foglight server’s signature file. You can get a default one from <foglight-server-

directory>/config/sam_certificate.pem or you can generate your own signature file.

jason test Properties ﬁ

Accepted Claims | Organization I Endpaints | Motes | Advanced |
Montoing | Identifiers | Eneplion Signature

Specify the signature verification cerificates for requests from this relying
party.

Subject | |ssuer | Effective Date | Expiratic
E=support@®q...  E=support@que. B/5/2018 3623, GA2/21

aad. | view | Remove |

0k | Cancel |tk | He |

3 After adding the signature file, select Advanced and choose SHA-1 option for the Secure hash algorithm
field, and then click Apply.
st | G | Eobe 1 Wt (]

Specify the secure hash algarithm to use for this relying party trust,

Sacuto hash agoitn ﬁ

oK I Cancel | Apply | Help |

4 Click OK to finish the Properties configuration.



Step 5: Exporting the Certificate

To export the certificate:

1 Navigate to Service > Certificates on the ADFS Management Console, right click the Token-signing item,
and then click View Certificate...

%1AD FS 2.0

'«'@F\\e Action  Yiew  Window  Help
&= 2mE

= [ Service -
Subject lssuer Effective D:

Endpoinkts
Certificates Service communications
T Claim Deseriptions

= [ Trust Relationships
| Claims Provider Trusts
| Relying Party Trusts
_ Attribute Stores [E] CN=ADFS Enciyption - zhuvm-fog-2639.sub1. ssoexample.com CM=aDFS Enciyption - zh...  5/2/2018

[E] CN=zhuvm-fog-2633 sub1.ssoexample.com CM=zhuvm-fog-2633.sub1...  5/2/2018

Token-deciypting

5 Sighing - zhu.

Wiew Certificate. ..

Setas Primary:

Help

2 Select Details on the pop-up Certificate wizard and click Copy to File... to export the certificate which will
be used in the following Foglight SAML setup.

Certificate
" General Certification Path |
Showe: [ EE -
Field | value |~
|| version 3
DSeriaI number 7ooffazz 095 0bad4bal ..
| signature algorithm shazseERsA
DS\gnature hash algarithm shaz5e
Issuer ADFS Signing - zhuvm-fog-263, .
DVaIid From ‘Wednesday, May 02, 2015 4., b
| valid ta Thursday, May 02, 2019 4:2(0;..,
Dsubiect ADFS Signing - zhuwm-fog-263... LI

Edit

Properties. .. | I Copy taFile... I

Learn more about certificate details

3 Select Base-64 encoded X.509 (.CER) format as the export file type.



Certificate Export Wizard [ <]

Export File Format
Certificates can be exported in a varisty of file Formats,

Select the Format you want to use:

" DER encoded hinary ¥.509 {.CER)

* Base-64 encoded ¥.509 (,CER)
Cryptographic Message Synkax Standard - PKCS #7 Certificates (\P7E)
I~ Include &l certificates in the certification path if possible

| Personal Information Exchange - PRCS #12 [\PFs)
I~ Include all cartificates in the certification path iF possible
™| Delete the private key if the export is successful
™| Export all extended praperties

| Plicrosoft Serilized Cerbficate Stors (,55T)

Learn more about certificate file formats

< Back. I Next = I Cancel

Step 6: Configuring the Trust Relationship

To configure the trust relationship:
1 On the ADFS server machine, run PowerShell as administrator.
2 Run the following command to load the ADFS PowerShell module.
Add-PSSnapin Microsoft. Adfs.PowerShell

3 Run the following two commands to set up the trust relationship. You need to change the <relying-party-
trust-display-name> to the Display Name of the Relying Party Trust that you have added in Step 1: Adding
Relying Party Trust in ADFS.

m  Set-ADFSRelyingPartyTrust -TargetName <relying-party-trust-display-name> -
SigningCertificateRevocationCheck None

m  Set-ADFSRelyingPartyTrust -TargetName <relying-party-trust-display-name> -
EncryptionCertificateRevocationCheck None

Step 7: Setting up SAML in Foglight

To set up SAML in the Foglight Management Server:
1 Log into the Foglight Management Server as an administrator.

2 Under Dashboards, click Administration > Setup > SAML 2.0 SSO. The SAML 2.0 SSO Configuration

dashboard appears.
3 Click Edit Settings and configure the SAML settings as below.

a /dentity Provider Entity ID. The value should be
https://<ADFS_SERVER>/federationmetadata/2007-06/federationmetadata.



b Login URL: The value should be https://<ADFS_SERVER>/adfs/Is/.
¢ Logout URL: The value should be https://<ADFS_SERVER>/adfs/Is/.

d Attribute Key. It depends on the identity key selected to identity the user. For example it can be
http://schemas.xmlsoap.org/ws/2005/05/identity/claims/name.

e [dentity Provider x.509 Signing Certificafe: copy the content of the certificate file which you have
exported in Step 5: Exporting the Certificate.
SAML 2.0 SSO Configuration
Config SAML 2.0 S50 IDP information.

SAML 2.0 S50 is enabled. Disable
SAML 2.0 550 is now enabled. IDP information can be edited as below.

Identity Provider Entity 1D:

https:/{zhuvm-fog-2639.5ub1. I d data/2007-08/federationmetadata.xml
Login URL:

https://zhuvm-fog-2639.subl.ssoexample.com/adfs/ls/

Logout URL:

https://zhuvm-fog-2639.5ubl.ssoexample.com/adfs/ls/

Attribute Key:

http://schemas.xmlsoap.org/ws/2005/05/identity/daims/name

Identity Frovider %.509 Signing Certificate: (Base64 encoding PEM format, ex "--——BEGIN CERTIFICATE~-—-...")
——-BEGIN CERTIFICATE-—-

MIDADCCA® QeG/S1oCVCHLIVQGVHuOP iG3WOBAQSFADAS

MTowOAYDVQQDEzFBREZTIFNpZ25pbmegl SB6aHV2bS1mb2ciMjYz0S5zdWLdnNz
b2V4YW1wbGUuY23tMBAXDTE4MDUwMjA4MjALMLoXDTESMDUWMjA4MjAL M1 owPDEG

MDgGA1UEAMxQURGUYBTaWduaWsnICOgemh1dmOtZmInLTI2Mzkuc3ViMS5zc29l
eGFtcGdLmVETCCASIWDQYIKeZThveHAQEBBQADggEPADCCAQoCggEBAIS/ qOr
byuyHXOCIQPCIzBuSFofhSGIbX9GGMyaYwolWSx+VQu2MenlkisZ GjhINvADhFBU
Xyj4I2¥KIBOUAKXEIGU 0-+xpbYOWeeD0TerzFkvazgEfcubljiemkGHUG7Tjjx+C
AyWeBSagozrZ2RPhzRkbitoeMd0DKu4oHMLWTICwytrb0INSIQsUR3WPxCpAUCUB
CAYTURSbHE0ZFCHY7qQ2CIEIIwAGapFtEsEBx/z2havKxtFcUYvejn/ MEYME
LpXXVgoShtsppaudmil+bVAAGNGGP2KnizbdZ9VRsrInPMaxAEn cohlVaYQUIMZ
48e60AKY/FqVBDCCAWEAATANBgkghkiGIWIBAQSFAADCAQEALTYFHseWIISMPILz
H7uFjF7hlIEkE4/279mg0eb0uzpcqHP4b TyqBO-+HXpIC+QzZo/EP)/EJa+1VUjAK
349sfaztZ7B3]kQ LA NAOQI3vAHId9IShuGZiYpTgoMfwBFiE0uRYLOPXs3ulU
yhwrDS34qinAlBxBYRI78nIHZ lidi1p9zTh/xdablQ+3nv2VZ4r/h2+1sQuZDETHT
9q0bLMFMgasYHr0sY5fMH4YoBksBPynKTaij+k4hpZToPl4wrbzrfINS+ghjPLy
kg+CABYfwhnTPmbvifHoOs38ZAWB2KAVlom HKVFiStgXavYTSFMyvgpVxl+
Qniflv==

——--END CERTIFICATE—-—

Edit Settings | | Apply Configuration

4 Click Apply Configuration to save the configuration.

Then configurations of integrating SAML 2.0 SSO with the Foglight Management Server in ADFS are
completed.



About us

We are more than just a name

We are on a quest to make your information technology work harder for you. That is why we build community-
driven software solutions that help you spend less time on IT administration and more time on business
innovation. We help you modernize your data center, get you to the cloud quicker and provide the expertise,
security and accessibility you need to grow your data-driven business. Combined with Quest’ s invitation to the
global community to be a part of its innovation, and our firm commitment to ensuring customer satisfaction, we
continue to deliver solutions that have a real impact on our customers today and leave a legacy we are proud of.
We are challenging the status quo by transforming into a new software company. And as your partner, we work
tirelessly to make sure your information technology is designed for you and by you. This is our mission, and we

are in this together. Welcome to a new Quest. You are invited to Join the Innovation™.

Our brand, our vision. Together.

Our logo reflects our story: innovation, community and support. An important part of this story begins with the
letter Q. It is a perfect circle, representing our commitment to technological precision and strength. The space in

the Q itself symbolizes our need to add the missing piece — you — to the community, to the new Quest.

Contacting Quest

For sales or other inquiries, visit www.quest.com/contact.

Technical support resources

Technical support is available to Quest customers with a valid maintenance contract and customers who have

trial versions. You can access the Quest Support Portal at https://support.quest.com.

The Support Portal provides self-help tools you can use to solve problems quickly and independently, 24 hours a

day, 365 days a year. The Support Portal enables you to:


www.quest.com/contact
https://support.quest.com/

Submit and manage a Service Request

View Knowledge Base articles

Sign up for product notifications

Download software and technical documentation
View how-to-videos

Engage in community discussions

Chat with support engineers online

View services to assist you with your product.
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