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Before You Begin

Welcome to the Transition Guide. This Transition Guide includes information that allows you to quickly transition to

Foglight® 5 using from a Foglight 4 perspective. Use it to find your Foglight 4 components in Foglight 5,
understand typical workflows, and perform some of the basic administrative tasks. This guide is intended for
Foglight 4 users who are getting started with Foglight 5.

Before you get started with Foglight 5, you need to ensure that your system is up and running and that you have
appropriate permissions to access all of the system components.

* Introducing Foglight 5
* How Do | Get Started?

Introducing Foglight 5

Foglight® 5 is a powerful performance management solution that builds data models in real time. Unlike Foglight 4,
where metric collection is somewhat static, Foglight 5 offers more flexibility by organizing the data into a
hierarchical structure.

In addition to the changes to data collection, Foglight 5 includes a portable, Web-based interface which eliminates
the need for a platform-dependent administrative application. To access the administrative interface, simply launch
a Web browser instance and go to the Foglight Console URL.

This manual helps you get started with Foglight 5 quickly and efficiently, understand typical workflows, and perform
some of the basic administrative tasks. For complete information on how to administer and use Foglight 5, see the
Administration and Configuration Help and the Foglight User Help.

In most scenarios, a typical workflow includes the following procedure.

To get started with Foglight 5:

1 Launch the Foglight Management Server, your Foglight Agent Manager instances, and log into Foglight.
For instructions, see How Do | Get Started? on page 5.

2 Find Foglight 4 components in Foglight 5 using the administrative interface. Locate Foglight 5 agents,
ASPs, rules, or registry variables. For more information, see Appendix: Finding Foglight 4 Components in
Foglight 5 on page 112.

3 Familiarize yourself with typical workflows in Foglight 5. For example, find out what is the diagnostic
workflow or where to find dashboards. For more information, see Finding Your Way Around: Finding Your
Way Around on page 8.

4 Learn more about basic administrative tasks. For example, find out how to edit rules or registry variables.
For more information, see Setting Up For Long-Term Use: Setting Up For Long-Term Use on page 49.

How Do | Get Started?

Before you start familiarizing yourself with the new environment, you need to ensure that you launch and obtain
access to the following Foglight® 5 components:

Foglight 5.7.0 Transition Guide
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Foglight Management Server
Foglight Agent Manager

A Foglight user name and password

To get started:

1

Ensure that your Foglight Management Server and each of your Foglight Agent Manager instances are up
and running.

For example, on Windows® platforms, you can start the Foglight Management Server by choosing Start >
Programs > Quest Software > Foglight 5.9.x > Start Foglight. To start the Foglight Agent Manager, on
the monitored host, navigate to <foglight_agent_manager_home>/bin and from there, issue the fglam -s
command. For more information about this and other Foglight commands, see the Command-Line
Reference Guide.

Obtain your Foglight user name and password.
For more information, refer to the Installation and Setup Guide.
Start the Foglight Console.

You can start the Foglight Console by opening a Web browser instance and navigating to the following
URL:

http://l1ocalhost:8080/console

i NOTE: The above URL assumes the default HTTP port number, 8080. For more information about
default port assignments, see the Foglight Administration and Configuration Help.

Where localhost is the name of the machine that is running the Foglight Management Server.
The Foglight login page appears in the Web browser.
Provide the user name and password you obtained in Step 2.

The Welcome to Foglight page appears in the display area.

[E— Moy, My 50, 2050 B:th AM - E0 M Sboure s || Gorwral

.
* @Wﬂhuln: to Foglight

3y gl sty ared
S ——

Tap Into the Foglight Community
oo ks abecnst Pt andl purticigaate i Forums abeat watencing aned workag with, Fogight

Navigation panel Display area Action panel

The Welcome page lists several tasks that you can perform by clicking an entry in the list. The appearance
of the age depends on your user permissions. If your user account belongs to a group that has the
Administrator role, this is what you see when you log into Foglight for the first time. If you do not have the
Administrator role, and you have the Operator role, a slightly different version of the Welcome page
appears in the display area. For more information about the Welcome page, refer to the online help topic
for this page. You can view this help topic by clicking More on the action panel’s Help tab.

Foglight 5.7.0 Transition Guide
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Welcome G+ Monday, May 3, 2010 1052 AM - 352 PM 4hous* | General | Design
* Welcome

@ Welcome to Foglight List of commonly performed tasks,

providing easy sccess to frequently
Foglight manages application and end-user performance by monitoring, alarming and reporting on your IT environment, Once you have used dashboards, based on Us
Foglight deployed, you can view your enterprise from 5 variety of perspectives, including services or domain-based orgarizations. aceess permissions

= Help Search
search 2

From here, you can go to any of the following sections:
* Finding Your Way Around on page 8
e Setting Up For Long-Term Use on page 49
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Finding Your Way Around

Once the Foglight® 5 components are up and running, you can start familiarizing yourself with Foglight 5
workflows. This chapter gets you started with a basic set of tasks, such as where to find the administrative
interface, how to start a typical workflow, how to define services, and other important features.

i | NOTE: Each of the procedures in this chapter continues from How Do | Get Started? on page 5.

e Where’s the FOC?

e How Do | Know if My Agents Are Connected?

* How Do | Fix the Agents That Are Not Connected?

e What is My Single Pane of Glass?

* What Dashboards Are Available?

e How Do | Bookmark a Dashboard for Easy Access?

¢ How Do | Share My Dashboards with Other Users?

e What is the Diagnostic Workflow?

* How Do | Create Custom Maps?

* Where Are the Service Models?

*  Why Do | See Only One Set of System Agent Variables?
e Can Multiple People Share My User Name?

e Can | Configure Everything to Look and Feel Like Foglight 4?

Where’s the FOC?

In Foglight® 5, the browser interface offers the functionality of the Foglight Operations Console (FOC) and Foglight
Web Console through a comprehensive and intuitive interface, which lets you configure, administer, and manage
Foglight in real time using a Web browser. The Web-based interface offers rich support for all of the FOC’s
capabilities while eliminating the need for a platform-dependent administrative application.

To perform an administrative task, simply open a Web browser instance and navigate to the Foglight browser
interface URL. From here, you can administer and manage users, agents, cartridges, and rules, and explore
dashboards and metric collections.

For information on where to find some of the common interface components that you used in Foglight 4, such as
service model or rule browsers, see Appendix: Finding Foglight 4 Components in Foglight 5 on page 112.

For information on the types and versions of Web browsers supported in Foglight 5, see the System Requirements
and Platform Support Guide. To find out how to launch the Foglight Console, see How Do | Get Started? on page
5. For complete information, refer to the Administration and Configuration Guide or the Foglight User Guide.
See also

* How Do | Get Started? on page 5
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e How Do | Know if My Agents Are Connected? on page 9

* Whatis My Single Pane of Glass? on page 14

¢ What is the Diagnostic Workflow? on page 32

¢ Can | Configure Everything to Look and Feel Like Foglight 4? on page 47

How Do | Know if My Agents Are
Connected?

In Foglight® 4 you could check the status of your agent instances by looking at the IP map either in the Foglight
Operations Console or the Foglight Web Console.

Figure 1. Foglight 4 user interface
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Foglight 5 offers two interfaces that let you find out if your agents are active and collecting data:
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Figure 2. Agent Status dashboard in the browser interface
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Use the Agent Status dashboard to manage agents. Start by deploying agent packages to Agent Managers. After deployment, you can create agents, edit their properties and activate them.
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Figure 3. Agents on All Hosts dashboard, a Foglight 5 equivalent of the IP map
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To find out if your agents are connected using the Agent Status dashboard:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’'s Access? on page 104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.

2 On the navigation panel, under Dashboards, choose Administration > Agents > Agent Status.

The Agent Status dashboard appears in the display area, showing a list of all agent instances.

Foglight 5.7.0 Transition Guide
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Use the Agent Status dashboard to manage agents. Start by deploying agent packages to Agent Managers. After deployment, you can create agents, edit their properties and activate them.

Agents
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For each agent that is currently active and collecting data, the Collecting Data icon (|z]) appears to the
right of the Active State column (g ) in the row containing the agent record. Similarly, the Not Collecting
Data icon ([ ) indicates that an agent is active but is not collecting data:

To find out why an agent is not collecting data, see How Do | Fix the Agents That Are Not Connected? on
page 13.

For more information about the Agent Status dashboard, see the Administration and Configuration Guide.

To find out if your agents are connected using the Agents on All Hosts dashboard:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User's Access? on page 104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Management Server > Agents.

The Agents on All Hosts dashboard appears in the display area.
Figure 4. Agents on All Hosts dashboard
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The Agents dashboard lists the agents that are available for each host.

Monitored Hosts and Agents

All Hosts -8 [ Search ] [ Clear ] [ Advanced
Agent e
Mame Type Hegahh o= Health Alarms Health History
© Aosts A I -
® Hostt e I |
(© Fost2 example.com s £
1: 1 Qutstanding Alarm(s) for All Hosts Alarm Fiter Apphed i

1Alarm(s) | 1Error Instance(s) | 1Related Host(s) || 1Related Agent{s)

Select Al Unselect All Acknowledge Clear =
5= Time + Ack'ed Cleared Host Instance
F] A 11/28/112:29PM  No Mo  Host2.example.com Host2.example . com {Host) Excessive Interrupts Detected. Excessive interrupts are be

Il (7] 2

3 Optional—if you plan to use this dashboard on a regular basis, you might want to add it to the Bookmarks
for easy access. For instructions, see How Do | Bookmark a Dashboard for Easy Access? on page 25.
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4 View the agents that are used to monitor a particular host.

a Inthe Monitored Hosts and Agents view, ensure that All Hosts is selected in the upper-left corner
of the display area.

Figure 5. Selecting all hosts

Agents on All Hosts

Monitored Hosts and Agents

. vI 0= O | Search | Clear | .ﬁ.dvancedl

b In the Monitored Hosts and Agents view, in the Name column, expand a host node.

A list containing one or more monitoring agent instances appears under the host node.

Figure 6. Selecting a monitoring agent instance

Name

() All Hosts
(@) Hostl

() Monitor @Host1

(7 Host2.example.com

For each agent that is currently collecting data, in the Monitored Hosts and Agents view, the State
column shows the agent status.
When the agent instance is running, the following status indicator appears:

= Collecting Data

When the agent instance is running but not collecting data, one of the following status indicators appear:

= Starting
= Stopped
= Stopping

= Unknown
5 Optional—choose a different host.
In the Monitored Hosts and Agents view, expand the host node.
A list of agents that are collecting data from the selected host appears under the host node.

To find out why an agent is not collecting data, see How Do | Fix the Agents That Are Not Connected? on
page 13.

For more information about Foglight 5 dashboards, see the Foglight User Guide.

See also
* How Do | Get Started? on page 5
* How Do | Fix the Agents That Are Not Connected? on page 13
* How Do | Edit Agent Properties? on page 49

e How Do | Bookmark a Dashboard for Easy Access? on page 25
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How Do | Fix the Agents That Are Not
Connected?

If you find Foglight® agents that are not collecting data, you can perform a series of steps that will help you
determine the root of the problem. If an agent is not collecting data, on the Agent Status dashboard, the Not
Collecting Data icon (i) appears in the agent row.

Figure 7. Data collection stopped

|I Hosti Monitor@Host1 Hostagent: WindowsAgent 5.6.3 X

To fix an agent that is not connected:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page 104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Administration > Agents > Agent Status.

The Agent Status dashboard appears, showing a list of all agent instances.

Figure 8. Agent Status dashboard
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Use the Agent Status dashboard to manage agents. Start by deploying agent packages to Agent Managers. After deployment, you can create agents, edit their properties and activate them.
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a 0] ) torrdv4ss Monitor @/2000-cs HostAgents UnixAgent 5.7.2 No D! i
(7] ™ [} torrdv466 Monitor @lab-sl10-01 HostAgents UnixAgent 5.7.2 No D
a ] E torrdv466 Monitor @lab-s110-08a HostAgents UnixAgent 5.7.2 No 3
7] ™ F torrdvdss Monitor @plsgaw0 1 HostAgents WindowsAgent 57.2 No B
o] 5 orrdv4es Monitor @rd_aix ostAgents InixAgen 7 o -
_';‘ torrdv4a Monitor @rd 1 HostAgent: U it 2.7.2 I
Tasks
“ZrRefresh & Clean Completed Tasks Search £-] =
Status Action Details Host Name Status Message Duration Time

There Is No Task To Display

For those agent instances that are not collecting data, the Not Collecting Data icon (i ) appears in the
agent row.

3 If an agent instance appears in the Agent Status dashboard, but is not collecting data (see To find out if
your agents are connected using the Agent Status dashboard: on page 10), select the agent’s row in the list
and click Start Data Collection in the lower-right corner.

4 If you cannot successfully start an agent’s data collection, or if the agent instance does not appear in the
Agent Status dashboard, ensure that the Foglight Agent Manager is up and running. For more information,
see How Do | Get Started? on page 5.

5 If the Foglight Client is up and running, check the agent’s log files. Foglight stores information about agent
activities in agent log files whose name and location use the following syntax:

<agent_mgr_home>/state/default/logs/<cartridge_name>/<cartridge_version>/<agent_type>/<agent_insta
nce_name>@<host_name>_<yyyy> <mm>_<dd>_
<hhmmss>_<file_ID>.log

Where:

Foglight 5.7.0 Transition Guide
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= agent_mgr_home is the installation directory of the Foglight Agent Manager.

= cartridge_name is the name of the cartridge. For example, HostAgents.

= cartridge_version is the cartridge version. For example, 5.9.x.

= agent_type is the agent type. For example, WindowsAgent.

= agent_instance_name is the name of the agent instance.

= host_name is the name of the host computer. For example, Host2.example.com.

= yyyy, mm, dd, and hhmmss specify the date and time the agent instance was started.
For example:

C:\Quest_Software\Foglight_Agent_Manager\state\default\logs\HostAgents\5.9.x\WindowsAgent\Monitor
@Host2.example.com_2011-11-28 141933_001.log

6 If you do not find any indicators in the log files, refer to the Foglight Release Notes and Administration and
Configuration Help for more information.

7 If you do not find any relevant information in the documentation, contact Quest Support. See Contacting
Quest on page 114.

See also
e How Do | Get Started? on page 5
* How Do | Know if My Agents Are Connected? on page 9

e How Do | Edit Agent Properties? on page 49

What is My Single Pane of Glass?

The browser interface allows you to create a dashboard that centers around your monitoring needs, and add it to
the bookmarks for easy access. You can choose from a wide selection of portlet views that are available in the
action panel on the right, and add them to your dashboard simply by dragging one or more views as required.

The type and range of views that appear in the action panel depend on the selection of the active Foglight® 5
cartridges in your monitoring environment, as well as your user permissions. For information on how to set user
permissions in Foglight 5, see How Do | Limit a User’s Access? on page 104.

Your selection of views should reflect the nature of your monitoring role. For example, if your role involves
monitoring the overall health of host machines in your network, you can add the following portlet views to your
dashboard page:

* Host Summary Selector. Displays the state of the CPU, memory, disk, and network resources for a
selected host computer.

* Alarm List with Filter. Lists all of the system alarms chronologically and shows the severity, host, and
additional information for each alarm.

To add portlet views to a dashboard:

i | NOTE: To complete this procedure, your user account must belong to a group with the Advanced Operator
role. For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page
104.

1 Evaluate your monitoring requirements.
2 Ensure that the navigation and action panels are open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.

To open the action panel, click the left-facing arrow ( 4 ) on the right.
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3 On the action panel, on the General tab, under Other Actions, click Create dashboard.

Figure 9. Create Dashboard wizard with the Build a Dashboard page open

Create Dashboard
Build a Dashboard

Build & dashboard from components or spedfy parameters to produce custom dashboards,

To get started, choose how you would like to provide input for your dashboard:

@ @ Use All Data
Start with a blank custom dashboard and select discrete components from your
database to add portlets,

@ © Start with a service
Select a service from your environment and build a custom dashboard based on
the elements inside that service.

@ Create a Custom Dashboard based on the current dashboard

Use the data shown on the current page to build a custom dashboard, or create a
parameterized custom dashboard that can be populated from this page when
viewed with different data.

4 Choose the type of data input for your dashboard.

In the Create Dashboard wizard, on the Build a Dashboard page, select Use All Data to build a

dashboard from the available data elements, and click Next.

Figure 10. View Properties page in the Create Dashboard wizard

Create Dashboard ®
View Properties
Configure the basic properties of your custom dashboard.
-
Mame My Dashboard I
Auto Refresh Rate  (7) 300 seconds (default rate set in user preferences)
second(s)
@ Never
Relevant Role(s) i= (hone)
Allowed Role(s) i= (&l =
Related Domains i= (hone)
Related Activities i= (hone)
Help
Background Image =,
I | »
[ <« Previous ] [ » Mext ] [ Finish ] [ Cancel ] [ Help ]

5 Specify the settings for the dashboard that you want to create.

For example, to name the dashboard My Alerts, and have it refresh automatically every five minutes,

complete the following steps.
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a On the View Properties page, in the Name box, type My Alerts.

Note Some dashboards do not show an input table and you do not need to select inputs. This
table provides a list of inputs on the current dashboard and appears when you are viewing a
dashboard that has some inputs. In other words, if you do not know what information to
include on your dashboard, you can leave the Inputs table as-is.

b Under Auto Refresh Rate, ensure that the 300 seconds (default refresh interval set in user
preferences) option is selected.

¢ Optional—if required, limit the user access by specifying the user roles that are required for viewing
this dashboard. For the purpose of this example, you can keep the default settings: none for the
Relevant Role(s) and all for the Allowed Role(s). They act as filters, allowing a user to view only
those dashboards that are applicable to their user needs. For more information, see the Web
Component Guide.

d Optional—write help text for this dashboard by typing it into the Help box.

This text appears in a tooltip when you hover over the dashboard name in the navigation panel. For
the purpose of this example, you can keep the Help box blank.

e Optional—if you want this dashboard to be available as a reportlet, select the Allow this view to
be included in other views check box. For the purpose of this example, you can keep the check
box clear.

6 In the Create Dashboard wizard, click Next.

Figure 11. Select Dashboard Layout page in the Create Dashboard wizard

Create Dashboard ®

Select Dashboard Layout
Select the layout for your custom dashboard.

= Single-Column Layout

Auto-sizing with one column,

Auto-sizing with two columns.

Three-Column Layout

Auto-sizing with three columns,

@ Two-Column Layout
") Fixed Size

.
—
-
-

Fixed layout.

= Next [ Finish ] [ Cancel ] [ Help ]

7 Choose the type of layout for your custom dashboard. For example, to have the dashboard contents
appearing in two columns, select Two-Column Layout, and click Finish.
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Figure 12. Add View wizard

Add View

Add a Dashboard View Element

Input Data:
Administration
Alarms
Hosts
Management Server
Services

Mo Data Input

Select input data and choose a view style.

[ show all

« Previous Finish

View Styles:

@ Select a View Template

Choose an existing view template
which uses the selected data as the
input.

The Add View wizard allows you to select data and a view type, and to add it to the newly created
dashboard. For the purpose of this example, we will use a different approach: instead of selecting data
elements and choosing a view type, we will add views that already exist in the system.

Click Cancel to close the Add View wizard.

The newly created dashboard, My Alerts, appears in the display area. A node representing that
dashboard, My Alerts, appears on the navigation panel under Dashboards > My Dashboards.

Figure 13. My Alerts dashboard

~ Bookmarks My Alerts G+ Tuesézy, November 29, 2011 8:30 AM - Now 4 howrs | [&] Repars General | Data || Views | Help
There are no bookmarks ~ Actions
* Homes i Add view..
Administration Add text...
Agents Delete this page
Alarms .
Damains Properties..
Hosts Bookmark...
Reports Make this my home page
Service Operations Console
Welcome
Text
~ Dashboards A AL
Drag into portal to add text...
My Dashboards g =
ly Alerts: w Other Actions
Administration New window
aloasrgs Create dashboard..
Infrastructure TS
Management Server ~ Columns
Reports
Services =1[E22] om03
Configuration » Themes

9 On the action panel, open the Views tab.

The Views tab shows the modules containing the views that you can add to your dashboard. The range of
modules depends on the selection of installed cartridges.
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Figure 14. Views tab

General | Data || Views | Help

[ show by role

Optional—observe the nodes representing the views that appear in the action panel. To see a list of views
contained by a module, in the action panel, expand the node representing that module.

For example, expand the Management Server node.

A list of views and/or sub-nodes appears under the Management Server node.

Figure 15. Expanding the Management Server node

T —

Changes Graph of All Collection Models
Topology Changes from Topology Object List
My Bookmarks

Optional—filter the views that appear in the action panel by role.

Arole defines a set of tasks that a user can perform, and is assigned to one or more groups as required.
For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page 104.

To filter the views, select the show by role check box.

The Views tab refreshes, showing a list of nodes, each representing a role.

Figure 16. Filtering views

[@] show by role

Select a view

Alarm List with Filter - Alarm List

On the Views tab, use the navigation tree to select one or more views that best represent your monitoring
needs and add them to your dashboard.

To add a portlet view to the dashboard, expand the node representing the module that contains the view,
and drag the view from the action panel to the dashboard.

For example, to add a view that shows all system alarms and changes to your dashboard, on the action
panel, ensure the show by role check box is cleared, expand the Alarms module, followed by clicking and
dragging the System Alerts and Changes node to the dashboard pane.
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Figure 17. All System Alerts and Changes view

My Dashboard & Wednesday, June 10, 2009 37 AM - Mow < hours +

all System Alarms & Changes - 0x

Al Marm Court

09:00 10:00 11:00 12:00

Al System Changes

wnog

08:00 10:00 11:00 12:00

For complete information on how to add portlet views to dashboards, see the Foglight User Guide.

See also
* How Do | Get Started? on page 5
¢ What Dashboards Are Available? on page 19
e What is the Diagnostic Workflow? on page 32

What Dashboards Are Available?

Foglight® 5 offers a number of dashboards you can use to monitor your environment in real time. The type and
range of available dashboards reflect the type of Foglight 5 cartridges in your monitoring environment and your
user permissions. For information on how to set user permissions in Foglight 5, see How Do | Limit a User’s
Access? on page 104.

There are several types of dashboards that you can access:

* Administration dashboards include a collection of dashboards that let you manage agents, cartridges,
users, and thresholds. You can find them in the navigation panel under Dashboards > Administration.

¢ System dashboards include a set of core Foglight dashboards, and the dashboards that are installed with
any cartridges that are running in your monitoring network. Typically, any dashboards that are accessible
through the navigation panel, are core dashboards.:

= Dashboards > Alarms

= Dashboards > Hosts

= Dashboards > Management Server
= Dashboards > Reports

= Dashboards > Services

Foglight 5.7.0 Transition Guide
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* User dashboards include any dashboards that you define. You can find them in the navigation panel under
Dashboards > My Dashboards. For more information on how to create dashboards, see How Do | Build a
Graph? on page 87.

¢ Configuration dashboards include a set of dashboards that let you look at data and create your own
dashboards. You can find them in the navigation panel under Dashboards > Configuration.

* Cartridge dashboards are the dashboards that come with Foglight 5 cartridges. You can find them under
Dashboards > cartridge, where cartridge is the cartridge name.

In addition to the system and user dashboards, you can add dashboards to the Bookmarks module for easy
access if required. For instructions, see How Do | Bookmark a Dashboard for Easy Access? on page 25.

To view Foglight 5 dashboards:

i | NOTE: To complete this procedure, your user account must belong to a group with the Advanced Operator
role. For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page
104.

1 Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.

2 Observe the modules that appear in the navigation panel under Dashboards.

Figure 18. Dashboard modules

* Dashboards o

My Dashboards
Administration
Alarms

Hosts
Infrastructure
Management Server
Reports

Services
Configuration

3 Look at administrative dashboards.
a On the navigation panel, under Dashboards, expand the Administration module.

A set of sub-modules appears under the Administration module.

Figure 19. Administration modules

Administration
Administration
Agents
Cartridges
Data
Rules & Maotifications
Schedules
Setup & Suppork
Tanling
Users & Security

Each of the sub-modules that appear contains one or more dashboards.
b Expand a sub-module and select a dashboard.

The dashboard appears in the display area. For example, to look at the Agent Status dashboard,
under Dashboards, choose Administration > Agents > Agent Status.

The Agent Status dashboard appears in the display area.
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Figure 20. Agent Status dashboard

Agent Status

8 Agent Status

Sep 3, 2014 9:55:40 AM EDT

Use the Agent Status dashboard to manage agents. Start by deploying agent packages to Agent Managers. After deployment, you can create agents, edit their properties and activate them.

Agents

= Deploy Agent Package ﬁcreat& Agent @Ed\t Properties By Tag Activate

State
O]
™

o]

@

O]

[ <IN << < < S

[x)
V] O]
Tasks
@Reﬁash ‘ Clean Completed Tasks
Status  Action

Status  Collecting ~ Private
Data Property

¥ | o | ol | D (ol

Host N;
torrdv466
torrdv466
torrdv466
torrdv466
torrdv466

4 View a core Foglight dashboard.

lame

Details

Deactivate | » | Start Data Collection

Agent Name Mamespace
Monitor @/2000-cs HostAgents
Monitor @lab-sl10-01 HostAgents
Manitor @lab-sl10-08a HostAgents
Monitor @plsgaw0 1 HostAgents
Monitor @rd_aix11 HostAgents
Host Name

There s No Task To Display

Stop Data Collection Edit
Type Tags
UnixAgent
UnixAgent
UnixAgent
‘WindowsAgent

UnixAgent

Status Message

Delete

Version
52kl
5.7.2
5.7.2
5.7.2
5kl

Search

Upgrade

search £ -

Upgradable  LogFile

No
Mo
No
HNo
No

a On the navigation panel, under Dashboards, expand the Management Server node.

A set of sub-modules appears under the Management Server node.

Figure 21. Management Server modules

Management Server
Agents
Diagnostic
Servers

Reports

b Expand a sub-module and select a dashboard.

The selected dashboard appears in the display area.

& & &0 &1 &1

-

Duration Time

[l Reports +

For example, to look at the Management Server View dashboard, on the navigation panel, under
Dashboards, choose Management Server > Servers > Management Server View.

The Management Server View dashboard appears in the display area.
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Management Server Yiew

Chaoose a Foglight Server: I 10.4,117.243:1099 ~ I
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5 Look at the configuration dashboards.
a On the navigation panel, under Dashboards, expand the Configuration module.

A set of sub-modules appears under the Configuration module.

Figure 22. Configuration modules

B Configuration
Data
Data Sources
Definitions
Feeds
User Preferences

Each of the sub-modules represents a dashboard.
b Select a sub-module. The dashboard appears on the right.

For example, to look at the Definitions dashboard that lets you create views, queries, and other Web
components, under Dashboards, choose Configuration > Definitions.

The Definitions dashboard appears in the display area.

Foglight 5.7.0 Transition Guide

Finding Your Way Around 22



6

Figure 23. Definitions dashboard

 Bookmarks

Agents on All Hosts

Definitions
All Definitions

diomes Administration ~
Administration Agent Adapter =
Agents Alarms -
Alarms Dashboard Development -
Domains Hosts -
Hosts Infrastructure ~
Reports Management Server -
Service Operations Console Reports ~
Welcome Services -
Other User Definitions
+ Dashboards T|@
My Dashboards
Administration Views + © M| search Definitions 2~
Alarms —
Dashboard Development Name Component Purpose(s) 1D Last Modified Time
Hosts My Alerts | Portal Container Dashboard, Monitor, Portal 4 11/29/11 1:30FM
Infrastructure
Management Server
Reports
Services
Configuration
Data
Data Sources
Feeds

User Preferences

If you previously created any dashboards, you can access them using the My Dashboards node in the
navigation panel.

a On the navigation panel, under Dashboards, expand My Dashboards module.

One or more sub-modules appear under the My Dashboards module.

Figure 24. My Dashboards module

My Dashboards
My Alerts

b Select a sub-module that represent a dashboard.
The dashboard appears in the display area.

For example, to select the dashboard that was created in What is My Single Pane of Glass? on
page 14, My Alerts, under Dashboards, choose My Dashboards > My Alerts.

The dashboard appears in the display area.
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Figure 25. My Alerts dashboard
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7 Look at a cartridge dashboard.

For example, if you have the Infrastructure cartridge installed in your environment, on the navigation panel,
under Dashboards, click the Infrastructure node.

The Infrastructure Environment dashboard appears in the display area.

Figure 26. Infrastructure Environment dashboard

Infrastructure Environment G+ Tuesday, November 29, 2011 11:41 AM - 341 PM 4 hours « | [G] Repors =
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See also
e How Do | Get Started? on page 5
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* Whatis My Single Pane of Glass? on page 14

* How Do | Bookmark a Dashboard for Easy Access? on page 25
e How Do | Share My Dashboards with Other Users? on page 27
* What is the Diagnostic Workflow? on page 32

e How Do | Build a Graph? on page 87

How Do | Bookmark a Dashboard for

Easy Access?

If you plan to use one or more Foglight® 5 dashboards on a regular basis, you can add them to Bookmarks in

order to quickly access them when required.
To add a dashboard to Bookmarks:

1

; | NOTE: To complete this procedure, your user account must belong to a group with the Advanced Operator

role. For more information about users, groups, and roles, see How Do | Limit a User's Access? on page

104.
1 Ensure that both the navigation and action panels are open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.

To open the action panel, click the left-facing arrow ( 4 ) on the right.

2 Use the navigation panel to locate the dashboard that you want to add to Bookmarks.

For example, to bookmark the core Agents on All Hosts dashboard, on the navigation panel under

Dashboards, choose Management Server > Agents.

The Agents on All Hosts dashboard appears in the display area.

Figure 27. Agents on All Hosts dashboard

1 : 1 OQutstanding Alarm(s) for All Hosts

1Alarm(s) | 1Error Instance(s) | 1Related Host(s)

Select Al Unselect Al Adknowledge  Clear
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] A, 11/28/112:29PM No

Host
Mo Host2.example.com

Time +

4

L

1Related Agent(s)

Instance
Host2.example.com {Host)

Excessive Interrupts Detected, Excessive interrupts are be

Agents on All Hosts @+ Monday, November 28, 2011 10:37 AM - Now 4 hours + [l Reports «
8 Agents on All Hosts
The Agents dashboard lists the agents that are available for each host.
Monitored Hosts and Agents
All Hosts 9 [ Search ] [ Clear ] [ Advanced
Agent =
Mame Type Hegahh fai Health Alarms + Health History
© Al s o I -
© Hostt © 1
© Host2.examle com y —

Alarm Fitter Applied i

aii

3 On the action panel, on the General tab, under Actions, click Bookmark.
The Bookmark dialog box appears.
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Figure 28. Bookmark dialog box

Bookmark

Mame Agents on All Hosts
Keep for (@ Forever
F days
[E] 5end an email with a link to this bookmark
|:| Preserve state
Preserve time range
Description

4 Use the Bookmark dialog box to specify the settings for the Agents on All Hosts dashboard as required.

The Bookmark dialog box closes and the node representing the newly-bookmarked dashboard appears

under Bookmarks on the navigation panel. If you chose to add the Agents on All Hosts dashboard to

Bookmarks, the Agent on All Hosts module appears under Bookmarks on the navigation panel.

Figure 29. Agent on All Hosts module

* Bookmarks

Agents on Al Hosts

5 On the navigation panel, click the newly-created bookmark.

The Agents on All Hosts dashboard appears in the display area.

Figure 30. Agents on All Hosts dashboard
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See also
* How Do | Get Started? on page 5
e Whatis My Single Pane of Glass? on page 14
* What Dashboards Are Available? on page 19
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* How Do | Share My Dashboards with Other Users? on page 27

How Do | Share My Dashboards with
Other Users?

When you create a dashboard, a module representing that dashboard appears in the navigation panel under
Dashboards > My Dashboards. You can use that module to view the newly-created dashboard.

Other Foglight® users with the Cartridge Development and Operator roles can copy or edit that dashboard as
needed. Assuming that you have the appropriate access permissions, you can view a dashboard that has been
created by another user by copying it to your dashboard definitions. When you copy another user’'s dashboard,
view it by selecting the module representing that dashboard in the navigation panel, under Dashboards > My
Dashboards.

For information on user permissions, see How Do | Create a User? on page 99 and How Do | Limit a User’s
Access? on page 104; for information on how to create custom dashboards, see the Web Component Tutorial.

To view a dashboard created by another user:

i | NOTE: To complete this procedure, your user account must belong to a group with the Dashboard Designer
role. For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page
104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Configuration > Definitions.

The Definitions dashboard appears in the display area, showing a navigation tree in the Definitions pane
and a series of tabs in the lower-left pane.

Figure 31. Definitions dashboard
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In the Definitions pane, ensure that My Definitions node in the navigation tree is selected.
4 In the lower-left pane, ensure the Views entry is selected.
5 Click @.

The Add View wizard appears.
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Figure 32. Add View wizard

Add View ®

Create a Blank View | Copy an Existing View

Choose from existing views.
In the Add View wizard, open the Copy an Existing View tab.

On the Copy an Existing View tab, a navigation tree appears.

Figure 33. Copy an Existing View tab

Add View x
Create a Blank View | Copy an Existing View

Select the View to copy

Mame Component Purpose(s)
Administration
Alarms
Dashboard Development
Hosts
Infrastructure
Management Server
Reports
Services
Other User Views

On the Copy an Existing View tab, expand the Other User Views node.

One or more nodes appear under the Other User Views node, each representing a user.
Figure 34. Other User Views node

Qther User Yiews
administrator
operator

Expand the node representing the user whose dashboard you want to copy.

One or more views appear under the selected user node.
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Figure 35. Finding other users’ views
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Select a view representing the dashboard that you want to copy and click OK.

The Add View wizard closes and the dashboard de
dashboard with the General tab open.

Figure 36. General tab
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In the New View tab of the Definitions dashboard, cl
dashboards.

In the lower-left pane of the Definitions dashboard, a
of views.

Figure 37. Dashboard view

foglight
Row-Oriented Table
Copy of Host Selector

(auto)
L]
=
second(s)
None -

i= Dashboard, Page, Pagelet

i, (none)

i (al)

ick [ save to add that dashboard to your collection of

n entry representing that dashboard appears in the list

Views - 8 Il | Search Definitions D~
MName & Component Purpose(s)
Copy of Host Selector  Row-Oriented Table  Dashboard, Page, Pagelet
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To view the contents of the newly copied dashboard,
My Dashboards module and select the node repres

The contents of the selected dashboard appear in th

on the navigation panel, under Dashboards, expand
enting the newly-copied dashboard.

e display area.
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Figure 38. Viewing the contents of the copied dashboard
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To edit a dashboard created by another user:

i | NOTE: To complete this procedure, your user account must belong to a group with the Dashboard Designer
role. For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page
104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Configuration > Definitions.

The Definitions dashboard appears, showing a navigation tree in the Definitions pane and a series of tabs
in the lower-left pane.

Figure 39. Definitions dashboard
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3 In the Definitions pane, expand the Other User Definitions node.

One or more nodes appear under the Other User Definitions node, each representing a user.

Figure 40. Other User Definitions node

Other User Definitions
administrakor
operatar

4 Click the node representing the user whose dashboard you want to edit.

In the lower-left pane, in the Views tab, one or more views appear.
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Figure 41. User definition views
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5 Select a view representing the dashboard that you want to edit.

The dashboard definitions appear in the right pane of the Definitions dashboard.

Figure 42. Dashboard definitions
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6 To edit the selected dashboard, in the right pane, click [ Edt

The dashboard definitions appear in the right pane of the Definitions dashboard with the General tab open.

Figure 43. Editing a dashboard
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7 Edit the dashboard definitions, as required.

For more information on how to edit or create a dashboard, see the Web Component Tutorial.

See also
e How Do | Get Started? on page 5
¢ What Dashboards Are Available? on page 19
* How Do | Bookmark a Dashboard for Easy Access? on page 25
* How Do | Create a User? on page 99

e How Do | Limit a User’s Access? on page 104

What is the Diagnostic Workflow?

Foglight® 5 allows you to set up the administrative interface in the way that best suits your monitoring role by
bookmarking existing dashboards and using existing views to create new dashboards quickly and efficiently. The
selection of dashboards and portlet views you can choose from largely depends on the monitoring requirements
as well as your user role. Once you set up Foglight, you will quickly access dashboards and views of your choice
in order to investigate problems in your monitoring environment and diagnose the cause of any bottlenecks.

Start by examining the available dashboards and views. If you find one or more dashboards that you want to use
on a regular basis, you can add them to the bookmarks. For more information about Foglight 5 dashboards, see
What Dashboards Are Available? on page 19. To acquire instant access to one or more portlet views, use the
commands in the action panel to quickly create a dashboard and add those views to that dashboard. For
instructions on how to add portlet views to a dashboard, see What is My Single Pane of Glass? on page 14.

Any dashboards that you create appear under Dashboards > My Dashboards while the existing dashboards that
your bookmarked appear under Bookmarks in the navigation panel. For instructions, see How Do | Bookmark a
Dashboard for Easy Access? on page 25. Once you add dashboards to the Bookmarks and My Dashboards
modules, use those modules as a starting point in your investigation.

To view Bookmarks and My Dashboards:

i | NOTE: To complete this procedure, your user account must belong to a group with the Advanced Operator
role. For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page
104.

1 Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.

2 To view the contents of a dashboard that you previously added to Bookmarks, on the navigation panel,
select the module that represents that dashboard under Bookmarks.

The contents of the selected dashboard appear in the display area.
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Figure 44. Dashboard appearing in the display area
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For instructions on how to add a dashboard to Bookmarks, see How Do | Bookmark a Dashboard for Easy
Access? on page 25.

3 To view the contents of a dashboard that you have previously created, on the navigation panel, under

Dashboards, expand My Dashboards and select the module representing that dashboard.

The contents of the selected dashboard appear in the display area.

Figure 45. Viewing a selected dashboard
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For information on how to create a dashboard, see How Do | Build a Graph? on page 87.

See also

¢ How Do | Get Started? on page 5

e Whatis My Single Pane of Glass? on page 14

e What Dashboards Are Available? on page 19

* How Do | Bookmark a Dashboard for Easy Access? on page 25.
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How Do | Create Custom Maps?

The concept of custom maps that existed in Foglight® 4 has been replaced by services in Foglight 5. A service is a
collection of monitoring components that you can use to define your business processes. It can contain other
logical components such as other services, as well as physical components such as host machines.

In Foglight 4, you used menu commands to create custom maps and add nodes—such as a city, subnet, or
folder—and hosts to each custom map.

Figure 46. Creating custom maps in Foglight 4
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In Foglight 5, you can use the Service Builder dashboard to create custom maps using services.

Figure 47. Foglight 5 Service Builder
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Services can be used as equivalents of Foglight 5 maps, while categories in Foglight 5 can represent Foglight 4
nodes. The relationship between categories, services, and hosts in Foglight 5 is equivalent to that of maps, nodes,
and hosts in Foglight 4, as illustrated in the following diagram.
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Figure 48. Maps and services

Services in Foglight 5

Like maps in Foglight 4, a category in Foglight 5 can have one or more services, while a service can have on one
or more hosts. For the purpose of the following example you will create a category called MyCustomMap, add a
service to the MyCustomMap category, MyNode, and finally, add a host to the MyNode service. The layout and
functionality of the resulting structure in Foglight 5 resembles a Foglight 4 custom map.

To create a custom map using the Service Builder dashboard:

i | NOTE: To complete this procedure, your user account must belong to a group with the Advanced Operator
role. For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page

104.

1 Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.

2 On the navigation panel, under Dashboards, choose Services > Service Builder.

The Service Builder dashboard appears in the display area.
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Figure 49. Service Builder
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3 Create a new map.

a In the upper-left corner of the Service Builder dashboard, click Add A New Category.
The New Category Wizard appears.

Figure 50. New Category Wizard

MNew Category Wizard x
» Create Basic Information Create Basic Information -
Assign Domains Name *
.

Short Description

Description

Tier Let Foglight Decide

Drilldown Is not configured -

Foglight can automatically add the hosts that support any @Yes @ MNo

object you add to your service. Would you like Foglight to
dynamically add and maintain the hosts for this service?

4| 1 3

b Inthe New Category Wizard, in the Name box, type the map name. For example: MyCustomMap.

¢ Optional—use the Short Description and Description boxes to add information about the custom

map that you are about to create, and select one of the Perspective options to describe the
category type.

Leave the other settings at their default values.

d Optional—to automatically add any hosts that support any objects that you are about to add,

ensure that Yes is selected. This is a default setting. For the purpose of this example, there is no

need to change it.

e Click Finish.

The New Category Wizard closes and the newly added service category representing your custom

map appears in the Service Builder dashboard.
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Figure 51. New service category in the Service Builder
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4 Add a node to the custom map.

a On the Service Builder dashboard, in the row containing the newly created service component, in
the Add column, click &3 .

A menu appears.

Figure 52. Adding components to a service

Add compenents to this service
Create a child service

b In the menu, click Create a child service.

A menu appears.
Figure 53. Creating a child service
Mew Global Service
¢ Inthe menu, click New Local Service.

The New Service For MyCustomMap wizard appears.

Figure 54. New Service For MyCustomMap wizard
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H
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Previous Next Finish

d Inthe New Service For MyCustomMap wizard, in the Name box, type the node name.

For example, MyNode.

e Optional—use the Short Description and Description boxes to add information about the node
that you are about to add, and select one of the Perspective options to describe the service type.

Leave the other settings at their default values.
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f  Click Finish.

g When the New Service For MyCustomMap wizard closes, expand the MyCustomMap node on
the Service Builder dashboard.

The newly-created node, MyNode, appears under MyCustomMap.

Figure 55. Node added to the service
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5 Add a host to the newly-created node in your custom map.

a In the row containing the newly created service component, in the Add column, click &3 .

A menu appears.

Figure 56. Adding components to a service

Add components to this service
Create a child service

b Inthe menu, click Add components to this service.

The Add Service Components dialog box appears.

Figure 57. Add Service Components dialog box

Add components to this service x
‘You may select components (such as Applications, Hosts, or

Services) from the list of existing components or you can
create and add a rule-based group of components.

Creating a rule-based group will ensure that the group is kept
up-to-date, even as the environment changes.

Add specific companent

Create a rule to indude a group of components

¢ Inthe Add Service Components dialog box, click Add specific component.

The Add specific components dialog box appears.
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Figure 58. Add specific components dialog box

Add spedific components

MName Containing From Hosts - objects

View Object Groups
Display a maximum of 1000 - objects out of 2 Hosts objects

+ 2 object(s) found

Select All Unselect All Search L~ =5
Immediate Parent or Mumber of
iame = =i W= Immediate Parent(s)
o |:| Host1.example.com 6 Host & -
] |:| Host2.example.com @ Host &

[ Add Components ] [ Cancel ]

d Select a desired host object and click Add Components.

The Add specific components dialog box closes and the Service Builder dashboard refreshes,
showing the newly added host node.

Figure 59. Host added to the service tree
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See also
e How Do | Get Started? on page 5

e Where Are the Service Models? on page 39

Where Are the Service Models?

In Foglight® 5, you can re-create your Foglight 4 service models using the Service Builder dashboard.

To open the Service Builder dashboard:

i | NOTE: To complete this procedure, your user account must belong to a group with the Advanced Operator
role. For more information about users, groups, and roles, see How Do | Limit a User's Access? on page

104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Services > Service Builder.

The Service Builder dashboard appears in the display area.
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Figure 60. Service Builder dashboard
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3 Add or remove services as required.

For complete instructions on how to add a service, see Step 3 through Step 5 in To create a custom map
using the Service Builder dashboard: on page 35.

For more information about the Service Builder dashboard, see the Foglight User Guide.

See also
e How Do | Get Started? on page 5
* Whatis My Single Pane of Glass? on page 14

* How Do | Create Custom Maps? on page 34

Why Do | See Only One Set of System
Agent Variables?

In Foglight® 4, each OS agent includes its own set of registry variables, including CPUFatal, CPUCritical,
CPUWarning, and others. These variables can be viewed and edited in the Foglight Registry viewer, by navigating
to WORLD > Default Agents > Operating System Agent.
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Figure 61. Foglight 4 Registry
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Foglight 4 Registry Viewer

The default values of the CPUFatal, CPUCritical and CPUWarning variables are the same for each agent

type:

CPUWarning: 70
CPUCritical: 80

CPUFatal: 90

These defaults are editable and can be changed for individual agent types by double-clicking the registry variable
in the Foglight Registry viewer, and editing its value in the Registry Entry dialog box.

Foglight 5.7.0 Transition Guide
Finding Your Way Around

41



Figure 62. Editing registry variables in Foglight 4
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Editing Registry Variables in Foglight 4

In Foglight 5, each cartridge (including core and installed cartridges) can include its own collection of registry
variables. For example, the Infrastructure cartridge, used to monitor OS performance, includes a set of registry
variables that are used to evaluate the CPU usage:

* INF_CPUUseWarning: 70
* INF_CPUUseCritical: 80
* INF_CPUUseFatal: 90

These variables can be found on the Manage Registry Variables dashboard.

Figure 63. Manage Registry Variables dashboard in Foglight 5
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Shared System Agent Variables in Foglight 5

Foglight 5 registry variables are used in rules and derived metrics to customize behavior. Every registry variable
can have any of the following values:

* Aglobal value

* Avalue bound to a particular type, such as Windows_Host or Linux_Host
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e Avalue bound to a particular instance, such as Host1 on a particular host
Foglight determines the value of a registry variable at run-time by scoping on types and instances.

For example, you can use this capability to direct alarm emails to appropriate targets, by configuring the
SYSADMIN registry variable. This variable is included with the Management Server, and Foglight uses it to control
where alarm emails are sent. Most often this value is set globally. In some implementations, it is quite common to
have different system administrators manage different hosts and OS platforms. Beyond that, you can set up a
special value for a particular host by scoping on a specific Host object instance.

For example:

Global System Monitoring: Admin@example.com

Windows® System Monitoring: WindowsGroup@example.com
Linux® System Monitoring: LinuxSysAdmin@example.com
Host-Specific Monitoring:

Host Object Instance: Hostl._example.com

Administrator: john._smith@example.com

Figure 64. Editing a registry variable in Foglight 5

T Manage Registry Varizbles » Edit Registry Variable G+ Wednesday, Movember 30, 2011 11:57 AM - 3:57 PM 4 hours + [al Reports «
Edit Registry Variable: SYSADMIN

Name: SYSADMIN

Variable Type ClassName: String

Description: E-mail address for global system administrator

Cartridge Name: Core-MonitoringPolicy ) )

Cartridge Version o Global System Monitoring
e

Performance Calendars List

©add...

Move
Down

aii

Delete

Schedule Name Value

Up

Registry Values

@ add... @ Delete Sear P~ is
[[] Topology Type «  Topology Object Name Value
] Host Host1.example.com -

[ Linux_Host
[[] windows_Host

( LinuxGroup@-‘example.com >

WindowsGroup@example. com

Host-Specific Monitoring
Linux System Monotoring
Windows System Monitorin

The above setup results in emailing all alarms to the global Admin@example.com email. In addition, Windows-
related alarms are sent to the Windows email alias, and all Linux-related alarms to the Linux email alias. Any
alarms associated with Host1.example.com are also sent to John.Smith@example.com, regardless of the

host’s OS.

To email alarms to selected recipients:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.

For more information about users, groups, and roles, see How Do | Limit a User's Access? on page 104.

1 Ensure that the navigation panel is open.
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To open the navigation panel, click the right-facing arrow ( » ) on the left.

2 On the navigation panel, under Dashboards, choose Administration > Rules & Notifications > Manage
Registry Variables.

The Manage Registry Variables dashboard appears, listing all available registry variables.

Figure 65. Manage Registry Variables dashboard

Manage Registry Variables G Wednesdzy, Novembar 30, 2011 10:52 AM - 2:52 PM 4 hours | [&] Reports +
Manage Registry Variables
The Foglight registry is a collection of variables. Their values can be used for evaluation or comparison in monitoring entities to determine evaluation outcome and trigger
selected actions, A registry variable can have a global value that is available to all topology types and objects, It can also have one or more values assodated with spedfic
topology types or objects, or calendar dates. This dashboard lists all registry variables that exist in your monitoring environment.

©Add... [Bscope Filter... Delete Search 2~ =

. Scoped Default .

F Variable Name Type Cartridge Name Global Default B ] Schedul Active Schedule
[ AvailabilityCritical Double Core-ServiceLevelPolicy 85.0 85.0 Mo =
[0 AvailabilityFatal Double Core-ServiceLevelPolicy 70.0 70.0 Mo

[ AvailabilityTarget Double Core-MonitaringPalicy 95.0 95.0 Mo

[ Availabilitywarning Double Core-ServiceLevelPolicy 95.0 95.0 Mo

[[] BaselineFactor Double Core-MonitaringPalicy 20 20 Mo

D BSM URL String BSM-Integration No

[C] | CATALYST_URL String System http:/f192.168.129.... http:/192.168.129. ... No

[ CredentialExpirationDayswarning Integer Core-MonitaringPalicy 5 5 Mo

< | n b o

3 On the Manage Registry Variables dashboard, locate the row containing the SYSADMIN variable.

i | TIP: You can filter the list of variables using filters. At the top of the Manage Registry Variables
dashboard, in the Search box, type SYSADMIN.

Figure 66. SYSADMIN variable

Manage Registry Variables @ Wednesday, November 30, 2011 10:52 AM - 2:52 PM 4 hours [ Reports =
Manage Registry Variables

The Foglight registry is a collection of variables. Their values can be used for evaluation or comparison in monitoring entities to determine evaluation outcome and trigger
selected actions. A registry variable can have a global value that is available to all topology types and objects. It can also have one or more values assodated with spedfic
topology types or objects, or calendar dates, This dashboard lists all registry variables that exist in your monitering environment.

@ Add. . Scope Filter... Delete 7 x| &

Scoped Default { - .
= Variable Name = Type Cartridge Name Global Default TopologyObiect) Schedul Active Schedule

[} String Core-MonitoringPolicy Admin@example.com | Admin@example.com Mo

4 In the Variable Name column, click SYSADMIN.

A menu appears.

Figure 67. Editing the SYSADMIN variable

SYSADMIN
View and Edit Details

Copy

5 In the menu, click View and Edit Details.

The Manage Registry Variables dashboard refreshes, showing the Edit Registry Variable view.
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Figure 68. Edit Registry Variable view

Maove
Schedule Name
Up Down

Registry Values

@ add... @Deete

Topology Type »  Topalogy Object Name

T Manage Registry Varisbles > Edit Registry Variable G Wednesday, November 30, 2011 11:02 AM - 3:02 PM 4 hows + | [&] Reports +
Edit Registry Variable: SYSADMIN
Name: SYSADMIN
Variable Type ClassHame: String
Description: E-mail address for global system administrator
Cartridge Name: Care-MonitoringPolicy
Cartridge Version 5.6.3
clbetpefaut
Performance Calendars List
@ add... Delete eal P =

Value

6 Specify the global email address.

a In the top part of this view, locate the Global Default value, and click Change on the right.

The Global Value Wizard dialog box appears.

Figure 69. Global Value Wizard dialog box

Global Value Wizard

@ Static Value
{7) Registry Reference

Enter desired value:

Select whether this value is static, or takes the value of the referenced registry variable:

Previous

b In the Global Value Wizard dialog box, ensure that Static Value is selected, and type the global

administration address. For example, Admin@example .com.

¢ Click Finish.

The Global Value Wizard dialog box closes.

7 Specify the email addresses for different host types. For the purpose of this example, use the following

values:

Table 1. Topology objects used to specify email addresses

Topology Type Topology Object Name Registry Value
Windows_Host N/A WindowsGroup@example.com
Linux_Host N/A LinuxGroup@example.com

Host

Hostl.example.com

a In the Registry Values view, click Add.

The Registry Value Wizard appears.

John.Smith@example.com
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Figure 70. Registry Value Wizard

Registry Value Wizard 3

Search [+
Seard »

aii

Topology Type Name «
Abstract
AbstractlogMessage
AccessInformation
AdminConfigTemplate
Agent
AgentHealthState
AgentState
AgentStateObservation
AgentStateValue

Previous Finish

b In the Registry Value Wizard, select the appropriate topology instance, and click Next. For
example, to add the Windows_Host type, select this type in the list, and click Next.

i | TIP: Use the Search box to look up a particular type name.

The Registry Value Wizard refreshes, showing all object instances of the selected type.

For the purpose of this example, there is no need to scope on any specific Windows_Host or
Linux_Host instances, because you want to send alarms to the appropriate groups whenever any
of these instances are affected.

However, when associating Hostl .example.com with John.Smith@example.com, you must
scope on Hostl.example.com which is an instance of the Host type.

¢ When scoping on Windows_Host and Linux_Host types, do not specify any of the types, just
click Next.

When scoping on Host1.example.com, select the host instance in the list, and click Next.

i | TIP: Hostl.example.comis a fictional host name made up for the purpose of this example.
Itis very unlikely to have a host with that name in your environment. You can choose any host
instance to proceed with this exercise.

The Registry Value Wizard refreshes.

Figure 71. Registry Value Wizard

Registry Value Wizard x

Select whether this value is static, or takes the value of the referenced registry variable:
@ Static Value
{7) Registry Reference

Enter desired value:

[0}

d Inthe Registry Value Wizard, ensure that Static Value is selected, and type the applicable email
address.

e Click Finish.
The Registry Value Wizard closes.
To add another email address, scoped to the other monitored host, repeat this step.

When add you all of the topology-scoped value, observe the entries in the Registry Values table.
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Figure 72. Registry Values table

Registry Values

@ add... @ Delete Search B~lui
[[] Topology Type «  Topology Object Name Value

[[] Host tor<jnikic.prod.quest.corp | JohnSmith@example.com o
[ Linux_Host LinuxGroup@example.com

[ windows_Host WindowsGroup@example.com

For complete information about registry variables, see the Administration and Configuration Help.

See also
* How Do | Get Started? on page 5
e How Do | Edit a Registry Variable? on page 52
* How Do | Edit a Rule? on page 54

Can Multiple People Share My User
Name?

Foglight® 5 supports simultaneous sessions. If necessary, you can share your user name and password with other
users in order to log into the browser interface simultaneously, but this is not recommended. When multiple users
share a single user name, Foglight associates any operations that those users perform with that one user name
and logs them as applicable, which can complicate the audit process.

Regardless of the type of the session—simultaneous or unique—the type and range of features that are available
through the Foglight Console reflect your user permissions. For information on how to set user permissions in
Foglight 5, see How Do | Limit a User’s Access? on page 104.

See also
e How Do | Get Started? on page 5
* How Do | Share My Dashboards with Other Users? on page 27
* How Do | Create a User? on page 99

e How Do | Limit a User’s Access? on page 104

Can | Configure Everything to Look and
Feel Like Foglight 47

The look and feel of Foglight 5 is quite different from Foglight® 4. Probably the first thing you notice is the absence
of the FOC, and the fact that the entire user interface is Web-based, similar to the Web Console in Foglight 4. In
Foglight 5 you use the browser interface to manage users, agents, cartridges, data, views, and other entities. For
more information, see Where’s the FOC? on page 8. For information on where to find some of the common
interface components that were available in Foglight 4, such as service model or rule browsers, see Appendix:
Finding Foglight 4 Components in Foglight 5 on page 112.
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If you are planning to use the IP map on a regular basis, one thing you can do is add the Foglight 5 equivalent of
the IP map, the Agents on All Hosts dashboard, to the Bookmarks. For instructions on how to add a dashboard to
Bookmarks, see How Do | Bookmark a Dashboard for Easy Access? on page 25.

See also
e How Do | Get Started? on page 5
e Where's the FOC? on page 8
*  What is My Single Pane of Glass? on page 14
e How Do | Bookmark a Dashboard for Easy Access? on page 25

* What is the Diagnostic Workflow? on page 32
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3

Setting Up For Long-Term Use

This section describes some of the typical tasks you will perform after you install Foglight® 5. The tasks include
editing agent properties, rules, user permissions, looking at collected metrics, and similar operations. For complete
information, you can refer to the Administration and Configuration Guide and the Foglight User Guide.

i | NOTE: Each of the procedures in this chapter continues from How Do | Get Started? on page 5.

e How Do | Edit Agent Properties? on page 49

e How Do | Edit a Registry Variable? on page 52

* How Do | Edit a Rule? on page 54

* How Do | Select Table Data in Rule Conditions? on page 59
* How Do | Promote a Rule Severity? on page 75

* How Do | Edit a Blackout Schedule? on page 80

e How Do | Build a Graph? on page 87

e How Do | Build and Schedule a Report? on page 90

e How Do | Add Views and Data to a Report? on page 95
* How Do | Create a User? on page 99

* How Do | Limit a User's Access? on page 104

*  Where Do | Find the Data? on page 108

How Do | Edit Agent Properties?

Foglight® 5 uses agent properties to specify what type of data to collect or to define collection or purging intervals.
Foglight 5 agent properties are equivalent to agent startup parameters (ASPs) in Foglight 4. In Foglight 4, you
used the Edit ASP dialog box to configure ASPs.
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Figure 73. Edit ASP dialog box in Foglight 4

E=Edit ASP - NT_System@QUEST-ITGPUDCAK

Collection Rate | Collection Policy| Database | Event Log| Services | Exclude Drives |

Foglight Sample Freguency List INT_SampIeFreq_List LI Edit . |

(] 4 Cancel

In Foglight 5, use the Agent Properties dashboard to edit agent properties. The Agent Properties page allows you
to edit the properties of an agent instance, or the properties of all agents of the same type.

Figure 74. Agent Properties dashboard in Foglight 5

Agent Status Dec 1, 2011 10:19:35 AMEST | [ Reports +
Name Host Type Tags
Monitor@Host Host1 WindowsAgent

This agent is using a private set of properties and is disconnected from the properties for windowsAgent agents.
rﬁMndify the private properties for this agent.

E}Modify the properties for all windowsAgent agents.

Hpelete custom set of properties for this agent.

Properties -
Host

Top CPU Processes

Top Memory Processes

Top 10 Processes

Collect process metrics ) =
Collect system performance @

metrics

Collect service metrics v

Collect log events )

Report only aggregate process @
metrics
Collect Top N Process Details )

Excluded Drives

<

Event Log

Hours of backlog events to read

[BackTo Agent Status l l Cancel l | |

Agent startup parameters are called agent properties in Foglight 5. In Foglight 4, tabs in the Edit ASP dialog box
show different groups of ASPs. In Foglight 5, agent properties appear on the same page, but they appear in
different groups, such as Properties, Event Log, and so on. Every agent type has a unique set of agent properties.
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To edit agent properties:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User's Access? on page 104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Administration > Agents > Agent Status.

The Agent Status dashboard appears, showing the list of all agent instances.

Figure 75. Agent Status dashboard

Agent Status Sep 3, 2014 9:55:40 AM EDT |j Reports -
B8 Agent Status

Use the Agent Status dashboard to manage agents, Start by deploying agent packages to Agent Managers. After deployment, you can create agents, edit their properties and activate them.

Agents
B Deploy Agent Package @Craat& Agent @ Edit Properties By Tag Activate Deactivate Start Data Collection Stop Data Collection Edit Delete Upgrade |Search P ~| =
State Sta‘ms Cogzctgng P:g;::‘; Host Name Agent Name MNamespace Type Tags Version Upgradable Log File
a III [} torrdv466 Manitor @l2000-cs HostAgents UnixAgent 5.7.2 No D B
& a ™ =) tarrdv4as Manitor @lab-s10-01 HostAgents UnixAgent 5.7.2 Mo [
a ] B3 torrdv466 Moritor @lab-s110-08a HostAgents UnixAgent 5.7.2 No D
@ a O] E torrdv4es Monitor @plsgaw 1 HostAgents WindowsAgent 5.7.2 No D
(7] V] ™ B2 torrdv4s6 Monitor @rd_aix11 HostAgents UnixAgent 5.7.2 No B |-
Tasks
"?,rRefresh d Clean Completed Tasks Search P~ 5
Status Action Details Host Name: Status Message Duration Time

There Is No Task To Display

3 Select an agent in the list.

The row containing information about the selected agent appears highlighted in the list and several
commands appear in the lower-right corner. The type of commands depends on the agent status. For
example, if you select an agent that is currently collecting data, the commands include Edit Properties,
Edit Tags, Get log, Stop Data Collection, Deactivate, and Delete; when you select an inactive agent, the
commands are as follows: Edit Properties, Edit Tags, Get log, Activate, and Delete.

4 Click Edit Properties.

The property page appears, showing the properties of the selected agent.
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Figure 76. Selected agent properties

Agent Status Dec 1, 2011 10:19:36 AM EST 5 Reports =
Name Host Type Tags
Moniter@Host1 Host1 ‘WindowsAgent

This agent is using a private set of properties and is disconnected from the properties for WindowsAgent agents.
rﬂModify the private properties for this agent.

[_‘Qmodify the properties for all windowsAgent agents.

X pelete custom set of properties for this agent.

Properties

Host

Top CPU Processes
Top Memaory Processes
Top 10 Processes

Collect process metrics @ =
Collect system performance @

metrics

Collect service metrics »

Collect log events )

Report only aggregate process )
metrics
Collect Top N Process Details )

Excluded Drives

Event Log

Hours of backlog events to read

Back To Agent Status ] [ Cancel ] |

5 Edit the agent’s properties as required.

For complete information about agent properties, see the Administration and Configuration Guide.

See also

How Do | Edit a Registry Variable?

In Foglight® 4, you used the Foglight Registry dialog box in the FOC to add, edit, and manage variables.

How Do | Get Started? on page 5
How Do | Know if My Agents Are Connected? on page 9
How Do | Fix the Agents That Are Not Connected? on page 13
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Figure 77. Foglight 4 Registry

E= Foglight Reqgistry =]
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-4 Default Agents

=% REPORTS

- Default Reparts
-5 Scheduled_Down_Time

The scope of a variable was dictated by system or user-defined domains, such as WORLD, SERVICES, and
REPORTS.

In Foglight 5, note that registry variables can have both global and scope-related values. The Foglight 5 topology
determines the scope which means that in addition to global values, a variable can have multiple values that are
specific to particular topology objects.

Figure 78. Editing a Foglight 5 registry variable

T Manzge Registry Varizbles » Edit Registry Variable @+ Wednesdzy, November 30, 2011 11:02 AM - 3:02 PM 4 hours [al Reports +
Edit Registry Variable: SYSADMIN
Name: SYSADMIN
Variable Type ClassName: String
Description: E-mail address for global system administrator
Cartridge Name: Core-MonitoringPolicy
Cartridge Version 5.6.3
GlabolDefaut:
Performance Calendars List
©add... Delete Search Pl &
Move
Schedule Name Value
Up Down
There Data To Displa
Registry Values
@ add... @Delete Search Jo g =
Topology Type «  Topology Object Name Value
There Is Mo Data To Display

In Foglight 5, use the Manage Registry Variables dashboard to view and edit registry variables. You can filter the
list of registry variables using different criteria, such as topology, object, default values and cartridge. To edit a
registry variable, click that entry in the list and edit the settings, as required.

To edit aregistry variable:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page 104.

1 Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.

2 In navigation panel, under Dashboards, choose Administration > Rules & Notifications > Manage
Registry Variables.

The Manage Registry Variables dashboard appears, listing all available variables.
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Figure 79. Manage Registry Variables dashboard

Manage Registry Variables G+ Wednesday, November 30, 2011 10:52 AM - 2:52 PM 4 hours = [ Repors +
Manage Registry Variables
The Foglight registry is a collection of variables. Their values can be used for evaluation or comparison in monitoring entities to determine evaluation outcome and trigger
selected actions. A registry variable can have a global value that is available to all topology types and objects. It can also have one or more values associated with specific
topology types or objects, or calendar dates. This dashboard lists all registry variables that existin your monitoring environment.
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3 In the Manage Registry Variables dashboard, in the Variable Name column, click the variable that you

want to edit.

The Edit Registry Variable view appears in the Manage Registry Variables dashboard, showing the
settings for the selected registry variable.

Figure 80. Edit Registry Variable view

T Mansgs Registry Varisbles > Edit Registry Variable & Wadnesdsy, November 30, 2011 11:02 AM - 3:02 PM 4 howrs ~ | [ Repors ~

Edit Registry Variable: SYSADMIN

Name: SYSADMIN

Variable Type ClassName: Siring

Description: E-mail address for global system administrator
Cartridge Name: Core-MonitoringPolicy

Cartridge Version 5.6.3
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dii

Move

schedule Name Value
Up  Down

There Is No Data To Display

Registry Values
@ add... @ Delete Search £~ &
Topology Type & Topology Object Mame Value

There Is No Data To Display

4 Edit the registry variable as required.

For complete instructions, see the Administration and Configuration Help.

See also
e How Do | Get Started? on page 5
*  Why Do | See Only One Set of System Agent Variables? on page 40
* How Do | Edit a Rule? on page 54

How Do | Edit a Rule?

In Foglight® 4, you used the Rule Browser to look at rules and the Rule Editor to edit rules.
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Figure 81. Foglight 4 Rule Browser and Rule Editor
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When you start using Foglight 5, you can view your old rules in the Rule Managemnet dashboard, and drill down to
the Edit Rule view to edit a rule.
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Figure 82. Foglight 5 Rule Management dashobad and Edit Rule view
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The Rule Managment dashboard allows you to select a rule and drill down to the Edit Rule view for the selected
rule in order to define thresholds for severity levels (multiple-severity rules) or the Fire state (simple rules). Similar
to Foglight 4, each rule has settings for the Fatal, Critical, Warning, and Normal severities, or the Fire state. Use
the Manage Rules dashboard to list, and if required, filter the rules, and to drill down to the Edit Rule view.

To edit arule:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’'s Access? on page 104.

1 Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.

2 On the navigation panel, under Dashboards, choose Administration > Rules & Notifications > Rule
Management.

The Rule Management dashboard appears, listing all available rules.
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Figure 83. Rule Management dashboard

Rule Management Dec 1, 2011 1:13:42 PM EST s Reports
Rule Management
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[} (!} Catalyst Data Service Discarding Data 1 Rule to check whether any data is being discarded by the Data Service.

< | M ] ’

4

3 Optional—to filter the rules, use the Search box, or filter by cartridge.

For example, to get a list of rules included with the Infrastructure cartridge, and in the list that appears,
select Infrastructure.

The list of rules refreshes, showing only the rules that exist in the specified cartridge.

Figure 84. Filtering the list of rules

Rule Management Dec 1, 2011 1:13:42 PM EST | [&] Reponts
Rule Management
View and Manage all rules that exist in your environment. This dashboard allows to access to Old Manage Rules dashboard for some deprecated operation.
Cartridge: IInfrastruch.lre w  Old Manage Rules
Enable Disable Search 2~

B O Rule « /My Other  Alarms Description
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E d) DiskVolumeBusy This rule detects volumes that cause performance bottlenecks. Bottlenecks occur

|} (!) FileSystemCapacity Evaluates available storage space.

E d) Interrupts 2 This rule determines if the system is experiencing a high amount of 1/0 interrup.

|} (!) MemoryShortageUnix Looks for memory shortages.

E d) MemoryShortage\Windows 1 Looks for memory shortages.

|} (!) MemoryUtiization 4 Evaluates memory usage.

Hi

4 On the Rule Management dashboard, in the Rule column, click the rule that you want to edit.

5

A menu appears.

Figure 85. Actions associated with a rule

Copy
Disable

View and Edit
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In the menu, click View and Edit.

The Rule Detail dialog box appears.
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Figure 86. Rule Detail dialog box
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Rule Editor

In the Rule Detail dialog box, in the top-right corner, click Rule Editor.

The Edit Rule Page appears for the selected rule with the Conditions, Alarms, & Actions tab open,
showing the properties of the selected rule, and a separate pane for each severity: Fatal, Critical,

Warning, Normal, and Undefined.

Figure 87. Edit Rule Page

% Rule Management » Edit Rule Page

Rules & Notifications
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Rule Summary [~

I Rule Definition
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Schedules w [

Rule Name: CPUUtilization
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Save
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Run Condition Query -]

[Go to Rule L\sl] [ Copy Rule ] ’ ResetRu\e”De\ele This Rule

7 Edit the rule as required.

For complete instructions, see the Foglight Administration and Configuration Help.

See also
¢ How Do | Get Started? on page 5
* How Do | Edit a Registry Variable? on page 52
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e How Do | Select Table Data in Rule Conditions? on page 59

* How Do | Promote a Rule Severity? on page 75

How Do | Select Table Data in Rule
Conditions?

In Foglight® 4, you used rule conditions to select table data and to compare it with desired thresholds. In the Rule
Editor, right-clicking the Condition box and choosing Field from the menu that appears (new conditions), or double-
clicking a field name in the Condition box (existing conditions), invokes the Define Field dialog box that allows you
to select a table field and add it to the rule condition, as illustrated below.

Figure 88. Foglight 4 Rule Editor, data selection flow for existing rules

B Rule Editor - NT_System: CPU_Utilization i[

MNormal | Wamlng] Crlljcall Fmar]

Condition:
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~ mrr Fraa_Merr.mryr_F.'arcant
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- Owerr Top_CPU_Table Interrupts_Per_Sec
-'m' - |Top_IO_Table Wemory_Allocation_Failures
Top_MEM_Table Memory_Demand
ASP =| |Page_Reads_Per_Sec id|

i[ Cancel I

Fire actions |1 times |
Wait at Iaastl minutes before repeating
I™ Prorote sevarity after repeating actions
Copy... | Clear | Close | Anply |

Foglight 4: Selecting data in existing rule conditions
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Figure 89. Foglight 4 Rule Editor, data selection flow for new rules
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Foglight 4: Selecting data in new rule conditions

The process of selecting one or more table fields in rule conditions is referred to as scoping on rules. In Foglight 4,
you can select any table data that is associated with the agent type whose rule you are editing.

Foglight 5 also allows for scoping on rules but with a greater degree of flexibility. Unlike the Foglight 4 schema that
uses static, flat files, for storing collected metrics, Foglight 5 data models have a dynamic, tree-like structure, that
consists of nodes. Each node is an object instance of a topology type, and each topology type includes a set of
properties. Foglight 5 tables contain object instances as table records. Equivalent to table fields, where each field
can store a certain type of data, as specified in the table definitions, each object property can contain a predefined
data type, defined in the topology type that the object is an instance of.

Going back to the process of scoping on rules, a Foglight 5 rule definition can include a scoping query. Unlike the
data selection statements in Foglight 4, a Foglight 5 query is not a part of the rule condition, it is specified prior to
writing rule condition, which de-couples data selection, or the process of scoping on rules, from conditional
expressions. In rule conditions, you can still make references to individual data elements without having to select
the entire data set, thereby simplifying the conditional expressions and minimizing potential errors. De-coupling
data selection from conditional expressions is particularly useful in complex expressions, making their
troubleshooting easier and more efficient.

In Foglight 5, conditional expression syntax requires the use of hash marks ‘# as data element delimiters. When
you select a type in a scoping query, you reference their properties by enclosing them in hashmarks, as illustrated
below.

Foglight 5: Scoping query
Host.cpus

Foglight 5: Conditional expression
#utilization# >= registry(""INF_CPUUseCritical') && #runQueuelLength from $scope.host#
> registry(""INF_ProcsRunQueueCritical')

In the above example, both utilization and runQueuelLength are metric properties of the scoped
Host. cpus topology type, while CPUCritical and RunQueueCritical are registry variables, hence the
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difference in the syntax. For more information about the query and conditional expression syntax, see the
Administration and Configuration Help.

Figure 90. Data selection in Foglight 4 rule conditions
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Foglight 4: Rule conditions include data selection definitions
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Figure 91. Data selection in Foglight 5 rule definitions
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Foglight 5: Selecting data using the Rule Definition tab

Figure 92. Foglight 5 conditional expressions
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Foglight 5: Conditional expression on
the Conditions, Alarms, & Actions tab

i | NOTE: The query that appears in the above illustration is not the default expression that is included with the
Windows_System agent’s CPU_Ustilization rule. It is modified for the purpose of this example.
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Another benefit of separating the data selection from conditional expressions in Foglight 5 is that the scoping
queries have access to the entire database, not just the tables that are associated with a particular agent or
cartridge, as this was a case in Foglight 4. What this means is that when you start writing a query in Foglight 5, you
can select any topology type, including the topology types that come with the Foglight Management Server, or any
types that come with any of the installed cartridges. The range of topology types that exist in your installation
depends on the nature and complexity of your monitoring environment, and the collection of the installed
cartridges.

i | TIP: You can find out which topology types you have available by looking at the Schema Browser
dashboard. A node representing this dashboard can be found in the navigation panel, under Dashboards >
Dashboard Development > Schema Browser. For more information about the Schema Browser
dashboard, see the Dashboard Support Guide.

Figure 93. Selecting data in Foglight 4 rules
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Foglight 4: Selecting data is limited to the tables associated with the agent whose rule is
being edited
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Figure 94. Choosing a Foglight 5 rule scope
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Foglight 5: Selecting data is not limited to
cartridge-specific tables

In Foglight 5, a scoping query can be used to select all object instances of a selected type, as seen in the above
example, or can include a property matching filter that selects one or more specific object instances, based on a
property value. The following example shows an example where a scoping query includes a property matching
filter.

Foglight 5: Scoping query with a property matching filter

Syntax
TopologyType where PropertyName=PropertyValue
Where:
* TopologyType is the name of the topology type of the object instance that you want to select.

* PropertyName is the name of the property of the selected topology type that you want to use as a filter in
the data selection.

* PropertyValue is the specific property value that you want to use to select only specific object instances of
the selected topology type.
Example
Host.cpus where utilization = "95*

For more information about scoping queries, their syntax and usage examples, see the Administration and
Configuration Help.
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Figure 95. Foglight 5 scoping queries
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Foglight 5: Adding a scoping query to rule definitions to select data

i | NOTE: The query that appears in the above illustration is not the default expression that is included with the
Windows_System agent’s CPU_Ustilization rule. It is modified for the purpose of this example.

The query language in Foglight 5 requires that you follow a specific syntax for selecting data. You write queries
either by typing them directly or by using the Scoping Query Editor. The selections you choose in the Scoping
Query Editor translate into query expressions as you make your selections. Similarly to the use of the Scoping
Query Editor, the conditional operators and the Condition Editor in rule conditions make the process of referencing

registry variables and metric properties easier. Any selections you make in the Condition Editor can be added to
the conditional expressions quickly and easily.
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Figure 96. Foglight 5 Condition Editor
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Foglight 5: Using the Condition Editor to add properties or registry values to
conditional expressions

Figure 97. Foglight 5 Sciping Query Editor
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Foglight 5: Using the Scoping Query Editor to write a scoping query

Insert Query

To write a scoping query and a conditional expression for arule:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page 104.

1 Create a new rule.

In this rule, you create a scoping query to select a specific host instance based on its name, and write a
conditional expression for the rule’s Warning severity. The rule uses this condition to evaluate the hosts’s
available paging space, and generates an alarm when the condition is met.

a Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.
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b On the navigation panel, under Dashboards, choose Administration > Rules & Notifications >
Create Rule.

The Create Rule dashboard appears in the display area with the Rule Definition tab open.

Figure 98. Create Rule dashboard
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2 Get started with the rule definitions.

In this step, you specify the rule name along with its type and trigger.
a Specify the rule name.

On the Create Rule dashboard, on the Rule Definition tab, in the Rule Name box, type the rule
name. For example, My Test Rule.

b Set the rule type to multiple severity.

At a later step in this procedure, after having written a scoping query and a conditional expression,
you will compose an alarm message that is generated when the rule condition is met. Foglight 5
includes two rule types: simple rules and multiple-severity rules. While simple rules do not raise
alarms—they just fire, multiple-severity rules can generate alarms associated with each severity
level. The rule you are about to create will have an active warning condition, and an alarm message
associated with that condition. For complete information about different rule types, see the
Administration and Configuration Help.

On the Rule Definitions tab, under Rule Type, select the Multiple-Severity Rule option.
¢ Ensure that the rule trigger is data-driven.

Foglight 5 has three types of rule triggers: time-driven, data-driven, and event-driven triggers. The
Foglight Management Serer evaluates data-driven rules as it collects the related. For complete
information about the different rule triggers, see the Administration and Configuration Guide.

On the Rule Definitions tab, under Rule Triggering, ensure that the Data Driven option is
selected.

3 Write a scoping query for your rule to select a specific object instance from the topology model.
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In this step, you write a scoping query for this rule to select a desired Host object from the topology model
using its name as a property matching filter, followed by validating the query expression. You do that by
selecting the Host type using the Topology Type box and specifying the property matching filter in the
Scoping Query Editor, as described below. For complete information about scoping queries and the
Scoping Query Editor, see the Administration and Configuration Guide.

a On the Rule Definitions tab, in the Rule Scope area, click the Topology Type box and in the list
that appears, under Core, select the Host entry.

i | TIP: The topology types that appear in this list represent the entire collection of the types that

exist in your topology model, including the types that come with the Foglight Management
Server, along with the types that come from any of the installed cartridges.

b In the Rule Scope area, click the Scoping Query Editor button Ea)
The Scoping Query Editor dialog box appears, with the Instances tab open.

Figure 99. Scoping Query Editor dialog box

Scoping Query Editor -- Host
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Topology Type: Host

Topology Instances

Insert Query | C\osel

The Instances tab shows the object instances of the Host topology type, selected in Step a. In this
procedure, you select an existing Host object instance using its name. The names of existing
objects instances appear in the Topology Instances list on this tab. Choose one specific object
instance and record its name. You will use it in the next step.

¢ Narrow down your data selection to one specific object instance using the name property value of
the selected Host object instances as a filter.

In the Scoping Query Editor dialog box, open the Filter tab.

Figure 100. Filter tab
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i | TIP: The Filter tab allows you to create a property matching clause in the query expression.

On the Filter tab, click the upper-left Properties box and select the name entry from the list that
appears. Ensure that the box to its right is set to is equal to, and in the box next to it, type the host
name recorded in Step b.

d On the Filter tab, click the upper-right box, and set it to a blank entry.
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e In the Scoping Query Editor dialog box, click Insert Query.

On the Create Rule dashboard, on the Rule Definitions tab, the Rule Scope area refreshes,
showing the newly created scoping query.

Figure 101. Inserting a query

Rule Scope:
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f Close the Scoping Query Editor dialog box.

g Validate the scoping query by clicking the Validate Rule Scope button [].

The Rule Scope area refreshes, indicating that the scoping query is valid, and shows the name of
the selected object instance.

Figure 102. Rule scope validation

Rule Scope:

Scoping query is valid: topology type is "Host"--Impacted Objects: host1.example.com

Get started with creating a condition and an alarm message for the rule by moving to the next step in the
workflow.

On the Create Rule dashboard, click the Next button in the upper-left corner.

Figure 103. Create Rule dashboard flow
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The Conditions, Alarms, & Actions tab opens on the Create Rule dashboard.
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Figure 104. Conditions, Alarms, & Actions tab
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You will use this tab to create a Warning condition that evaluates a metric property of the object instance
selected in Step 3.

Get started with composing the conditional expression and alarm message for the rule’s Warning severity.
On the Create Rule dashboard, on the Conditions, Alarms, & Actions tab, click the Warning bar.

A pane containing the definitions for the Warning severity expands under the Warning bar, with the
Condition tab open.

Figure 105. Warning condition
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Define the rule condition for the Warning severity.

The conditional expression that you are about to write compares the value stored in the selected Host
object’'s avai lablePagingSpace property with the value of the PageSpaceWarning registry variable.
When the metric value exceeds the value stored in the registry variable, Foglight generates a Warning
alarm associated with this rule. Both values indicate the percentage of the available paging space.The
default value of the PageSpaceWarning registry variable is 20.

To write the conditional expression, use the Condition Editor and the relational operators appearing on top
of the Condition box, as described below. For complete information about rule conditions and scoping
queries and the Condition Editor, see the Administration and Configuration Guide.
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Use the Condition Editor and conditional operators to create the expression, as described below.

h In the Warning area, on the Condition tab, click the Condition Editor button [#].
The Condition Editor dialog box appears with the Registry Variable tab open.

Figure 106. Condition Editor
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i Add the availablePagingSpace metric to the expression. The rule compares the value of this
metric with the PageSpaceWarning registry variable, with the metric as a left operand in the
relational expression and the registry variable as the right operand, with the greater than operator
>’ between the two operands:

#availablePagingSpace# > registry (''PageSpaceWarning')

In the Condition Editor dialog box, open the Metric/Property tab. On the Metric/Property tab, in
the Type of Scope area, click Host. In the Metrics area that appears, click availablePagingSpace,
followed by clicking the Insert button.

In the Warning pane, on the Condition tab, the Condition box refreshes, showing the
avai lablePagingSpace metric, newly-added to the conditional expression.
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Figure 107. Adding a metric to conditional expression
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Figure 108. Adding an operator to conditional expression
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k Add the PageSpaceWarning registry variable as a right operand to the expression.

In the Warning pane, on the Condition tab, the Condition box refreshes, showing the
PageSpaceWarning registry variable, newly added to the conditional expression.

Figure 109. Adding a registry variable to conditional expression
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Evaluate the conditional expression.
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Add the greater than operator >’ to the expression by clicking the greater than sign on top of the
Condition box.

In the Condition Editor dialog box, open the Registry Variable tab. On this tab, in the Registry
Variables list, click the PageSpaceWarning entry, followed by clicking the Insert button.
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In the Warning pane, the Condition tab refreshes, indicating that the conditional expression is
valid.

Figure 110. Conditional expression validation
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Define the alarm message that you want to generate when the Warning condition is reached..

Alarm messages contain expressions that can contain both literal text strings and severity-level variables.
Severity-level variables can reference any registry variables or metrics that are available to the rule, as
specified by its scoping query. At run-time, they form a meaningful statement in the form of an alarm
message that indicates the nature of the problem when the alarm is generated. Before you get started with
defining an alarm message, you need to define all of the severity-level variables that you want to use in the
alarm message. For more information, see the Administration and Configuration Guide.

The purpose of the alarm message that you are about to write is to inform the end-user about the amount
of free paging space on the selected host. It uses two severity-level variables: the first one (varl) contains
the host name while the second one (var2) contains the percentage of the available paging space.

a Specify the severity variables for the alarm message.

In the Warning pane, open the Severity Level Variables tab.

Figure 111. Severity Level Variables tab
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Severity Level ¥ariables Type
& Expression
Mame ExpressionMeszage Type : P
" Message
Hame

Expression/Message

<<Add|

Clelete Selectad

b Use this tab to add the two severity variables to the rule. The definitions of each variable are listed
in the following table.

Table 2. Severity-Level Variables

Name Value Type
varl scope.get('name™) Expression
var2 scope .get("availablePagingSpace'™) Expression

To add a variable, specify its type, name, and expression, followed by clicking the Add button.
¢ Return to the Condition tab in the Warning pane.

d In the Warning pane, on the Condition tab, in the Alarm Message box, type the following alarm
message:
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Free page space on host @varl: @var2% remaining. Low
page space decreases the system performance.

With var1l being set to the host name, and var2 set to the amount of available paging space, the
above message syntax generates an alarm message similar to the following one:

Free page space on host myHost: 10% remaining. Low
page space decreases the system performance.

Activate the Warning condition and save the rule by clicking the Activate check box on the Condition tab of
the Warning pane, followed by clicking the Finish button in the upper-left corner.

Figure 112. Activating a condition

Create Rule
Create Rule

<< Prekuusl Cancell Next))l Finish]

( Rule Definition 2,’ [ Conditions, Alarms & Actions schedules Behavior

Define Conditions, Algkms & Actions Run Condition Query
Rule Hame: iy Test Rule
Rule Type: Multiple-Sevgrity Rule

7] Copy variables/actions from

7] Copy concitionaigtm from

[¥iActivate

Condition: Alarm Message:

532
#availshlePagingSpace# > Free page space on host @varl: Bvar2:

remaining., Low page space decreases the system
performance.

( Severity Level Variables w ( Action ]

registry

The Create Rule dashboard refreshes, indicating that the rule is successfully added to the system, and
showing the rule summary.

Figure 113. Rule successfully added

Create Rule Apr 22, 2009 1000058 AR EDT

Rule &dded
The following rule was successfully added to the system,

Rule Type:
Multiple-Severity Rule

Rule Mame:

ty Test Rule
Rule Triggering:

Description/Comments: ;
Data Driven

Rule Scope:
Host where (name = 'tor012991 .prod.quest.corp’)

Configured Severities
Severity Level Condition Alarm Message

Warning RavailablePagingSpace# = registry(VPageSpac Free page space on host @vart: @wvar2% remaining

4 | i

Ecit Pule | Goto Rule List

See also

How Do | Get Started? on page 5
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* How Do | Edit a Rule? on page 54

* How Do | Promote a Rule Severity? on page 75

How Do | Promote a Rule Severity?

In Foglight® 4, you used the Rule Editor to promote the rule severity if an alarm triggered by a rule remains in the
same state for a certain amount of time.

Figure 114. Foglight 4 Rule Editor

£ Rule Editor - AT%_Console: Console

Naormal | ‘Warning | Critical | Fatal |
Condition:

Faileds ttempts == ||

Default Message:

User Ussr has tried to su ToAccount with a wrong password.

Evaluate: & Immediately

" Over out of sample periods Crill Dow....
" Ower sample periods Help...
Actions When True: Actions When Cleared:

times
Wait at Ieasll minutes before repeating

I” Fromote severity after repeating actions

Fire actions |1

copy.. | clear | ciose | apny |

Interfaces for assigning time-based severity in Foglight 4

In Foglight 5, use the Edit Rule view to promote a rule severity using time-based functions and multi-condition
expressions. Use the OR operator to separate conditions in expressions and the avg function to return the rule
severity in each individual condition during a desired time period.

For example, you can create a multi-condition expression that triggers a critical alarm if a rule remains in a warning
state for 30 minutes along with a fatal alarm if the rule remains in the same state for 60 minutes.
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Figure 115. Multiple condition expression

[ Rule Definition ][ Conditions, Alarms & Actions ‘”' sd.emes]['mm ‘”’ Rule Variables ‘]

Conditions, Alarms & Actions
Rule Name: CPUUtilization
Rule Type: Multiple-Severity Rule

Condition Editor

|| =+ uetnceropeny || f Functan

Fatal Function Nama: |- Please Select Function -
[ Save [ Copy conditionalarm from... [ Copy variables/actions from - Please Select Function - -
IsFunctionalityApplicableTeAGrenSenceObject
Condition ) (™ Severity Level variabies ) (~ Action ) WCFEval £
WCFEvalOneParameter
7 Activate WCFEwvalThreeParameters
» WCFEvalTwoP arameters
Condition: Alarm Massd adpstHosiName
| B I x agants_rastore
FEMECICIECECECIE [ slarmCount
ducilizacicnfd >= CPU Ucili ag
reglatry ("INF_CRUUaeFaral™) &4 @variv. H| Usage Example: | changeBooleanValue
frunfuenelength from Sacope-hostd > is beding changeSummﬂw
regiscry ("INF_ProcsRunQueusFacal™) processes checkCredentialE xpire
¥he gresy checkObsenationAlarms
checkUsedPermission
count
createCbsenvationAlarms
createSupport Bundle
cumentUserHasAdvancedOperalorRole
deleteTopologyObjects =
I Insert || Close | I
—— Multi-conditional expression Functions in Condition Editor

Conditional operators

To promote a rule severity:

1

3

4

NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’'s Access? on page 104.

Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.

On the navigation panel, under Dashboards, choose Administration > Rules & Notifications > Rule
Management.

The Rule Management dashboard appears in the display area, listing all available rules.

Figure 116. Rule Management dashboard

Rule Management Dec 1, 2011 1:13:42 PM EST [ Repons »
Rule Management
View and Manage all rules that exist in your environment, This dashboard allows to access to Old Manage Rules dashboard for some deprecated operation,
Cartridge: IAII = Old Manage Rules
Enable Disable | Search 2~ | =

WU} Rule o Q & A other Aams Description

[ (D  AgentHealth State 0 This rule checks that all agents are in a good health state -
[F]1 () BSMAlEvents

=) d) Catalyst Agent Type License Checker @ 0 Rule to check whether the cpu count of an agent type has exceeded the licensed
[} (!) Catalyst Credential Chedk 5

=) d) Catalyst Database Maintenance Check Checks that the nightly database maintenance activities are completing within th

[} (!) Catalyst Database Space Chedking = (=] Rule to check whether catalyst database will be running out of space.

=) d) Catalyst Data Service Discarding Data 1 Rule to check whether any dats is being discarded by the Data Service.

< [ | b

On the Rule Management dashboard, locate and click the rule to which you want to assign a time-based
severity.

On the Rule Management dashboard, in the Rule column, click the rule that you want to edit. For example,
CPUUti lization.

A menu appears.

Foglight 5.7.0 Transition Guide

Setting Up For Long-Term Use 76



5

6

Figure 117. Editing a rule menu

CPUUtlization

Copy
Disable
View and Edit

In the menu, click View and Edit.

The Rule Detail dialog box appears.

Figure 118. Rule Detail dialog box

Rule Detail - CPUUtlization

Enable Rule

Condition Thresholds:

3 Fatal
Enable Condition
Condition Variable
SYSADMIN

INF_ProcsRunQueueFatal

& Critical
Enable Condition
Condition Variable
SYSADMIN

INF_ProcsRunQueueCritical
T e s
/Ay, Warning
Enable Condition
Condition Variable
SYSADMIN

INF_ProcsRunQueus\Warning

Other
Condition Variable

Value
Admin@example.com

i1

Value
Admin@example.com

E:}

Value
Admin@example.com

5

Value
There Is No Data To Display

Rule Editor

In the Rule Detail dialog box, in the top-right corner, click Rule Editor.

The Edit Rule Page appears for the selected rule with the Conditions, Alarms, & Actions tab open,

showing the properties of the selected rule, and a separate pane for each severity: Fatal, Critical,
Warning, Normal, and Undefined.
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Figure 119. Edit Rule Page

T Rule Management > Edit Rule Page

Rules & Notifications

Dec 1, 2011 1:46:22 PM EST [ Reports v
Edit Rule - CPUUtilization
Rule Summary -]
[ Rule Definition w [ Conditions, Alarms & Actions ]I Schedules w [ Behavior ]I Rule Variables w
Conditions, Alarms & Actions
Rule Type il Sover
C

Rule Type: Multiple-Severity Rule H G LT (e =

Fatal

Critical

® Warning

Normal

Undefined(Mot active)

[Go to Rule L\sl] [ Copy Rule ] ’ ResetRu\e”De\ele This Ru\e]

7 Add a time-based severity to the Warning condition.

a In the Edit Rule view, click Warning.

A pane containing the settings for the Warning condition expands under the Warning bar.
Figure 120. Warning condition

® Varning

| Save () Copy conditiondalarm fram... [[7) Copy varisklesiactions fram...
Condition ( Severity Level Yariables _j( Action w
[¥]Activate
Condition: Alarm Message:
el IR ]
#utilization# »>= CPU Utilization High. CPU Utilization at
registry ("INF_CPUUseWarning™) && Bvar2%. Run Queue is Bvar3i. A CPU Bottleneck
#runQueuslength from §scope.hostd > is being detected on Bvarl. Check the top
registry ("INF_ProcsPunQueuelarning™) processes to determine which processes are
the greatest contributors to CPU Loads.
b Observe the Warning condition for the CPUUti lization rule:
#utilization# >= registry(""INF_CPUUseWarning™) &&
#runQueuelLength from $scope.host# > registry(""INF_ProcsRunQueueWarning')
¢ Copy the Warning condition without making any changes to it.

i | TIP: Click the Warning bar to collapse the pane.

8 Add a time-based severity to the Critical condition that will cause the CPU_Utilization rule to trigger a
critical alarm if it remains in a warning state for 30 minutes.

a In the Edit Rule view, click Critical.

A pane containing the settings for the Critical condition expands under the Critical bar.
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Figure 121. Critical condition

Critical

| Save () Copy conditiondalarm from... () Copy variablesiactions from. .

Condition ( Severity Level Variables W( Action w

[V]Activate

Condition:

]l =
#utilizacion$ >=

registry ("INF_GPIUseCritical™ &
#ggggggg;kggggg from $scope.host# >
registry ("INF ProcsPunfueusCritical”

Alarm Message:
1[7]4]

*

CPU Ttilization High. CPU Utilization at
[var2%. Run Queus is @var3d. L CPU Bottleneck
is being detected on [@varl. Check the top
processes to determine vwhich processes are
the greatest contributors to CPU Loads.

b Observe the Critical condition of the CPU_Utilization rule:

#utilization# >= registry("INF_CPUUseCritical') &&
#runQueuelLength from $scope.host# > registry("'INF_ProcsRunQueueCritical'™)

Add the Warning condition that you copied in Step 7 immediately below the existing lines of code
and edit the expression as follows:

(#utilization# >= registry(""INF_CPUUseCritical™) &&
#runQueuelLength from $scope.host# >

registry(""INF_ProcsRunQueueCritical'™)) ||

(avg(#utilization for 30 minutes#) >= registry("INF_CPUUseWarning') &&
avg(#runQueuelLength from $scope.host for 30 minutes#) >
registry(""INF_ProcsRunQueueWarning™))

This updated conditional expression now causes the rule to trigger a critical alarm if the rule meets
the original condition, or if it remains in a warning state for 30 minutes.

d Copy the Critical condition.

-

TIP: Click the Critical bar to collapse the pane.

9 Add a time-based severity to the Fatal condition that will cause the CPU_Ultilization rule to trigger a critical
alarm if it remains in a warning state for 30 minutes, and a fatal alarm if the rule remains in a warning state

for 60 minutes.

a In the Edit Rule view, click Fatal.

A pane containing the settings for the Fatal condition expands under the Fatal bar.

Figure 122. Fatal condition

Fatal

| Save [|7) Copy concitiondalarm from... || 7] Copy varisblesiactions from. .

Condition ( Severity Level Variables W( Action ‘1

V] Activate

Condition:

Cell e I
fgutilization# »>=
registry("INF_CPUUseFatal”) &
#ggggggggkggggh from $scope.hostf >
registry ("INF_BrocsRunueneFatal”)

r||:

vl

Alarm Message:

K

CPU Utilization High. CPO Utilization at
BvarzZ%. Run Queus is @var3. A CPU Bottleneck
is heing detected on @wvarl. Check the top
processes to determine which processes are
the greatest contributors to CPUO Loads.

b Observe the Fatal condition for the CPU_Utilization rule:
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#utilization# >= registry("INF_CPUUseFatal') &&
#runQueuelLength from $scope.host# > registry("INF_ProcsRunQueueFatal')

¢ Add the Critical condition that you edited in Step 8 immediately below the existing lines and edit the
expression as follows:

(#utilization# >= registry("INF_CPUUseFatal'™) &&
#runQueuelLength from $scope.host# > registry("'INF_ProcsRunQueueFatal'))

(avg(#utilization for 30 minutes#) >= registry("INF_CPUUseCritical™) &&
avg(#runQueuelLength from $scope.host for 30 minutes#) >
registry(""INF_ProcsRunQueueCritical™)) ||

(avg(#utilization for 60 minutes#) >= registry("'INF_CPUUseWarning') &&
avg(#runQueuelLength from $scope.host for 60 minutes#) >
registry (" INF_ProcsRunQueueWarning'))

This updated conditional expression now causes the rule to trigger a fatal alarm if the rule meets the
original condition, or if it remains in a critical state for 30 minutes, or if it remains in a warning state
for 60 minutes.

See also
* How Do | Get Started? on page 5
* How Do | Edit a Rule? on page 54

e How Do | Select Table Data in Rule Conditions? on page 59

How Do | Edit a Blackout Schedule?

An agent blackout is a scheduled event during which the agent does not collect data for set intervals. For example,
you might want to set the times when regularly scheduled maintenance is performed on a server as the blackout
period for the agents that run on that server.

In Fogligh’[® 4, you used the Blackout Manager dialog box to look at agent blackout schedules, and the Schedule
Rule Blackout and Immediate Blackout dialog boxes to prevent agent rules from firing.

Figure 123. Foglight 4 Blackout Manager

E= Blackout Manager E

Current Blackouts | Scheduled Blackouts |

Rule | Host |
NT_Systern_Rules

| | elete Close

Foglight 4: Looking at Blackout Schedules
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Figure 124. Scheduling and assiging rule blackouts in Foglight 4

Task ] Schedule |

Description:

Blackout Duration (min):

+ Blackout rule NT_Systern_Rules

" Blackout rule for selected hosts

[~ Notify on execution

Email Addresses (semicolon seperated):

[ cancel

|
Foglight 4: Scheduling Rule Blackouts
Foglight 4: Assigning Immediate Blackout Schedules

E" immediate blackout E

Blackout Durationdmin}; |

& Blackout rule NT_System_Rules

" Blackout rule for selected hosts ~ Select |

| Cancel |

Along with agent blackouts, Foglight 5 allows you to assign blackout schedules to topology objects. Foglight 5
uses the data it collects to create topology models. A topology model is a graph that contains topology nodes.
Each node represents an object instance of a topology type. Unlike agent blackouts, which prevent the data
collection for the agent instance to which the blackout is assigned, topology object blackouts only prevent any
rules from analyzing that object, without interrupting their data collection. For information about assigning
blackouts to agents and topology objects, see the Administration and Configuration Help.

The way you assign blackout schedules is somewhat different in Foglight 5. In Foglight 4, you typically select an
agent in the Rule Browser and assign one of the existing blackout schedules to prevent one or more rules from
firing.

In Foglight 5, you use blackout schedules to prevent agents from collecting data. You can use an existing schedule
or create another one if required.

To edit and assign a blackout schedule:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page 104.

1 Edit a schedule using the Manage Schedules dashboard and Edit Schedule view.
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Figure 125. Manage Schedules dashboard

Edit Schedule >
Schedule Name: Frequent
Last Modified Date: 8/21/14 455 PM

Description/Comments: [5 o rhedule that runs wery frequently. Primarily used for testing.

This schedule is used to trigger an activity, As a resultit does not
have a significant duration.

@add | iDelete Search o-] =
Recurrence Range of - Time
Mext Scheduled Time Pattern Oecurrence Details Teree
Wed Sep 03, 2014 11:40:27 EDT  Hourly Mo End Ewery 5 minute(s) ,Duration 1 minute{s) MN/A

Change Cancel

For instructions, see To edit a schedule: on page 82.

2 Assign the edited schedule to an agent using the Blackouts dashboard.

Figure 126. Blackouts dashboard

Blackouts Mo 29, 2010 2:27:37 PM EST

Blackouts

A blackout is a period of time where normal monitoring activities {data collection or alarms) are suspended due to
administrative preference, Blackouts are commonly creaked to prevent noisy alerts during scheduled maintenance
periods.

= ;
Create a One-Time Blackout

Sl . Turn off data calection or alarms For select items until a specified end time or for a Fixed period, Useful For
unscheduled maintenance,

E Create a Scheduled Blackout

B . selecta group of items and schedule a cessation of monitoring activities on a regular basis, Useful For coordinating
with scheduled maintenance,

r Manage Blackouts
= -Create, edit and delete blackouts.

___%I View Blackouts by Object

-Wiew top-level objects which have their alarms suspended, and the blackouts ta which they belong.

@ view Blackouts by Agent

=Wiew agents which have their data collection suspended, and the blackouts to which they belong.

For instructions, see To assign a blackout schedule to an agent instance: on page 83.

To edit a schedule:

s | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.

For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page 104.

1 Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.

2 On the navigation panel, under Dashboards, choose Administration > Schedules > Manage
Schedules.

The Manage Schedules dashboard appears, listing all available schedules.

Foglight 5.7.0 Transition Guide
Setting Up For Long-Term Use

82



Figure 127. Manage Schedules dashboard

Manage Schedules Sep 3, 2014 11:38:38 AM EDT | [ Reports w
@Add | Delete Search L~ &5
Schedule Name « Mext Scheduled Time Description Cartridge Copy

Always Wed Sep 03, 2014 11:38:38 EDT A schedule that indudes all the time (T e
Beginning of the day Thu Sep 04, 2014 00:00:00 EDT 00:00 of every day /)
Beginning of the month Wed Oct 01, 2014 00:00:00 EDT 00:00 of the first day of every month (]
Beginning of the week Mon Sep 08, 2014 00:00:00 EDT 00:00 of every Monday IR
Business hours Wed Sep 03, 2014 11:38:38 EDT 9AM to 5PM Monday to Friday (/)
Business week Wed Sep 03, 2014 11:38:38 EDT Whole days Monday to Friday [y
Create SupportBundle Schedule Wed Oct 01, 2014 00:04:00 EDT This schedule is used for periodic support bundle creation Iy
Daily Database Maintenance Thu Sep 04, 2014 02:00:00 EDT Schedule on which daily operations to rollup and purge information in the databas. Ty
Daily Off Hours Thu Sep 04, 2014 00:00:00 EDT A schedule that runs every day off hours, This schedule is used to trigger an acti... Iy
End of Day Wed Sep 03, 2014 17:00:00 EDT A schedule that runs at the end of the day. This schedule is used to trigger an ac [y
First day of month Wed Oct 01, 2014 00:00:00 EDT Whole days the first day of every month )
First day of week Mon Sep 08, 2014 00:00:00 EDT Whole days Monday Iy
Frequent Wed Sep 03, 2014 11:40:00 EOT A schedule that runs very frequently. Primarily used for testing. This schedule is ... [T
Hourly Wed Sep 03, 2014 12:00:00 EOT A schedule that runs every hour, This schedule is used to trigger an activity, As Iy
Monthly Off Hours Wed Oct 01, 2014 00:00:00 EDT A schedule that runs every month off hours, This schedule is used to trigger an a... |
Off-Hours Database Maintenance Sun Sep 28, 2014 03:00:00 EDT A schedule that controls when periodic database maintenance activities are perfo. Iy
Quarterly Off Hours Wed Oct 01, 2014 00:00:00 EDT A schedule that runs at the start of every quarter, off hours. This schedule is us. |
Start of Day Thu Sep 04, 2014 08:00:00 EDT A schedule that runs at the start of the day, This schedule is used to trigger an a... Iy
Weekends Sat Sep 06, 2014 00:00:00 EDT Whole days Saturday and Sunday (/)
Weekly Off Hours Mon Sep 08, 2014 00:00:00 EDT A schedule that runs every week off hours. This schedule is used to trigger an ac... /)

3 In the Manage Schedules dashboard, in the Schedule Name column, click the schedule that you want to
edit.

The Edit Schedule dialog box appears, showing the properties of the selected schedule.

Figure 128. Edit Schedule dialog box

Edit Schedule X

Schedule Mame: Frequent

Last Modified Date: 8/21/14 4:55PM

Description/Comments: (4 schedule that runs very frequently. Primarily used for testing.
This schedule is used to trigger an activity, As a result it does not
have a significant duration.
@Add | Delets Search L~ &
Next Scheduled Time T rigEal Details i
Patt=rn Occurrence Range
Wed Sep 03, 2014 11:40:27 EDT Hourly Mo End Every 5minute(s) ,Duration 1 minute(s) M/A

Change | | Cancel

4 Edit the schedule as required.

For complete instructions, see the Administration and Configuration Help.

To assign a blackout schedule to an agent instance:

s | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’'s Access? on page 104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Administration > Setup & Support > Blackouts.

The Blackouts page appears in the display area.
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Figure 129. Blackouts page

Blackouts Mo 29, 2010 2:37:37 PMEST

Blackouts

& blackout is @ period of time where normal monitoring activities (data collection or alarms) are suspended due to
administrative preference. Blackouts are commanly created to prevent noisy alerts during scheduled maintenance
petiods.

- .
Create a One-Time Blackout

B . Turn off data collection or alarms for select ikems unki a specified end time or for a fixed period. Useful for
unscheduled mainbenance,

E Create a Scheduled Blackout

B . select & group of items and schedule & cessation of manitoring ackivities an a reqular basis, UseFul For coardinating

with scheduled maintenance,

L. Manage Blackouts
- Create, edit and delete blackouts,

_% ¥iew Blackouts by Dbject

= Wiews top-level objects which have their alarms suspended, and the blackouts ko which they belong.

@ View Blackouts by Agent

-Wiew agents which have their data collection suspended, and the blackouts to which they belong,

Indicate that you want to create a scheduled blackout.

On the Blackouts page, click Create a Scheduled Blackout.

The display area refreshes, showing the first step in the Create Blackout Wizard.

Figure 130. Create Blackout Wizard

% Blackouts > Create Blackout Wizard Diec 5, 2011 9:50:42 AM EST [ Reports -

What Type of Activity Would You Like to
=] Suspend?

@ Suspend Alarms
® Suspend Data Collection

Previous Finish

Indicate that you want to black out agents.

In the Create Blackout Wizard, select Suspend Data Collection, and click Next.

-

The display area refreshes, showing the next step in the wizard.

IMPORTANT: Blacking out an agent instance stops the data collection for that instance.
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Figure 131. Select Agents to Suspend Data Collection step

T Blackouts > Create Blackout Wizard Dec 5, 2011 9:50:42 AM EST [l Reports -

Select Agents to Suspend Data Collection

To suspend data collection, choose the agents whose data you want to suspend. How would you like to select the
agents?

@ Select the Agents Directly from a List

() Select Monitored Elements and Let Foglight Look for Related Agents

Indicate that you want to choose agents by selecting specific agent instances.

In the Create Blackout Wizard, ensure that Select the Agents Directly from a List is selected, and click

Next.

The display area refreshes, showing the next step in the wizard.

Figure 132. Select Agents to Black Out step

% Blackouts » Create Blackout Wizard Diec 5, 2011 9:50:42 AM EST Sl Reports -

[=8 Select Agents to Black Out

Select agents to black out. All data collection will be stopped on these agents.

Search P~ &
El MName a Haost Type Health State Running State
[F] Monitor@Host1 Hostl WindowsAgent 6 Collecting data =
[F] Monitor @Host2.prod. quest.corp | Host2.prod.quest.corp WindowsAgent 6 Collecting data

6 Choose the agent instances whose data collection you want to stop.

In the Create Blackout Wizard, select one or more rows containing the agent entries, and click Next.

Selecting an agent instance stops its data collection.

The display area refreshes, showing the next step in the wizard.

= | TIP: To select all agent instances, use the check box at the top of the list.
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Figure 133. Choose a Blackout Schedule step

T Blackouts » Create Blackout Wizard

@ Mew Schedule
Name +

0 Always
%) Beginning of the day
=) Beginning of the month

) Beginning of the week
=) Business hours
“) Business week
=) Create SupportBundle Schedule
") Daily Database Maintenance
= Daily Off Hours
=) End of Day
=) First day of month
=) First day of week
%) Frequent [Test]
) Hourly
= Monthly Off Hours
=) Off-Hours Database Maintenance

Dec 5, 2011 %:55:02 AM EST [l Reports +

Choose a Blackout Schedule

Monitoring activity will be suspended during the time selected.

P~

Description
A schedule that indudes all the time

00:00AM of every day

00:004M of the first day of every month

00:00AM of every Monday

9AM to 5PM Maonday to Friday

Whole days Monday to Friday

This schedule is used for periodic support bundle creation

Schedule on which daily operations to rollup and purge information in the databas...
A schedule that runs every day off hours. This schedule is used to trigger an acti...
A schedule that runs at the end of the day. This schedule is used to trigger an ac..

Whole days the first day of every month
Wheole days Monday

A schedule that runs very frequently. Primarily used for testing. This schedule is ...
A schedule that runs every hour, This schedule is used to trigger an activity. As a...
A schedule that runs every month off hours. This schedule is used to trigger an a..

A schedule that controls when periodic database maintenance activities are perfo...

4

The list shows the schedules that exist in your Foglight installation and their descriptions. This includes
default schedules packaged with Foglight, and any schedules that you create.

7 Select a schedule that you want to associate with the topology blackout.

a Review the list of schedules.

b If you do not find a schedule that meets your needs, you can create a new one.

i | IMPORTANT: Choosing to create or edit the existing schedules causes you to exit the wizard.

To create a new schedule, click Create New Schedule and follow the flow in the Simple New
Schedule Wizard. For more information, see the Administration and Configuration Help.

¢ Select the schedule that you want to assign to the topology blackout and click Next.

The display area refreshes, showing a default name for the blackout.

Figure 134. Configure Name and Reason step

t Blackouts > Create Blackout Wizard

Reason for Blackout

/= Configure Name and Reason

Blackout Name Monitor @Host1 Beginning...

DecS, 2011 9:55:02 AMEST | [l Reports =

[ Previous ] Next [ Finish ] [ Cancel ] [ Help ]

8 Optional. Specify a different name or a reason for the blackout.

i | IMPORTANT: Specifying a reason for the blackout is not mandatory, but is strongly recommended.

For example:

= Blackout Name: Scheduled blackout for Host agents

= Reason for Blackout: Daily maintenance
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Click Finish.

The display area refreshes, showing the blackout summary.

Figure 135. Blackout Summary

% Blackouts » Oreate Blackout Wizerd > Blackout Summary Dec 5, 2011 10:04:28 AM EST [ Reports +

New Blackout Summary: Scheduled blackout for
=Host agents

Reason Daily maintenance
Components Monitor@Host1
Schedule Hame Beginning of the day
Schedule Description 00:00AM of every day

Currently Blacked Out No
[=] Go to Manage Blackouts Page

9 Click Go to Manage Blackouts Page.

The Manage Blackouts dashboard appears in the display area. The newly created blackout appears on the
list.

Figure 136. Manage Blackouts dashboard

% Blackouts » Manage Blackouts Dec 5, 2011 10:06:44 AM EST [ Reports

Manage Blackouts

A blackout is a period of time where normal monitoring activities {data collection or alarms) are suspended due to
administrative preference. Blackouts are commonly created to prevent noisy alerts during scheduled maintenance
periods.

4ii

@Create Cne-Time Blackout @Crean& Scheduled Blackout ‘ Select Al Unselect all Remove Selected

Schedule
M Indudes Children T
ame = MName Currently Blacked Out  State iR L TR

Cljsdweduled blackout for Host agents | Beginning of the day Mo Future Mo E: )]

For more information about blackout schedules, see the Administration and Configuration Help.

See also
* How Do | Get Started? on page 5
* How Do | Edit Agent Properties? on page 49
e How Do | Build and Schedule a Report? on page 90

How Do | Build a Graph?

In Foglight® 4, you used the View Editor to create different types of graph views.
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Figure 137. Foglight 4 View Editor

= ¥iew Editor {IPmap): New Graph

View Types
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14:.42:25 14:42:26

line graph

coack | wed» | cancel |

Typically, you followed the same workflow that included choosing the graph type, writing queries to extract
information from one or more tables, and reviewing the graph.

In Foglight 5, use the Definitions dashboard to create a graph view.

Figure 138. Foglight 5 Definitions dashboard

~ Bookmarks
Agents on All Hosts
~ Homes hd
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Hosts
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Service Operations Console
Welcome

~ Dashboards hd

My Dashboards
Administration
Alarms
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Hosts
Infrastructure
Management Server
Reports
Services
Configuration

Data

Data Sources

Feeds

User Preferences

Defintions
All Definitions

Administration -

Agent Adapter «

Alarms -

Dashboard Development
Hosts -

Infrastructure -
Management Server +
Reports =

Services -

Other User Definitions

+ @ | sear
Name « Component
Copy of Host Selector Row-Oriented Table Dashb

My Alerts Dashby

Views

Portal Container

New View X

M save ¥ Cancel (3 Test

General | Context

Module
Component
Mame

jin]

Public
Deprecated
Refresh Interval
Friority
Purpose(s)
Custom Purpose(s)
Relevant Role(s)
Allowed Role(s)
Comments

Context Help

Configuration || Flow
foglight
Time Plot Chart

(auto)

second(s)

Start by creating a new chart or copying an existing one, and define or edit the data sources and context for the

graph. Additionally, if you plan to use that graph on a regular basis, you can promote it to a dashboard and add it
to the bookmarks for easy access. For information on how to bookmark a dashboard, see How Do | Bookmark a
Dashboard for Easy Access? on page 25 on page 25.

To build a graph:

i | NOTE: To complete this procedure, your user account must belong to a group with the Dashboard Designer
role. For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page

104.

1 Ensure that the navigation panel is open.
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To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Configuration > Definitions.

The Definitions dashboard appears, showing a navigation tree in the upper-left pane and a series of tabs in
the lower-left pane.

Figure 139. Definitions dashboard

~ Bookmarks Definitions
Agents on All Hosts All Definitions
iitiomes T Administration -
Administration Agent Adapter -
Agents Alarms -
Alarms Dashboard Development -
Domains Hosts »
Hosts Infrastructure -
Reports Management Server -

Service Operations Consale
Welcome

Reports -
Services -

v Dashhoards |3 Other User Definitions
My Dashboards
Administration Views -0 K
Alarms -
Dashboard Development MName & Component Purpose(s) ID Last Modified Time
Hosts My Alerts Portal Container Dashboard, Monitor, Portal | 4 11/29/11 1:30 PM
Infrastructure
Management Server
Reports
Services
Configuration
Data
Data Sources
Feeds
User Preferences

S

nitions M

3 In the Definitions pane, ensure that My Definitions node in the navigation tree is selected.

4 In the lower-left pane, ensure the Views entry is selected.

5 Click €.
The Add View dialog box appears.
Figure 140. Add View dialog box

Add view X

Create a Blank View | Copy an Existing View

In the Add View dialog box, on the Create a Blank View tab, a navigation tree shows different groups of
views.

TIP: In addition to creating blank views, you can also copy existing views and modify them as
desired. For more information, see the How Do | Share My Dashboards with Other Users?, How Do |
Share My Dashboards with Other Users? on page 27.

-

The Common and Charts and Gauges nodes contain graph objects or charts. You can use any of the
available chart objects to create a graph.

6 Choose the type of view that you want to create.
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For example, to build a plot chart that shows how a metric changes over time, choose Charts and Gauges
> Time Plot Chart, followed by clicking OK.

The Add View dialog box and the pane on the right of the Definitions dashboard refreshes to show a series
of tabs that let you define view properties, with the General tab open.

Figure 141. General tab

 Bookmarks

Definitions

Mew View X
Agents on All Hosts All Definitions
. g =l save X Cancel [@Test
el danes Administration « -
Administration Agent Adapter - General | Context | Configuration | Flow
Agents Alarms - .
Alarms Dashboard Development - Modle foglight
Domains Hosts ~ Component Time Plot Chart
Hosts Infrastructure - *
Reports Management Server - e .
Service Operations Console Reports - jin] {auto)
Welcome Services -
+ Dashboards = Other User Definitions Public =
My Dashboards Deprecated ]
Adrinistration Refresh Interval second(s)
Alarms
Dashboard Development Priority None -
Hosts o =
Infrastructure Purpose(s) i, (hone)
Management Server Custom Purpose(s)
Reports
Services Relevant Role(z) = (hone)
COB:%:FEUOH Views + @ [H[5earch Definitions Allowed Rle(s) =6l
_D:;ani?jno';r;es Name a Component e
Feeds Copy of Host Selector Row-Oriented Table Dashb +
User Preferences My Alerts Portal Container Dashb
Context Help
« n LR

7 Use the tabs in the Definitions pane to define your chart as required.
= General: Specifies the chart name, description, size, and role.
= Context: Specifies the context keys.
= Configuration: Specifies the look of components in the view and their source of data.
= Flow: Specifies context-related application flows.

For examples on how to create and edit charts and other types of views, see the Web Component Tutorial.
For detailed information about the components that appear in the Definitions dashboard, see the Web
Component Guide.

See also
* How Do | Get Started? on page 5
* What Dashboards Are Available? on page 19
e How Do | Share My Dashboards with Other Users? on page 27

How Do | Build and Schedule a Report?

In Foglight® 4, you used the Report Browser to browse through reports.
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Figure 142. Foglight 4 Report Browser

E= Report Browser connected to satay [IPmap] |_ O] %]
File Edit View

O X EmEi €

Reports | \ﬁews' Marme Agent Host
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Report2

Reparti |

Foglight 5 includes the Reports dashboard that allows you to create, schedule, and browse through existing
reports.

Figure 143. Foglight 5 Reports dashboard

Reports = Monday, December 5, 2011 625 AM - 10:25 AM 4 hours « [ Repors -

Reports

Repaorts are a convenient way to share data about your monitored environment with others in your organization. Use this dashboard to
immediately generate a report from a template, schedule a report, build 2 custom report template, or view and manage reports.

Build a Custom Report
- Immediately after building a custom template, you can use it to generate a report based on data that you specify.

Run a Report

- Quickly generate a one-time report based on a template. You can download the reportimmediately or use the Manage Reports
dashboard to download it later,

-There are 34 templates from which you can generate & report.

- Optionally schedule a repart that you want Foglight to generate at specified intervals.

- There are no scheduled reports,

Manage Reports
- There are no upcoming scheduled reports,
-There are no generated reports,

In addition to the Reports dashboard that lets you choose from existing report templates, you can quickly create a
custom report by assembling it from one or more views and data objects. For more information, see How Do | Add
Views and Data to a Report? on page 95.

To build and schedule areport:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User's Access? on page 104.

1 Ensure that the navigation panel is open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Reports.

The Reports dashboard appears in the display area.
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Figure 144. Reports dashboard

Reports G- Monday, December 5, 2011 6:25 AM - 10:25 AM 4 hows v | [&]Repos w

Reports

Repaorts are a convenient way to share data about your monitored environment with others in your organization. Use this dashboard to
immediately generate a report from a template, schedule a report, build a custom report template, or view and manage reports.

— Build a Custom Report

= - Immediately after building a custom template, you can use it to generate a report based on data that you spedify.

E’ Run a Report
- Quickly generate a one-time report based on a template. You can download the reportimmediately or use the Manage Reports
dashboard to download it later,
-There are 34 templates from which you can generate a report.
- Optionally schedule a report that you want Foglight to generate at spedfied intervals.
- There are no scheduled reports.

F_ Manage Reports
Fi - There are no upcoming scheduled reports.,
- There are no generated reports,

The Reports dashboard provides access to different workflows for working with reports.
3 Choose the workflow for building and scheduling a report.
On the Reports dashboard, click Run a Report.

The Run Report wizard appears.

Figure 145. Run Report wizard

Run Report ®
» Select Template Select Template

o SetInput Parameters Select a report template to use.
o SetProperties
B — J All Templates || Templates By Module ” Templates By Role |
|Sea|'ch P~ | £
Template « Description
() | Agent Properties Report Incudes agent property details for both agent ty... |+
()  Alarms Report Details all current alarms and system changes.
(@ | All Hosts Report Report displays information on all hosts, both man...
=) | Available Reports The Availzble Reports template lists the pre-defin...
Blackouts Report Lists details of existing agent and topology object ..
Cartridge Inventory Report Displays the lists of Core and Installed cartridges.
Environment Repart Indudes Management Server details on hosts, rul
Event Analysis - Any Resources Provides an overview and details about the alarm...
(7 | Event Analysis - Hosts Provides an overview and details about the alarm... |~
| Previous | [ Mext ] | Finish | [ Cancel ] [ Help ]

4 Choose the report template.

Foglight includes a set of predefined report templates that define the data that appears in the report and its
layout. Select a report template from the list and click Next.

The Run Report wizard refreshes.
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Figure 146. Run Report wizard, Set Input Parameters step

Run Report x

« Select Template Set Input Parameters
» Set Input Parameters Supply the values for the report input parameters.
o SetProperties

Details all current alarms and system changes.
o Summary

Time Range: Last4 hours:l

[ Previous ] [ Mext ] [ Finish ] [ Cancel ] [ Help ]

The information you see in the dialog box describes the selected report template and lists the report inputs.
5 Edit the report inputs, as required, and click Next.

The Run Report wizard refreshes.

Figure 147. Run Report wizard, Set Properties step

Run Report ®
~ Select Template Set Properties
+ SetInput Parameters Enter the report name, select a format, and if you want to email this report, type a comma-separated list of

email addresses.

* Set Properties
MName

& Summary Output Format PDF -

Email Recipients

Schedule This Report =
Retain 5

Specify the report name, report format, the number of entries in the report, and one or more email
recipients (using comma ‘,” as a separator) to which the report is sent to. Ensure that
Schedule This Report is selected.

i | IMPORTANT: To enable Foglight to send reports to email recipients, ensure that Foglight email

notifications are properly configured. For more information, see the Administration and Configuration
Help.

The Run Report wizard refreshes.
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Figure 148. Run Report wizard, Select Schedule step

Run Report

+ Select Template

¥ SetInput Parameters

» Select Schedule

» Set Properties

Select Schedule
Select the schedule that will determine when the scheduled report is run.

4ii

@New Schedule Search 2~

Schedule «

Next Execution Time

Dec 6, 2011 12:00:00 AM -
Jan 1, 2012 12:00:00 AM

Dec 12, 2011 12:00:00 AM

Dec 6, 2011 9:00:00 AM

Dec 12, 2011 12:00:00 AM

Jan 1, 2012 12:0<00 AM

Dec &, 2011 2:00:00 AM

Dec 6, 2011 12:00:00 AM

Dec 5, 2011 5:00:00 FM

Jan 1, 2012 12:00:00 AM

o Summary (@ Beginning of the day

Beginning of the month

(@ Beginning of the week

(7  Business hours

(@) Business week

()  Create SupportBundle Schedule
(@ Daily Database Maintenance
()  Daily Off Hours

) | End of Day

7  First day of month

Choose a schedule from the list and click Next. If you do not find a schedule that meets your needs, click
New Schedule and follow the workflow for creating new schedules. For more information about this
workflow, in the Simple New Schedule Wizard that appears, click Help.

The Run Report wizard refreshes, showing the report summary.

Figure 149. Report summary

Run Report ®

v Select Template Summary

Confirm the provided inputs are correct and dick Finish to generate the report. You will be notified when report

+ SetInput Parameters .
generation has completed.

¥ SetProperties

Template Name

Alarms Report

Alarms Report
MName My report
Qutput Format PDF
Email Recipients
Is Scheduled frue
Schedule Beginning of
Enable Scheduling true
Retain 5 copies

next | [Finish | [ cancel | [[Help |

Click Finish.

The Run Report wizard closes, and a status indicator appears.

Figure 150. Run Report wizard, status indicator

) Generating report, Please wait...

After a few moments, the report appears.
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Figure 151. Newly created report

Al Aarms Mondy, DecemberS, 2011 645 AM - Now 4 haurs

All Alarm Count

™ | e | orm | s | eawm | mm | me

All System Changes

8 Optional. You can find the newly created report in the list of scheduled reports.
To do that, on the Reports dashboard, click Manage Reports.

The Scheduled Reports view shows the report in the list.

Figure 152. Scheduled Reports view

Scheduled Reports

Manage Search L~ =

1 MName & Template Schedule User Retasin  Enabled Copy Edit
[E] My report Alarms Repart Beginning of the day foglight 5 true |—|:-| [Ei

* How Do | Get Started? on page 5
* How Do | Add Views and Data to a Report? on page 95

How Do | Add Views and Data to a
Report?

In Foglight® 4, reports contained views. You used the Report Wizard to choose from existing views and add them
to reports.
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Figure 153. Foglight 4 Report Wizard
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Foglight 5 allows you to quickly create a report by choosing from a range of views associated with data objects.

Figure 154. Creating a report in Foglight 5

General | Design | Help
¥ Actions

Properties...
Bookmark...

~ Other Actions
New window
Create dashboard..

v | ([ Avaizble Repors
!
. !

{r Run 2 Report

[ Manzge Repons

In addition to creating reports by selecting data objects and their views, you can also create a report using a report
template, browse through existing reports and schedule them as needed using the Reports dashboard. For more
information, see How Do | Build and Schedule a Report? on page 90.

To add views and data to a report:

i | NOTE: To complete this procedure, your user account must belong to a group with the Advanced Operator
role. For more information about users, groups, and roles, see How Do | Limit a User's Access? on page
104.

1 Ensure that the navigation and action panels are open.
To open the navigation panel, click the right-facing arrow ( » ) on the left.
To open the action panel, click the left-facing arrow ( 4 ) on the right.

2 On the action panel, ensure that the General tab is open.

3 On the action panel, on the General tab, under Other Actions, click Reports, and choose Create a New
Report from the menu that appears.

The Create Report dialog box appears.
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Figure 155. Create Report dialog box

Create Report =

Build a Report

EBuild a repart template From compaonents or specify parameters to produce reports.

Toget started, choose how you would like to provide input: for your report:

@ # Use all Data
Start with a blank report and select discreet camponents from your database ta
build a report template,

@} € start with a service
Select a service from wour environment and build a report template based on
the elements inside that service,

+ Previous | » Mexk | Finish I Cancel I

4 In the Create Report dialog box, ensure that the Use All Data option is selected and click Finish.

The Create Report dialog box closes and the Add View wizard appears, allowing you to add input data to
the report.

Figure 156. Add view wizard

Add view X

Add a Report View Element
Select input data and choose a view style.

Input Data: [Flshow all  view Styles:
& Administration
& Alarms
B Dashboard Development
B Hosts
B Management Server
& Services

Mo Data Input (i}

@ Select a View Template

Choose an existing view template
which uses the selected data as the
input.

« Previous [ » Next Finish [ Cancel ] [ Help ]

5 Specify the input data for the report.

In the Add view wizard, use the Input Data tree to choose the topology object instance that you want to
use as the source of information for the report.

For example, to display a list of current alarms in the report, in the Input Data tree, choose Alarms >
Current Alarms.
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Each object instance can have one or more views associated with it. These views can have simple metrics
and tabular layouts, and appear as graph views whose appearance can be controlled with a set of chart
templates. The layout of a view depends on the data type with which it is associated, and any related
definitions in the cartridge in which the view is defined. In the Input Data table, the right-most column

indicates the layouts that can be used for the view associated with the selected object instance: metric [,
table [, template [E.

Observe the available layouts for the selected view.

Figure 157. Available view layots

Current Alarms - List of Alarms |

Choose the view template.

In the Add view wizard, under View Styles, ensure that the Select a View Template option is selected,
and click Next.

The Add view wizard refreshes.

Add view X

Select a Template

[Elshow by role Preview | Common
Select a view
Alarms 5. Time + Ack'ed Cleared Host Instance
Alarm List with Fiter - Alarm st /My 12f5/1112:01PM  No Mo Hostl.example.com Memary (Memory)
Other User Views @ 12/5f11 11:51AM  No Mo  Hostl.example.com Memory (Memory)

A\ 12/5/11 11:45 AM

= Hos

& & B
oo
B Bk

Mo Mo

& o & o

Mo Mo Hostl.example.com Hostl.example. com (Host)

i, 112911 2:03PM Mo Mo  Host2 192,168, 129, 128:1099 (Cataly
[ =« Previous ] [ »Next ] [ Finish ] [ Cancel ] [ Help ]

The Select a view pane contains a data tree that you can use to choose a view, listed by data modules.
Optional—filter the views that appear in the action panel by role.

Arole defines a set of tasks that a user can perform, and is assigned to one or more groups as required.
For more information about users, groups, and roles, see How Do | Limit a User's Access? on page 104.

To filter the views, in the Add view wizard, select the show by role check box.

The Select a view pane refreshes, showing a list of nodes, each representing a role. Each role contains
one or more views that can be accessed by a user with that role.

Figure 158. Selecting a view by role

[#]show by rale

Select a view

m List with Filter - Alarm List

In the Add view wizard, on the Preview tab, observe the view.
Click Finish.

The Add view wizard closes and the display area refreshes, showing your report with the newly created
view.
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Figure 159. Viewing the report
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Footer G

The Alarm List view in the report represents the view.

11 To see the contents of this view, click Preview wy

A dwell appears, showing the contents of the selected view.

Figure 160. Observing the contents of a view

Preview
S Time Adki'ed Cleared Host Instance
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@ 12/5f11 11:26 AM  No Yes Hostl.example.com Storage (HostStorage)
Ay 12/5/1111:11AM  No  Yes Hostl.example.com Storage (HostStorage)
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Ay 12/5/1110:456 AM  No Yes  Host2 Copy (WMGarbageCollector)
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From here, you can add more views to the report, text, header and footer, and run and schedule the report. A node
representing this report appears on the navigation panel, under Dashboards > My Dashboards. You can use it to
access this report at a later time. For more information about reports and their usage in Foglight, see the Foglight
User Help.

See also
* How Do | Get Started? on page 5
e How Do | Build and Schedule a Report? on page 90

How Do | Create a User?

In Foglight® 4, you used the Foglight Access Manager to create users and assign them to groups as required.
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Figure 161. Foglight 4 Access Manager
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In Foglight 5, use the Users tab in the User Management view to create users. This view is accessible from the
Users & Security Management dashboard.

Figure 162. Foglight 5 User Management

£ Users & Security Management > User Management & Tuezday, May 11, 2010 6:23 AM - 10:23 AM 4 hours |

& User Management

Select the corresponding kab ko manage users, oroups, of roles. You can crsate users inkernally o import them using LDAR. You can place & user in ons o more groups. Assian roles bo 3 user
using the Groups tab.

Users | Groups | Roles

© New User | ) Remove Users Ssarch B-luic
Force
m Hame Locked Eisfg: Chang: Groups Roles Last Lagan Type
P passic
I~ foglight B B - Fodlight Security Administrators, Cartridge Developers, Fogliht Administr Take on 3 role: May 10, 2010 12:48:53 P Built-Ir

When you create a user for the first time, you supply their user name and password, and then specify their access
permission. For information on how to edit users’ permissions at a later time, see How Do | Limit a User’s Access?
on page 104.

To create a user:

i | NOTE: To complete this procedure, your user account must belong to a group with the Administrator role.
For more information about users, groups, and roles, see How Do | Limit a User’s Access? on page 104.

1 Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.
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2 On the navigation panel, under Dashboards, choose Administration > Users & Security.

The Users & Security Management dashboard appears.

Figure 163. Users & Security Management dashboard

Users & Security Management & Tuesday, May 11, 2010 £33 AM - 10:33 AM 4 hours *

FQ Users & Security Management

Use this dashboard to manage users, groups, and roles, and to configure password policy settings and LDAP.

User Look Up
-Enter part of the user name,

! Look up

Manage Users, Groups, Roles
5 + There are 1 users (0 managed by Active Directary).
- There are 4 groups {0 managed by Active Directory),
- There are 9 roles,

= | Password Policy Settings
+Use the Configure Password Settings dashboard ko edit any policies that vou want to changs.

EE. Directory Services Settings

+Use the Directory Services dashboard ko edit any LDAF sethings to inkegrate Foglight with Active Directory,
«LDWF is not configured,

3 On the Users and Security Management dashboard that appears in the display area, click Manage Users,
Groups, Roles.

The User Management view appears in the display area with the Users tab open.

Figure 164. User Management view

T Users & Security Mansgement > User Management G Tuesday, May 11, 2010 6:23 AM - 10:23 AM 4 hours |

@ User Management

Select the corresponding kab to manage users, groups, o roles. You can create users internaly or impork them Using LDAP. Vou can place  user in one o more groups. Assign roles o & user
using the Groups kb,

Users | Graups | Roles

©tew User | £ Remave Users Search p-] =
Farce
| Rem Locked E2%2% Chang: EmEs Roles llast g Type
FIE passuc
I~ foglight B B - Foglight Security Administrators, Cartridge Developers, Foglight Administr Take on 9 role: May 10, 2010 12:48:53 P Buit-Ir

4 Start the workflow for creating new users.
On the Users tab, click New User.

The New User dialog box appears.
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Figure 165. New User dialog box

New User e : : x|
Basic Information with Email |
Narme
Email

Add rmore names... Clear names

Previous = Mext Finish Cancel

5 Specify the user names and email addresses for one or more user accounts that you want to create.

When creating multiple users, the set of access permissions defined in this flow applies to every user you
create. You can edit their permission at a later time, if required.

a In the Name box, type the user name; in the Email box, type the email address.

i | TIP: The maximum length of Name is 15 characters; the maximum length of Email is 80
characters.

For example, test_user.

b To specify additional user names, click Add more names, and type them into the list that appears,
followed by clicking Add.

¢ Click Next.

The New User dialog box refreshes.

Figure 166. User groups

. Mew User *
Select groups to assign to Administrator
Search
Group Mames -
Cartridge Developers
Foglight Administrators
Foglight Operataors

aaoananq

Foglight Security Administrators

Previous | [ Finish | cancel |

The list of available groups in the wizard shows the roles that are included with Foglight, and any additional
groups that are created after the installation. In the above example, only the default groups appear due to
the absence of added groups. To quickly find a desired group, for example, if the list of groups is too long,
you can issue a search.

6 Select one or more groups that you want this user to belong to, followed by clicking Next. Adding a user to
a group grants that user access to all of the roles that are associated with the group.

If access requirements associated with this user account change at a later time, you can change their
groups and roles by editing the user details. For more information, see the Administration and
Configuration Help.
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The New User dialog box refreshes.

Figure 167. Specifying the user’s password

Mew User x

Password I

Confirm Password I

¥ Change Password in the nesxt logon

Finish | Cancel |

7 Specify the password for the user account you are about to create in each of the Password and Confirm
Password boxes.

If you are creating multiple users, the password you specify here applies to each of those user accounts.

Selecting Change Password in the next logon protects the user credentials by ensuring that the user you
are about to create is asked to change their password after the first successful logon attempt. This is useful
if you are creating multiple user accounts using this flow. Forcing the password change in this step causes
each of those users to change their individual passwords, thereby protecting their user credentials.

Click Finish.

A message box appears, indicating the user creation is in progress.

Figure 168. Saving user data

Processing...

Saving user...
.

After a successful user creation, the message box closes. The Users tab refreshes, showing the newly
created user entry.

Figure 169. User created
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For more information about managing users in Foglight 5, see the Administration and Configuration Guide.

See also
e How Do | Get Started? on page 5
* How Do | Share My Dashboards with Other Users? on page 27
e Can Multiple People Share My User Name? on page 47

* How Do | Limit a User’s Access? on page 104
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How Do | Limit a User’s Access?

In Foglight® 4, you used the Groups and Maps tabs in the Foglight Access Manager to define user permissions.

Figure 170. Foglight 4 Access Manager, Groups and Maps tabs
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DX @ &
Users Groups | Maps | Log|
| Group Name ISscuﬂh’Mcess I
admin Liser
helpdesk User
operator User
security Security
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I Apply I oK | Cancel |

Foglight 4. Creating Groups
Foglight 4: Creating Maps
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PSmap security Foglight

PSmap admin Admin

PSmap operator Operator

PSmap t

SAPmap |security Foglight |

SAPMmap admin Admin
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SiebelEnterpriseMap  security Map Name: [IPmap :v]

SiebelEnterpriseMap |admin

SiebelEnterpriseMap |operator Group Name: Ihelpdesk :l

SiebelEnterpriseMap  helpdesk

IPrmap test Access Level: i - -
I IFugllghl J =

|Create a new record Admin ID:

While Foglight 4 makes use of groups and IP maps to limit a user’s access, Foglight 5 defines the users’ access
through groups and roles. In Foglight 5, you can administer users, groups, and roles using the Users & Security

dashboard.
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Figure 171. Foglight 5 Users & Security dashboard
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Each user belongs to one or more groups and each group can have one or more roles. The set of tasks that a user
has access depends on the roles that are either assigned to the groups that user is a member of, or directly to the
user account. For example, in a typical Foglight 5 installation, a member of the Foglight Operators group has the
Console User role which gives them access to the Common, Core, and Foglight dashboards, but not the
Administration dashboards. Assigning the Administrator and Security roles to that user grants access to the

Administration dashboards.

The following table shows a set of default groups found in a typical Foglight 4 environment and identifies their

equivalents in Foglight 5:

Table 3. Default user groups

Foglight 4 Foglight 5

security Foglight Security Administrators
foglight Foglight Administrators

admin Foglight Administrators
operator Foglight Operators

helpdesk Foglight Operators

i | NOTE: Unlike the operator group in Foglight 4 that grants the users a permission to create and edit views,
the Foglight Operators group in Foglight 5 does not include access to dashboard creation. A workaround
would be to create a custom group, assign the Dashboard Designer role to that group, and then ensure that
the user belongs to both groups: the custom group with the Dashboard Designer role and the Foglight

Operators group.

Use the Users tab in the User Management view to create users. This view is accessible from the Users & Security

Management dashboard.
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Figure 172. Users tab in the User Management view
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To limit a user’s access:

i | NOTE: To complete this procedure, your user account must belong to a group with the Security role.

1 Add the user to one or more groups.

For instructions, see To add a user to a group: on page 106.

2 Assign one or more roles to the user account.

For instructions, see To assign a role to a user: on page 107.

To add a user to a group:

1 On the navigation

2 Onthe Users and
Groups, Roles.

panel, under Dashboards, choose Administration > Users & Security.

Security Management dashboard that appears in the display area, click Manage Users,

The User Management view appears in the display area with the Users tab open.

Figure 173. Users tab
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3 On the Users tab, in the row containing the user account that you want to edit, click the Groups column.

A dialog box appears, showing the existing groups. Any groups that are already associated with the user
account appear selected. If you are editing groups for an external account, and any of the external groups
the user belongs to are selected for visibility on the Groups tab, those groups also appear in the list, but
are disabled for selection.
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Figure 174. Available user groups

Searh
Group Mames =
Cartridge Developers

Foglight Administrators
Foglight Operators
Foglight Security Administrabors

Save I Cancel I

In the dialog box, use the check boxes on the left to add or remove groups, as required.

e e B B

Click Save.
A message box appears, indicating the progress.

Figure 175. Assigning groups to users

Processing...

( ) Assigning groups to user...

After a few moments, the message box closes.
Observe the Groups column on the Users tab. Hovering over this column shows the list of current groups,
taking into account the latest changes.

To assign arole to a user:

1

NOTE: To complete this procedure, your user account must belong to a group with the Security role.

On the navigation panel, under Dashboards, choose Administration > Users & Security.

2 On the Users and Security Management dashboard that appears in the display area, click Manage Users,

Groups, Roles.
The User Management view appears in the display area with the Users tab open.

Figure 176. Users tab
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3 On the Users tab, in the row containing the user account that you want to edit, click the Roles column.

A dialog box appears, showing the existing roles. Any roles that are already associated with the user
account appear selected.
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Figure 177. Available user roles
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4 In the dialog box, use the check boxes on the left to grant a role to the user.

NOTE: Individual roles that are granted to the user though group membership cannot be removed
from the user account, and appear disabled for selection. Removing such a role requires removing
the user from all groups to which that role is granted. This will, however, disable access to all roles
that are associated with the groups from which the user is removed. You can add them to the user
account at a later time, as described in this procedure.

i

5 Click Save.

The dialog box closes and a message box appears, indicating the progress.

Figure 178. Granting roles to users

Frocessing...

: Assigning roles bo user, .,

After a few moments, the message box closes.

6 Observe the Roles column on the Users tab. Hovering over this column shows the list of current roles,
taking into account the latest changes.
See also
* How Do | Get Started? on page 5
e How Do | Share My Dashboards with Other Users? on page 27
e Can Multiple People Share My User Name? on page 47

e How Do | Create a User? on page 99

Where Do | Find the Data?

In Foglight® 4, you used the Data Browser to look at the data.
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Figure 179. Foglight 4 Data Browser
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When you start using Foglight 5, you can use any of the following ways to look at the data:

* Find the data in agents’ views and tables.

Figure 180. Foglight 5 agent views and tables
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Foglight 5: Graph Views

Foglight 5: Data Browser

¢ Use the Data Browser.
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Figure 181. Foglight 5 Data Browser
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To look at the data using the Data Browser:

i | NOTE: To complete this procedure, your user account must belong to a group with the Advanced Operator
role. For more information about users, groups, and roles, see How Do | Limit a User's Access? on page
104.

1 Ensure that the navigation panel is open.

To open the navigation panel, click the right-facing arrow ( » ) on the left.
2 On the navigation panel, under Dashboards, choose Configuration > Data.

The Data dashboard appears in the display area, showing a navigation tree in the left pane.

Figure 182. Data dashboard

Data Type

The navigation tree contains nodes that represent collection models in Foglight 5. Each node in a collection
model can have properties, metrics, and other nodes associated with it. Foglight Management Server adds
these entities to the collection models as it collects data.

3 Expand a node and look at its structure.

For the purpose of this exercise, we will look at the memory metrics collected by a Host agent. This agent
is available with the Infrastructure cartridge, assuming that you have that cartridge installed.
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In the left pane, navigate to Management Server > All Agents > <Host agent instance> >monitoredHost
> Memory.

The Data Browser appears in the right pane, showing the data collected in the Server_Table of the selected
agent instance.

Figure 183. Data Browser
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For more information about the Data Browser, see the Web Component Guide.

See also
* How Do | Get Started? on page 5
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Appendix: Finding Foglight 4
Components in Foglight 5

Quick Reference Sheet

Table 4. Foglight® 4 Components in Foglight 5

Component Name

Where to Find It in Foglight 5

Foglight 4 Foglight 5
Users & Security Browser interface > navigation panel > Dashboards >
Access _ . .
Management Administration > Users & Security
Manager
dashboard
Agent Browser interface > navigation panel > Dashboards > Management
Agent Browser .
Browser Server > Agents > Monitored Hosts and Agents > Host > Agent

Agent views

Data Browser

Edit ASP
dialog box
FOC

Foglight
Registry
dialog box

Help
IP Map

Report
Browser

Rule Blackout
dialog boxes

Rule Editor

Scheduler

Service Model
Browser

View Editor

Select a View dialog
box

Data Browser
dashboard

Edit properties view
Browser interface

Manage Registry
Variables dashboard
Help

Agents on All Hosts
dashboard

Reports dashboard

Blackout
Configuration
dashboard

Edit Rule view

Manage Schedules
dashboard

Service Builder
dashboard

Definitions
dashboard

Browser interface > navigation panel > Dashboards > Management
Server > Agents > Monitored Hosts and Agents > Host > Agent >
Related > Views

Browser interface > navigation panel > Dashboards > Configuration
> Data > Management Server > All Agents > Agent > Metrics

Browser interface > navigation panel > Dashboards >
Administration > Agents > Agent Status > Agent > Edit Properties

Web browser > http:/[FMS_host_name:FMS_port_number/console

Browser interface > navigation panel > Dashboards >
Administration > Rules & Notifications > Manage Registry
Variables

Browser interface > action panel > Help

Browser interface > navigation panel > Dashboards > Management
Server > Agents

Browser interface > navigation panel > Dashboards > Reports

Browser interface > navigation panel > Dashboards >
Administration > Setup & Support > Blackouts

Browser interface > navigation panel > Dashboards >
Administration > Rules & Notifications > Rule Management > Rule
> View and Edit > Rule Editor

Browser interface > navigation panel > Dashboards >
Administration > Schedules > Manage Schedules

Browser interface > navigation panel > Dashboards > Services >
Service Builder

Browser interface > navigation panel > Dashboards >
Configuration > Definitions > Views > View > Edit
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About Us

We are more than just a name

We are on a quest to make your information technology work harder for you. That is why we build community-
driven software solutions that help you spend less time on IT administration and more time on business innovation.
We help you modernize your data center, get you to the cloud quicker and provide the expertise, security and
accessibility you need to grow your data-driven business. Combined with Quest'’s invitation to the global
community to be a part of its innovation, and our firm commitment to ensuring customer satisfaction, we continue
to deliver solutions that have a real impact on our customers today and leave a legacy we are proud of. We are
challenging the status quo by transforming into a new software company. And as your partner, we work tirelessly to
make sure your information technology is designed for you and by you. This is our mission, and we are in this
together. Welcome to a new Quest. You are invited to Join the Innovation™.

Our brand, our vision. Together.

Our logo reflects our story: innovation, community and support. An important part of this story begins with the letter
Q. It is a perfect circle, representing our commitment to technological precision and strength. The space in the Q
itself symbolizes our need to add the missing piece—you—to the community, to the new Quest.

Contacting Quest

For sales or other inquiries, visit https://www.quest.com/company/contact-us.aspx/.

Technical support resources

Technical support is available to Quest customers with a valid maintenance contract and customers who have trial
versions. You can access the Quest Support Portal at https://support.quest.com.

The Support Portal provides self-help tools you can use to solve problems quickly and independently, 24 hours a
day, 365 days a year. The Support Portal enables you to:

* Submit and manage a Service Request.

* View Knowledge Base articles.

» Sign up for product notifications.

* Download software and technical documentation.
* View how-to-videos.

* Engage in community discussions.

e Chat with support engineers online.

* View services to assist you with your product.
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