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Introduction

About Migration Manager for Active Directory

Migration Manager for Active Directory is an efficient, flexible, and comprehensive solution for restructuring your
Active Directory. Migration Manager for Active Directory includes capabilities for “pruning and grafting,” directory
redesign, and Active Directory-to-Active Directory migration. In addition, Migration Manager for Active Directory
allows migrating user accounts from Active Directory to Microsoft Office 365. With Migration Manager for Active
Directory, major changes to your directory structure can be safely managed with no disruption to daily activities.

About Migration Manager for Exchange

Migration Manager for Exchange, a companion application to Migration Manager for Active Directory, allows
administrators to migrate user mailboxes, public folders, and other Exchange data from one Exchange
organization to another in a way that is transparent to the end-users and does notimpact user productivity. In
addition, Migration Manager for Exchange allows migrating user mailboxes from an on-premises Exchange
organization to Microsoft Office 365. Migration Manager for Active Directory and Migration Manager for
Exchange are designed to be used together.

Hereafter, unless a specific Exchange version is meant, "Exchange" denotes Exchange 2003, Exchange 2007,
Exchange 2010, and Exchange 2013 organizations, servers, mailboxes, etc.
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Why Restructure?

There are many reasons why you might want to—or need to—restructure your Active Directory, as follows:

« Organizational Changes
« Active Directory Design Issues

« Active Directory and Exchange Deployments

Organizational Changes

Changes in your organization can require changes to your Active Directory. Organizational changes might
cause you to split or merge forests or domains, or “prune” a portion of your Active Directory and “graft” it back to
a different place.

Organizational changes that can impact your Active Directory include:

« Mergers and acquisitions that require combining forests or moving existing Active Directory objects to
a new forest

- Divestitures that require you to “prune” away a portion of your Active Directory

« Corporate restructuring or reorganization within a department that requires “pruning and grafting” of
Active Directory

« Organizational splits that require you to divide your existing Active Directory into two or more distinct
Active Directories

- Employee transfers that require “pruning and grafting” to move user accounts and permissions

« Moving from on-premises installations to cloud-based services, such as Microsoft Office 365 and
Microsoft Exchange Online.

Active Directory Design Issues

You might discover that your current Active Directory design does not meet your needs or is not well-suited to
your network topology. Perhaps your initial deployment of Active Directory was compromised because of time
constraints, limited resources, lack of tools allowing for reconfiguration, or limited information or experience with
Active Directory.

Situations that might require you to redesign your existing Active Directory include:

« You followed Microsoft’s original advice to use one forest with one domain, and now you find that this
Active Directory design does not address your needs. Though easy to design and manage, single-forest,
single-domain designs often suffer from replication latency.

« Security concerns or regulations require separation of lines of business or operating units. To comply,
you need to implement a multi-forest design.
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« In practice, Active Directory design is affected more by political requirements than by technical
considerations. According to analysts, many organizations failed to take this into consideration when
planning their move to Active Directory. To meet these organizational realities, you need to create new
domains or forests.

Active Directory and Exchange
Deployments

Any project involving deployment of Active Directory or Exchange can lead to Active Directory restructuring. The
following situations are common drivers for evaluating and implementing changes to Active Directory.

Migrate to a New Active Directory in Windows Server 2003/2008/2008 R2/2012

You want to move from Windows 2000 to Windows Server 2003/2008/2008 R2/2012 Active Directory, but have
determined that your current directory design does not meet your needs. As an alternative to an in-place
upgrade, you might consider migrating to a new Active Directory.

Exchange to Microsoft Office 365 Migration

You decided to move your on-premises Exchange environmentinto the cloud and chose Microsoft Office 365 as
the most appropriate cloud-based service, but determined that you need to move your Active Directory to
Microsoft Office 365 as well.
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Challenges

Regardless of your reason for needing to restructure Active Directory, restructuring projects can be complex and
difficult. Restructuring poses the following challenges:

Size and complexity. A restructuring project requires you to manage change to a large number of users
and resources. You probably have many objects that need to be migrated, either within forests or
between forests. In addition, your resources might be widely distributed across your network.

Impact on users. Ideally, changes to your directory should occur without disrupting user productivity or
requiring calls to the help desk. Users should not need to log off, and they should continue to be able to
access all appropriate resources during and after the restructuring project.

Double administration during the transition period. When executing inter-forest migrations (that s,
moving accounts and resources between the forests), there’s inevitably a period of time when both old
and new environments are intact. In large environments, it might take months before everyone is
migrated and the old environment can be decommissioned. During that time, any changes made in one
directory have to be made in the other as well.

Limited IT resources. A restructuring project can stretch your overworked IT department. Administrators
might need to work nights or weekends. Overtime might be needed, and the restructuring project could
drag on for many weeks or months.

Lack of tools. Native tools and most third-party tools do not handle all aspects of Active Directory
restructuring. Active Directory does notinclude tools to automatically merge two or more domains, split
domains, move objects between domains and forests, or perform other Active Directory reconfiguration
procedures.

In addition, native tools and most third-party tools do not migrate all types of Active Directory objects and
attributes. Nor do they update permissions across all platforms such as Exchange, SQL, and Active
Directory. You might face several restructuring issues that cannot be addressed with your existing tools.

Political issues. Organizations often overlook the effect of internal political issues on their directory
design. Certain groups or departments might prefer to be set up separately, or administrators might want
to limit access to their areas of responsibility. This could lead to disagreements on when to create
separate organizational units (OUs), domains and forests. Underestimating these factors can add time
and effort to your restructuring project.

Coordination issues. Portions of your Active Directory might be controlled by remote administrators with
exclusive access. It might be difficult to gain permissions for all remote locations or ensure that project
standards are followed.

Risk. Changes made directly to your production environment can be risky. You need a way to
restructure your directory that also allows you to preview and test your changes before applying them to
your network. You also need a way to selectively roll back changes if something unexpected occurs.

Security concerns. During restructuring, existing security measures, such as passwords and
permissions, must be preserved. To maintain a secure environment, you need to clean up SIDHistory
and track and delete source objects that have been migrated. These tasks are not easily accomplished
with native tools.
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Restructuring Scenarios

Until now, organizations that needed to restructure Active Directory had no good way to do so. But Quest has
changed all that. Quest offers a solution built specifically for Active Directory restructuring. Migration Manager for
Active Directory allows you to quickly and efficiently overcome the restrictions and limitations of Active Directory
to create and maintain a directory that meets your organization's specific and ever-changing needs.

Migration Manager for Active Directory supports a wide variety of restructuring scenarios for both intra- and
inter-forest moves as well as the scenario of migrating to Microsoft Office 365 services. Those scenarios include:

- Split a forest. For example, you might want to create separate forests to create secure boundaries
between different parts of your Active Directory.

A
AA

Target Forest 1

A N

Source Forest A

AA

Target Forest 2

« Merge multiple forests to a new forest. For example, you might merge two or more entities to create a
new combined entity, as in a merger or reorganization.
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Merge a forest into an existing forest. For example, one entity might be merged into another during an
acquisition or reorganization.

Move objects between domains within a forest. For example, an employee might be moved
to a new group or department.
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Migration Manager for Active Directory 8.15 Product Overview
Restructuring Scenarios



« Move objects between forests. For example, you might want to set up users in a test forest
and then migrate them to the production forest. Or, in a multi-forest environment, you might
move users between forests as the organization changes or employees change locations or
departments.

2 2

 ——

2 2 2

\

. Take over a struggling restructuring project. Perhaps you tried one of these scenarios using native
Active Directory tools or other third-party tools, and your restructuring effort is failing. Migration Manager
for Active Directory can take over a restructuring project in progress and bring it to a successful and
quick conclusion.

« Account synchronization. In addition to account migration, for scenarios spanning multiple forests (that
is, inter-forest migrations as opposed to restructuring within a single forest), Migration Manager for Active
Directory offers synchronization capabilities. That s, it keeps migrated accounts in sync so any changes
to account properties, group membership or password are replicated to the other environment.

« Migration of Exchange and Active Directory. Using Migration Manager for Active Directory together
with Migration Manager for Exchange, you can migrate users to another forest along with their
Exchange mailboxes and other Exchange data. In addition, you can migrate users from Active Directory
to Microsoft Office 365 and their mailboxes from the on-premises Exchange organization to Microsoft
Exchange Online.
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Migration Manager for Active
Directory Key Features

o ZerolMPACT™ on Users

« Directory Synchronization

» TestMode

« Centralized Project Management
« Task Delegation

« Integrated Product Set

o Comprehensive Resource Update
o Granular Undo Capabilities

« Post-Migration Cleanup

ZerolMPACT™ on Users

Migration Manager for Active Directory provides Active Directory restructuring with no disruption to users or your
network. Migration Manager for Active Directory performs restructuring activities while allowing users to
maintain uninterrupted access to all their resources, regardless of whether the resources are being moved.
Users can be migrated while they are online, and they don’t have to reboot their computers or log in and out of
their accounts after the move.

Directory Synchronization

Very few migration projects can be done in a weekend, especially if users and resources are to be moved from
one forest to another. As a result, there is a period when administrators have to maintain coexistence between
the old and new environments.

Migration Manager for Active Directory has built-in synchronization capabilities to ease the burden of
coexistence. It can synchronize account properties, group membership, and passwords, so administrators can
simply make necessary changes in one environment and have those changes automatically replicated to the
other environment.

This reduces the administrative burden and improves security by keeping the environments consistent.

Test Mode

A migration session can be executed in test mode. In test mode, Migration Manager for Active Directory attempts
to actually perform the migration but does not create the accounts in the target environments.
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During this test, the tool detects most of the possible issues with the migration, including lack of permissions,
matching conflicts, and missing linked objects (such as group members). This lets you safely experiment with
migrations and resolve issues so they do not arise in your real migration.

Centralized Project Management

Migration Manager for Active Directory gives administrators control of the migration project. Features include:

. Delegation of permissions over the migration project. For example, a local administrator might get
read-only access to the project but full control over a task to migrate a set of OUs.

« Online queues for errors, matching conflicts, and missing linked objects (e.g., missing group
members). Administrators can check the queues and take corrective actions for problems. Migration
Manager for Active Directory keeps trying to perform the synchronization. Once the issue gets resolved,
Migration Manager for Active Directory automatically synchronizes the objects.

« Statistics portal. Migration Manager for Active Directory ships with Statistics Portal, which provides
Web-based reporting and monitoring of the migration project. It provides both high-level statistics
information and low-level migration details. With this tool it is easy to give read-only access to the
migration information to anyone involved in the project.

Task Delegation

Migration Manager for Active Directory was created with large-scale migration projects in mind.
Features include:

« Role-based administration. Migration tasks have permissions associated with them. Migration projects
can be split between migration teams without risk of interfering with each other’s project tasks.

« Replicated project database. Migration Manager for Active Directory uses Microsoft Active Directory in
Application Mode (ADAM) as its backend database. Because ADAM has built-in replication and support
for Active Directory security model, you can now set up Migration Manager for Active Directory in multiple
locations, give each team permissions for their parts of the project, and set replication so that all these
migration tasks are still accomplished within the same common project.

« Ability to generate MSI packages for resource processing. Another way of delegating resource
processing implemented is the ability to create Windows Installer (MSI) packages for remote
administrators. The MSI package will contain the required executables and account mapping so the
remote admin will not need to install Migration Manager or have access to the migration project.

Integrated Product Set

Migration Manager for Active Directory addresses all aspects of Active Directory restructuring. You can manage
all tasks from a single interface, so you do not need to learn multiple tools. Migration Manager for Active
Directory also includes a resource kit with utilities that assist with restructuring tasks and further minimize the
impact to users.

Since Migration Manager for Active Directory was designed specifically for Active Directory restructuring, you
can migrate any type of object including sites and subnets, contacts, printer queues and volume objects. You
can migrate all object attributes, including passwords, security descriptors, and linked attributes.
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Synchronization and scheduling is integrated into the tool so you don’t have to use the command line or set up
Windows Scheduled Tasks.

Comprehensive Resource Update

To ensure that users retain access to network resources during and after restructuring, Migration Manager for
Active Directory provides comprehensive resource updating. After migration, you must update network
resources to apply the permissions from source objects to target objects.

Migration Manager for Active Directory can process all files and folders regardless of the permissions or
ownership. It can update all resources, including:

- Distributed resources such as files, folders, services and user profiles

« Security descriptors of Active Directory objects

« Microsoft Exchange Server administrative, directory, and client permissions
« Microsoft SQL Server permissions

« Microsoft Internet Information Services (lIS) Server permissions

* Microsoft Systems Management Servers and System Center Configuration Manager permissions

i | IMPORTANT: For information on supported product versions, refer to Processed Platforms section of the
System Requirements and Access Rights document.

Migration Manager for Active Directory updates resources quickly and efficiently by performing resource update
locally. In addition, it updates permissions for all migrated users and computers at the same time, even if they
were migrated from different source domains.

Migration Manager for Active Directory also allows you to schedule resource updating for off-peak hours and to
retry at specified intervals if a computer is offline.
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Figure 1. Migration Manager for Active Directory migrates all Active Directory objects and updates all
resources in your network.

Granular Undo Capabilities

Migration Manager for Active Directory offers several undo options so that you can quickly roll back changes
should something unexpected occur as a result of restructuring. You can roll back any change you’ve made,
from changes made in several sessions to a single operation on a single object. As you migrate objects, a
project database captures all the changes made in the target domain by any migration session, and the source
domain remains untouched until disabled or deleted.

All resource update tools have revert mode, in which they restore source permissions in resource ACLs.

Post-Migration Cleanup

Migration Manager for Active Directory provides several options and tools to ensure maximum security, integrity,
and performance of your restructured environment. To make sure that resources are accessed properly after
restructuring, Migration Manager for Active Directory allows you to delete SIDHistory entries for migrated
accounts and remove references to source accounts from ACLs.
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Migration Manager for Active Directory also provides options to disable or delete source accounts and clean
your network of any unused objects that could affect the security and stability of your environment.
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Migration Process Overview

Migration Manager for Active Directory provides tools and features to assist administrators throughout the entire
migration process. Migration involves migrating Active Directory objects (such as users, groups and resources)
from the source domain to the target domain.

A migration in an enterprise network consists of five major stages:
1. Account migration. Selected accounts are copied from selected source domains to the target domains.

2. Ongoing directory synchronization. For all or selected migrated accounts, synchronization is
established so the account properties (including passwords and group membership) are keptin sync for
the coexistence period.

3. Resource processing. Access permissions to files, shares, printers, and other securable objects
are updated.

4. Switching to the new domain. Source accounts are disabled, target accounts are enabled, and users
startlogging into the new domain.

5. Post-migration cleanup. Source accounts are cleaned up and deleted, and SIDHistory is removed for
all target accounts to ensure maximum security, integrity, and performance of the target environment.

NOTES:

« Planning is also a critical component of a successful migration. Quest Migration Suite for Active
Directory includes Quest Reporter, which enables you assess the environments and have all the
information you need for proper planning.

¢ The scenario involving migrating users from Active Directory to Microsoft Office 365 and their
mailboxes from the on-premises Exchange organization to Microsoft Exchange Online is
described in detail in the Migrating To Microsoft Office 365 documentincluded in the Migration
Manager documentation set.

These steps are described in more detail in the related topics:
Account Migration

Ongoing Synchronization

Resource Processing

Switching to the New Domain

Post-Migration Cleanup

Account Migration

Account migration is the core step of the migration process. During this step you select a group of accounts
(users, groups, and computers) and migrate them to the target domain.

Migration Session

A migration session is basically a group of accounts to be migrated. The following are important features of
account migration:
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« Migration sessions. Migration Manager for Active Directory makes it easy to set up sessions. You can
manually select accounts to migrate within a session, or you can import a list of accounts from a tab-
separated text file. You can also change, in bulk, any of the accounts’ attributes by specifying the new
attribute values in the import file.

« Directory Synchronization Agents. All migration and synchronization activities are configured through
the Migration Manager console, but they are executed by Directory Synchronization Agents (DSAs). One
or more Directory Synchronization Agents can be used, depending on the size and complexity of the
environment.

. Test mode. A migration session can be executed in test mode. In test mode, Migration Manager for
Active Directory does not perform the actual migration of objects; no changes are made to either the
source or the target environment. The test enables Migration Manager for Active Directory to detect most
of the possible issues in the migration, including lack of permissions, matching conflicts, and missing
linked objects (such as group members). This lets you safely experiment and resolve any issues so they
do not arise during the actual migration.

Once you resolve the issues, you can re-run the session without test mode and actually migrate of
objects. If additional issues arise, you need to resolve them and then re-run the session.

- Delegated migrations. You can limit the migration scope to a certain set of OUs in the source and target
domains, and specify the users who have the rights to do the actual migrations within a specified scope.
The delegated administrators will do the actual migration. The results and status information will be
added to the project, so no matter how many delegated administrators are involved, you can keep track
of the overall project.

Because delegated administrators get access only to the tasks to which you grant them the access, you
can be sure that they don’tinterfere with other tasks.

Ongoing Synchronization

Most migration projects last longer than a weekend. This means there is a period when source and target
environments have to coexist, and itis important that the environments be keptin sync. For example, a phone
number changed in one directory should also change in the other. Synchronization of security-related attributes,
such as passwords or group membership, is even more important.

Migration Manager for Active Directory can continuously and efficiently synchronize the source and target
accounts and groups. The tool detects all changes in Active Directory that occurred since the objects were last
synchronized and brings them over to the other side. Synchronization can be scheduled through Migration
Manager for Active Directory; no command prompts or Windows Scheduled Tasks are required.

With this functionality, you don’t need to worry about keeping the environments in sync during the transition
period. Coexistence is maintained automatically until you are ready to switch completely to the new directory.

1 | NOTE: During migrations that include Microsoft Exchange, synchronization is normally set to create any
objects for which no match can be found. Such objects are created in a specified staging OU and later
are moved to the appropriate OU by migration sessions. This allows you to maintain a unified global
address list (GAL) for both organizations. See the Migration Manager for Exchange documentation for
details.

Resource Processing

After accounts are migrated, the ACLs of all resources need to be processed to refer to the new SIDs. Migration
Manager provides a set of tools to ensure that the newly created users and groups in the target domain retain
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their level of access to network resources, such as file system objects, network shares, and shared printers.
Additionally, user profiles, service account credentials, and system registries on remote computers are
processed to ensure a consistent desktop user experience, network security, and uninterrupted operations.
Migration Manager processes all objects and updates all properties of network resources, regardless of the
object’s permissions or ownership. To facilitate resource updating, Migration Manager allows you to automate
and schedule updating tasks. You can also view statistics on the progress of resource updates and access log
files to view errors and events.

SMS Servers Exchange Servers File Servers
'j _
ﬂ|
IIS Servers Clustered
Servers

Profiles,
Scheduled Tasks, o
Services, Registry, =
Local Group Membership, =
Active User Rights, Printers, sSQL
Directory File System, Shared Folders Databases

Figure 2. Migration Manager updates all resources in your network.

Distributed Resources

Resources (such as file system objects, network shares, and shared printers) that are scattered across the
network present a challenge during migration. In a large network, the centralized processing of resources from
the Migration Manager console would not satisfy scalability requirements.

To address these challenges, Migration Manager can update resources using agents and parallel processing to
preserve performance regardless of network size. All selected computers are updated simultaneously. Since
resources are updated locally, the time required to update 1,000 resource servers is the same as the time
required to update 10 servers.

In highly distributed networks, Migration Manager allows you to delegate resource updating tasks to designated
site administrators. This can be either for security reasons (to delegate processing to administrators of the
resources) or for performance reasons in large networks (so that resources are updated locally). You can
delegate tasks to the remote site or to other domain administrators who have the required level of access and
are located within an area of good connectivity to the resource servers to be updated.
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Figure 3. Migration Manager efficiently updates resources widely distributed across your network.

1 | IMPORTANT: For information on supported product versions, refer to Processed Platforms section of the
System Requirements and Access Rights document.

Microsoft Exchange Servers

When user accounts are migrated, you must update your Exchange messaging system to reflect changes to
these accounts.

For Exchange, Migration Manager for Active Directory provides tools that update Exchange permissions to
ensure that the permissions assigned to the migrated accounts in the target domain match the permissions
assigned to the source accounts.

Migration Manager for Active Directory updates client permissions on public folders and mailbox folders, as well
as administrative and directory permissions on mailboxes and all other Exchange objects.

Microsoft SQL Server

Migration Manager for Active Directory can update Microsoft SQL Server permissions to reflect changes made
during migration.

Migration Manager for Active Directory retrieves migration information from its database and substitutes the old
accounts on the processed SQL Server with the corresponding new accounts. You should update SQL Servers
after migrating accounts to a new domain.

Microsoft Internet Information Server (lIS)

During the distributed resource update, Migration Manager for Active Directory can process permissions setin
IIS so that target accounts are assigned the rights previously associated with source accounts.

Microsoft Systems Management Server (SMS) and Microsoft System Center
Configuration Manager (SCCM)

Migration Manager for Active Directory can update Microsoft SMS and SCCM permissions to reflect changes
made during migration.

Migration Manager for Active Directory retrieves account migration information from its database and substitutes
the old accounts on the processed SMS/SCCM server with the corresponding new accounts. You should update
SMS/SCCM servers after migrating accounts to a new domain.

User Profiles

Migration Manager for Active Directory ensures that target user accounts retain the same local and roaming
profiles as the corresponding source accounts. Throughout every phase of the migration, users retain access to
their personal profiles and settings. Migration Manager for Active Directory can even update a profile thatis
locked by a service running under the account.

There are multiple options for updating user profiles to easily fit your migration plan. For example, the Migration
Manager Resource Kit provides utilities that can be distributed through user logon scripts and update profiles as
appropriate.

Workstations

After migrating users and groups, source computers can be moved to the target domain. Migration Manager for
Active Directory provides tools for moving workstations from the source domain to the target domain without
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requiring a reboot.

After being migrated, workstations may need additional updates (default domain, computer name, registry
sefttings, etc.). Resource Updating Manager helps update and rename workstations.

Switching to the New Domain

Depending on your specific needs or requirements, you might need to perform several activities as part of
switching users from the source domain to the target domain. For example, you might need to change the
default logon domain for user workstations or transfer mail attributes from source to target users.

Password and Group Membership Synchronization

During the time between the creation of new accounts and the enabling of those accounts, passwords, group
membership, and other properties might be changed. To avoid such conflicts, Migration Manager for Active
Directory can perform automated synchronization for all the migrated accounts.

You do not need to re-migrate the accounts to make sure they are in sync.

Switching to New Accounts

After user profiles are updated, you need to switch users to their new accounts. Old and new user accounts can
exist in parallel, but only one set of accounts should be active at a time. Migration Manager for Active Directory
allows users to return to their old accounts at any time, as long as the old accounts have not been deleted.

Post-Migration Cleanup

When the migration process is complete and the network operates properly with the new configuration, the
system should be cleared of old, decommissioned elements. These elements could negatively affect security,
stability, serviceability, and other aspects of the network.

Migration Manager for Active Directory provides custom options and specialized tools to remove unwanted or
unneeded elements.

Clean Up Permissions of Distributed Resources

After users have started to log on under their new accounts in the target domain and are not experiencing any
problems with access to resources, Migration Manager for Active Directory can remove references to the
original source accounts in groups, user rights, and object security descriptors.

Clean Up Exchange Permissions and Re-home Mailboxes

After migration, Migration Manager for Active Directory reassigns permissions for Exchange configuration,
mailboxes, and public folders.

If the source and target domains belong to the same forest (that is, intra-forest migration was performed),
Exchange mailboxes continue to belong to the accounts from the source domain. These mailboxes need to
be reassigned to the target accounts before the source accounts are decommissioned. Migration Manager for
Active Directory provides tools that allow you to re-home Exchange mailboxes and reassign them to the
target accounts.
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Clean Up SIDHistory

Once all resources have been successfully processed, Migration Manager for Active Directory can remove the
SIDHistory entries of all directory objects. Removing the SIDHistory entries is important to ensure better
performance, as well as the security and integrity of your Active Directory environment.

Disable or Delete Source Accounts

Once the source accounts are no longer needed, Migration Manager for Active Directory can be used to
disable or delete the old accounts. This allows you to decommission the source domain once all the objects
have been removed.
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About us

Quest provides software solutions for the rapidly-changing world of enterprise IT. We help simplify the
challenges caused by data explosion, cloud expansion, hybrid datacenters, security threats, and regulatory
requirements. We are a global provider to 130,000 companies across 100 countries, including 95% of the
Fortune 500 and 90% of the Global 1000. Since 1987, we have built a portfolio of solutions that now includes
database management, data protection, identity and access management, Microsoft platform management, and
unified endpoint management. With Quest, organizations spend less time on IT administration and more time on
business innovation. For more information, visit www.quest.com.

Technical support resources

Technical supportis available to Quest customers with a valid maintenance contract and customers who have
trial versions. You can access the Quest Support Portal at https://support.quest.com.

The Support Portal provides self-help tools you can use to solve problems quickly and independently, 24 hours
a day, 365 days a year. The Support Portal enables you to:

« Submitand manage a Service Request

« View Knowledge Base articles

« Sign up for product notifications

« Download software and technical documentation
« View how-to-videos

« Engage in community discussions

« Chat with support engineers online

« View services to assist you with your product
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