Quest

KACE® Service Desk 13.1

Administrator Guide



Table of Contents

About the KACE Service DesSK.......cccuuiriniiminiiiiiisinns i iss s ssss s sssss s sssss s ssssssnssnessnns 28
About the appliaNCe COMPONENTS..........uiiiiiiiiiii e e e 28
About the AdMINIStrator CONSOIE............euiiiiiiii e e e e e e e eeeee s 29

Components available in Admin mode without the Organization component........................ 33
Components available in Admin mode with the Organization component enabled............... 36
Components available in System mode with the Organization component enabled............. 38
Using the HOME COMPONENT..........oooiiiiiiieieeee e e e e e e e e e e e e aaaaaaaas 39
WY oo TU L QI 7= T g 0 To T= T o =30 PSOUUSUPRRRR 39
View the Dashboard in Admin MOdE.........oooeiiiiiiiieee e 40
View the Dashboard in System mode.........ooocuieiiiiiiiiiiii e 40
Customize Dashboard Pages....... oo 41
About Dashboard WIidgets. ... 42
View Dashboard detailS............cooiiiiiiiiiiiie e 50
View task SCheAUIES....... ..o 51
View the appliance version, model, and license information............cccccccccveeiiiiiccnnneen. 52
View product licensing information..............oooueeiiiiiii e 54
About appliance software updates...........cccocoeiiiiiiiiiiii 55
ADOUL TADEIS..... e e e e 55
Searching for information and filtering listS...........ccvviiiiii e 55
Search at the AdMIN [EVEL.......coo i e e e e e eneees 55
Search at the Page 1EVEL...........eci e 56
Searching at the page level with advanced options.............ccccciiiiiiiinine e, 57
Create Custom Views using Advanced Search criteria.............occcoiieeiieiiiiiiiiie. 59
Access product documentation...........cccoooeiiii i 60
Log in to the Administrator Console: First login following initial network configuration.......... 63

Getting Started..........o i ——————— 65

Configuring the @pPliANCE. ......cooi i e 65
Requirements and specifications. ......... ..o 65
Power-on the appliance and log in to the Administrator Console............cccoooiiiiiiiiiees 65
Access the Command Line CONSOIE..........ccuuiiiiiiiiiie e 67
Tracking configuration ChangEs............cooii i 68
Configuring System-level and Admin-level General Settings........cccccceevvcciiiiiiiee e, 68

Configure appliance General Settings with the Organization component enabled........ 69
Configure Admin-level or organization-specific General Settings..............ccccccceeerinnie. 74
Configure appliance General Settings without the Organization component................. 79
Configure appliance date and time Settings..........coooiiiiiiiii e 85

KACE Service Desk 13.1 Administrator Guide | 2



Managing user NOIfICAtIONS.........cooiiiiii e 86

Review user notification alerts. ... 86
Configure user NOtIfICatioNS. ........ooi e 87
Enable Two-Factor Authentication for all USErs............ccccieiiiiiiie i 88
Verifying port settings, NTP service, and wWebsite aCCeSS...........ccccvvrieiiieeeiiiiiiiiieeeeee e, 88
Verify POrt SEHINGS. .....ueiiie e 89
Verifying the status of the NTP ServiCe.......ccooouiiiiiiiiiii e 90
Make necessary websites accessible to the appliance..........cccccooiiiiii e 90
Configuring network and security Settings..........c.ueiiiii i 91
Change appliance network SEtHNGS.........coiiiiiiiiiiiee e 91
Configure local routing tables.............ooiiiiiiiiii e 94
Configure local web server settings and allow access to hosts.............cccccvvieveieiiiinnns 95
Configure security settings for the applianCe..........cccoociiiii e, 96
Configure Active Directory as the single sign on method............cccccoiiiiiiie 103
Generate an SSL certificate........ ..o 105
Configuring AgENt SEHINGS . ....ciiiiiiiie it e et e e s st e e e e sntae e e e snnteeaeeans 106
ADOUL KONt e e 106
Configure Agent SEHINGS. ......oouuiiiii e e 106
Configuring session timeout and auto-refresh settings.........ccccovevei e 107
Set SEeSSION HMEOUL......ooi e e e 108
Set auto-refresh Properties. ... 108
Configuring 10Cale SELINGS.....ccii i e e s st e e e entae e e e snnreeeeeans 109
How locale settings are appli€d..........oeeeeieieiiieiiiiii e e e e e e e e aeaea e 109

Configure locale settings for the Administrator Console and the Command Line

................................................................................................................................................ 109
Configure locale settings for the User Console...........coociiiiiiiiiiiiiiiieee e 110
Configure locale settings for organizations. ... 111
Configure locale settings fOor USEIS..........oocuiiiiiiiiiie e 111

Configuring the default themMe............oooiiiiiiii e 112
Configure the default theme for the appliance..........cccociiiiii i, 112
Configure the default theme for @ USer..........oocuiiiiiiiiii i 112

Configure data sharing preferencCes...........ooo i 113

About DIACAP compliance requirements..............cooooiiiiiiiiiieeeeeeeeeeeeeeeeee e 114
Enable or disable the Acceptable Use POlICY ... 114

Configuring Mobile DEVICE ACCESS......cciiiiiiiieiiiiieiee e et a e e e e e e e eaaraaeees 115
Enable Mobile Device Access for the appliance............ccccoviiiiiiiiiie i 115
Enable Mobile Device ACCESS fOr USEIS........cccoiiiiiiiiiiiiiie e 116
Download and use KACE GO........cooiiiiiiiiiiiiee et 116
Disable Mobile Device Access on the appliance...........cccccovvvviiviiiiiiiiiiiiien 117

KACE Service Desk 13.1 Administrator Guide | 3



Disable Mobile DeVICe ACCESS fOr USEIS.......uiiieeieeeee e e e e eaa 117

Enable fast switching for organizations and linked appliances............cccccceviieiiiiiiienennnn 118
Linking Quest KACE applianCesS.........ciiiiia ittt 118
Enable appliance lINKING..........uuiiii e 119

Add Names and Keys t0 applidnCes.........cooviviviiiiiiiiiieieeeeeeeee s 120
Enable access to Federation API settings.............ooiiiiiiiiiiie e 120
Disable appliance lINKING.........oo i 121
Configuring Nistory SEttiNGS........eiiiii e 121
ADbOUL history SEHINGS. ... ... 121
Managing Settings NiStOrY...........eoiiiiiiii e 122
Managing asSEt NISTOMY........ceiiiiiiiiii e e e e e e e e e e e e e e aaaeaeees 123
Managing ODJECE NISTOMY........coiiiiiiiiii e 124
Using change history information............cocceeiiiii e 125
Setting up and using labels to manage groups of iteMS..........cceeviiiiiii i, 126
Y oY 11 L =T o1 ST 126
ADOUL SMAt LADEIS.....cciiiiiiie i 127
ADOUL LDAP LADEIS. ..ot 127
ADOUL 1aDEI GrOUPS. ... ..ot a e 128
About organization filters.........c.eeiii i 128
Tracking changes to label SetiNgS...........uiiiiiiiii e 128
Managing manual 1abelS. ..........ooo e 128
Add or edit manual [abelS...........ooo e 128
View manual [abel details..............ocuuiiiiiiii e 130
Delete manual 18DeIS..........ooi i 130
Managing Smart LabelS..........eoiiiiiiiiii e 131
Add SMart Labels........ooo i 131
Example: Combine Smart Labels to identify devices...........cccooeiiiiiiiiiiiiie 132

Edit SMart LabeIS.......coueiiiiiiiiiie et 133
Setting up labels for USEr aCCOUNTS...........cooiiiiiiiiiiiie e 134
Using Smart Labels for patChing............cooiiiiiiiiiiii e 135
Using Smart Labels with Discovery ResUltS. ... 137
Adding Smart Labels for deViCes. ... 138
Assign the Smart Label run order.............ooiiiiii i 142
Delete Smart LabEIS........oouuiiiiiiiie ettt 142
Managing label grOUPS. ....cccoo oo —————————————————— 143
Add, view, or edit [abel QroUPS........cooiii i 143
Assign labels to or remove labels from label groups...........ccccciiiiiiiii 144
Delete [abel GroUuPS........coi it 144

KACE Service Desk 13.1 Administrator Guide | 4



Managing LDAP LabelS. ........oouuiii i 145

Add or edit LDAP LAbEIS.......ccuuiiiiiiiiieieee e 145
Enable LDAP LabeIS.........uiiiiiiiiiii et 147
Delete LDAP Labels.........oooiiiiiiiiiiiie ettt 147

Use the LDAP BIOWSET........coiiiiiiiieiiiiie ettt e 147
Configuring user accounts, LDAP authentication, and SSO...........cccccocviiiii i, 149
About user accounts and user authentication.............coceeiii e 149
ADOUL 10CAIE SEHINGS. ... 149
Managing System-level USer aCCOUNTS..........ooii e 149
Add or edit System-level USer aCCOUNtS...........occuiiiiiiiiie e 150
Manage appliance administrator email notifications..............ccccociiiiiiiiiiieeeee 151
Delete System-level USer aCCOUNTS.........ooouiiii i 152
Managing organization USEr @CCOUNTS.........ocuuiiiiiiiiiii et 152
Add or edit USEr ROIES.........uiiiiiiiiiii e 152
Delete USEr ROIES.......coooiiiie e 153

Add or edit organization USEr aCCOUNTS.............uiiiiiiiiiiiiii e 154
Customize USer detailS.........coooiiiiiiiii e 156
ArChIVE USEI @CCOUNES. .. ...ttt e e e e 156
View Or edit USEr ProfileS.......oo i 157
Using an LDAP server for user authentication...............cccooiiiiiii 159
About the login account on your LDAP SEIVEr............ociiiiiiiiiiiiiiiiieeeee e 159
Configure and test LDAP user authentication............ccccccoeeiiiiiiiii e 159
Importing users from an LDAP SEIVET..........ccoii ittt a e 162
Import user information manually..............cccciiiii 162
Import user information according to a schedule..............cccccooiiiiiic, 164
About SiNgle SIgN 0N (SSO)....uiiiiiiiiiiie e 168
Using external LDAP or Active Directory servers for single sign on.............cccccueeeee. 169
Enabling and disabling Single Sign ON.........oouiiiiiiiiie e 169
Enable Single SIgN ON.....ccoooiiii e 169
Disable SINGIE SIGN ON.......uiiiiiiiiii e 170
Using Active Directory for Single Sign ON.........c..ueiiiiiiiiiii e 170
Configure Active Directory as the single sign on method.............ccccoiiiiie 170
Configuring browser settings for single Sign oN............cccii i 172
Unjoin the domain and disable Active Directory single sign on............cccooviiiiienennnn. 173
Configure SAML for SiNGIe SIgN ON......ccciiiiiiiiiice e e e 173
Example: Using Microsoft Active Directory in Azure as a SAML Identity Provider....... 175
REVIEWING USEI SESSIONS......eiiiiiiiiiii ittt e e s e e s enbe e e snneeee s 177
Install and configure the location database............cocveiiii e, 177

KACE Service Desk 13.1 Administrator Guide | 5



VIEW @ liSt Of USEI SESSIONS.......ceeeeieieeee e et e e et e e e e e 178

Deploying the KACE Agent to managed deVICeS..........ccooiiiiiiiiiiiie e 178
Using Replication Shares........ ..ot e e e e e e e e e e e e e e annes 179
Create RepliCation SNAres...........eeiiiiiiiiiiiieeee e e a e e 180
View Replication Share details............ccoooiiiiiiiiiii e 182
Managing Cred@NtIAIS. ........ee it e e e e e e e e e 183
Tracking changes to Credentials Management settings..........ccocccciiiiiiiiini e, 183
Add and edit Secret Key credentials...........coooiiiiiiiiiic 184
Add and edit User/Password credentials................oeeiiiiiiiiiiiieee e 185
Add and edit LDAP User/Password credentials............c.uuiiiieiiiiiiiiiieeeeeeeieeeeee 186
Add and edit Google Workspace credentialS..............eeeiieeeiiiiiiiiiiiiie e 187
Add and edit SNMP credentials.............ooueiiiiiiiiii e 190
Add and edit Microsoft Office 365 OAuth credentials...........c.cocoeeiiiiiiiiiiii e, 192
View credential USAJE.........cooiiiiiiiiiie e 193
Create reports from the Credentials Management list.............oooooiiiii e 194
Export credentials information...............cooiiiiiiiii e 194
Delete CredentialS............cuveii i 195

L070] g io [U g1 aTe J=E1T= TP 195
About the Asset Management COmMPONENt...........coooiiiiiiiiiiiii e 195
Using the Asset Management Dashboard..............cooiiiiiiiiiiiiiie e 196
About the Asset Management Dashboard widgets...........cccoooiiiiiiiii e 196
Customize the Asset Management Dashboard............cccccoovieieeiiiiie e 198

ADOUt MAaNagING ASSELS. ... 199
How asset information differs from inventory information...............ccccooiiiiiiis 199
Identifying the assets 10 track.........cooo i 199

View assets and search for asset information.............cccoooic . 200

Add barcodes 10 @SSeLS. ... i 200

Change dEVICE OWNEIS.......iuiiiee ittt ettt e e sttt e e e ettt e e e st e e e e sbbeeeeeanteeeeeaanraeeeeans 201

View and configure asset lifecycle Settings..........coooccciiiiiiiiie i 202

Adding and customizing Asset Types and maintaining asset information........................... 203
ADOUL ASSEE TYPES...ceiiiiiiiiie ittt e e e e e e 203
CUSIOMIZING ASSEE TYPES....eeiiiiiiiiiie ettt e e aab e e 204

About Asset Subtypes, custom fields, and device detail preferences.......................... 209
Managing SOftWaAre @SSELS........ccciiiiiiiiiiiiiiie et e e e e e e e sneee e e e nnneeas 216
Customize the Software ASSEt TYPE......uuiiiie i 217

AddiNg SOftWare @sSetS.......c.uuiiiiiiii e 217
Managing physical and logical asSets..........cccooiiiiiiiiii 219
Add PhySICal ASSEE TYPES. . .ueeiiiiiiiiie ettt sb e ee e 219

KACE Service Desk 13.1 Administrator Guide | 6



ATCRIVE BVICE ASSEES. .. .coe i et e e e e e e e e e e e aeaans 221

Maintaining and using manual asset information...............cccoiiiii e, 222
Y =T aE=To L aTo T oY= o] o £ 30O REER 223
Manage 10CAtIONS. .. .. ... e e e e e e 223

Add 0or edit [0CALIONS.........oeiiiiiiie e 224
Customize 10Cation fieldsS..........ccuuiiiiiiiiee e 225
Managing CONIrACES. ..o e e e 226
MaNage CONTACES. ... .eeiiiiiiieii e e e s rabe e e e 227

Add Or edit CONFACES.......ooiiiie e e 227
MaNAGING lICENSES. ...ttt e e e e e e e e e e e e e e e e e s annreeeeaaeeas 230
Y =T = To L= [Ted =T 1T S RRRPRRRN 230

o o B0 g =To 11 A 1 T7=T o 1= R 230
Managing PUICRASE FECOITS. .......uuiiii ittt et e e st e e s sbte e e e s abee e e e e snbeeeaeans 234
Manage PUrCRaSE FECOMUS.........uiiiiiiiieee ittt 234

Add or edit pUrChASE FECOIAS.........cooiiiiiiiiiiiiee e e e e e e e e e e 235
Setting up License COmMPIANCE. ........ccoiiiiiie ittt e s e e e e snnaeeas 237
About License Compliance for Software Catalog applications.............cccccceeeiiiviiiiiinnneeenn. 237
ADOUL lICENSE UPGrades......coi ittt e e 238
AbOout liCENSE AOWNGIAUES. ... ...eiiiiiiiiii e 238
Customize the License ASSet TYPE.... ... 238
Add License assets for Software Catalog inventory..........cccccoviiiiiiieieeee e 240
Add License assets for Software page inventory..........cccccooveiiiieie e 244
Importing license data in CSV fileS........ccccuuiiiiiiiiei e 248
How asset information is handled during import.............ccooviii i 249
Importing asset data using CSV fileS.......cuuiiiiiii e 249
Managing License COMPIANCE. .......coiuiiiiiiiiiie e 254
View License Compliance information for Software Catalog applications................cc......... 254
Reclaim unused SOftware ICENSES...........ouiiiiiii i 256
Update software License Compliance information manually............cccccccoeiiiiiiiiiiiiie i, 257
Customize license usage warning thresholds............cocoiiiiiii e 257
View License Compliance and Configuration information..............ccccoiiviiiniii i 258
Setting UP SErvICE DESK......cooiiiiiiiiiiiiie e 259
Setting up roles for USEr aCCOUNTS. ... e e 259
ADOUL dEFAUIL TOIES. ......oii i e e e e e et eeeenes 259
Create a Service Desk staff role..........cccoiiiiiiiiiii 260
ASSIGN USEI TOIES. ...ttt ettt e e et e e e e e e e e e e e e e e e e sennnee 262
Apply labels and roles to Service Desk staff..........ccoooiiiii 262
Create the DefaultTicketOWners account............ocuveiiiiiiiiiiiiiiiee e 263

KACE Service Desk 13.1 Administrator Guide | 7



Configuring email SEHINGS. ......ueiiii s 264

About email NOLIfICAtIONS. .......coiuiiiii i 264
ADBOUL TICKET RUIES.....ooiiei e e 265
About POP3 email 8CCOUNTS.......cciiiiiiiii e e e e 265
Create and configure POP3 email accounts............ccccuvvieieieeiiiiiiiieeeeee e 265
Configure email PreferenCes. ... .. ..o 266
Configuring email triggers and email templates..........cocooeiiiiiiiii e 267
Configure CC lists for ticket categories. ... 276
Automatically add email addresses to ticket CC List fields.........cccccoeiiiiiiiinn. 276
Exclude addresses from ticket CC List fields..........cccveviiiiiieiiiiiiii e 277
Prevent €mail 100PS........ooo i a e e e e e e e e e e e e e aaaas 277
Configure the Cache Lifetime for Service Desk Widgets...........ccocviiiiiiiiiiiie e, 278
Creating and managing organizations.............oouiiii it 279
ADOUL OranIiZAtiONS. ... 279
About the Default organization................oo e 279
Tracking changes to organization settings..............ci i 279
Managing Organization Roles and User ROIES............cccceevieeiiiiiiiiiiece e 279
Available default TolEs...........oc.ueiiiii s 280

Add or edit Organization ROIES...........occuiiiiiiiii e 281
Duplicate Organization ROIES............cuiiiiiiiii e 281
[T ot (N o] [P PREPR 282
Adding, editing, and deleting organizations...............cccuiiiii e 283
Add or edit OrganiZatioNS.............eeiiiiiiiiiii e e e aaaaaaaas 283
Configure Two-Factor Authentication for organizations..............ccccooiiiiiii e 288
Delete organizations...........ooii i 289
Customizing the logos used for the User Console and organization reports............... 289
Managing user accounts for organizations..............oooiiiiiiiiiee e 290
Managing organization filters..............oiiiiii i 290
How organization filters WOrK.............cooiiiiiiiiii e 290

Add or edit organization Data FIers............occuiiiiiiiiiiii e 291
Add or edit organization LDAP Filters........cooiiiiiii e 291
Test organization filters. ... 293
Delete organization fIRErs. ........ooo e 293
Managing devices within organizations. ... 294
Using AdvanCed SEaArCH...........cooiiiiiiiec e 294
FIltEr AEVICES. ..ot e e e e e 294
REIrECE EVICES. ...t e e e ee e 294
Understanding device detailS. ... 295

KACE Service Desk 13.1 Administrator Guide | 8



Running single organization and consolidated reports........cccccccov v 295

Importing and exporting applianNCe rESOUICES. ..........uuiiiiiii e 295
About importing and eXporting rESOUICES........ccuii i it e e ee e e e e e eeeeeeeeaa e 295
Transferring resources among appliances using Samba share directories.............cccccee...e. 296

Export resources from an applidnCe...........cc.uuveiiiieeiiiiiiiieee e 296

Import resources to an appli@nCe............uueieiiiiiiiiii e 296

Transferring resources among OrganizationsS............oocueeiiiiiiiiee i 297

Export resources from organizations. ..............cooiiiiiiiiiiiiec e 297

Import resources t0 Organizations. ..........o i 298

Managing exported resources at the System Ievel...........ccooveiiiiiiiii e 298

View or delete shared reSOUICES............coiiiiiiiiiiiiiee e 298

Move shared resources from the local appliance to network locations....................... 299

View or delete the status of resource exports........c.occccviiiiiini e, 299

Managing iINVENTOIY......cciiiiiiri i e r e an e e nn e 300

Using the Inventory Dashboard............ .o 300
About the Inventory Dashboard Widgets.........cooiueiiiiiiiiiiiii e 300
Customize the Inventory Dashboard...............coooiiiiiiiiiiie e 302

USING DEVICE DISCOVEIY... ...ttt e e e e e e e e e e e e e e e neees 302
About Device Discovery and device management...........ccooiiieieiiiiiiee e 302
Tracking changes to DiSCovery Settings. ..o 303
Discovering devices on YOUr NEIWOIK..........coiiii i e e e 303

Add a Discovery Schedule to perform a quick "what and where" scan of your

L1 0] OO TP PRSP RPP PRI 304
Add a Discovery Schedule for a thorough scan of managed Windows, Mac, Linux, and

UNDX COMPULETS. ...ttt ettt e ettt e e e e a bt e e e e a bt e e e e st be e e e s anbeeeeesanbeeeeesanbeeeeeanns 312
Obtain a Client ID and Client Secret for use in discovering Chrome devices.............. 316
Add a Discovery Schedule for a KACE Cloud Mobile Device Manager device........... 317
Add a Discovery Schedule for a G Suite deVviCe............cooociiiiiiiieiiiiiiceeeee e, 319
Add a Discovery Schedule for an Workspace ONE device..........cccccceeeeeieiicinineennnnnnn. 322
Add a Discovery Schedule for a VMware ESXi host or a vCenter Server................... 324
Add a Discovery Schedule for a Microsoft Hyper-V or System Center Virtual Machine

[ F= T =T 1= PP PPPOTPPR 326
System Center Virtual Machine Manager Credential Requirements.................c.ccc..... 328
Add a Discovery Schedule for SNMP-enabled non-computer devices........................ 328
About Discovery RESUILS.........ccooiiiiiiiiii s 332
View and search DiSCOVEry RESUILS........ccooiiiiiiiiiiiiiic e 332
Provision the Agent using the discovered IP address or hostname..............cccoccueeee. 333
Stop a runNNING diSCOVEIY SCAN.........uiiiiiiiiiie ettt saneeeas 333
Delete Discovery SChedUIES...........c.ueuiiiiiiiieee e 334

KACE Service Desk 13.1 Administrator Guide | 9



Managing deViCE INVENTOIY..........oii ittt e e et e e s sabe e e e e sbeeeeeeanes 334

ADbOUt MANAGING DEVICES. ... ..eeiiiiiiiiiii ettt e e sbb e e e s 334
Features available for each device management method...............oooiiie. 335
About inventory iNformMatioN..............coooiiiiiiiiie e 341
Tracking changes to inventory Settings....... ..o 342
Managing inventory information..............ooiuiii i 342
Add custom data fIelds.........ooiiiiii e 342
Schedule inventory data collection for managed devices............ccccoviiiiiiiiiieciiniieenn, 343
View device inventory and details. ... 345
Viewing information about devices enrolled in KACE Cloud MDM...........c.cccccvveennnee. 346
Groups and sections of items in device details..........ccccceeeeiiiiiiiiiii 346
About Dell Data Protection | Encryption (DDP|E) and encryption information in device
ELAIIS. ..ot e e b e et e e e e h b et e e e e be et e e e e be e e e e e anreeeeeaa 376
Add a Dump Inventory registry key to permit inventory collection on Windows DDP|E
ClIENT AEVICES....ce ettt e e e et e e e e bt e e e et e e e e sne e e e e annes 381
About Intel AMT information in device details.............cccccooviiiiiiii e 384
Finding and managing deVICES.......cccouuiiiiiiii it 385
Finding devices iN INVENTOIY........oooiiiiiie e 386
Labeling devices 10 group them...........ooiiiiii e 386
RUN aCtiONS ON AEVICES. .....oiiiiiiiiii et 387
View devices that have been added manually............ccccoiiiiiiii e, 388
Delete devices from INVENTOIY..........oiiiiiiiiiiie e 388
Registering KACE Agent with the applianCe...........cccccvviiiiiieic i 389
Manage KACE Agent tOKENS. ........uiiiiiiiiiie et 389
Review quarantined KACE AGENtS.........cooiiiiiiiiiiiii e 390
Provisioning the KACE AGENL..........uiii e 391
Enabling file Sharing.........oo e 392
Provisioning the KACE Agent using the GPO Provisioning Tool for Windows
Lo =TT PP PSP PTRRTTP 394
Provisioning the KACE Agent using onboard provisioning............cccoecveeeeiivieeeennneenn. 396
Managing provisioning SChedules.............cc.eiiiiiiiii e 401
Managing Agent COMMUNICAtIONS........c.ooiuiiiiiiiiiei e 403
Updating the KACE Agent on managed deViCes.........cooueiiiiiiiiiiiiiiiiieee e 409
Manually deploying the KACE AGENt..........ooiiiiiiiii e 412
Obtaining Agent installation files............ccccviiiiiiii e 412
Manually deploying the KACE Agent on Windows devices..........cccccevviieeeiiiiieeeeeee 413
Manually deploying and upgrading the KACE Agent on Linux devices....................... 416
Performing Agent operations on LiNUX devViCes...........cocuiiiiiiiiiiiiiiieie e 418
Manually deploying and upgrading the KACE Agent on Mac devices........cc...cccocuu..... 419

KACE Service Desk 13.1 Administrator Guide | 10



Performing other Agent operations on Mac devViCes........cccccevvvvciiiiiiiiee e 421

Viewing information collected by the Agent...........coooiiiii e 423
Using Agentless management...... ...t e e e 423
About Agentless device management...........oooiiiiiiii 423
Managing Agentless deVICES.......ccooieiiiiiiii e —————— 424
Using SNMP Inventory Configurations to identify specific SNMP objects and non-
computer devices to add 10 INVENTOY.........coiiiiiiii e 431
Adding devices manually in the Administrator Console or by using the API....................... 434
ADbOUt MANAGING EVICES. ... eeiiiiieiiiiee et e e e e e e e e e e e e e e e 434
Tracking changes to inventory settings.........cceuueiiii s 434
Add devices manually with the Administrator Console............ccccooveeivieiiiiiiiciiiieee, 434
Adding devices manually using the APL...........ooo e 438
Forcing iNVeNtory UPAates..........ooo i 447
Force inventory updates from the appliance............ccooiii i 447
Force inventory updates from WIindows devViCes.........ccooiiiiiiiiiiiiiiiiieieiieeeeeeee 447
Force inventory updates from Mac OS X deViCeS........cccceeeiiiiiiiiiiiiiiee e 447
Force inventory updates from LinUX deVICES.........ccvvveeiieeeiiiiiiieieeeee e 448
Managing MIA AEVICES. ... e e e e e 448
Configure MIA SELNGS. .....coiiiiiiiie e e e 448
Apply 1abels t0 MIA dEVICES. ... oot 449
Delete MIA devices Manually.............oeiiiiiiiiiii e 449
Troubleshoot devices that fail to appear in inventory.........ccccccvvcvi e, 450
Obtaining Dell warranty information..............c.eeeiiii i 451
Obtain Dell warranty information on a single Dell device instantly...............ccccccccee.. 452
Renew a Dell WarTanty.........oo it 452
RUn Dell Warranty repoOrtS.........cooiueeiiiiiiiie et 452
Managing applications on the Software page..........cccoieeriiiiii e 453
ADOUL the SOftWAre PAGE.....cci i e 453
View items in Software page iNVENTOrY...........eeviiiiii i 453
Tracking changes 10 iNVeNntory SEettiNgS.........oouviiiiiiiiii e 453
Adding and deleting applications in Software page inventory...........ccccoceiiiiieiiniee e 453
Add applications to Software page inventory manually............ccccociiiniiiiinine, 454
Delete appliCations...... ... i ———— 455
Creating SOMWAre @SSELS.......ccci it e e s st e e e et e e e snnreeaeeans 455
Add Software assets in the Inventory section............cccccvviieiiiiiiicc e, 456
Add Software assets in the Assets SEeCHON...........ccooviiiiiiii e, 456
Attach digital assets to applications and select supported operating systems............. 456
Copy files to the appliance Client Drop location...........ccccoeiiiiiiiiiiie e 457
Using software threat levels and categories..........c.uueiiiiiii e 458

KACE Service Desk 13.1 Administrator Guide | 11



Assign threat levels to appliCations. ..........c.euviiiiiiii e 459

Assign categories to appliCations...........coocuiiiiiiiiii 459
Finding and labeling appliCations..........ooo e 459
About finding applications using Advanced Search.............ccccceeiviieie e 459
Add manual sOftware 1abels.............cceiiiiiiiiii 460
Apply manual labels to or remove labels from software.............ccccccovviiiiiiiin e, 460
Add software Smart Labels.........c.ueiiiiii e 460
Managing the ITNINja feed..........ooo i 461
Enable the ITNINja feed..... ..o e 462
Viewing ITNinja information...........c..ooiiiiiiii i 462
Disable the ITNINja fEEA.........coiiiii e 463
Managing Software Catalog iNVENTOIY........ccuuiiiiiiiiiee e 463
About the Software Catalog..........cooiiiiiiii e 463
Application classifications.......... ..o 464
About cataloged appliCations........... .o 464
About Locally Cataloged appliCations............cccueiviiiiiiiieiiiiiie e 464
About Not Allowed appliCatioNs.........cccooiiiieeeie e 465
APPlICAtioN CAtEGONIES. ....coii it 465
How Software Catalog information is collected............cccoooiiiiiiiiiiini e, 465
How the Software Catalog is used with the Organization component......................... 465
How Software Catalog information is localized...............ooooi e 465
How you can help improve the Software Catalog..........cccceevvviiiieiiiiiie e 465
Differences between the Software page and the Software Catalog page................... 466
Viewing Software Catalog information...............cooiiiiiii e 467
View lists of Discovered and Not Discovered applications...........ccccccevrieriiiniienennene 468
View the list of Uncataloged applications.............ooooiiiiiiiiiie e 469
View the list of Locally Cataloged applications.............cooiiiiiiiiiiiiiiiiiiiceeeeee e 470
View details of Software Catalog appliCations...........ccccvevviiiiieiiiieee e 471
Adding applications to the Software Catalog..........ccc.cccooveiimiiiiiiiie e 474
Submitting cataloging requests automatically adds applications to the local Software
107 1 r={[o o TR PSPPSR 474
How Locally Cataloged applications change to Cataloged applications...................... 475
How custom names are resolved when Locally Cataloged applications are added to the
S T0] iA1= T (=3 2= = (o o TSP 475
Submit cataloging reqQUESES........ueiiiiii e ————— 475
Cancel cataloging requests and remove local cataloging..........ccccceeeviiiiiiiiiiieeeeennnns 476
Managing License assets for Software Catalog applications...........cccccoceiiiiiiiiiiie i, 477
Add License assets for Software Catalog inventory.............occcceiiiiieiiiiec i 477
Migrate License assets to applications in the Software Catalog...........ccccceeeeeiiiinnneee. 481

KACE Service Desk 13.1 Administrator Guide | 12



Associate Managed Installations with Cataloged Software............cccooiviiiniiiniee 482

UsSiNg SOftWare MeteriNg.......ooiuuiiiiiiiiiee e 482
About SOftware Metering.........oooi e 482
About metering iNformation...........ccceiiiiiii e 483
Enabling and configuring metering for devices and applications..............ccccceeeeiinnns 484
Viewing Software Catalog metering information.............cccccoiiiiiii e 488
Disabling metering for Software Catalog applications and managed devices............. 490
Managing metering and scheduling inventory collection.............cccccciiiiiiien e 491

Using Application CONtrol......... ..o e e e e e e e 492
Requirements for blocking applications............ccccuiiiiiiiiiie i 493
How applications are bIoCKed............uueeeeee s 493
About denying access to application editions that share executable files................... 493
Applications that cannot be blocked..............coooiiiiiii 493
Apply the Application Control label to deviCes. ..o, 494
Mark applications and suites as Not Allowed..........ccccooiiiiiiiiiiii 494
View applications and suites that are marked as Not Allowed..............cccviciieeennnn. 494
Create reports showing applications marked as Not Allowed..............ccccovvveveeeeeinnnns 495
Remove the Not Allowed designation from applications.............cccccoiiiiiiiiiniiieeeennen. 496

Update or reinstall the Software Catalog............cccoiuiiiiiiiiiiii e 496

Managing process, startup program, and Service iNVENTOIY...........occuueviiiiieieniiieeee e 497

Managing ProCeSS INVENTOIY.......ceii it e et e e e e e e e e e e eeeeaeaeeeeaannes 497
View and edit process detailS............uuuruuiiiiiiiiiiicr e 498
Add 1aDEIS fOr PrOCESSES...cciiiiei ittt e e e e e e e e e e eeaaeeeeeaans 498
Apply labels to or remove labels from proCcesses.........ccovverciiiiciiiiiec i 499
CatEgONIZE PrOCESSES. ..o iuiiiee ettt ettt ettt e e et e e e e n bt e e e e enbe e e e e snbreeeeanees 499
Assign threat levels 10 ProCESSES.........uiii i 499
DEIEtE PrOCESSES. .. . i ————————————— 499

Managing startup program iNVENTOTY.........cccuuu it e e e 500
View and edit startup program detailS..............euvieieiiiiiiiiirr e 500
Add labels for startup programs...........coooiiiii i 501
Apply labels to or remove labels from startup programs...........ccocccciiiiiiiiiiie e 501
Categorize startup Programs...........oio i e e 501
Assign threat levels to startup programs. ... 502
Delete startup pPrograms. ... e e e e 502

Managing ServiCe INVENTOIY...........oooii i s e e e e e e n e e e e e as 502
View and edit service detailS..........cccooiiiiiiiiiiei s 502
o [0 I =T o1 T o 7= Y [t S 503
Apply labels to and remove labels from services...........ccccoiiiiiiiiiii e 503

KACE Service Desk 13.1 Administrator Guide | 13



CatEgONIZE SEIVICES.......ueiiii ittt ettt e s e e e e e e snneeeens 504

Assign threat [evels 10 SEIVICES. ... ....oii i 504
DElee SEIVICES. ..coi ittt e e e et e e e e e e e e e e e e e as 504
Writing cuStom INVENTONY MUIES........ooiieeee e e 505
About CuStom INVENTOIY TUIES..........uviiiiiiee e e e e 505
Types of Custom INVENTOTY TUIES.........ooiiiiiii e 505
Create Custom INVENTOrY MUIES.......cuuiiiiiie e 505
How Custom Inventory rules are implemented............ccocueiiiiiiiiie e 506
Syntax for Custom INVENLOry FUIES....... ... 507
Checking for conditions (conditional FUIES)..........cueeiiiiiiiiiiiiiie e 508
Getting values from a device (Custom Inventory Field)............ccccorieiiieiiiiiiiiceeeee e, 515
Matching filenames to regular eXpressions...........oooiiiiiiiiie e 517
Understanding regular @XpreSSiONS. ........ueiieiiiieie ettt 517
Regular Expression Rule Reference..........ccccooiiiiiiiiiii e 519
Defining rule argUmENTS. ... ... oot e e e e e e e e as 520
Test Custom INVENTOTY TUIES. ......ccoiieiiie et 524
Deploying packages to managed deViCes.........cccuirrrirrrerrrermrmsssessnesssees e sssnnns 525
Distributing software and using Wake-on-LAN. ... 525
About software distriDULION. ............eiiiii e 525
About testing software distribution..............cooiiiiiii 526
Tracking changes to distribution Settings..........cooooiiiii e, 526
Types of distribution PaCKagES..........coiiiiiiiiiiiii e 527
Attaching digital assets to applications and selecting supported operating systems... 527
Distributing packages from the applianCe............coooiiiiiiiii e 527
Distributing packages from alternate download locations and Replication Shares.............. 528
About alternate download 10CatioNS...........coiiiiiiiiii 528
About Replication Shares..............ooooiii e ——————— 528
Distributing applications 1o Mac OS X deVICES.........cccoiuiiieiiiiiiieiiiiiie e 528
Using Managed INStallations.............oooiiiiiiiiiiiiie e e e e e e e e e e aaaaaees 529
Adding applications t0 INVENTOIY..........coiiiiiiiiiii e 529
About creating Managed Installations............ccoooiii 529
About installation parameters........ ... 530
Identify parameters that are supported by installer files..............cccccoiiiiiiiiiiicc 530
Create Managed Installations for Windows devices............ccccceviiiiieeiniiene e 530
Examples of common deployments on WIiNdOWS..............ccocciiiiiiiieeee s i 534
Create Managed Installations for ZIP files.........cccccoiiiii i, 535
Create Managed Installations for RPM files........ccccoiiiiiiiii e 535
Create Managed Installations for TAR.GZ fileS..........cooiiiiiiiiiie e 540

KACE Service Desk 13.1 Administrator Guide | 14



Create Managed Installations for Mac OS X deviCes........ccccoeeveieeiiiiicciiiieieee e 541

Create and use File Synchronizations.............cccooiiiiiiiiiiii e 544
USING WaKeE-0N-LAN. ...t e e e e e e e e e e e e e e aeeeeaaeens 547
Issue Wake-0Nn-LAN reQUESES.........cooiiiiiieeieeeeeeeee e e e e e e e e e 547
Schedule Wake-0n-LAN reqUESES............uuiiiiieeeii it 548
Troubleshooting WaKe-0n-LAN. ...........ooi e 550
Exporting Managed Installations............cooiiiiiiii e 550
Broadcasting alerts to managed deVICES..........cuuiiiiiiiiii i 550
Create alerts t0 be broadcast..........ooo i 551
Running scripts on managed AeVICES. ........ooiuuiiiiiiiiie et 552
Y oo Uy =T 4o ) - 7 553
Obtaining script depeNdENCIES...........eiiiiiiiiii e 553
Tracking changes to scripting Settings........oooi i 554
ADOUL default SCHIPES. ... e e 554
Adding and editing SCIIPES. ... e 555
Token replacement Variables............uuuuuiiiiiiiiirere e a e e 556

Add offline KScripts, online KScripts, or online shell scripts.........cccccceeeeiiiicciiiiennnn.n. 558

Bt SCIIPES. ... a e 564
Delete scripts from the ScCriptS Page.......coooiiiiiiiiiiii e 565
Delete scripts from the Script Detail page..........ooooeiiiiiii e 565
Structure of importable SCriptS.......ccooiiiiiiiii 565

[ g oTo] a A=Ted ] o €= PPPR 566
10 o] [Tor= ) (=TT 4] o) 7SS 566
Using the Run and Run NOW COMMEANGS.........cooiiiiiiiiiiiiieiee e 566
Run scripts from the RUn NOW page........c..ooiiiiiiiiiie e 567

Run scripts from the Script Detail page.........coooioiii e 568

Run scripts from the ScriptS page.......cooo i 568
Monitor Run Now status and view script details............ccccoeeiiiiiiiiiiiiii, 568
About configuration policy temMPIates..........ccoeiiiiiiiiie e 569
Using Windows configuration POlICIES.........c..eiiiiiiiiiiiiiiiie e 570
About starting Windows Automatic Updates on Windows devices............cccccvvveeeenn.n. 570
About Dell Command | MONItON........ooiii e 570
Add Dell Command | Monitor SCrptS........cccieiiiiiiieieieie e, 574
Add Desktop Wallpaper SCriPS........uuuuuuuuiieieiiiee e eeeaaaes 575

Add Desktop ShortCUts SCIPLS........cccuviiiiieie e 575

Add Event Log Reporter SCrptS........oouuiiiiiiiiie it 576
Add MSI INStaller SCRPLS.......eiiiiiiiiee e e e 577
About power management and power CoNSUMPLION. .........oooiiiiiiiiiiieee e 578

KACE Service Desk 13.1 Administrator Guide | 15



Add power management scripts for Windows devices..........cccccovveeviiiiiiiieieieee e 578

Add ReGISTrY SCIIPES....eiiiiiiiiie e 579

Add Remote Desktop Control Troubleshooter sCripts.........cccceeeeeiiiiiiiiiiiiiii, 579

Add URFAVNC SCHPES....uuieiiiieiiie it e e e e e e e e e e e e e e e eaaas 580

P Lo B a1 Es] e= L= o 4 o) 7Pt 581

Using Mac OS X configuration POlICIES........ccouiiiiiiiiiiiiee e 582

Add ACctive DIreCtory SCPLS.......uiiiiiiiiie it e 582

Add Power Management SCHPES........coiiiiiiiiiiiiiiee e 583

Add VNC SCHIPES...coeiiiiieiiiiitie e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeeeeseeeeeeserersrnnes 584

Edit poliCies and SCHPIS.......cooiiiiiiieieieee e e e e e e aaaaaaaas 585
Search the sCripting [0gS.........uuuiiiiiiiii e e e e rrr e e e e e e 585
EXPOIING SCIIPLS. .. eieiii ittt e e e e e e e e e e e e 586
Managing Mac ProfileS. ........uiii i 586
Tracking changes to Mac profile Settings..........cueviiiiiiiii e 587
Adding, editing, and uploading Mac profiles. ... 587
Add or edit Mac USEr Profiles........couiiiiiiiiiiiiiee e 587

Add or edit Mac system profiles...........coociiiiiiiiii i 594

Add Mac profiles using existing profiles as templates.........c.cocociiiiiiniiice, 599

Upload Mac profiles to the applianCe............ooouiiiiiii e 599

Installing and managing Mac Profiles. ... 600
Distribute Mac profiles on @ schedule.................oueieiiiiiiiiccreeeeee e, 600

Install Mac profiles on devices using the Run option...........cccccceiviiiiiiiiiiii e 601

Identify devices that have Mac profiles installed...............ccoooiiiiiiiiii e, 602

VIEW MAC PrOfilES....ci it 602

Export the Mac profiles liSt..........oiii e 603
Removing and deleting Mac profiles...........oouiiiiiiiiii e 604
Remove Mac profiles from managed deVviCes...........coooiiiiiiiiiiiiiiiiieeeeeee e 604
Example: Remove a profile that has been deployed to specified devices................... 606

Delete Mac profiles from the applianCe...........cccuuiiiiiiieii i 607

L8] To T 1= TS S O 1 =11 o T RS 608
Add and edit Task ChainNs.........cooiiiiiii e 608
Patching devices and maintaining SECUrity.........cccccccmmiiiimiinni 612
Using the Security DashbOard........ ... e e e e 612
About the Security Dashboard widgets.............ccoeiiiiiiiiiii e 612
Customize the Security Dashboard.............ococuiiiiiiiie e 614
AbOoUt PatCh MaNAGEMENT........c et e e e e 615
PatChing WOIKFIOW. ... e e 615
About patch SigNature files........oouuiii e 616

KACE Service Desk 13.1 Administrator Guide | 16



AbOUL PAtCh PACKAGES. ... ...eeiiiiiiiiii e e e 617

About patch testing and SECUFLY.........cuuiiiiiiii e 617
About the patch testing environment............ccui e 617
About the patch quality assurance proCess........cccoooeiiiiiiiiiiiiieeeeeeeeeeeeeeeeeeeeeeas 618
Best practices for patChing............oooiiiiiiiiii e 619
Subscribing to and downloading PatChes..........c..oviiiiiii i 621
About patch subscription and downloads............cc.eeiiiiiiiiiiii 621
Websites that must be accessible to the appliance.........ccccoo i 622
Overview of first-time patch-subscription Workflow..........ccccoooeiiiii 624
View details about operating systems and applications.........cccccoooiiiiiiiiiiinineeeeen 625
Subscribing to patches and configuring download settings..........cccccooeveciiiiiiiiee e, 625
SUDSCIIDE 10 PALCNES. .....oiiiiiiii e 626
Select patch and feature update download settings...........cooveeciiiiiiiiie e, 627
Viewing available patches and download status............cccocieiiiii 630
View available patChes.............oooo s 630
View patch download Status.........cccooooiiiiiiiii e 630
Best practices for resolving patch subscription iSSUES..........ccccevvveeiiiiiiiiiiieee e, 631
Creating and managing patch schedules.............ocuiiiiiii e 632
About scheduling critical OS patches for desktops and servers..........cccccovieeeiiiiien e, 633
Workflow for critical OS patches for desktops and servers...........ccccceiiiiiiciieeenn. 633
About scheduling critical patches for [aptops............eeiiiiiii e 633
Workflow for critical patches for 1aptops.........ccccuiiiiiiiii e 633
About scheduling non-critical patChes..........cooooii i 634
Configuring patch SChEdUIES..............ooiiii e 634
Fields in the Patch Schedule Detail pages.........cccccveiiiiiiiiiiiii e 634
Configure patch SChEAUIES...........c..iiiiiiii e 642
Error codes caused by patching and SCripting.............ooiiiiiiiiiiic e, 643
Viewing patch schedules, status, and reports...........oooiiiiii e 644
View a list of patch SChEdUIES..........ccooiiiiii e 644
Review patch schedule details..............ooiiiiiiii e 647
Patching status definitions...........ooiiiii 650
View patCh StatUS. ... ..o 652
View patch status by deVICe.........ooiiiiiiiii e 652
View files Within patChes.............uuviiiiii e 652
A= o = (o o T = o Lo o £ T PUUSPRRRR 652
Managing patCh rolIDACKS. ...........uuiiiiiiiii e 653
Determine whether a patch can be rolled back.............coooiiiii 653
Undo the last patching JOD ... 653

KACE Service Desk 13.1 Administrator Guide | 17



Managing PatCh iNVENTOIY ... s 654

Prerequisites for managing patch iNnVentory...........occiii e 654
Viewing patch information........... ..o 654
View downloaded patChes..........uuuuuuiiiccice s 654

View patCh details.........oooo oo e 656
Resetting the number of patch deploy attempts..........c..cooiiiiiiii e, 656

View patch information for devices in inventory..........cccccooiiii 657

View devices misSing PatChes. .......cooiiiiiiiiii e 657

Viewing patch statistics and 10gS.......ooeii i 658
View patCh StatisStiCS.......ouiiiiiiiiiii e 658

R A= U= o = (o o T o T TSRS 658

Mark patches @s INACHIVE..........ooiiiiiiii e 658
Patch Mac OS X dEVICES.......uueiiiiiiiiiie ittt s e e et e e e nneeas 659
Managing Windows Feature Updates............ooouiiiiiiiiiiiii e 659
Subscribe to Windows Feature Updates...............uuuiiiiiiiiiiiiiiiiiiececcie e, 659
Configure Windows Feature Update schedules............cccooiieiiiiiiii e 660
View Windows Feature Update schedules...............uuuuriiiiiiiiiiiieiie e 664
Review Windows Feature Update schedule details.............ccceveeeiiiiiiiii 664
View available Windows Feature Updates.............ccoiiiiiiiiiiiiiii e 667
View Windows Feature Update status..........ooooiiiiiii e 668
Managing Dell devices and UpAates..........ooo i 668
Differences between patching and Dell Updates............ccoceeveiiiiiiiiiiiiene e 669
Select Dell Update download Settings............eeeeeiiiiiiiiiiiiieee e 669
Configure Dell Update SChedules............oooiiiiiiiiiiii e 671
View Dell Update SChedules. ...t 675
Review Dell Update schedule details...............ooooiiiiiiiii e 675
View available Dell Updates..........oooo i 678
View Dell Update Status........ccooooiiiiiiiii s 678
Managing LinUX package UPGrades....... ... i iiiieieieieieieee e e e e e e e e e e ee e e e e e e ee e e e e e e et eeee e eeeeeeeeeeeseeesnnnnes 679
View Linux package upgrade SChedules.............cccuuiiiiiiiiiiiiiiiiie e 679
Configure Linux package upgrade schedules.............ooiiiiiiiiiiiiiiiii e 679
Review Linux package upgrade schedule details..............ccccooiiiiiiiinii e, 683
Review Linux package UPGrades. ... ... .o e e e e e e e 684
Maintaining device and applianCe SECUILY.........oiii ittt 685
TestiNg deVICE SECUINLY....cccci i e e e e a e e e e e as 685
AbOUt OVAL SECUNItY ChECKS... ..ottt 685
Understanding OVAL tests and definitions...........coooiiii e, 686

ADOUL SCAP... ettt et e e e s e e e et e e e s nee e e snteeenee e aneeeanneeenes 690

KACE Service Desk 13.1 Administrator Guide | 18



P o Yo LU Al o Y=Y 0 11 a1 P= T4 G T PR 693

HOW @ SCAP SCAN WOTKS....coeiiiiiiiiiiiiiie ettt e e 693

Editing SCAP sScan SChedUIES.......cooii i 696

Resolve Windows security issues that prevent Agent provisioning...........ccccccceeeeeeennn. 698
Maintaining appli@anCe SECUNILY.........ociiiiiieeieeeeeeee e e e e e e e e e e e e aaaaaees 699
SECUNLY TUN OUIPUL. ... e e e st e e e sneeeeeeenes 699

Manage quarantined file attachments............ooocii i 700
Using reports and scheduling notifications..........cccccccminiiimiinii e, 701
About reports and NOLIfICAtIONS............oooiiiiiiii e e 701
F Y oo UL =Y oL ] o (=TSP PPN 701
ADOUL NOLIFICALIONS. ...ttt 701
Tracking changes 10 report SENGS. .......ooouiiiiiii e 701
Creating and modifying FEPOITS. ......ccoiuiiiiiiiii e 702
(07 (=T (] g To I =T o To 4 £ PP OPPPPPOPPRR 702
Create reports using the report Wizard.............ooooiiii e 702

Create reports USiNg SQL QUETIES.....cciiiuiiiie e ciiiee e e e eeaee e 704

Create reports from list PAgES.......ccuviiiiiiiiie e 705
DUPIICALE FEPOITS. ...t e e e e e e e e 706

Edit SQL statements on reports created with the report wizard...............cccooceeee 707

Create reports from history liStS...........oiiiiiiiii e 707

oo 1137 e T =T oL i - TSR 707

Lo 1 =T 0o o £ 7SN 708

[T =) (=R =Y oo o £ RS 708
Customizing 10g0s USEd fOr MEPOIMS.......coiuiiieiiiiie e 708
Scheduling reports and NOIfICAtIONS..........coiiiiiii e 708
Running single-organization and consolidated reports..........ccccovivieiiii e 709

Run single-organization repOrtS.............oiiiiii i 709

Run consolidated organization reports....... .o 709

Yol o= Te [U][TaTo B (=] oTo] 4 €=U PERTR 710
Add report SCHEAUIES.........oiiii e 710

Delete report SChedUIES..........ooo i 712
Scheduling NOtIfICAtIONS.........coiiiiii e 712
Add notification schedules from the Reporting section.............ccccccviiiiiiic e 712

Add notification schedules from list Pages.........cccvvieiiiiiiii i 714

Edit notification sChedules.............cociiiiiii 714

Delete notification SChedUIES..........c..eiiiiiiiiiii e 715
oY T e T Ty e JRT =Y Y=Y 716
Getting started with server Monitoring....... ..o 717

KACE Service Desk 13.1 Administrator Guide | 19



Enable monitoring fOr @ AeVICE...........uiii i 718

Enable monitoring for one or more servers from the Devices inventory list................. 718
Enable monitoring for a server from its Device Detail page..........ccccocceeeiiiiiiiiinnen. 719
Obtain a new license key to increase server monitoring capacity..........cccccevvvvveeeeiiieeeennns 720
Apply a new license key to increase server monitoring capacity.........cccccceeeeeeeeeeeeeeeeeeeen, 720
Working with monitoring profiles...........ooi i 720
Edit @ Profile... oo 722
Configure SNMP trap messages and alerting criteria...........cccooieeiiiiii e, 723
Create a new profile using a default profile as a template............cccoo 725
Profile log paths for MySQL and ApPache...........cccooiieiiiiiiiiiie e 727
Upload a profile that was created by another user...............cccccov e, 727
Download a profile so that it can be used by others...........cccooiiiiii i, 728
Bind an additional profile t0 @ deViCe..........ccoiiiiiii 728
Define nonstandard log date format.............cooo i 728
Configuring application and threshold monitoring with Log Enablement Packages............ 729
Install one or more LEPs on monitored deviCes...........ooocuviiiiiiiiiiiiiiiiiieccee e 730
Set up a Windows Server 2003 device with an ITNinja monitoring Log Enablement
L T =T T I =t SRR 730
Edit the monitoring Log Enablement Package (LEP) for a Windows Server 2008 or
RIGREE EVICE. ...ttt e et et e e e s bttt e e e sb b e e e e s aabeeeeeaan 732
Edit the monitoring Log Enablement Package (LEP) for a Windows Server 2003
Lo =LY T TR PERPPPPT 733
Managing monitoring fOr AEVICES.........uuuiiiiii i e e a e 734
Pause monitoring fOr @ deVICE........c..uiii i e 734
Pause or resume monitoring for multiple deviCes............cccoiiiiiiiiiiiii e 735
Set the polling interval and any automatic dismissal or deletion of alerts.......................... 735
DT E =T o] (SN o o T o 0] o1 PR 736
Receive alerts when device configurations change...........ccccceviiiiiiiin e, 736
Schedule a Maintenance Window during which time alerts are not collected from a
Lo 152 o SR 737
Create and assign monitoring-specifiC roles. ..o 738
Disable monitoring for one or More deviCes. ..........cuuiiiiiiiiiiiiiiiie e 740
Enable monitoring for one or More deViCesS. ..........ooiii i 740
WOrKiNG WIth GlErtS.. ... e e e e e e e eeeeaeeas 741
Add notification schedules from the Monitoring Alerts list page.......cccccccceveeeiiiicciiieeeeeeen. 741
Create a Service Desk ticket from an alert............ccccoiiiiiiiii 743
Search for alerts using Advanced Search Criteria............cccoiiiiiiie i 746
Filtering alerts using the Include Text and Exclude Text capability............ccccceeniienernnnen. 747

Filter alerts using the Include Text and Exclude Text capability from the Profile Details
07T 1T PPPTRPN 747

KACE Service Desk 13.1 Administrator Guide | 20



Filter alerts using the Exclude Text capability from the Monitoring Alerts list page......748

Examples of Include Text and Exclude Text for monitoring profiles............c.ccccooeeeee. 749
DiISMISS AN @lEI....coo e e e e e e e e 751
Retrieve and review alerts that have been dismissed from the alerts list..............ccueeene 751
Delete @lEITS........oeiiiiiiee e e e e e 752

USiNg the Service DeSK......ouiiiiiiiiiiiiir s s s sn s s an s e mn e e amn e s 753
ConfiguriNg SErvICE DESK.........eiiiiiiiiiie e 753
SYSIEM FEQUIFEMENTS. ... .eiiiii e e e e 753

ADOUL SEIVICE DESK......eeeeiiiieeiiie et e e e e e e e e e e e eeeeeas 753
OVverview Of SEUP TASKS......coiiiii i e 754

Import tickets from another SYStem............ooo e 754
Configuring Service Desk business hours and holidays..........ccccccceeviviiiiiiiiiiee e, 757

Configure Service Desk buSINESS NOUIS.........c.uiiiiiiiiiiiiii e 757

Configure Service Desk holidays..........coiiiiiiiiiiiiiie e 758
Configuring Service Level Agreements.........ooii i 758

Enable Service Level AQre€mMENTES........c.uviiiiiiiiiie et 758
Configuring Service Desk ticket QUEUES..............uviiiiiiiei e 759

Configure tiCKEt QUEUES. ........ooiuiiiie e 760

Configure queue-specific email settings...........coov i 764

Rename Service Desk titles and 1abels...........oooooiii e 769

Enable or disable the conflict warning.............oo e 769

View and edit response templates..........cccoccieieiiiiiii s 770
Configuring ticket SELHNGS. ....cooii i 771

Customize the Ticket Detail page..........coviiiiiiiiiiiiie e 771
Customizing the User Console NOME PAge.........cuueeiiiiiiiiiiiiiiiee et 774

Change the User Console logo and text at the System level..............cccccooiiiii. 774

Change the User Console logo and login text at the Admin-level............................... 775

Show or hide action buttons and widgets on the User Console home page................ 777

Show or hide links to Knowledge Base articles on the User Console home page....... 778

Add, edit, hide, or delete User Console announcements...........ccccceevecieeeeeiiieneeeneeen. 779

Prioritize User Console announcements or mark an announcement as urgent........... 781

Add, edit, or delete custom links on the User Console home page..........ccccccueeeennee 781

Add ticket links to the User Console home page...........oooouiiiiiiiiieiiiiiiieee s 782

Add a quick-action link for reporting problems on the User Console home page........ 783

About the session timeout period..........cccoooiiiiiii 783
Using the Satisfaction SUMVEY..........coociiiiiiii e 783

Changing the Satisfaction Survey default behavior..............ccccoveviiiiiii e 784
Enable or disable security for Service Desk attachments..............cccooiiiii, 785

KACE Service Desk 13.1 Administrator Guide | 21



Using the Service Desk DashbDOArd..............oooiiiiiiiiiiiiiiee e 785

About the Service Desk Dashboard widgets.............ccceiiiiiiiiiiii e 786
Customize the Service Desk Dashboard................oooiiiiiiiiiiii e 787
Managing Service Desk tickets, processes, and reports.........cccvvveviiiiieeeiciiee e 788
Overview of Service Desk ticket IfECYCIE........c.ceeiiiiiiiiiiiie e 788
Creating tickets from the Administrator Console and User Console...........cccccccvvveeeeeiiinnns 789
Create tickets from the User CONSOIe.............ooiiiiiiiiiiiiiiii e 789
Create tickets from the Administrator Console Ticket page.........ccccocceeiiiiiiiiiiiencnns 790
Create tickets from the Device Detail page..........oooiiiiiiiiiiiiiiiiie e 797
Create tickets from the Asset Detail page.........ccccveveiiiiiiiiie e 798
Create a Service Desk ticket from an alert............cccooeiiiiiii 799
Creating and managing tickets by email.............coooiiii 802
About attachments to tickets created through email...............cccccoiiiiiiie 802
Enable email ticket creation.............o i 803
Create a ticket by @malil.........oooi e 803
Modifying ticket attributes using email...........c.coccueviiiiiiiii i 804
Clearing a ticket field using email.............ccooeeiiiiiiiiie e 804
Changing ticket fields using email...........occoiiiiiiii i 804
Changing ticket approval fields using email............ccccoiiiiiiiiini e, 805
Viewing tickets and managing comments, work, and attachments...................ccccciees 806
Navigate among tickets, related devices, and assets............coccoiiiiii i, 806

Add work information for tiCKEtS..........uviiiiiiiie 806
Use default views for tiCKetS..........ooiiiiiiiiiiii s 807
Create custom views for tiCKetS. ... 809

Set a view as the default view for tickets...........ocoiiiiiii e 809

Add comments 10 tICKEES. .......ueiiiiiee e 810
Add owner-only comments t0 tiICKetS..........oiiiiiiiiii e 811
View ticket COMMENES..........ouii e 812
Add or delete screen shots and attachments from Service Desk tickets..................... 812
View ticket activity NISTOry........ccceeeiiii 814
Send ticket information through email............ccoooiiiii 814
Run Device Actions from tiCKetS..........oeiiiiiiiiii e 814
Merging tICKELS. ... e e e e e e e e e 815
Enable tiCKet MEIge.... ..o 815
Merge tickets from the Tickets list page.......ccccveeeiiiiiiiiiiiei e 815
Merge tickets from the Ticket Detail page.........cccoiiieiiiiiiiiii e, 816
Using the ticket escalation ProCeSS. ........ooouiiiiiiiiiii e 816
Understanding ticket sStates. ... 817

KACE Service Desk 13.1 Administrator Guide | 22



Understanding the escalation time limit.............ccccoiiiii e, 817

Understanding €SCalation............cuiiiiiiiiii e 817
Changing ticket escalation Settings..........cooiiiiiiiiii e 817
Change the list of escalation email recipients............cccccevviiiieiii e, 817
Change the escalation time lIMits..........ccccoveiiiiiii e 818
Change the default escalation email message............cccoovieiiiiieicii i 818
USING Service DESK PrOCESSES.......uuuiiiiiiiiiieiiiiiee ettt e e e ebe e e eneeas 819
Add, edit, and enable process templates..............uuueuiiiiiiiiiiiieie e 819
DefiNe PrOCESS TYPES. ... ittt e e e e e e e e e e e e e e e e e 825
Create process tickets to manage related tasks.........ccccceeiviiii i 825
Create process tickets by €malil............cooiiiiiiiiiiiiii e 826
View process information............ocuiiii i 826
Cancel or complete process tiCkets.........ooiiiiiiiiii 827
Delete process temMplates. .......oooieeeiiiiiii e 828
Convert process tickets to regular tickets. ... 828
Convert regular tickets to process tiCKetS. .........uviiiiiiiie i 829
USING TICKET RUIES......eeiiiiiiieiiit sttt e e e e e e e e et e e et et ettt eeeeeeeeeeeeeseeesnsnenrnrnnes 829
Using and configuring system Ticket RUIES............oooiiiiiiiiii e, 830
Understanding and customizing system Ticket Rules............cccoooiiiiii e, 830
Create custom Ticket RUIES.........cooiiiiiiii e 830
Duplicate a custom Ticket RUIE..........uuuuiiiiiiiiiiiie e, 832
Delete a custom Ticket RUIE.........coooii e 833
Move a Ticket Rule from one queue to another............ccccccoooiiiiiiii e, 833

RUN Service DESK MEPOITS. .....coiiiiiiiie ittt e et e e st e e e st e e e e snteeeaeans 834
Archiving, restoring, and deleting tickets....... ..o 834
Enable ticket arChival..............oooiiiiiiii e 834
Configure queue archive SettiNgS. ......ccooi e 836
Archive selected tICKEtS. ... 837
Restore archived tiCKETS. .........eviiiiie e 837
Delete archived tICKetS. ........ooo i 837
Managing ticket deletion............ooi i 838
Configure ticket deletion Settings..........cooiiiiiiiiii 838
Delete tICKELS. ... et e e e e e 838
Managing Service Desk tiCKEt QUEUES.........coouiiiii i e 838
About Service Desk tiCKEt QUEUES...........coocuiiiiiiiiee et 839
Adding and deleting QUEBUES..........cooiiiiiiiie e 839
e [0 = o [ =0T PSPPI 839
Add a queue by duplicating an existing qUEUE............cceiiiiiiiiiiii e 840

KACE Service Desk 13.1 Administrator Guide | 23



Delete @ QUEUE OF QUEBUES...........coiiiiiiiee et 840

Viewing tiICKEtS iIN QUEUES. ........ooiuiiiii e 840
View tickets across all QUEUES...........uuuuuiicceccce e 841
Setting the default QUEUE............ooouiiiii e e e 841
Set the default queue at the system level...........ccovveeeiiiiiiiiici e, 841

Set the default queue at the user level...........oooiiiiii e 842

Set the default fields for the All Queues ticket list...........occciiiiiiiiii e, 843
Move tickets betWeen QUEUES. ... ... e e 844
Bulk edit tiCKetS in @ QUEUE..........uiiiee e 844
About User Downloads and Knowledge Base artiCles.........cccoiiiiiiiiiiiiiiiiiieeeeee e 845
Managing User DOWNIOAAS. .........ocoiiiiiiiiiieieeeeee e e s e e e e e e e e e e e e aaaaaaaaaaeaeees 845
Add User DOWNIOAAS. ..........uuiiiiiiiiiiii e 845
Apply labels to User DOWNIOAdS..........cooiiiiiiiiiiiiiieii et 848
Remove labels from User DOWNIOads..........coocuuieiiiiiiiiiiiiiiie e 848
Delete User DOWNIOAAS............uuiiiiiiieaiiiieiee et e e e e 848
Managing Knowledge Base artiCles.............uuiiiiiiiiiiii e 848
Add, edit, or duplicate Knowledge Base articles..........ccccoeeveiiiiiiiiiie, 849
Delete Knowledge Base artiCles............uuviiiiiiiiiiiiiecee e 850
View user ratings and the number of views for Knowledge Base articles.................... 851
Customizing Service Desk ticket Settings..........oooiiiiiii 851
About customizing Service Desk ticket settings..........cocuueiii e 851
Create ticket categories and SUDCAtEgQONIES.........ccveiiiiiiiiiie e 852
Customizing tICKEE VAIUES.........oiiiiiiiiiieee e e e e e e e 854
Customize ticket status Values...........ooouiiiiiiiiiii e 854
Customize ticket priofity ValUEs...........coooiiiiiiiiiiii e 855
Customize ticket impact Values..............oeiiiiiiiii e 856
Customizing ticket 1aYOUL.........oo e 857
Customize Layout and Related Ticket Fields.........cccocoeveiiiiiire i 857
Configure Comment Field Options..........coooiiiiiiiiiiiiiece e 859
Define custom ticket fields..........ooouiiiiiiiiii e 860
Customize the ticket list 1ayout..........c..ooiiiiiii e 862
Manage ticket templates.... ... 862
Configure a ticket template......... ..o 863
Preview ticket 1ayOUL...... ..o 866
Using parent-child ticket relationships...........ooooioriiiieieeeee s 867
Enable parent-child ticket relationships for a queue............ccccco i 867
Enable parent tickets to close child tickets............cocoiiiiiiii 868
Create child tickets for any ticket..........coooiiiii 868

KACE Service Desk 13.1 Administrator Guide | 24



Designate tickets as parents and add existing tickets as their children....................... 869

Use a parent ticket as a to-do list.. ..o 870

Use parent tickets to organize duplicate tickets...........cccoviiiiiiii 870
USING tICKET @PPIOVEIS. ...t e e e e e e e e e e e e e e s anenee 871
Configure tiCKEt @PPIOVETS. ... ..eiiiii it e et eaaae s 871
Approving tickets by @malil...........oooiiiiiiiii 872
Configuring SMTP €mMalil SEIVEIS.........ciiiiiiiii e 872
Connect your email server to the applianCe..........ccooiiiiiiiii e 872
Using internal and external SMTP SEIVErS...... .o 873
Use the internal SIMTP SEIVET........cooii it e e 873

Use an external SMTP server or Secure SMTP Server..........ccccccvviiciiieiniee e 873
Maintenance and troubleshooting..........cccoocciimiiicc e ——— 876
Maintaining the apPli@NCe............ooi i e e 876
Tracking changes to SEttiNGS........coi i 876
About appliance baCKUPS..........oooi i ——————————— 876
Set the daily backup schedule and the number of backups to retain........................ 877
Back up the appliance mManuUally.............ooeueiiiiiiiiiiiiiirr e e e e e aaeaees 878
Download backup files from the Administrator Console............ccccccceeeeiiiiiiiiiiieeeeeeen. 878
Access backup files through FTP.........coooii e 879
About deleting appliance backup data............ooooii e 879
Configure offboard backup transfer............oo e 880
Restoring the appli@nCe.........o..eeeeiiiiiieee e 881
Restore the appliance using the most recent backup..........cccceeeeiiiiiiiiiiiieeeeee, 881
Upload backup files to the applianCe...........cooeiiiiiiiiiii e 882
Restore the appliance from backups..........ocuviiiiiiiiiiiii e 883
Restore the appliance to factory settings...........ooo i, 884
Updating applianCe SOfWAIe........coooi e 884
Check for and apply advertised appliance updates.............cccoeecuiiiiiiiiieiiniiccieeeee. 884
Upload an update file to the appliance manually..............cccccoeeiiiiiiiiiiiiiee e, 885
VETIfY UPAALES... oot 885
Update the appliance liCeNSE KEY.........ccooiiiiiiiiiiiiiiii e 886
Reboot or shut down the applianCe..........cooii i 886
Update OVAL definitions from KACE...........ooo e 886
Understanding the daily run OUIPUL.........oeeiiiii e 887
DiISK SEATUS. ...t e e 887
Appliance network interface status...........ccceeiiiiii i 888
Appliance up-time and 10ad averages. ... 888
Email system health............cooo 888

KACE Service Desk 13.1 Administrator Guide | 25



Appliance backup STatUS..........ocoii i 889

Status Of RAID driVES.....cooieeeiee ettt a e e e e e eas 889
Troubleshooting the apPlianCe..........oooi e 889
Using TroubleShOotiNg TOOIS. .......uiiiiiiie e e 889
Verify the status of devices on the network.............coeeeiii i, 890

[Aentify dEVICE ISSUEBS.......eiiiiiiiiiie ettt e e e e 890

Enable a tether to Quest KACE SUPPOIt.......occuiiiiiiiiiii e 891
Troubleshooting applianCe ISSUES......ccoii i e e 891
VieW appliance [0gS. .. .coooieeiieiee et a e 891
Download appliance actiVity 10gS. .....cccuui i 895

Viewing the daily run OULPUL.........ooiiiiie e e e e e e e 895
Troubleshooting and debugging the KACE Agent...........oociiiiiiiiii e 895
Resolve Windows security issues that prevent Agent provisioning............ccccoeveeeeenee 895

Testing and troubleshooting email communication............ccocuiiiiiiiii e 896
Test outgoiNg €MAL...... ..o 897

Test INCOMING EMAILL.....cooiiiii e e e e e 897

Use Telnet to test incoming email.............ooooriiiiiiiiiiiiie e 897

Access appliance logs to view Microsoft Exchange Server errors...........ccccoocveeeennee. 898
Troubleshooting emaiil ©ITOrS..........ooi i 899

About Diagnostic Console Two-Factor Authentication.............cococeiiiiii e, 899

2N o o= § T == 900
Database table NAMES..... ... i 900
Adding steps to task SECHONS Of SCHPLS........ccccuiiiiiiiiie e 917
I N Y 7= T =1 o] [ 925
€T | 928
A et e oo eee e teee e teeeaeeeeaheee ettt eaateeeaateeeaseeeieeeeanteeaaaeeeaateeeaateeeanteeaanneeeaneean 928
PSR RR 930
O T PP R PR PPSP 931
D T PSP P PP TP PPRP 932
S 933
ettt ettt ettt te oo tee et eee e teee ettt eanteeaaneeeeaseeeanEeeeanteeeanseeeateeeaateeeaseeeanneeeanreeeaneeenn 934
Lttt ettt et e tee ettt e aeeeeheeeeaaeeeeteeeanteeeanteeaateeeoaReee ettt eaneeeeanteeeaneeeateeeanteeeanneas 935
SRS 936
O PSP PP OPPT 937
O P TP PP PP PUPROPPPTI 938
RS 940
L SRR 941
P et e e e et oo et e et eeeateeeaeeeeeheeeeaaeeeeeeeeanteeeaneeeeateeeaateeeaseeeaneeeaaneeeanes 943

KACE Service Desk 13.1 Administrator Guide | 26



KACE Service Desk 13.1 Administrator Guide |

27



About the KACE Service Desk

Quest® KACE® Service Desk is a virtual appliance designed to automate device management, application

deployment, patching, asset management, reporting, and Service Desk ticket management.

For more information about KACE SD series appliances, go to the Quest website, https://www.quest.com/
products/kace-systems-management-appliance/.

KACE Service Desk is a limited version of the KACE Systems Management Appliance that allows you to manage

end-user tickets and assets. It uses the KACE agent to manage a single device node, and up to 250 agentless

nodes. Unlike KACE Systems Management Appliance, it does not include patching and scripting features, as well

as software asset management capabilities. You can read about these functions in this manual, however, they

are disabled in KACE Service Desk. You can easily upgrade KACE Service Desk to KACE Systems Management

Appliance, to enable the full set of end-point management capabilities. To find out complete information about
this product, its technical specifications and reference materials, visit the documentation landing page at https://
support.quest.com/kace-systems-management-appliance/technical-documents.

About the appliance components

Appliance components include software, hardware, web-based interfaces, and a mobile app interface.

Table 1. Appliance components

Component Description

Virtual appliance The appliance runs in a virtual environment that uses a VMware® or
Microsoft® Hyper-V® infrastructure. For the latest information about
requirements for managed devices, and browser requirements for
accessing the Administrator Console, see the Technical Specifications
available on the product documentation page: https://support.quest.com/
kace-systems-management-appliance/technical-documents.

Command Line Console The Command Line Console is a terminal window interface to the
appliance. The interface is designed primarily to configure the appliance
and enforce policies. See Power-on the appliance and log in to the
Administrator Console.

Administrator Console The Administrator Console is the web-based interface used to
control the appliance. To access the Administrator Console, go to
http://appliance_hostname/admin where appliance_hostname is
the hostname of your appliance. If the Organization component is enabled,
you can access the System-level settings of the Administrator Console
at http://appliance_hostname/system. To view the full path of
URLs in the Administrator Console, which can be useful when searching
the database or sharing links, add ui to the URL you use to log in. For
example: http://appliance_hosthame/admin.

User Console The User Console is the web-based interface that makes applications
available to users on a self-service basis. It also enables users to file
Service Desk support tickets to request help or report issues. To access
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Component

Description

KACE Agent

KACE GO

the User Console, go to http: //appliance_hostname/user where
appliance_hostname is the hostname of your appliance.

The User Console provides:
» Avrepository of applications that users can download as needed.
* A way for users to submit and track tickets requesting help.

» Assistance for routine tasks, such as software installation,
and access to the Quest Support Knowledge Base, https://
support.quest.com/kace-systems-management-appliance/kb.

To customize the User Console, see:

»  Configure appliance General Settings with the Organization
component enabled.

*  Configure appliance General Settings without the Organization
component.

The KACE Agent is an application that can be installed on devices to
enable device management through the appliance. Agents that are
installed on managed devices communicate with the appliance through
the agent messaging protocol. Agents perform scheduled tasks, such
as collecting inventory information from, and distributing software to,
managed devices. Agentless management is available for devices that
cannot have Agent software installed, such as printers and devices with
operating systems that are not supported by the Agent.

See Provisioning the KACE Agent.

KACE GO is an app that enables administrators to access Service Desk
tickets, inventory information, and application deployment features from
their smart phones or tablets. The app also allows non-admin users to
submit Service Desk tickets, view the status of submitted tickets, and read
Knowledge Base articles from their mobile devices. You can download

KACE GO from the Apple® App StoreSNI for iOS devices, or from the
Google Play™ store for Android™ devices.

See Configuring Mobile Device Access.

About the Administrator Console

The components available in the Administrator Console might differ, depending on the license key, organization
settings, appliance settings, and user role.

In addition, if the Organization component is enabled, the Administrator Console has two levels: The Admin level,
which shows organization-related features, and the System level, which shows appliance-related features.

If the Organization component is not enabled, Admin- and System-level features are available at the Admin level.

NOTE: Your license key determines whether the Organization component is enabled or disabled. See
View product licensing information and About organizations.

There are three login modes:

Admin mode without the Organization component enabled: If the Organization component is not
enabled on your appliance, go to http: //appliance_hostname/admin, where appliance_hostname
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is the host name of your appliance, to log in to this mode. For components available in this mode, see
Components available in Admin mode without the Organization component.

+  Admin mode with the Organization component enabled: If the Organization component is enabled
on your appliance, go to http: //appliance_hostname/admin to log in to the Default organization.
appliance_hostname is the host name of your appliance. Admin mode enables you to manage
the components available to the selected organization. For components available in this mode, see
Components available in Admin mode with the Organization component enabled.

If the Login Organization option is enabled in the appliance settings, the Organization box appears. You can
type the name of an organization in the Organization box to log in to that organization directly.

If you have multiple organizations and the fast switching option is enabled, you can switch between
organizations and the System level using the drop-down list in the top-right corner of the page next to the
login information. See Enable fast switching for organizations and linked appliances.

+  System mode with the Organization component enabled: If the Organization component is
enabled on your appliance, go to http://appliance_hostname/system, to log in to System mode.
appliance_hostname is the hostname of your appliance. In this mode you can manage the components
available at the System level. For components available in this mode, see Components available in System
mode with the Organization component enabled.

In addition, if the fast switching option is enabled, and the passwords for the default admin accounts of the
organizations are the same, you can switch between organizations using the drop-down list in the top-right
corner of the page. See Enable fast switching for organizations and linked appliances.

Each mode has the following types of pages:

+ Dashboards. These pages show status information for the appliance. If the Organization component is
enabled, Dashboards are available at the organization and appliance level.
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List pages. These pages enable you to view items available on the appliance or, if the Organization
component is enabled, in the selected organization.
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Detail pages. These pages enable you to view and edit details of the selected item.
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Configuration pages. These pages enable you to configure settings.
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Panels. These pages provide access to related components and settings.
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Components available in Admin mode without

the Organization component

When the Organization component is not enabled, Admin mode shows all of the Admin-level components and the

System-level (appliance-level) settings.
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Office "0
QneDrive o
Windows
Table 2. Components available in Admin mode without the Organization component
Component Ul page Used to...
Home «  Dashboard Review appliance statistics, manage labels,
view historical information, and search for
+  Label Management data. See Using the Home component.
« Search
Inventory «  Devices Manage the devices, software, processes,
services, scans, and other items on your
+  Software network. See:
+  Software Catalog «  Managing device inventory
+  Processes «  Managing applications on the

«  Startup Programs Software page

«  Services *  Managing Software Catalog inventory

*  Managing process, startup program,

» Discovery Schedules I
and service inventory

« Discovery Results ) . )
*  Using Device Discovery

*  SNMP Inventory Configurations )
*  Using SNMP Inventory

Configurations to identify specific
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Component

Ul page

Used to...

Monitoring

Assets

Distribution

Scripting

Security

Devices
Alerts
Profiles

Maintenance Windows

Log Enablement Packages

Assets

Asset Types
Contracts

Licences

License Compliance
Locations

Import Assets

Managed Installations
File Synchronizations
Wake-on-LAN
Replication

Alerts

Scripts

Run Now

Run Now Status
Search Scripting Logs
Configuration Policies
Security Policies

Mac Profiles

Patch Management
OVAL Scan

SCAP Scan

Dell Updates

SNMP objects and non-computer
devices to add to inventory

Manage basic event monitoring for 5
servers with your standard license,
gathering event data from core Windows®
event logs, syslogs, and application logs.

With the Monitoring Module license,
manage event monitoring for up to 200
servers.

See Monitoring servers

Track physical assets, such as devices,
software, printers, and so on, and view the
history of assets and their configuration.
See:

*  Managing inventory

*  Managing License Compliance

Distribute and manage software, including
updates from Quest, remotely.

See Deploying packages to managed
devices.

Automate tasks performed on managed
devices.

See Running scripts on managed devices.

Reduce the risks from malware, spyware,
and viruses. OVAL (Open Vulnerability
Assessment Language) is a battery of
tests that can be run to identify security
vulnerabilities on managed devices.
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Component

Ul page

Used to...

Service Desk (also
known as Help Desk
on appliances that
have been upgraded
from early versions)

Reporting

Settings

Tickets
User Downloads
Knowledge Base

Announcements

Archive (available only if ticket

archival is enabled)

Configuration

Reports
Report Schedules

Notifications

Control Panel
Users

Credentials

Roles

Logs

Appliance Updates
Provisioning
Resources

History

Support

See Patching devices and maintaining
security.

Provide a repository of software and
documentation for users to access and
download. Includes a full-featured service
desk for creating and tracking tickets.

See Using the Service Desk.

Run pre-packaged reports and report-
creating tools to monitor your appliance
implementation.

See Using reports and scheduling
notifications.

Administer your appliance and Agent
provisioning. See:

»  Configuring the appliance

»  Configuring user accounts, LDAP
authentication, and SSO

*  Managing credentials
*  Maintaining the appliance
*  Provisioning the KACE Agent

* Importing and exporting appliance
resources

*  Managing settings history

*  Using Troubleshooting Tools

Components available in Admin mode with the
Organization component enabled

When the Organization component is enabled, the Admin mode shows components and settings for the current
organization only. Appliance-level components are available in System mode.

If the Organization component is enabled on your appliance, and you log in to http://appliance_hostname/
admin, the Settings component shows features available to the selected organization only.
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dmin (Default) +
KACE Systems Management Appliance @ admin ©efault

Session Timeout: 00:59:40 + 07/27/2017 13:48:56

¢ i Settings > Control Panel o
: MT:DJ Control Panel g
=
& Monitoring ’ [§ General Settings & User Authentication
Bl Asset Management > Customize defaul: configurations Configure trust with LDAD
¥ Distribution N Configure devics actions
Setlocale andlogo
& Scripting >
& security » ! Monitoring Settings
) Service Desk ¥ Adjust sextings for Monitoring
@ Reporting »
£ Settings hd
Control Panel
Users
Credentizls
Roles
Brovisioning
Resources
History
Suppart

All other components are the same, regardless of whether the Organization component is enabled. See
Components available in Admin mode without the Organization component for components, and see the following
illustration.

fault)
KACE Systems Management Appliance @ samin ety

Session Timeour: 00:59:05 = 07/27/2017 14:00:58

¢« % Home > Dashboard

# Home A 5
Dashboard E’l Customize H View Details [E3
b
Dashiboard ;{
Label Management )
Top Knowledge Base Articles Latest News Articles
Search
- -
3 Inventory » « Information Regarding New Petya (PetyaWrap) Ransomware Qutbreak «  KACE Systems Management Appliance (K1000) 7.2 is now available!
o (230836)
@ Monitoring > = KACE Systems Deployment Appliance (K2000) 4.1 (SP1) is now available!
= KACE K1000 (SMA) and K2000 (SDA) information on SambaCry vulnerability
Ml Asset Management » (CVE-201707494) «  KACE Systems Management Appliance 7.1 Seif-Help Feature Highlight
K Distribution 3 (228374)
o Information regarding WannaCry virus and patch MS17-010 (229420)
& Scripting > « K1000 7.0 Support Notifications
*  Reports with Large Datasets May Cause Disk to Fill and Database Corruption
- Security > (213259) v = K1000 Licensing Update - End of Asset Pack "grandfathering” hd
© Service Desk »
B Reporting » Connections File Synchronizations Managed Installations Current Scripts
£ Settings »

5 0 0 0

o S, ™M™

Managed Operating Systems License Compliance
FaceTime w
MACOS X "
60% NetLimiter 100
Office 1
OneDrive 20
Windows
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Table 3. Components available in Admin mode with the Organization component enabled

Component Ul page

Used to...

Settings «  Control Panel

* Users

+  Credentials
* Roles

*  Provisioning
* Resources

* History

*  Support

Manage general settings for the
organization, such as user authentication
and Agent provisioning. See:

»  Configuring the appliance

»  Configuring user accounts, LDAP
authentication, and SSO

*  Managing credentials
*  Provisioning the KACE Agent

* Importing and exporting appliance
resources

* Managing settings history

*  Using Troubleshooting Tools

Components available in System mode with the
Organization component enabled

When the Organization component is enabled, System mode shows components related to appliance settings.
Organization-level components are available in Admin mode.

When you log in to the appliance System Administration Console, http://appliance_hostname/system, or
select System in the drop-down list in the top-right corner of the Administrator Console, the following components

are available.

@ admin (System) ~

Session Timeout: 00:59:49 + 07/27/2017 13:48:20

. System Dashboard

Warning: 5 of 10 managed computer licenses are being used.

Latest News Articles

K1000 Licensing Update - End of Asset Pack “grandfathering

Tasks in Progress Device Check-In Rate

Idle

Top Knowledge Base Articles

. KACE
(CVE-2017

+ Information

. R

Disk Capacity

n Regarding New Petya (PetyaWrap) Ransomware Outbresk

& Customize View Details Ei

M#) and K2000 (SDA) information on SambaCry vulnerability
94)

regarding WannaCry
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Table 4. Components available in System mode with the Organization component enabled

Component Sub-tabs Used to...
Home «  Dashboard Review summary statistics for the
appliance.
See Using the Home component.
Settings «  Control Panel Manage the appliance and access

¢ Administrators
* Logs
*  Appliance Updates

* Resources

«  History
e Support
Reporting +  Reports

*  Report Schedules

resources such as Quest Support. See:
»  Configuring the appliance
*  Maintaining the appliance

* Importing and exporting appliance
resources

*  Managing settings history
e Using Troubleshooting Tools
Run pre-packaged reports and report-

creating tools to monitor your appliance
implementation.

See Using reports and scheduling

notifications.
Organizations +  Organizations Add and manage organizations (requires
the Organization component).
* Roles . . L
See Creating and managing organizations.
*  Filters
*  Devices

Using the Home component

The Home component includes the Dashboard, Label Management, and Search features.

About Dashboards

Dashboards provide overviews of organization or appliance activity. They also provide alerts and links to news
and Knowledge Base articles.

If the Organization component is enabled on the appliance, and you are logged in to the Administrator Console
(http://appliance_hostname/admin), the Dashboard shows information for the selected organization.
When you are logged in to the System Administration Console (http://appliance_hostname/system), the
Dashboard shows information for the appliance, including all organizations.

Tip: TIP: The appliance updates the summary widgets periodically. To update all of the widgets any time, click

the Refresh button in the upper right of the page: c To update individual widgets, hover over the widget,
then click the Refresh button above the widget.
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View the Dashboard in Admin mode

View the Admin mode Dashboard to find summary information for the appliance or, if the Organization component

is enabled, for the selected organization.

* Log in to the Administrator Console , http://appliance_hostname/admin. Or, if Show organization menu

in admin header is enabled, select an organization in the drop-down list in the top-right corner of the page

next to the login information.

The Dashboard page appears.

® admin (Default) ~

Session Timeout: 00:59:05 » 07/27/201

00:58

# Home

Dashboard

Top Knowledge Base Articles

Managemen
Mlanagement > (CVE-201707494)

» Connections

il

Managed Operating Systems

60%

Windows

n Regarding New Petya (PetyaWrap) Ransomware Outbreak

= KACE K1000 (SMA) and K2000 (SDA) information on SambaCry vulnerability

File Synchronizations

0

—~—m

License Compliance
FaceTime
MAC 08 X
NetLimiter
Office

OneDrive

©
5
Customize H View Details

Latest News Articles

Managed Installations

0 0

Current Scripts

e N )

View the Dashboard in System mode

If the Organization component is enabled on your appliance, view the System Dashboard to find summary

information for the appliance.

* Login to the appliance System Administration Console, https://appliance_hostname/system, or select
System from the drop-down list in the top-right corner of the page.

The System Dashboard page appears.
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< ® Home > Dashboard » System Dashboard
e
System Dashboard
Warning: 5 of 10 managed computer licenses are being used.

atest News Articles

Idle

Customize Dashboard pages

14) and K2000 (SDA) information on SambaCry vulnerability

Disk Capacity

~/

You can customize Dashboard pages to show or hide widgets as needed.

1. Do one of the following:

Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if

Show organization menu in admin header is enabled in the appliance General Settings, select
an organization in the drop-down list in the top-right corner of the page next to the login

information.

Log in to the appliance System Administration Console, https://appliance_hostname/

system, or select System from the drop-down list in the top-right corner of the page.

The Dashboard or System Dashboard page appears.
2. Hover over the widget, then use any of the following buttons:

o

° ———

I Hide the widget.

" . .
#_lI: Resize the widget.

e: Refresh the information in the widget.

'ﬂ': Display information about the widget.

+: Drag the widget to a different position on the page.

3. Some widgets are editable, allowing you to filter the information that they display. To edit an editable

widget, click # andin the dialog box that appears, provide the required information. In some cases, you
can also switch between bar chart and donut views, as applicable.

4. Click the Customize button in the top-right corner of the page to view available widgets.
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View By: Al ltems - X

Widget Library

Installed "" “ Installed Installed Installed

To view all installed widgets, click View By > All Items

To view only the Service Desk widgets, click View By > Service Desk

To view only the Device widgets, click View By > Devices

To view only the Asset Management widgets, click View By > Asset Management
To view only the Security widgets, click View By > Security

= © e No O

0. To show a widget that is currently hidden, click Install.

About Dashboard widgets

Dashboard widgets provide overviews of organization or appliance activity.

This section describes the widgets available on the Dashboard. If the Organization component is enabled on your
appliance, widgets show the information for the selected organization at the Admin level and for the appliance at
the System level.

Widget

Description

General widgets

Latest News
Articles and Top
Knowledge Base
Articles

Connections

File
Synchronizations

Managed
Installations

Current Scripts

License
Compliance

This section provides a high-level overview of your appliance activity. The information
appearing in these widgets allows you to focus on specific indicators that can help
you understand any potential issues.

These widgets provide links to news and information from Quest. News articles are
displayed according to date or importance. Knowledge Base articles are displayed
according to their priority in the Technical Support system.

This widget shows the number of connections to the appliance web server. A high
number indicates a high load on the server, which might reduce appliance response
time. If the Organization component is enabled on your appliance, the widget shows
the information for the selected organization.

This widget shows the number of File Synchronizations that are in progress on Agent-
managed devices. If the Organization component is enabled on your appliance, the
widget shows the information for the selected organization.

This widget shows the number of Managed Installations that are in progress
on Agent-managed devices. If the Organization component is enabled on your
appliance, the widget shows the information for the selected organization.

This widget shows the number of scripts that are enabled to run on Agent-managed
devices. If the Organization component is enabled on your appliance, the widget
shows the information for the selected organization.

If you have created License assets for software, this widget shows the number of
Agent-managed devices that have a particular licensed software installed, and the
number of licenses available. If the Organization component is enabled on your
appliance, the widget shows the information for the selected organization.
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Widget

Description

Provisioning

Provision Platforms

Tasks in Progress

Device Check-In
Rate

Software License

Configuration

Disk Capacity

Software
Publishers

License assets can be created for applications listed on the Software page and the
Software Catalog page, and the license mode for applications must be Unit License
or Enterprise for license information to appear on this widget. Applications with other
license modes, such as Shareware, Freeware, or Not Specified, are not displayed on
this widget.

This widget is for information only, and the appliance does not enforce license
compliance. For example, the appliance does not prevent software from being
installed on Agent-managed devices if a license is expired or otherwise out of
compliance.

The following colors indicate threshold levels:
* Red: Usage is at or above the critical threshold setting.

* Orange: Usage is at or above the warning threshold setting but below the
critical threshold setting.

*  Green: Usage is below the warning threshold setting.

To change the threshold levels, see Configure appliance General Settings without the
Organization component.

For information about managing License assets, see Managing inventory.

This widget shows the status of KACE Agent provisioning or installation tasks. If
the Organization component is enabled on your appliance, the widget shows the
information for the selected organization.

This widget shows the percentage of operating systems installed on Agent-managed
devices. If the Organization component is enabled on your appliance, the widget
shows the information for the selected organization.

This widget displays the number of tasks in progress on the appliance. This number
includes tasks related to scripting, inventory, metering, replication, patching,
bootstrapping, and cache queries. You can view the load average on the appliance,
and change the task throughput, as needed. See Configure Agent communication
and log settings.

If the Organization component is enabled on your appliance, the widget is available
on the System Dashboard page.

This widget displays the number of devices that have connected to the appliance in
the past 60 minutes. If the Organization component is enabled on your appliance, this
widget is available at the System level.

If you set up License assets for software, and specify the license type, such as site,
subscription, or unit, that information is displayed in this widget. If the Organization
component is enabled on your appliance, the widget shows the information for the

selected organization.

This widget displays the amount of disk space that is free or in use on the appliance.
If the Organization component is enabled on your appliance, this widget is available
at the System level.

This widget displays the publishers defined in the Software Catalog, with the
highest number of software titles installed on managed devices. If the Organization
component is enabled on your appliance, the widget shows the information for the
selected organization.
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Widget

Description

Software Titles

Expiring Dell
Warranties

Monitoring Alert
Summary

Monitored Devices

Monitoring Alerts

Service Desk
widgets

This widget displays the software titles defined in the Software Catalog, with the
highest number of installations on managed devices. If the Organization component
is enabled on your appliance, the widget shows the information for the selected
organization.

This widget displays information on any Dell Warranties, and links to the Reports list
page for Dell Warranty reports.

If the Organization component is enabled on your appliance, the widget shows the
information for the selected organization.

This widget displays the number of unacknowledged alerts, grouped by alert level.
The following icons indicate alert level:

*  o: Critical

* o Error

* 4 Warning

* o: Information
*+ o Recovered

If the Organization component is enabled on your appliance, the widget shows the
information for the selected organization.

Low-resource alerts.\When the appliance resources are low, Critical alerts appear
on the Dashboard, providing the recommended course of action such as contacting
Support. These alerts are generated when the appliance is detected to use a high
amount of disk, CPU, and memory resources, or when a high number of emails is
received.

Critical low-resource alerts are displayed when the related condition is detected within
the last ten minutes, and it persisted for one hour before being displayed.

The settings for these alerts are tracked in the history settings. You can disable
that by clearing any of the Low Resource Alerts options on the Settings History
Configuration page. For more information, see Configure System-level settings
history subscriptions with the Organization component enabled.

This widget displays the status of the devices for which monitoring has been enabled.
If the Organization component is enabled on your appliance, the widget shows the
information for the selected organization.

This widget displays the alert messages for the devices being monitored. If the
Organization component is enabled on your appliance, the widget shows the
information for the selected organization.

This section provides a high-level overview of your Service Desk ticket performance.
Use it to quickly review the state of your tickets and look for any indicators that can
improve your customer experience. For example, you can review the numbers of
overdue tickets and focus on specific issues, as needed.

NOTE: Service Desk widgets display data for the default queue associated
with the logged-in user. If there is no default set for the user, or if Al Queues is
set as the default, the widgets display data from all the queues owned by the
user.

NOTE: If the user does not own any queues, or if their default queue is no
longer valid, the widgets do not display any data.
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Widget

Description

Shortcuts

Views

Reports

Tickets Opened
Today

Active Tickets By
Owner

Active Tickets By
Category

Active Tickets By
Priority

Active Tickets
Closed Tickets

Overdue Tickets

Overdue Tickets By

Owner

Overdue Tickets
Today

Tickets Due Today

Reopened Tickets

This widget contains links to common Service Desk actions. Use them to quickly
initiate specific tasks, such as creating a new KB (Knowledge Base) article,
scheduling a report, and so on.

This widget contains links to common Service Desk pages and wizards, including
any custom views that you created. Use them to quickly navigate to specific pages,
such as My Recent Tickets, All Unassigned Tickets, and Tickets Due Today. It
also displays link to custom views, as applicable. The list of custom views is sorted
alphabetically. If you want the custom views to appear in a specific order, you can
prefix their names with numbers, as needed.

This widget contains links to common Service Desk reports. Use them to quickly
generate a specific report, such as Open Tickets last 7 days by Owner, Stalled/Open
Tickets by Owner, and others.

This widget contains the number of Service Desk tickets that were opened today.

These widgets display the numbers of active, closed, overdue, overdue today, due,
due today, or reopened Service Desk tickets, grouped into any of the following
categories:

+  Category
*  Priority
«  Owner
*  Queue
* Range

The resulting data can appear in a Bar Chart or a Donut Chart.
To change the widget title, choose how you want to group the tickets, or select the

chart type, click # inthe widget. In the dialog box that appears, make your edits and
click Save.
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Widget

Description

Average Ticket
Resolution Time

Tickets Overdue

Device widgets

Devices By
Memory

Devices By
Processor

Devices by Disk
Capacity

Managed Operating
Systems

Devices By
Manufacturer

Devices By Model

Devices By
Subtype

This widget displays the average number of days the ticket resolution takes over that
last 30 days, grouped into any of the following categories:

+  Category
*  Priority

«  Owner

*  Queue

*  Month

The resulting data can appear in a Bar Chart or a Donut Chart.
To change the widget title, choose how you want to group the tickets, or select the

chart type, click # inthe widget. In the dialog box that appears, make your edits and
click Save.

This widget displays the number of Service Desk tickets that are currently overdue.

This section provides a high-level overview of your managed devices. Use it to
quickly review the state of your devices and look for any indicators that can improve
their performance. For example, you can review the percentages of available disk
space, and focus on specific issues, as needed.

This widget shows a bar chart, where each bar represents a number of devices that
have an indicated amount of RAM installed on them.

This widget shows a bar chart, where each bar represents a number of devices that
have a specific processor configuration.

This widget shows a donut chart, where each section of the chart indicates the
percentage of free disk space on the managed devices. Clicking the widget title
displays a report with links to the associated devices. Hovering over each section
of the chart displays the percentage of managed devices that have the selected
percentage of free disk space. For example, if you hover over the red part of the
chart, the widget displays the percentage of devices whose free disk space is lower
than 25%.

This widget shows the percentage of managed devices that are running each
operating system. If the Organization component is enabled on your appliance, this
widget shows the percentage of devices in the selected organization.

This widget shows the top device manufacturers represented in device inventory.
If the Organization component is enabled on your appliance, this widget shows the
percentage of devices in the selected organization.

This widget shows the top device models represented in the device inventory. If
the Organization component is enabled on your appliance, this widget shows the
percentage of devices in the selected organization.

This widget shows a donut chart, where each section of the chart indicates the
percentage of the managed devices by device subtype.
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Widget

Description

VMware Device
Counts

VMware Device
Reports

VMware ESXi
Device By Status

VMware ESXi
Version Counts

Asset
Management
widgets

Assets By Type

Assets By Status

Cost ($) of Unused
Licenses By
Product

License
Compliance

This widget shows the counts of each VMware device type, such as vCenters, ESXi
hosts, virtual machines, and provisioned virtual machines. Clicking the widget title
displays the Devices list page.

This widget contains links to five popular VMware inventory reports. Clicking the
widget title displays the Reports list page with the Virtual Infrastructure filter applied.

This widget displays a donut chart showing the current status of ESXi devices. There
are four possible values: OK, Warning, Error and Unknown. Clicking the widget title
displays a new VMware inventory report that lists all ESXi devices by current status.

This widget shows the counts of the top five ESXi versions. Clicking the widget title
displays a new VMware inventory report that shows all ESXi devices by version.

This section provides a high-level overview of your asset usage. Use it to quickly
review the state of your assets and look for any indicators that can improve your
asset configuration. For example, you can focus on how your software licenses are
used and identify which software titles need to have their license renewed.

This widget shows a donut chart, where each section of the chart indicates the
percentage of your assets by their asset type, such as device, software, location,
license, and others. Hovering over each section of the chart displays the percentage
of the assets of the selected type.

This widget shows a donut chart, where each section of the chart indicates the
percentage of your assets by their status, such as Active, Disposed, Missing, or
other. Hovering over each section of the chart displays the percentage of the assets
in the selected status.

This widget shows a bar chart, where each bar represents the cost of unused
licenses for each product. You can use this information to reassign or cancel unused
licenses, and to redirect your resource where they are most needed.

If you have created License assets for software, this widget shows the number of
Agent-managed devices that have a particular licensed software installed, and the
number of licenses available. If the Organization component is enabled on your
appliance, the widget shows the information for the selected organization.

License assets can be created for applications listed on the Software page and the
Software Catalog page, and the license mode for applications must be Unit License
or Enterprise for license information to appear on this widget. Applications with other
license modes, such as Shareware, Freeware, or Not Specified, are not displayed on
this widget.

This widget is for information only, and the appliance does not enforce license
compliance. For example, the appliance does not prevent software from being
installed on Agent-managed devices if a license is expired or otherwise out of
compliance.

The following colors indicate threshold levels:
* Red: Usage is at or above the critical threshold setting.

* Orange: Usage is at or above the warning threshold setting but below the
critical threshold setting.

*  Green: Usage is below the warning threshold setting.
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Widget

Description

Software Titles

Software
Publishers

Assets by Location

Software Installed
But Not Used in 60
Days

Expiring
Software License
Maintenance

Expired Software
License
Maintenance

Expiring Contracts

Expired Contracts

Software License
Configuration

Security widgets

Critical Patch
Compliance

To change the threshold levels, see Configure appliance General Settings without the
Organization component.

For information about managing License assets, see Managing inventory.

This widget displays the software titles defined in the Software Catalog, with the
highest number of installations on managed devices. If the Organization component
is enabled on your appliance, the widget shows the information for the selected
organization.

This widget displays the publishers defined in the Software Catalog, with the
highest number of software titles installed on managed devices. If the Organization
component is enabled on your appliance, the widget shows the information for the
selected organization.

This widget shows a donut chart, where each section of the chart indicates the
percentage of your assets by their location. Hovering over each section of the chart
displays the percentage of the assets in the selected location.

This widget shows a bar chart, where each bar represents a software title and the
corresponding number of instances of that product that have not been in use in the
last 60 days. You can use this information to further investigate whether these titles
are needed, to reassign or uninstall unused software, and to redirect your resource
where they are most needed.

This widget shows a vertical bar chart, where each bar represents the number of
software licenses that are about expire in the given time period.

This widget shows a donut chart representing the ration of expired and current
licenses. Hovering over each section of the chart displays the percentage of the
software licenses that are either expired or current, as selected.

This widget shows a vertical bar chart, where each bar represents the number of
contracts that are about expire in the given time period.

This widget shows a donut chart representing the ration of expired and current
contracts. Hovering over each section of the chart displays the percentage of the
contracts that are either expired or current, as selected.

If you set up License assets for software, and specify the license type, such as site,
subscription, or unit, that information is displayed in this widget. If the Organization

component is enabled on your appliance, the widget shows the information for the

selected organization.

This section provides an overview of patch compliance in your environment, and the
information about patching processes. Use it to quickly review the level of system
patches installed on managed devices and look for any indicators that can improve
your system security.

This widget shows the deployment progress of patches that are marked as critical.
If the Organization component is enabled on your appliance, the widget shows the
information for the selected organization.

KACE Service Desk 13.1 Administrator Guide
About Dashboard widgets



Widget

Description

Dell Updates

Compliance By
Machine

Compliance By
Patch

Patch Installation
Progress

Patches Deployed

Patches Failed

Patches Released

This widget displays the number of Dell applications, BIOSs, and firmware updates
that can be applied to managed devices. The updates are categorized as Moderate,
Important, or Critical, depending on the urgency of the update. After a Dell Update
schedule is created, data appears in the widget. See Configure Dell Update
schedules.

If the Organization component is enabled on your appliance, the widget shows the
information for the selected organization.

This widget displays a donut chart, where each section of the chart indicates the
percentage of patch compliance for each managed device. Hovering over each
section of the chart displays the percentage of the patch compliance for the selected
device.

You can change the information that appears in the widget by choosing the patch
publisher, operating system, label, classification, severity, KB number, and availability
date. You can also switch between bar chart and donut views, as applicable. You

can also install multiple instances of this widget on the Security Dashboard using a
different set of parameters in each instance.

This widget provides a donut chart, where each section of the chart indicates the
percentage of compliance for each applicable patch. Hovering over each section of
the chart displays the percentage of the compliance for the selected patch.

You can change the information that appears in the widget by choosing the patch
publisher, operating system, label, classification, severity, KB number, and availability
date. You can also switch between bar chart and donut views, as applicable. You

can also install multiple instances of this widget on the Security Dashboard using a
different set of parameters in each instance.

This widget shows the progress of patching tasks that are running on managed
devices. If the Organization component is enabled on your appliance, the widget
shows the information for the selected organization.

This widget displays the number of patches that are currently deployed.

You can change the information that appears in the widget by choosing the patch
publisher, operating system, label, classification, severity, KB number, and availability
date. You can also switch between bar chart and donut views, as applicable. You

can also install multiple instances of this widget on the Security Dashboard using a
different set of parameters in each instance.

This widget displays the number of patches that failed to deploy.

You can change the information that appears in the widget by choosing the patch
publisher, operating system, label, classification, severity, KB number, and availability
date. You can also switch between bar chart and donut views, as applicable. You

can also install multiple instances of this widget on the Security Dashboard using a
different set of parameters in each instance.

This widget displays the number of patches that are released and available for
deployment.

You can change the information that appears in the widget by choosing the patch
publisher, operating system, label, classification, severity, KB number, and availability
date. You can also switch between bar chart and donut views, as applicable. You

can also install multiple instances of this widget on the Security Dashboard using a
different set of parameters in each instance.
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Widget

Description

Patching Tasks

Completed

Reports

SCAP Summary

Views

Windows 10
Releases

This widget shows the progress of patching tasks, such as detect, deploy, and
rollback tasks, on managed devices. If the Organization component is enabled on
your appliance, the widget shows the information for the selected organization.

This widget contains links to common patching reports. Use them to quickly generate
a specific report, such as Critical and Recent Bulletin List , Devices not compliant by
patch, and others.

This widget provides information about SCAP scans that have been performed on
devices. If the Organization component is enabled on your appliance, the widget
shows the information for the selected organization.

This widget contains links to common patching pages and wizards, including any
custom views that you created. Use them to quickly navigate to specific pages, such
as the Patch Catalog. If you have any custom views, they are sorted alphabetically. If
you want the custom views to appear in a specific order, you can prefix their names
with numbers, as needed.

This widget shows a bar chart, with each item in the chart representing a particular
Windows 10 release and the number of managed devices running that version. This
can give you an idea of how many devices are candidates for published Windows 10
updates.

View Dashboard details

Dashboard details show statistics for the appliance or the selected organization.

If the Organization component is enabled on your appliance, and you are logged in to the Administrator Console
(http://appliance_hostname/admin), the statistics are shown for the selected organization. When you are
logged in to the System Administration Console (http://appliance_hostname/system), the statistics are
shown for the appliance, including all organizations.

On new appliances that have no managed devices, the Dashboard Detail page shows zero or no records.

1. Do one of the following:

¢ Login to the appliance Administrator Console, https://appliance_hostname/admin. Or, if
Show organization menu in admin header is enabled in the appliance General Settings, select
an organization in the drop-down list in the top-right corner of the page next to the login
information.

* Login to the appliance System Administration Console, https://appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.

2. Click Home > Dashboard.

The Dashboard or System Dashboard page appears.

3. In the top-right corner of the page, click View Details.

The Dashboard Detail page appears. It shows the following information:

Summary Section

Description

Devices

Information about managed devices, including a breakdown of the operating systems
in use.

In addition, if the number of managed devices exceeds the number allowed by your
license key, you are notified of it here.
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Summary Section

Description

Software

Distributions

Monitoring Alerts
Summary

Alert Summary

Patches

OVAL

Discovery
(Network Scan)

A summary of the applications that are available in inventory on the appliance. This
includes applications listed on the Software page and the Software Catalog page.

The applications that have been distributed to managed devices, separated by
distribution method. This section also indicates the number of packages that are
enabled and disabled.

The number of unacknowledged alerts for monitored devices, grouped by alert level.

The following icons indicate alert level:
»  o: Critical
* o Error
* 4> Warning
* o Information

*« o. Recovered

The alerts that have been distributed to managed devices, separated by the alert
type. This summary also indicates the number of alerts that are active and expired.

The IT Advisory refers to the number of Knowledge Base articles in User Console.

The patches received from software vendors such as Microsoft® and Apple. The
summary includes the date and time of the last patch (successful and attempted),
total patches, and total packages downloaded.

Information about the Open Vulnerability Assessment Language (OVAL), a battery
of tests that can be run to identify security vulnerabilities on managed devices. OVAL
information includes:

*  The definitions received

*  The date and time of the last OVAL download (attempted and successful)
*  The number of OVAL tests in the appliance

*  The number of devices scanned

«  The number of vulnerabilities detected on managed devices

The results of Discovery scans that have run on the network, including the number of
IP addresses scanned, the number of services discovered, and the number of scans
that have been performed.

NOTE: When this page is refreshed, the record count is updated. New appliance installations contain
zero records.

For more information about OVAL, see Maintaining device and appliance security.

View task schedules

The Task Schedule page displays a list of tasks scheduled for the current hour, day, or the week, as selected,
using their start times and an estimated duration based on machine counts and task types. Any tasks that have
detail pages associated with them, such as scripts, can be accessed by clicking the task name in the table.
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The Administrator Console displays the tasks associated with the selected organization and any System tasks,
like the Backup Window. When you view this page in the System Administration Console, it displays all tasks from
all organizations (separated by the organization), along with any available System tasks.

Any task chains that appear in the page are represented with connecting lines. For more information about task
chains, see Using Task Chains.

Tasks associated with multiple agents and devices appear in gradient color line, where the length of the line does
not reflect the task duration or any historical data. Solid color lines appears indicates tasks with a fixed duration. A
blue vertical bar in the graph represents the current date and time.

1. Do one of the following:

¢ Login to the appliance Administrator Console, https://appliance_hostname/admin. Or, if
Show organization menu in admin header is enabled in the appliance General Settings, select
an organization in the drop-down list in the top-right corner of the page next to the login
information.

* Login to the appliance System Administration Console, https://appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.

The Dashboard or System Dashboard page appears.
2. On the left navigation bar, in the Home section, click Task Schedule.

The Task Schedule page appears.
3. To switch between different levels of detail, click Hour, Day, or Week, as required.

View the appliance version, model, and license information

The About appliance link in the Help panel displays the appliance version, model, and license information.
1. Login to the User Console, Administrator Console, or System Console.
2. In the upper right of the Administrator Console, click Need Help.

A help pane appears on the right containing high-level information about the related Administrator
Console page. The bottom of the help pane includes the following buttons:

Appliance Administrator Guide(™): Provides access to the KACE System Management Appliance
help contents.

Knowledge Base (=): Allows you to browse the Knowledge Base articles associated with the related
Administrator Console page.

NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

Video Knowledge Base (H): Allows you to browse one or more training videos associated with the
related Administrator Console page. You can play a video on the help pane, in a smaller window
outside of the selected page, or on the target Knowledge Base page that hosts the video.

NOTE: This option is only available if related videos exist on the Support Portal. Also, it only
appears in the Administrator Console and the System Console. It does not appear in the User
Console.

Live Chat (®): Starts a chat with a KACE System Management Appliance product specialist.

NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

Open Ticket (#): Links to the Support page (https://support.quest.com/create-service-request) that
allows you to create a service request.
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3.

o

o

o

NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

Support (&): Links to the Settings > Support page. This page provides resources for troubleshooting
system management issues and contacting Quest Support.

NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

KACE GO Mobile App (C): Displays a dialog containing links for downloading the KACE GO Mobile
App. The app is available for iOS and Android platforms.

NOTE: This option is available if the appliance is configured to interact with the K1 GO Mobile
App. It only appears in the Administrator Console and the System Console. It does not appear
in the User Console For more information on enabling mobile access, see Configuring Mobile
Device Access.

About (©): Displays information about your KACE System Management Appliance installation.

NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

Click the About link located at the bottom-right corner of the panel.

The appliance license information is displayed.

o

o

o

o

o

The appliance version, model, and serial numbers.

The license expiration date, in month/day/year format.

The number of Managed Computers, Monitored Servers, and Assets that your license entitles you to
manage.

Managed Computers: The number of Managed Computers your license entitles you to manage.
Managed Computers are devices in the inventory that 1) have Windows, Mac, Linux, or UNIX
operating systems, 2) are categorized as PCs or servers, and 3) were not added to inventory
manually, through the WSAPI, or through mobile device management.

Monitored Servers: The number of Monitored Servers your license entitles you to manage.
Monitored Servers are servers that 1) meet the requirements for Managed Computers and 2)
have Monitoring enabled.

Assets: Assets that count toward your license limit include devices that 1) have been added to
the inventory but do not meet the definition of Managed Computers or Monitored Servers and
2) were not added to inventory manually, through the WSAPI, or through mobile management.
Examples of Assets include printers, projectors, network gear, and storage devices. The assets
you create and manage using the Asset Management component do not count toward the license
limit.

Your product license agreement entitles you to manage a specified number of devices. Be

aware that devices count toward these limits even if devices are MIA (missing in action) or

no longer in use. However, devices that are added to inventory manually, or through the

API, do not count toward license limits. For more information, see http://quest.com/docs/

Product_Guide.pdf. To increase your license capacity, go to the Quest website: https://

quest.com/buy.

If the license count is within the threshold of 25 units from limit, a warning alert appears in the
user notification list. When the server license count reaches the limit, an error alert is displayed.
Also, when the license limit is reached and an agent attempts to add a new device, an error
alert appears. For more details about user notifications, see Managing user notifications.

License terms and conditions.

Third-party code attributions.
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Optional: View appliance license information with enabled components. See View product licensing information.

View product licensing information

The appliance license information appears in the Appliance Updates section of the Administrator Console.
1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Appliance Updates.
3. Inthe License Information section, click the Help button: .

The following information appears:

- Managed Computers: The number of Managed Computers your license entitles you to manage.
Managed Computers are devices in the inventory that 1) have Windows, Mac, Linux, or UNIX
operating systems, 2) are categorized as PCs or servers, and 3) were not added to inventory
manually, through the WSAPI, or through mobile device management.

> Monitored Servers: The number of Monitored Servers your license entitles you to manage.
Monitored Servers are servers that 1) meet the requirements for Managed Computers and 2) have
Monitoring enabled.

> Assets: Assets that count toward your license limit include devices that 1) have been added to the
inventory but do not meet the definition of Managed Computers or Monitored Servers and 2) were
not added to inventory manually, through the WSAPI, or through mobile management. Examples of
Assets include printers, projectors, network gear, and storage devices. The assets you create and
manage using the Asset Management component do not count toward the license limit.

= Your product license agreement entitles you to manage a specified number of devices. Be aware
that devices count toward these limits even if devices are MIA (missing in action) or no longer in
use. However, devices that are added to inventory manually, or through the API, do not count
toward license limits. For more information, see http:/quest.com/docs/Product_Guide.pdf. To
increase your license capacity, go to the Quest website: https://quest.com/buy.

= If the license count is within the threshold of 25 units from limit, a warning alert appears in the
user notification list. When the server license count reaches the limit, an error alert is displayed.
Also, when the license limit is reached and an agent attempts to add a new device, an error alert
appears. For more details about user notifications, see Managing user notifications.

> Expires: The license expiration date, in month/day/year format.

NOTE: When the appliance maintenance expires, some features such as patching support
become unavailable. This causes an error alert to appear on the Home Dashboard. To renew
your license, visit https://support.quest.com/contact-us/renewals. For more information about the
Dashboard, see Using the Home component.

> Components: The components enabled under your license.

Optional: View the product serial number, model number, license terms and conditions, and third-party code
attributions. See View the appliance version, model, and license information.
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About appliance software updates

The appliance checks with the servers at Quest daily for software updates. These updates are referred to as
advertised updates.

If updates are available, an alert appears on the Home page of the Administrator Console the next time you log in
with Administrator account privileges.

Related topics

Upload an update file to the appliance manually.

About labels

Labels are containers that enable you to organize and categorize items, such as devices, so that you can manage
them as a group.

For example, you can use labels to identify devices that have the same operating system or that are in the same
geographic location. You can then initiate actions, such as distributing software or deploying patches, on all of
the devices with that label. Labels can either be manually assigned to specific items or automatically assigned to
items when they are associated with criteria, such as SQL or LDAP queries.

You can add labels from the Labels section as well as from other sections of the Administrator Console where
labels are used, such as the Devices page.

The following labels are available:

+ Labels: Labels that are applied manually and used to organize users, devices, software, Managed
Installations, and more. See Managing manual labels.

+ Smart Labels: Labels that are applied and removed automatically based on criteria you specify. For
example, to track laptops in a specific office, you could use a label called “San Francisco Office,” and add
a Smart Label based on the IP address range or subnet for devices located in the San Francisco office.
Whenever a device that falls within the IP address range is inventoried, the Smart Label “San Francisco” is
automatically applied. When the device leaves the IP address range, and is inventoried again, the label is
automatically removed. See Managing Smart Labels.

* LDAP Labels: Labels that are applied to and removed from users and devices automatically based on
LDAP or Active Directory® queries. See Managing LDAP Labels.

Related topics
Managing Smart Labels
Managing LDAP Labels

Searching for information and filtering lists

You can search the appliance databases, and filter list pages, to find information on the appliance.

If the Organization component is enabled on your appliance, you can search the database of each organization
separately. You cannot search the databases of all organizations at once, and you cannot search at the System
level.

Search at the Admin level

You can search the Admin-level databases to find information on the appliance.
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If the Organization component is enabled on your appliance, you can search the database of each
organization separately. You cannot search the databases of all organizations at once, and you cannot
search at the System level.

1. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. Do one of the following:

¢  Click the Search button in the top-right corner of the page to display the Search field. Then
type at least four characters in the Global Search field and press Enter or Return. The following
illustration shows this Search field:

-/7“\-‘ P R, (@) admin (Default)
QY Vianage pliance I

__ - Session Timeous: 2 2:05:31
« n Dashbcard T ——— o)

¢ Click Home > Search. Then type at least four characters in the Search field that appears above
the list on the right, and press Enter or Return. The following illustration shows this Search

field:
p— ,
[/ ) KACE Systems Ma nagement Appliance ®'-:HT'-"'JP“"": i
‘\.,_,// i \ Session Timeout: 00:58:51 » 07/27/2017 13:00:4.
<« e Searct a
& Home v » ist : 07/27/201713:00:34
Search Results st Refreshed E

Tio: | TIP: Use the percent sign (%) as a wildcard. For example, you can use the percent sign in a search string
to find all items that match the criteria before and after the percent sign.

Search at the page level

Page-level Search enables you to search for information on the current page.

1. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. Go to a list page. For example, on the left navigation bar, click Inventory. The Devices page appears.
3. On the list page, Devices in this example, enter the search text into the Search field in the top-right corner
of the page. Press Enter or Return to begin the page level search.

The following illustration shows the Page-level Search field:

& ... . )
l\ ,/I‘ e - V '):I - a - Session Timeout: 00:59:46 + 07/27/2017 13:03:17]
¢« 2 Devices (a !
B ¢ ' DE'\-’iCE‘S List Refreshed: 07/27/2017 13:03:04  Auto Refresh: Ever nds *
A . o —
|
Tio: | TIP: Use the percent sign (%) as a wildcard. For example, you can use the percent sign in a search string

to find all items that match the criteria before and after the percent sign.
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Searching at the page level with advanced options

Advanced page-level Search enables you to search for information on the current page using various
combinations of criteria. Advanced page-level Search is available on most list pages, such as the Devices page
and the Software page.

Example: Search for managed devices using Advanced Search criteria

This example shows how to use Advanced page-level Search to find Windows devices that are running low on
disk space.

When a scoped user performs an advanced search on devices, and their user role is associated with a Smart
Label, the results only include the devices that are associated with the Smart Label. To see additional devices,
you can change the scope of Smart Label, as needed. For more information on how to configure a device scope
for a user role, see Add or edit User Roles. For details about Smart Labels, see Managing Smart Labels.

1. Go to the Devices list:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Inventory, then click Dashboard.
2. Click the Advanced Search tab above the Devices list on the right.

The Advanced Search panel appears.

LUIELTGC Rl Smart Label  Notification £ -

Smart Label: select... + Load

Add Group

Name ~ contains ~ Windows AND | Add Line

3. Specify the criteria required to find Windows devices:
Operating System: Name | contains | Windows

4. With AND selected in the operator drop-down list, click Add Line to add a new line, then specify the criteria
required to find devices that are low on disk space:

Drive Information: Disk % Capacity | > | 95
5. Click Search.

The list is refreshed to show devices that match the specified criteria.

Add Smart Labels and Notifications using Advanced Search criteria
You can add Smart Labels and notifications using criteria in the Advanced Search panel.

When a scoped user performs an advanced search on devices, and their user role is associated with a Smart
Label, the results only include the devices that are associated with the Smart Label. To see additional devices,
you can change the scope of Smart Label, as needed. For more information on how to configure a device scope
for a user role, see Add or edit User Roles. For details about Smart Labels, see Managing Smart Labels.

1. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. Go to a list page. For example, on the left navigation bar, click Inventory to display the Devices page.
3. Click the Advanced Search tab above the list on the right and enter the search criteria.
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8.

See Example: Search for managed devices using Advanced Search criteria.
Click the Smart Label tab above the list on the right.

The Smart Label panel appears, and the selected search criteria remain available.

Smart Label

Name v = v Windows AND -| Add Line Add Group

Disk % Capacity + = =+ 95 AND -| Add Line
Choose Label: v m Metering Enabled

In the Choose label drop-down list, do one of the following:

* Select an existing label to associate with the Smart Label. Type in the Choose label field to
search for existing labels.

NOTE: If you select a label group instead of a label, you will not be able to apply the Smart Label
to a patching schedule. Patching schedules can only use Smart Labels based on a single item.

¢ Enter a new name for the Smart Label in the Choose label field, then press Enter or Return.

NOTE: Press Enter or Return after you enter a new Smart Label name to move the text from the
search field to the label field.

Click Create.

Smart Labels are applied as follows:

> Smart Labels are automatically applied to or removed from devices when devices check in to the
appliance, based on whether the devices meet the specified criteria.

> If a specific application Smart Label is edited using Home > Labels > Smart Labels, it is applied to or
removed from all applications immediately.

> Smart Labels are automatically applied to or removed from applications when the items are updated
on the Inventory > Software page, based on whether the items meet the specified criteria.

Click the Notification tab above the list on the right.

The Notification panel appears, and the selected search criteria remain available.

Notification

Name ¥ contains +  Windows AND | r‘"\d:: Line

Add Group

Disk % Capacity » = v 95 AND -| Add Line

Frequency: 15Minutes « Title: Recipient:

Provide the following information:

Field Description

Title The information that you want to appear in the Subject line of the email.

Recipient The email address or addresses of intended recipients. Email addresses must be fully

qualified email addresses. To send email to multiple addresses, use commas to separate
each address, or use email distribution lists.

Frequency The interval at which the appliance runs the query to compare the selected criteria with

9.

items in inventory. If criteria are met, the notification is sent.

Optional: To verify the criteria, click Test Notification.
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The list is refreshed to show items that match the specified criteria. No email notifications are sent
during the test.

10. Click Create Notification.
The notification is added and it appears on the Email Alerts page.

For information about scheduling the frequency of the notification, see Edit notification schedules.

Related topics

Example: Search for managed devices using Advanced Search criteria

Load Smart Labels from the Advanced Search tab
You can load Smart Labels from list pages on which the Advanced Search tab is available.

When a scoped user performs an advanced search on devices, and their user role is associated with a Smart
Label, the results only include the devices that are associated with the Smart Label. To see additional devices,
you can change the scope of Smart Label, as needed. For more information on how to configure a device scope
for a user role, see Add or edit User Roles. For details about Smart Labels, see Managing Smart Labels.

1. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. Go to a list page. For example, click Inventory to display the Devices list.

3. Click the Advanced Search tab above the list on the right to display the Advanced Search panel.

4. Atthe top of the Advanced Search panel, in the Smart Label drop-down list, select the Smart Label you
want to load.

The drop-down list shows Smart Labels that match the list page you are viewing. For example, on the
Devices page, the drop-down list shows Device Smart Labels. In addition, labels are displayed only if
the underlying SQL has not been edited outside of the Smart Label wizard. This is because the wizard
cannot be used to display custom SQL.

5. Click Load.

The criteria of the selected Smart Label appears in the Advanced Search panel.

Create Custom Views using Advanced Search criteria

You can create Custom Views using Advanced Search criteria. Custom Views display list items using predefined
Advanced Search criteria. Custom Views are available on list pages such as the Software Catalog page, the
Assets page, and the Service Desk Tickets page.

Custom Views are user-specific. Users cannot access the Custom Views that are created by other users.

1. Log in to the appliance Administrator Console, https://appliance_hosthname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

Go to a page that has the Custom View option, such as the Software Catalog page or the Assets page.
Click the Advanced Search tab on the top-right corner of the page and enter the search criteria.
Click the Custom View tab on the top-right corner of the page to display the Custom View panel.

Select Custom View criteria. For example, to create a view on the Software Catalog page that displays
all Windows devices that have metered applications in the category of Infrastructure Applications, do the
following:

a. Specify the criteria required to find applications categorized as Infrastructure Applications:

o~ wbh

Category | = | Infrastructure Applications

b. With AND selected in the operator drop-down list, click Add Line to add a new line.
c. Specify the criteria required to find applications that are metered:
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Metered | is | True

d. With AND selected in the operator drop-down list, click Add Line to add a new line.
e. Specify the criteria required to find Windows devices:

Platform | = | Windows
Choose Action + Not Discovered ~ Uncataloged Advanced Search foRd
Custom View
Category v = *  Custom Applications v AND -~ | Add Line roup ‘
Metered v s v True v AND ~ | Add Line up ‘Eu'
App-V v s v False +~ AND -~ | Add Line up ‘iﬂ
Platform v = *  Windows AND ~ Add Line up ‘E

View Name: Create

6. Optional: Click Test to refresh the list to show items that match the specified criteria.
7. Inthe View Name field, type a name for the Custom View, then click Create.

The Custom View appears in the View By drop-down list.
Related topics

Example: Search for managed devices using Advanced Search criteria

Access product documentation

The Administrator Console provides access to help contents and documentation search. It also allows you to
browse related Knowledge Base articles, and to chat with product specialists, when needed.

1. Login to the User Console, Administrator Console, or System Console.
2. Inthe upper right of the Administrator Console, click Need Help.

A help pane appears on the right containing high-level information about the related Administrator
Console page. The bottom of the help pane includes the following buttons:

°  Appliance Administrator Guide(*®): Provides access to the KACE System Management Appliance
help contents.

° Knowledge Base (*): Allows you to browse the Knowledge Base articles associated with the related
Administrator Console page.

NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

°  Video Knowledge Base (H): Allows you to browse one or more training videos associated with the
related Administrator Console page. You can play a video on the help pane, in a smaller window
outside of the selected page, or on the target Knowledge Base page that hosts the video.

NOTE: This option is only available if related videos exist on the Support Portal. Also, it only
appears in the Administrator Console and the System Console. It does not appear in the User
Console.

°  Live Chat (®): Starts a chat with a KACE System Management Appliance product specialist.

: NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

°  Open Ticket (#): Links to the Support page (https://support.quest.com/create-service-request) that
allows you to create a service request.
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NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

Support (&): Links to the Settings > Support page. This page provides resources for troubleshooting
system management issues and contacting Quest Support.

NOTE: This option is only available in the Administrator Console and the System Console. It does
not appear in the User Console.

KACE GO Mobile App (C): Displays a dialog containing links for downloading the KACE GO Mobile
App. The app is available for iOS and Android platforms.

NOTE: This option is available if the appliance is configured to interact with the K1 GO Mobile
App. It only appears in the Administrator Console and the System Console. It does not appear
in the User Console For more information on enabling mobile access, see Configuring Mobile
Device Access.

About (©): Displays information about your KACE System Management Appliance installation.

NOTE: This option is only available in the Administrator Console and the System Console. It does

L]
1 not appear in the User Console.

3. Click alink in the page-level Help topic.

The main Help system appears, displaying the selected topic.
4. Click the Search tab in the left pane of the Help system.

All search terms use an implicit Boolean AND statement. For example, if you search for Windows
provisioning, Search displays results that contain both words.

Tip: TIP: For a PDF version of the Help system, click the Acrobat button on the right side of the main
Help system navigation bar (}*).

5. Administrator or System Console only. Search for Knowledge Base articles associated with the related
Administrator Console or the System Console page.

a. At the bottom of the help pane, click =.

The help pane displays a list of related Knowledge Base articles.

» NOTE: Knowledge Base articles are currently only available in English.

b. Use the navigation buttons to look for a specific article.
c. Search the listed articles for a specific keyword, as needed.
d. When you find a desired article, click the link in the help pane.

The selected Knowledge Base article appears on a new tab in your browser.

Impor IMPORTANT: To see the article contents, you must log in to the Quest Support site using
your Quest user name and password.

6. Administrator or System Console only. Search for Knowledge Base articles associated with the related
Administrator Console or the System Console page.

a. At the bottom of the help pane, click HE.

The help pane displays a list of related training videos.

. NOTE: To access the videos, you must log in to the Quest Support site using your Quest user
name and password. Training videos are currently only available in English.

b. Use the navigation buttons to look for a specific video, as applicable.
c. To play a video, click the Play Video button.
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The selected video starts playing on the help pane.
d. Continue to play a video on the help pane, or use a different display option, such as Picture-In-
Picture, Fullscreen, or Popout player, to display it outside of the selected page. These controls
are located at the bottom of the video.
Administrator or System Console only. Chat with a product specialist.

a. Click ®.

The Chat with Support dialog box appears.

Type your Full Name, Email Address, and Purpose of your Chat, as applicable, and click Start
Chat.

The Chat with Support dialog box refreshes, showing a list of existing Knowledge Base
(KB) articles that may contain information about the specified topic. The list of topics may

appear on multiple pages, depending on the type of the requested information.

7.

b.

Review the list of KB articles. Use the page navigation controls at the bottom of the list, if
applicable. To read a KB article, click the title in the list.

If none of the listed KB articles provide the information you need, click None of the solutions
above solved my issue, continue with chat.

NOTE: You can only use this feature when product specialists are available to respond to your
questions. If Live Chat is not available, this is indicated in the dialog box.

The LIVE CHAT dialog box appears. The Full Name, Email Address, Product and Purpose
of your Chat boxes are populated using the information specified in the Chat with Support

dialog box.
e. Click Start Chat.

The LIVE CHAT dialog box refreshes.

f.  Inthe LIVE CHAT dialog box, type your question, and click SEND to start chatting with a product

specialist.
8. Administrator or System Console only. Open a Support ticket.
a. Click #.

Your browser displays the Submit a Service Request page (https://support.quest.com/
create-service-request) in a new tab or window.
b. Use this page to open a service ticket, as required.
9. Administrator or System Console only. Click 4.

The Settings > Support page appears. This page provides resources for troubleshooting system

management issues and contacting Quest Support.
10. Administrator or System Console only, when mobile access is enabled on the appliance.
NOTE: For more information on enabling mobile access, see Configuring Mobile Device Access.

a. Click €.
A dialog box appears, allowing you to download KACE GO. The app is available for iOS

and Android platforms from their respective app stores.
Click the link for your mobile device OS, as needed, to download the app.
For more information about downloading and configuring KACE GO, seeDownload and

use KACE GO.
11. Administrator or System Console only. Review information about your KACE System Management

b.

Appliance installation.
a. Click @,
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A dialog box displaying product information appears.

b. Toclose it, click Close.
12. To close the help pane, click Need Help.

Log in to the Administrator Console: First login
following initial network configuration

After the network settings are configured and the appliance restarts, you can log in to the appliance Administrator
Console from any computer on the LAN (local area network).

During the first login following initial network configuration, you must provide your appliance license key and set
the password for the admin account.

i NOTE: Your browser setting determines the language displayed in the Administrator Console the first time
you log in. To change this setting after you log in, see Configuring locale settings.

1. Open a web browser and enter the Administrator Console URL:
http://appliance_hostname/admin. For example, http://kace_sma/admin.
2. Provide the following information:

Option Description

License Key Enter the license key you received in the Welcome email from Quest. Include the dashes.
If you do not have a license key, contact Quest Support at https://support.quest.com/
contact-support.

Password Enter a password for the default admin account, which is the account you use to log in to
the appliance Administrator Console. The default admin account is the only account on the
appliance at this time. If you forget the password for this account, the system might have to
be reset to factory defaults which can result in loss of data.

i NOTE: If you have multiple types of KACE appliances, Quest recommends that you
use the same password for the admin account on all appliances. Using a common
password enables you to link the appliances later.

Company Enter the name of your company or group.
Name
Timezone Select the timezone where the appliance is located.

3. Click Apply Settings and Reboot.

The appliance restarts.

4.  When the appliance has restarted, refresh the browser page.

5. Accept the End User License Agreement (EULA), then log in using the login ID admin and the password
you chose on the initial setup page.

6. Select or clear the check boxes next to the notification fields to enable or disable email notifications
for the administrator account. You can change these settings later as needed. See Manage appliance
administrator email notifications.
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Option Description

Enable Quest Enable Quest to send security notifications to the email address of this administrator.
Security This feature is available only to System-level administrator accounts. It is not available to
Notifications Admin-level administrator accounts, or non-administrator user accounts.

Enable Quest Enable Quest to send sales and marketing notifications to the email address of this

Sales and administrator. This feature is available only to System-level administrator accounts; it is not
Marketing available to Admin-level administrator accounts, or non-administrator user accounts.
Notifications

The Administrator Console appears and the appliance is ready for use.
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Getting started

To use the appliance, you need to configure appliance settings to match your network configuration.

In addition, you can set up Labels, User Authentication, Replication Shares, Credentials Management, Assets,
License Compliance, and Service Desk features to meet the needs of your environment. If the Organization
component is enabled on your appliance, you can add or edit organizations and organization settings as needed.

Configuring the appliance

Appliance configuration consists of setting up network, security, locale, and other settings on the appliance.

Requirements and specifications

appliance technical specifications describe appliance capacity and requirements for managing devices.

For the latest information about appliance hardware, requirements for managed devices, and browser
requirements for accessing the Administrator Console, see the Technical Specifications available on the product
documentation page: https://support.quest.com/kace-systems-management-appliance/technical-documents.

Power-on the appliance and log in to the
Administrator Console

When the appliance is powered on for the first time, you can log in to the appliance Administrator Console from
any computer on your LAN, provided that a DHCP server is available to assign an IP address to the appliance.
This enables you to use the setup wizard to configure initial network settings.

+ If you have the virtual version of the virtual appliance, download the appliance software and set up the
virtualization infrastructure. For more information, see the setup guide for the virtual appliance. Go to
https://support.quest.com/kace-systems-management-appliance/release-notes-guides.

» If you are installing the physical version of the appliance, review and follow the safety instructions in the
Dell PowerEdge R430 Getting Started With Your System document and any other safety instructions
shipped with the appliance. The Quest appliance is a specially configured platform and does not require
you to install or remove internal components, update firmware, or modify BIOS settings. To set up the
appliance, follow the instructions in this document only.

* Inthe Arecord of your internal DNS (domain name system) server, enter the appliance’s hostname. The A
record defines the hostname for the MX record, and this enables users to send email tickets to the Service
Desk. By default, the appliance’s host name is k1000, but you can change it during initial setup.

+  Decide whether to use a split DNS. Using a split DNS is useful if the appliance connects to the internet
using a reverse proxy, or if you place the appliance in a perimeter network or screened subnet. A DMZ
adds an additional layer of security to a LAN (local area network).

+  (Optional) Obtain a static IP address for the appliance.

If a DHCP server is not available, you can configure network settings using the Command Line Console. See
Access the Command Line Console.
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1. If you are configuring the physical version of the appliance:

a. Install the appliance in its rack and connect a monitor directly to the appliance.
b. Connect a network cable to the port indicated:

c. Power on the appliance.

The Command Line Console login screen appears on the monitor connected to the
appliance. The login screen shows the appliance's DHCP network settings.

2. If you are configuring the virtual version of the appliance, power on the virtual machine to boot the

appliance.

This first-time startup takes 5 to 10 minutes.

NOTE: For information about logging in to KACE as a Service, see the KACE as a Service Setup Guide.
Go to https://support.quest.com/kace-systems-management-appliance/release-notes-guides.

The Command Line Console login screen appears showing the appliance's DHCP network settings.

3.  On any computer connected to your LAN, open a browser and go to the URL shown on the Command Line
Console login screen. For example, http://kace sma.local/admin.

The Software Transaction Agreement page appears.

4. Accept the agreement.

The Initial Setup wizard appears.

5. Verify that you have the information required to configure the appliance, then click Next.

6. Review the information on the Diagnostic Support Console page that appears, and record the secret key

and offline tokens in a secure place, as instructed.

7. On the Licensing and Administrator Settings page,

Option

provide the following information:

Description

License Key

Company Name

Administrator Email

Password

The license key you received in the Welcome email
from Quest. Include the dashes. If you do not have
a license key, contact Quest Support at https://
support.quest.com/contact-support.

The name of your company or group.

The email address where you want to receive
communications from Quest.

The password for the default admin account, which
is the account you use to log in to the appliance
Administrator Console. The default admin account
is the only account on the appliance at this time. If
you forget the password for this account, the system
might have to be reset to factory defaults, which can
result in loss of data.

NOTE: If you have multiple types of KACE
appliances, Quest recommends that you use
the same password for the admin account
on all appliances. Using the same admin
account password enables you to link the
appliances later. See Linking Quest KACE
appliances.
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Option Description

Two-Factor Authentication If you want to provide stronger security for users
logging into the appliance, set this to Enabled. This
feature adds an extra step to the login process. It
relies on the Google Authenticator app to generate
verification codes. The app generates a new six-digit
code at regular intervals. When enabled, end users
will be prompted for the current verification code
each time they log in.

NOTE: If you enable this feature, ensure
that appliance server's clock is accurate,

as well as the device running Google
Authenticator. Google Authenticator relies on
current time to create the token. If server's
clock is not synchronized with those of

the devices running Google Authenticator,
token validation may fail, which may result in
account lockouts.

8. Follow the onscreen instructions to complete the initial setup.

When the initial setup is complete, the appliance restarts and the Administrator Console login page
appears.

i NOTE: If you changed the appliance IP address, go to the new address to display the login page.

9. Log in to the Administrator Console using the login ID admin and the password you chose during initial
setup.

If Two-Factor Authentication was enabled on the Licensing and Administrator Settings page, the
Configure Two-Factor Authentication page appears.

10. Two-Factor Authentication only. Follow the instructions on the Configure Two-Factor Authentication page
to generate a Google Authenticator verification code using your smart phone. In the Verification Code field,
type the Google Authenticator code, and click Finish Configuration. A new verification code is required on
each subsequent login.

To skip this step, click Skip Configuration. You can only bypass this step during a configured
transition window. For more information, see Configure security settings for the appliance.

The Administrator Console appears and the appliance is ready for use. Your browser setting determines locale
formats used for date and time information displayed in the Administrator Console the first time you log in. For
information about changing the language settings, see Configuring locale settings.

Access the Command Line Console

The Command Line Console is a terminal window interface to the appliance. You can use this interface to
configure appliance settings, just as you would in the appliance Administrator Console. This is useful if a DHCP
server is not available and you cannot log in to the Administrator Console.

The Command Line Console is not used with K1 as a Service.

1. If you have a physical version of the appliance:
a. Connect a monitor and keyboard directly to the appliance.
b. Connect a network cable to the port indicated:
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c. Power on the appliance.

The Command Line Console login screen appears on the monitor connected to the
appliance.

2. If you have a virtual version of the appliance, power on the virtual machine to boot the appliance.

The Command Line Console login screen appears.
3. Atthe prompts, enter:

Login: konfig
Password: konfig

4. Choose the language to use for the Command Line Console. Use the up- and down-arrow keys to move
between fields.

5. Configure network settings. See Change appliance network settings.
Tip: TIP: Use the right- and left-arrow keys to select options in a field; use the up- and down-arrow
keys to move between fields.
6. Use the down-arrow key to move the cursor to Save, then press Enter or Return.

The appliance restarts.

Tracking configuration changes

If History subscriptions are configured to retain information, you can view the details of the changes made to
settings, assets, and objects.

This information includes the date the change was made and the user who made the change, which can be useful
during troubleshooting.

Related topics

About history settings

Configuring System-level and Admin-level
General Settings

If the Organization component is enabled on your appliance, General Settings are available at the System level
and at the Admin level. If the Organization component is not enabled on your appliance, all General Settings are
available at the Admin level.

If the Organization component is enabled on your appliance, see:
+  Configure appliance General Settings with the Organization component enabled.
+  Configure Admin-level or organization-specific General Settings.

If the Organization component is not enabled, see:

+  Configure appliance General Settings without the Organization component.
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Configure appliance General Settings with the Organization
component enabled

If the Organization component is enabled on your appliance, configure appliance General Settings at the System

level.

If the Organization component is not enabled on your appliance, see Configure appliance General Settings
without the Organization component.

1. Go to the System-level General Settings page:

a. Login to the appliance System Administration Console, http://appliance_hosthame/
system, or select System from the drop-down list in the top-right corner of the page.

b. On the left navigation bar, click Settings, then click Control Panel.

c. Onthe Control Panel, click General Settings.

2. In the top section, provide the following information:

Option

Description

Company Name

Default Locale

Company Email
Suffix

Appliance
Administrator
Email

Session Timeout

Enable mobile
device access

Require
organization
selection at login

Enter the name of your company.

Select the language to use in the Command Line Console, which uses the konfig
user account.

Enter the domain from which your users send email. For example: quest.com.

Enter the email address of the appliance administrator. System-related messages,
including critical alerts, are sent to this address.

Set the number of inactive hours to allow before closing user sessions and requiring
users to log in again. The default is 1. The User Console and Administrator Console
have Timeout Session counters to alert users of this time limit. Only periods of
inactivity are counted. The counter restarts when the user performs any action

that causes the console to interact with the appliance server, such as refreshing a
window, saving changes, and changing windows. When the counter reaches the limit,
the user is logged out, unsaved changes are lost, and the login screen appears. The
Timeout Session counter appears in the upper right of each console.

Enable or disable Mobile Device Access to the appliance. Mobile device access
enables you to interact with the appliance using the KACE GO app on iOS and
Android smart phones and tablets. Administrators can use the app to access Service
Desk, inventory, and application deployment features. See Configuring Mobile Device
Access.

Display the Organization drop-down list on the Administrator Console login

page, http://appliance_hostname/admin, where appliance_hosthame

is the hostname of your appliance. This enables you to choose an organization
when you log in. If this option is disabled, the Organization drop-down list is not
displayed on the login page, and you can only log in to the Default organization from
http://appliance_hostname/admin. If organization fast switching is enabled,
however, you can switch between organizations after you log in to the Default
organization.
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Option Description

Show Display the fast-switching drop-down list in the top-right corner of the Administrator
organization Console next to the login information. This drop-down list makes it possible to bypass
menu in admin the login page when you switch from one organization to another. To appear in the
header drop-down list, organizations must have the same admin account password; only

those organizations whose admin account passwords match appear in the list.
Changes to the drop-down list are displayed only after you log out and then log in
again.

3. Optional. In the Beta Notifications section, indicate if you want to participate in the Beta program.

Beta program participants receive notifications when a Beta version of the appliance becomes
available. These notifications appear as alerts on the on the Home dashboard.

These notifications may target specific configurations. Enabling them does not trigger automated
upgrades to Beta versions, or automatically register this appliance for the Beta program. Beta
enrollment is still required to participate, and details are provided in the notifications.

For more information about the Home dashboard, see Using the Home component.

a. Select Enable beta notifications from KACE.

b. If you want these notifications to appear only in the System Administration Console, select
Restrict beta notifications to System Ul.

Leaving this option cleared causes the Beta notifications to appear in both the
Administrator Console and System Administration Console.

4. Inthe Agent Tasks section, view or configure KACE Agent task throughput:

Option Description

Last Task This value indicates the date and time when the appliance task throughput was last
Throughput updated.

Update

Current Load The value in this field depicts the load on an appliance at any given point of time. For
Average the appliance to run normally, the value in this field must be between 0.0 and 10.0.

Task Throughput The value that controls how scheduled tasks, such as inventory collection, scripting,
and patching updates, are balanced by the appliance.

. NOTE: This value can be increased only if the value in the Current Load
Average is not more than 10.0, and the Last Task Throughput Update time is
more than 15 minutes.

5. Inthe Duplicate Machine Detection Settings (Advanced) section, configure the following options to prevent
duplicate device records

When the appliance receives inventory from a device without an existing inventory record (which

is determined by the use of a new/unknown KUID), it scans the device's properties that you select

in this section to determine whether this is a new device or an existing one. If it determines that the
device belongs to an existing inventory record, it merges the new device record with the existing one.
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Option Description

Required to Select one or more of the following check boxes to indicate which device properties
match an existing you want the appliance to use to identify potentially duplicated devices.
machine record .
Machine Name
+  BIOS Serial Number
*  Manufacturer

*  Operating System Family

MAC Addresses Specify the number of MAC addresses that are associated with the machine record
that you to match with the existing device records.

6. Inthe User Console section, modify the text as needed:

Option Description

Title The heading that appears on the User Console login page.

Welcome Message A welcome note or description of the User Console. This text appears below the title
on the User Console login page.

7. Inthe Acceptable Use Policy section, select policy settings:

Option Description

Enabled Enable the appliance to display your policy, and require users to accept the terms
of your policy, when they access the Administrator Console, User Console, or
Command Line Console, or log in using SSH or FTP.

Title The heading of the policy to be displayed on the login page of the User Console.

Message Details of the policy, which are displayed below the Title on the login page. Users
must agree to the terms of the policy before they can log in to the User Console.

8. Inthe Reporting section, specify the password for the reporting system:

Option Description

Username (Read-only) The username used to generate reports. The report username provides
access to the database (for additional reporting tools), but does not give write access
to anyone.

User Password The report user password. This password is used only by the reporting system and
MySQL™.

9. Inthe Log Retention section, select the number of days to retain log information. Log entries that are older
than the selected number of days are automatically deleted from the log. See View appliance logs.

10. In the User Notification Retention section, select the number of days to retain user notification. Any user
notifications that are older than the selected number of days are automatically deleted from the Notifications
pane. See Configure user notifications.

11. In the Share with Us section, select data sharing options:

To validate the your product license, Quest collects minimal license-related information, such as the
MAC Address of the appliance, the version of the appliance software, the license key, and the number of
managed devices, regardless of the data sharing options selected in this section.
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Option

Description

Share summary
usage data...

Share detailed
usage data...

Share extended
patch diagnostics

(Recommended) Share summary information with Quest. This information includes
appliance status, uptime, and load averages, as well as the number of devices,
Managed Installations, and applications being managed by the appliance. This option
is recommended because it provides additional information to Quest Support if you
need assistance. In addition, data shared with Quest is used when planning product
enhancements.

(Recommended) Share detailed information with Quest and share anonymous
information with ITNinja.com. This information includes Agent and appliance crash
reports, user interface usage statistics, and inventory information, such as application
titles. Quest uses this information to help improve the Software Catalog, and ITNinja
uses anonymous data to identify relevant content on http://www.itninja.com for
dynamic feeds to the appliance Administrator Console.

ITNinja.com is a community website where IT professionals can share information
and research on a wide variety of systems management and deployment topics. The
ITNinja feed is a feature that dynamically displays software deployment tips and other
contextual information on relevant pages in the appliance Administrator Console.

To enable the ITNinja feed, you need to select Share detailed Usage data.... This
setting shares information anonymously with ITNinja. The ITNinja feed is available
only if Share Summary Usage Data... is selected, and it is available only on pages
related to software or deployment, such as the software, Managed Installation, and
File Synchronization detail pages. The feed is not available on the Software Catalog
detail page.

Clear this option to prevent the appliance from sharing inventory data with the ITNinja
community. However, clearing this option does not remove any information that has
already been shared. For more information, contact Quest Support.

(Recommended) Share detailed patch diagnostics with Quest.

12. To use custom Administrator Console, User Console, or report logos and background colors, in the Login
Screen Options sections, provide the following information.

Option

Description

System Console
Login Background
Color

Admin Console
Login Background
Color

User Console
Login Background
Color

You can access the appliance from the following levels:
Administrator Console shows organization-related features.
+  System Administration Console provides access to appliance-related features.

»  User Console makes applications available to users on a self-service
basis. It also enables users to file Service Desk support tickets to request
help or report issues. To access the User Console, goto http://
<appliance hostname>/user where <appliance hostname> is the
host name of your appliance.

For each of these web-based interfaces you can specify a different background color
of the login screen. Any colors specified on the organization level override system-
level settings.

Click and use the color chooser to specify the color that you want to appear in the
background of the login screen. You can select the color using the mouse, or specify
the RGB values, as needed. When you close the color chooser, the HTML Color
Code field on the right displays the HTML code of the selected color. To undo your
selection, click Reset and start over.

i NOTE: The color chooser is not supported in Internet Explorer 11.
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Option Description

System Console
Logo

Admin Console generated reports.

Logo
User Console
Logo

Report Logo illustrations.

Figure 1. Default User Console logo

In each applicable section, click Choose File, and specify the graphic file that
you want to use as the custom logo in the available web interfaces and in system-

The supported graphic file formats are .bmp, .gif, .jpg, and .png. Any logos
configured on the organization level override system-level settings.

To see default logos and sample customized versions, refer to the following

Have a problem?

Report it Goto the Downloads:

page

=

No tickets available for display.

No Knowledge Base articles have been created,

@ Want software? Helpful Links

o links have been created.

Figure 2. Custom User Console logo

MY
COMPANY

Go to the Downloads
page

Report it

'
No tickets avallable for display.

ase

No Knowledge Base articles have been created,

No announcements available.

Have a problem? @ Want re? Helpful Links
No links have been erested,

Figure 3. Default report logo

Software Catalog - Not Approved Software
Installations

KACE Description: List of devices which have an unapproved software product installed
Category: Compliance
Server Hostname: qak180.test. kace.com
Generated: 07/27/2017 13:26:32
Publisher Product Version Category Device Name Last Started Last User

Figure 4. Custom report logo
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O Software Catalog - Not Approved Software
COMPANY .
Installations
Description: List of devices which have an unapproved software product installed

Category: Compl
Server Hostr

80 test kace com
Generated: 07/27/2017 13:26:32

Publisher Product Version Category Device Name Last Started Last User

13. If you manage Hewlett-Packard (HP) or Lenovo devices, you can retrieve their warranty information. To do
that, in the Manufacturer Warranty APl Keys section, provide the HP and/or Lenovo API keys to obtain the
warranty data. Lenovo requires only a key whereas HP requires both a key and a secret. These values are
stored encrypted in the database.

Impor IMPORTANT: To obtain warranty information, you must configure the manufacturer's warranty
API keys. For complete instructions, visit https://go.kace.com/to/k1000-help-warranty.

When configured, the device warranty information appears on the Device Details page in the Inventory
Information group when you select an HP or Lenovo device. For more information, see Groups and
sections of items in device details.

Option Description

Hewlett-Packard Select this option if you want to obtain warranty information for your managed HP
devices. If this option is selected and you clear it, the HP API key and secret are
removed from the database.

Key The API key for obtaining warranty information for managed HP devices.

Secret The secret for obtaining warranty information for managed HP devices.

Lenovo Select this option if you want to obtain warranty information for your managed Lenovo
devices. If this option is selected and you clear it, the Lenovo key is removed from the
database.

Key The API key for obtaining warranty information for managed Lenovo devices.

14. Click Save and Restart Services.
Related topics
Configuring locale settings
Configuring Mobile Device Access

Creating and managing organizations

Configure Admin-level or organization-specific General
Settings

If the Organization component is enabled on your appliance, configure organization-specific General Settings at
the Admin level. You configure the General Settings for each organization separately.

See Adding, editing, and deleting organizations.

If the Organization component is not enabled on your appliance, see Configure appliance General Settings
without the Organization component.

1.  Go to the Admin-level General Settings page:
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a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click General Settings.

2. Inthe General Options section, view or enter the following information.

Option

Description

Last Updated
and Organization
Name

Company Name

Administrator
Email

Company Email
Suffix

(Read-only) The date the information was changed and the name of the organization.
Organization Name can be edited at the System level. See Add or edit organizations.

Enter the name of your company.

Enter the email address of the appliance administrator. System-related messages,
including critical alerts, are sent to this address.

Enter the domain from which your users send email. For example: example.com.

3. Optional: In the Locale Settings section, specify locale settings. See Configuring locale settings.

Option

Description

Organization
Locale

Select the locale to use for the selected organization’s Administrator Console and
User Console. If you have multiple organizations, you can select different locales for
each one. See:

* Adding, editing, and deleting organizations

«  Configuring locale settings

4. Optional: In the Samba Share Settings section, select file sharing options then click Save Samba Settings.
If File Shares are disabled, you need to enable them at the System level before you can enable them for
the organization. See Configure security settings for the appliance.

Option Description
Enable File Use the appliance's client share to store files, such as files used to install applications
Sharing on managed devices.

File Share User
‘admin’ Password

The appliance’s client share is a built-in Windows file server that can be used by

the provisioning service to assist in distributing the Samba client on your network.
Quest recommends that this file server only be enabled when you perform application
installations on managed devices.

Enter the password to use for admin account access to the file share directory.

5. Inthe Ignore Client IP Address Settings section, enter the IP address or addresses to ignore. Separate
each address with a comma. Ignoring IP addresses is useful when multiple devices could report
themselves with the same IP address, such as a proxy address.

6. Inthe License Usage Warning Configurations section, select the percentage to use for the warning

threshold and critical threshold for software license usage. If you have configured software License assets,
threshold information is displayed on the license-related widgets on the Dashboard

7. In the Data Retention section, select the options for retaining data in the appliance database.
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Option Description

Retain Device The number of months that device uptime information is retained in the appliance
Uptime Data database.

Device uptime refers to the number of hours of each day that managed devices are
running. You can retain this data for a specified number of months, Forever, or never
save it (Disabled).

Retain Metering The number of months that metering data is retained in the appliance database.

Data Metering data is information about how applications are installed and used on the

Windows and Mac devices that you manage. Metering data that is older than the
selected number of months is deleted on the first day of every month. See About
metering information.

Retain Whether to retain information about Uncataloged applications in the appliance
Uncataloged data database.
in the Software

Catalog Uncataloged applications are executables that are in the appliance inventory but that

do not appear in the Software Catalog, and the appliance retains information about
those applications by default. For organizations with a large number of managed
devices, however, retaining this data might greatly increase the size of the database.
This size increase could increase the time it takes to load pages in the Administrator
Console and the time it takes to perform database backups.

Select this check box to retain data for Uncataloged software in the appliance
database. Clear the check box to disable data retention.

If data retention for Uncataloged software is disabled:

*  Agents on managed devices continue to upload full inventory information, and
raw data related to applications is fingerprinted. If data sharing is enabled, data
is also uploaded to the Quest KACE Software Catalog. See Configure data
sharing preferences.

»  The appliance continues to store information related to Cataloged applications
and Locally Cataloged applications in the organization database.

+ Information related to Uncataloged applications is not stored in the organization
database, and the Uncataloged applications list in the Administrator Console is
empty.

* Reports for Cataloged applications continue to work as expected. However,
reports related to Uncataloged applications show only those applications that
are part of Cataloged software titles.

Retain Microsoft The number of months that Microsoft Defender threat data is retained in the
Defender Threat appliance database.
Data

8. Inthe Asset Archive section, type the number of days that you want to keep the assets marked for
archiving, before actually archiving them. The default value is 3 days.

9. Inthe User Archive section, indicate if you want to enable user archival, as needed.
a. To have the ability to archive user accounts, select the Enable User Archival check box.

NOTE: When user archival is enabled, user accounts can only be deleted only if they are marked
as archived.

b. Inthe Archive Tag field, type a label that you want to associate with the state of archived users.
For example, Archived or Inactive.
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c. Indicate if you want to maintain Service Desk ticket and asset associations with archived users.
Set each of the Ticket Associations and Asset Associations fields to one of the following options:

= Maintain Users: Select this option if you want to continue to associate tickets or assets with
archived users. If you select this option, the configured Archive Tag appears next to the archived
user name, to indicate that the user is no longer active.

= Remove Users: Select this option if you want to remove all ticket or asset associations with
archived users.

For more information on how to archive user accounts, see Archive user accounts.

10. In the Device Assignment section, indicate how you want to match users with devices: One-time sync,
Continuous sync, or Disabled.

11. In the Device Actions section, click Add New Action, the select the scripted actions to enable.

Device Actions are scripted actions that can be performed on managed devices. There are several pre-
programmed actions available. To add your own action, select Custom Action in the Action menu, then
enter the command in the Command Line text box.

The following variables are available for device actions:

KACE_HOST_IP

KACE_HOST_NAME

KACE_CUSTOM_INVENTORY_*

When device actions run, the appliance replaces variables with their appropriate values.

For KACE_CUSTOM_INVENTORY_ * replace the asterisk (*) with the name of a software application
associated with a custom inventory rule. When the device action runs, the name is replaced with the
custom inventory rule value for the device. Enter the software application name in uppercase characters.
The allowed characters are: [A-Z0-9.-]."

NOTE: Most actions in the Action drop-down list require you to install additional applications for them
to function. For example, using DameWare requires you to install TightVNC on your device as well as
on the device you want to access.

This feature is only supported on Windows devices. The Windows device you are running the device action
from must have the KACE Agent version 9.0 or later agent installed and connected.

When you initiate device through the agent, the action executable must be placed in your $PATHS. The
agent is 32-bit, so on 64-bit Windows devices, use $windir%/System32 as an alias to the $windir
%/Wow64 directory. If you need to run a program that's located in the $windir%/System32 directory
on a 64-bit Windows system, you must use the $windir%/SysNative virtual directory. You can either
add swindir%/SysNative to your $PATHS environment variable or provide a fully-qualified path by
prepending $windir%/SysNative to your executable when defining your machine action.

12. In the Patch Schedule section, if you want disable administrators to apply patches to all devices, select the
Hide All Devices check box.

i NOTE: You can only apply this setting if you do not have any patch schedules set up to run against all
devices. Otherwise, a warning appears.

13. Inthe Allowed Bulk Actions section, indicate if you want to enable bulk actions against KACE Cloud
Mobile Device Manager (MDM) and VMware virtual machine devices. When bulk actions are enabled, the
associated KACE Cloud MDM and VMware virtual machine commands become available from the Choose
Action menu on the Devices list page.

Option Description

Enable Bulk Select this check box to enable commands against multiple KACE Cloud MDM
KACE Cloud MDM devices on the Devices list page.

Actions
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Option Description

Enable Bulk Select this check box to enable commands against multiple VMware or Hyper-V
Virtual Machine virtual machine devices on the Devices list page.

Actions

Enable Bulk Select this check box to enable commands against multiple Chrome OS devices on
Chrome OS the Devices list page.

Actions

Enable Bulk Select this check box to enable the restart command against multiple devices on the
Restart Device Devices list page.

Command

Enable Bulk Select this check box to enable Microsoft Defender commands against multiple
Microsoft devices on the Devices list page.

Defender Actions

14. To use custom Administrator Console, User Console, report, and KACE Agent alert logos and background
colors, in the Login Screen Options sections, provide the following information.

Option Description
Admin Console You can access the appliance from the following levels:
Login Background

Color Administrator Console shows organization-related features.

User Console +  System Administration Console provides access to appliance-related features.

Login Background

Col »  User Console makes applications available to users on a self-service
olor

basis. It also enables users to file Service Desk support tickets to request
help or report issues. To access the User Console, goto http://
<appliance hostname>/user where <appliance hostname> is the
host name of your appliance.

When you select an organization in the Administrator Console, you can specify a
different background color of the Administrator Console and User Console login
screens. Any colors specified on the organization level override system-level settings.
For information on how to configure system-level settings, see Configure appliance
General Settings with the Organization component enabled.

Click and use the color chooser to specify the color that you want to appear in the
background of the login screen. You can select the color using the mouse, or specify
the RGB values, as needed. When you close the color chooser, the HTML Color
Code field on the right displays the HTML code of the selected color. To undo your
selection, click Reset and start over.

i NOTE: The color chooser is not supported in Internet Explorer 11.

Admin Console In each applicable section, click Choose File, and specify the graphic file that you
Logo want to use as the custom logo in the Administrator Console, User Console, system-

User Console generated reports, and in KACE Agent alert that appear on managed devices.

Logo The supported graphic file formats are .bmp, .gif, .jpg, and .png with the
exception of KACE Agent alerts that only support . bmp files. Any logos configured on

Report Logo L . :
the organization level override system-level settings.

Agent Alert Logo . .
To see default KACE Agent alerts and sample customized versions, refer to the
following illustrations. For examples of default and custom logos in the Administrator
Console, User Console, and system-level reports, see Configure appliance General
Settings with the Organization component enabled.
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Figure 5. Default Alert logo

_ KACE 5/20/2017 | 6:33:48 PM

*Server maintenance wil begin at 8pm Central
(COT). Please save all changes in the SMA by 7:45pm
and logout.

Figure 6. Custom Alert logo

@ 5/20/2017 | 6:38:48 PM

*Server maintenance will begin at 8pm Central
(COT). Please save all changes in the SMA by 7:45pm
and logout.

15. Click Save and Restart Services.
16. If you have multiple organizations, repeat the preceding steps for each organization.

Configure appliance General Settings without the
Organization component

If the Organization component is not enabled on your appliance, all appliance General Settings are available at
the Admin level.

If the Organization component is enabled on your appliance, see Configure Admin-level or organization-specific
General Settings.
1. Go to the Admin-level General Settings page:
a. Login to the appliance Administrator Console, https: //appliance_hostname/admin.
b. On the left navigation bar, click Settings, then click General Settings.
2. Inthe General Options section, provide the following information:

Option Description

Last updated Read-only: The date the information was changed and the name of the organization.

Company Name Enter the name of your company.

Administrator Enter the email address of the appliance administrator. System-related messages,
Email including critical alerts, are sent to this address.

Company Email Enter the domain from which your users send email. For example: example.com.
Suffix
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Option

Description

Enable mobile
device access

Session Timeout

Enable or disable Mobile Device Access to the appliance. Mobile device access
enables you to interact with the appliance using the KACE GO app on iOS and
Android smart phones and tablets. Administrators can use the app to access Service
Desk, inventory, and application deployment features.

See Configuring Mobile Device Access.

Set the number of inactive hours to allow before closing user sessions and requiring
users to log in again. The default is 1. The User Console and Administrator Console
have Timeout Session counters to alert users of this time limit. Only periods of
inactivity are counted. The counter restarts when the user performs any action

that causes the console to interact with the appliance server, such as refreshing a
window, saving changes, and changing windows. When the counter reaches the limit,
the user is logged out, unsaved changes are lost, and the login screen appears. The
Timeout Session counter appears in the upper right of each console.

3. Inthe Client Drop File Size Filter section, specify a file size.

Options

Description

Client Drop File
Size Filter

A file-size filter for the organization's Client Drop location.

The Client Drop location is a storage area (Samba share) for the organization on
the appliance. This storage area is used to upload large files, such as application
installers and appliance backup files, to the appliance. Uploading files to the Client
Drop location is an alternative to uploading files through the Administrator Console
using the default HTTP mechanism, which can result in browser timeouts for large
files.

The Client Drop Size filter determines whether files uploaded to the organization's
Client Drop location are displayed on the Upload and Associate Client Drop File list
on the Software Detail page. For example, if the Client Drop Size filter is set to 1 GB,
the Upload and Associate Client Drop File list shows files that are 1 GB in size or
larger. Files that are less than 1 GB in size are not displayed on the list.

Application files are moved from the organization's Client Drop location to the
appropriate area when the file is selected on the Software Detail page and saved.

Appliance backup files that are placed in the Client Drop location are automatically
identified as appliance backup files, and they become available for selection on the
Backup Settings page within five minutes. See Copy files to the appliance Client Drop
location.

4. Inthe User Console section, specify customizations for the User Console text:

Option

Description

Title

Welcome Message

The heading that appears on the User Console login page. The User Console

is the web-based interface that makes applications available to users on a
self-service basis. It also enables users to file Service Desk support tickets to
request help or report issues. To access the User Console, go to http://
<appliance hostname>/user where <appliance hostname> is the hostname
of your appliance.

A welcome note or description of the User Console. This text appears below the title
on the User Console login page.

5. Inthe Acceptable Use Policy section, select policy settings:
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Option Description

Enabled Enable the appliance to display your policy, and require users to accept the terms
of your policy, when they access the Administrator Console, User Console, or
Command Line Console, or log in using SSH or FTP.

Title The heading of the policy to be displayed on the login page of the User Console.

Message Details of the policy, which are displayed below the Title on the login page. Users
must agree to the terms of the policy before they can log in to the User Console.

6. Inthe Log Retention section, select the number of days to retain log information. Log entries that are older
than the selected number of days are automatically deleted from the log. See Access appliance logs to
view Microsoft Exchange Server errors.

7. In the User Notification Retention section, select the number of days to retain user notification. Any user
notifications that are older than the selected number of days are automatically deleted from the Notifications
pane. See Configure user notifications.

8. Inthe Share With Us section, specify data sharing options.

i NOTE: To validate your product license, Quest collects minimal license-related information, such as
the MAC Address of the appliance, the version of the appliance software, the license key, and the
number of managed devices, regardless of the data sharing options selected in this section.

Option Description

Share summary (Recommended) Share summary information with Quest. This information includes

usage data... appliance status, uptime, and load averages, as well as the number of devices,
Managed Installations, and applications being managed by the appliance. This option
is recommended because it provides additional information to Quest Support if you
need assistance. In addition, data shared with Quest is used when planning product

enhancements.
Share detailed (Recommended) Share detailed information with Quest and share anonymous
usage data... information with ITNinja.com. This information includes Agent and appliance crash

reports, user interface usage statistics, and inventory information, such as application
titles. Quest uses this information to help improve the Software Catalog, and ITNinja
uses anonymous data to identify relevant content on http://www.itninja.com for
dynamic feeds to the appliance Administrator Console.

ITNinja.com is a community website where IT professionals can share information
and research on a wide variety of systems management and deployment topics. The
ITNinja feed is a feature that dynamically displays software deployment tips and other
contextual information on relevant pages in the appliance Administrator Console.

To enable the ITNinja feed, you need to select Share detailed Usage data.... This
setting shares information anonymously with ITNinja. The ITNinja feed is available
only if Share Summary Usage Data... is selected, and it is available only on pages
related to software deployment, such as the software, Managed Installation, and File
Synchronization detail pages. The feed is not available on the Software Catalog detail
page.

Clear this option to prevent the appliance from sharing inventory data with the ITNinja
community. However, clearing this option does not remove any information that has
already been shared. For more information, contact Quest Support.

Share extended (Recommended) Share detailed patch diagnostics with Quest.
patch diagnostics

9. Inthe Locale Settings section, specify locale preferences. These preferences determine the formats used

for date and time information displayed in the Administrator Console.
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Option Description

Organization The locale to use for the organization’s Administrator Console and User Console.
Locale

Command Line The locale to use in the Command Line Console, which uses the konfig user
Console Locale account.

10. In the Ignore Client IP Address Settings section, enter the IP address or addresses to ignore. Separate
each address with a comma. Ignoring IP addresses is useful when multiple devices could report
themselves with the same IP address, such as a proxy address.

11. In the License Usage Warning Configurations section, select the percentage to use for the warning
threshold and critical threshold for software license usage. If you have configured software License assets,
threshold information is displayed on the license-related widgets on the Dashboard.

12. In the Update Reporting User Password section, provide the password of the account required to run
reports on the organization. You cannot change the Database Name or the Report Username.

13. In the Data Retention section, select the options for retaining data on the appliance. You can retain this
data for a specified number of months, Forever, or never save it (Disabled).

Option Description
Retain Device The amount of uptime data to save for devices. Device uptime data refers to the
Uptime Data number of hours of each day that your managed devices are running. You can retain

this data for a specified number of months, Forever, or never save it (Disabled).

Retain Metering The number of months that metering data is retained in the appliance database.

Data Metering data is information about how applications are installed and used on the

Windows and Mac devices that you manage. Metering data that is older than the
selected number of months is deleted on the first day of every month. See About
metering information.

Retain Whether or not to retain information about Uncataloged applications in the appliance
Uncataloged data database.
in the Software

Catalog Uncataloged applications are executables that are in the appliance inventory but that

do not appear in the Software Catalog, and the appliance retains information about
those applications by default. For organizations with a large number of managed
devices, however, retaining this data might greatly increase the size of the database.
This could increase the time it takes to load pages in the Administrator Console and
the time it takes to perform database backups.

Select this check box to retain data for Uncataloged software in the appliance
database. Clear the check box to disable data retention.

If data retention for Uncataloged software is disabled:

+ Agents on managed devices continue to upload full inventory information, and
raw data related to applications is fingerprinted. If data sharing is enabled, data
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Option Description

14.

15.

is also uploaded to the Quest KACE Software Catalog. See Configure data
sharing preferences.

»  The appliance continues to store information related to Cataloged applications
and Locally Cataloged applications in the organization database.

* Information related to Uncataloged applications is not stored in the organization
database, and the Uncataloged applications list in the Administrator Console is
empty.

* Reports for Cataloged applications continue to work as expected. However,
reports related to Uncataloged applications show only those applications that
are part of Cataloged software titles.

In the Device Actions section, click Add New Action, the select the scripted actions to enable.

Device Actions are scripted actions that can be performed on managed devices. There are several pre-
programmed actions available. To add your own action, select Custom Action in the Action menu, then
enter the command in the Command Line text box.

The following variables are available for device actions:

KACE_HOST_IP

KACE_HOST_NAME

KACE_CUSTOM_INVENTORY_*

When device actions run, the appliance replaces variables with their appropriate values.

For KACE_CUSTOM_INVENTORY_ * replace the asterisk (*) with the name of a software application
associated with a custom inventory rule. When the device action runs, the name is replaced with the
custom inventory rule value for the device. Enter the software application name in uppercase characters.
The allowed characters are: [A-Z0-9.-]."

NOTE: Most actions in the Action drop-down list require you to install additional applications for them
to function. For example, using DameWare requires you to install TightVNC on your device as well as
on the device you want to access.

This feature is only supported on Windows devices. The Windows device you are running the device action
from must have the KACE Agent version 9.0 or later agent installed and connected.

When you initiate device through the agent, the action executable must be placed in your $PATH%. The
agent is 32-bit, so on 64-bit Windows devices, use $windir%/System32 as an alias to the $windir

% /Wow64 directory. If you need to run a program that's located in the $windir%/System32 directory
on a 64-bit Windows system, you must use the $windir%/SysNative virtual directory. You can either
add swindir%/SysNative to your $PATHS environment variable or provide a fully-qualified path by
prepending $windir%/SysNative to your executable when defining your machine action.

To use custom Administrator Console, User Console, report, and KACE Agent alert logos and background
colors, in the Login Screen Options sections, provide the following information.

Option Description

Admin Console You can access the appliance from the following levels:

Login Background
Color

Administrator Console shows organization-related features.

User Console +  System Administration Console provides access to appliance-related features.

Login Background
Color

»  User Console makes applications available to users on a self-service
basis. It also enables users to file Service Desk support tickets to request
help or report issues. To access the User Console, goto http://
<appliance hostname>/user where <appliance hostname> is the
host name of your appliance.
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Option

Description

Admin Console

Logo

User Console

Logo

Report Logo
Agent Alert Logo

When you select an organization in the Administrator Console, you can specify a
different background color of the Administrator Console and User Console login
screens. Any colors specified on the organization level override system-level settings.
For information on how to configure system-level settings, see Configure appliance
General Settings with the Organization component enabled.

Click and use the color chooser to specify the color that you want to appear in the
background of the login screen. You can select the color using the mouse, or specify
the RGB values, as needed. When you close the color chooser, the HTML Color
Code field on the right displays the HTML code of the selected color. To undo your
selection, click Reset and start over.

i NOTE: The color chooser is not supported in Internet Explorer 11.

In each applicable section, click Choose File, and specify the graphic file that you
want to use as the custom logo in the Administrator Console, User Console, system-
generated reports, and in KACE Agent alert that appear on managed devices.

The supported graphic file formats are .bmp, .gif, .jpg, and .png with the
exception of KACE Agent alerts that only support . bmp files. Any logos configured on
the organization level override system-level settings.

To see default KACE Agent alerts and sample customized versions, refer to the
following illustrations. For examples of default and custom logos in the Administrator
Console, User Console, and system-level reports, see Configure appliance General
Settings with the Organization component enabled.

Figure 7. Default Alert logo
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and logout.

*=Server maintenance wil begin at 8pm Central
(COT). Please save all changes in the SMA by 7:45pm

Figure 8. Custom Alert logo

©
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and logout.

16. If you manage Hewlett-Packard (HP) or Lenovo devices, you can retrieve their warranty information. To do
that, in the Manufacturer Warranty API Keys section, provide the HP and/or Lenovo API keys to obtain the
warranty data. Lenovo requires only a key whereas HP requires both a key and a secret. These values are

= Server maintenance will begin at 8pm Central
(CDT). Please save all changes in the SMA by 7:45pm

stored encrypted in the database.
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Impor IMPORTANT: To obtain warranty information, you must configure the manufacturer's warranty
API keys. For complete instructions, visit https://go.kace.com/to/k1000-help-warranty.

When configured, the device warranty information appears on the Device Details page in the Inventory
Information group when you select an HP or Lenovo device. For more information, see Groups and
sections of items in device details.

Option Description

Hewlett-Packard Select this option if you want to obtain warranty information for your managed HP
devices. If this option is selected and you clear it, the HP API key and secret are
removed from the database.

Key The API key for obtaining warranty information for managed HP devices.

Secret The secret for obtaining warranty information for managed HP devices.

Lenovo Select this option if you want to obtain warranty information for your managed Lenovo
devices. If this option is selected and you clear it, the Lenovo key is removed from the
database.

Key The API key for obtaining warranty information for managed Lenovo devices.

17. Click Save and Restart Services.

The appliance restarts.

Configure appliance date and time settings

Configure appliance date and time settings in the Settings section of the Administrator Console. If the
Organization component is enabled on your appliance, date and time settings are available at the System level.

It is important to keep the appliance date and time settings accurate, because many calculations are based on
these settings.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hosthame/admin, then select Settings > Control
Panel.

¢ If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Date and Time Settings.

The Date and Time Settings page appears.
3. Specify the following settings:

Option Description

Timezone Select a timezone in the drop-down list.
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Option Description

Time Setting Select an option:

+ Configure Network Time Protocol. Use an Internet time server. If you select
this option, provide the server web address in the Server field.

* Manually configure date and time. Set the appliance clock manually. Specify
the time and date in the drop-down lists. The Hour drop-down list uses a 24-
hour clock format.

Server Use an Internet time server to set the appliance time. Enter the web address of the
time server in the text box. For example: time.example.com.

4. Click Save and Reboot.
The web server restarts and the settings are applied.

i NOTE: During the restart, active connections might be dropped. When changes are saved, the page
automatically refreshes after 15 seconds. After the appliance web server restarts, the updated date
and time appear in the bottom right of the Administrator Console.

Managing user notifications

User notifications on the appliance alert you about specific events that require your attention.

These alerts appear on the Notification pane, accessible by clicking the bell icon in the top-right corner of the
screen. Administrators can review or edit notification configurations, as needed.

Review user notification alerts

The appliance displays user notification alerts in the Administrator Console when it encounters certain predefined
conditions.

The list of triggered user notifications can be accessed using the bell icon, located in the top-right corner
of the screen. Use this icon to show or hide the Notification pane, as needed. An orange indicator appears
on the bell icon when new notifications are reported. After reviewing all new notifications, the indicator
disappears.

Each notification alert that appears in the list is triggered by the related notification configuration. For more details,
see Configure user notifications.

The background color of an alert indicates the alert severity: info (blue), warning (yellow), warning (red). This is
also determined in the notification configuration.

Notification items always include a time stamp, indicating when the alert occurred. They remain on the list for
a configured amount of time, even if the appliance re-boots. You can edit the notification retention period on
the General Settings page, as applicable. For more details, see Configure appliance General Settings with the
Organization component enabled.

Some notifications include links that you can use to drill down to the object associated with the notification. For
example, if you see a license expiration notice, the link in the notification takes you directly to the license instance
that is about to expire.

If a notification applies to more than one item, such devices or licenses, in most cases multiple notification alerts
appear, one for each applicable item. When the appliance runs a patch schedule against one or more devices,
patch completion messages appear in the notification panel when ten percent of each target device is completed,
for the first ten devices. For more information about patch schedules, see Configure patch schedules.

Also, when a notification configuration is associated with one or more users, the resulting notification alerts are
displayed only to those users in the Administrator Console. When notification configurations are not linked to
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any users this way, all users with administrative permissions logged into the Administrator Console can see the
related notifications. This mechanism does not apply to the System Administration Console which always shows
all notifications to all users.

You can delete individual notifications by clicking the Delete icon in the top-right corner of each entry in the list. To
clear the list of notifications, click Delete All.

1. Do one of the following:

¢ Login to the appliance Administrator Console, https://appliance_hostname/admin. Or, if
Show organization menu in admin header is enabled in the appliance General Settings, select
an organization in the drop-down list in the top-right corner of the page next to the login
information.

* Login to the appliance System Administration Console, https://appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.
The Dashboard or System Dashboard page appears.
2. In the top-right corner of the screen, click the bell icon to display the Notification pane.
3. Review the list of notifications.
4. Optional. You can delete individual notifications, or all of them, as applicable.

> To delete a notification, click the Delete icon in the top-right corner of the natification alert.

> To delete all notifications, and clear the entire list, in the top-right corner of the Notification pane, click
Delete All.

Configure user notifications

A wide range of predefined natification configurations come included with the appliance.

Administrators can review these configurations on the User Notifications page. Additional details about each
configuration are displayed on the User Notification Detail page after selecting it in the list. Some configurations
allow you to enable or disable them, while other settings are read-only.

You can use one or more labels to associate a notification configuration with specific users. This causes the
resulting notification alerts to be displayed in the Administrator Console only to the users specified by those
labels . If a naotification configuration is not linked to any users this way, all users with administrative-level
permissions can see the related notification alerts in the Administrator Console, when they are triggered. These
settings do not apply to the System Administration Console, that always shows all notifications to all users.

1. Go to the User Notifications list page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click User Notifications.
2. On the User Notifications page, review the list of notifications.
For each item, the list displays its name, description, whether the notification is enabled, category,
and any labels associated with it. There are several available categories, each focusing on a
specific aspect of your environment. You can, for example, sort the list by category, and review all
notifications in a specific segment, such as Security or Patching.
3. To review or edit a specific notification configuration:
a. Click the name of a user notification.
b. Observe the contents of the User Notification Detail page.
The Name, Description, and Category settings are read-only. Some notification

configurations allow you to enable or disable them using the Enabled check box. If this
box appears greyed out, the notification configuration is always enabled.

c. Review the User Notifications Label area, and edit the collection of labels, as needed.
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When you add labels to a notification configuration, only the users specified by those
labels can see the resulting notification alerts as they are being triggered. If a notification
configuration does not point to any specific users using this method, its notifications can
be displayed to all users with the administrative-level permissions in the Administrator
Console. The System Administration Console, however, shows all notifications to all
logged-in users regardless of these settings.

To view, add or edit labels associated with the notification configuration:

Click Manage Associated Labels.

2. Inthe Select Labels dialog box that appears, review or edit the list of labels that you want to
associate with the user notification. You can add multiple labels to each notification configuration.

3. When done, click OK to return to the User Notification Detail page.
d. On the User Notification Detail page, click Save.

Enable Two-Factor Authentication for all users

Two-Factor Authentication (2FA) provides stronger security for users logging into the appliance by adding an
extra step to the login process. It relies on the Google Authenticator app to generate verification codes. The app
generates a new six-digit code at regular intervals. When enabled, end users will be prompted for the current
verification code each time they log in.

To download the Google Authenticator app, visit one of the following sites, as applicable:
+ Android devices: https://play.google.com/store/apps/details?id=com.google.android.apps.authenticator2
» 10S devices: https://itunes.apple.com/ca/app/google-authenticator/id388497605?mt=8

You can enable 2FA access to the Administrator Console and User Console for all users in the selected

organization using the Two-Factor Authentication page in the Administrator Console, as described below.

Alternatively, you can enable or disable 2FA access to the Administrator Console and User Console using the

System Administration Console. For more information, see Configure Two-Factor Authentication for organizations.
1. Go to the Admin-level Two-Factor Authentication page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click Two-Factor Authentication.

2. To enable 2FA for all users in the Administrator Console, under Two-Factor Authentication for Admin Portal,
select Required for all Users.

This option overwrites 2FA settings in the User Details page. When 2FA is enabled for all users on
this page, it cannot be disabled for individual users on the User Details page for any users that are
associated with the selected organization (if applicable).

3. To enable 2FA for all users in the User Console, under Two-Factor Authentication for User Portal, select
Required for all Users.

Verifying port settings, NTP service, and
website access

Port settings, NTP service, and website access must be configured correctly to enable features such as Agent
communications, Software Catalog updates, and patch downloads.
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Verify port settings

Appliance ports must be configured correctly to enable device management and database or file access.

»  Ensure that the appropriate appliance ports are not blocked by firewall settings:

Port

Use Direction

20 and 21

22

25

80

110

161

199

443

587

(Optional and not recommended) Used Inbound to the appliance
to access backup files on the appliance
through FTP from outside the firewall.

(Recommended) Used to create an SSH  Outbound from the appliance
tunnel to quest.com.

(Optional) Used by the appliance SMTP Outbound from the appliance
server for email (non-SSL). This is

required only if you configure SMTP

email. See Configuring SMTP email

servers.

(Required unless SSL is enabled) Used Inbound to the appliance
for standard HTTP (web) access to the
Administrator Console and User Console.

(Optional) Used for POP3 email (non- Inbound to the appliance
SSL)

(Optional) Used for SNMP monitoring. Outbound from the appliance
See Discovering devices on your
network.

(Optional) Used for unidirectional (read-  Outbound from the appliance
only) SNMP access to managed devices

on the network through SMUX, an SNMP

multiplexing protocol. See Configure

security settings for the appliance

(Required) Used for SSL access Inbound to the appliance
and agent messaging protocol
communications.

Devices use this port when they check in
to the appliance using HTTPS.

The appliance listens on this port for
communications from devices on which
the KACE Agent is installed.

(Optional) Used by the appliance SMTP  Outbound from the appliance
server for secure email (SSL enabled).

This is required only if you configure

secure SMTP email. See Configuring

SMTP email servers.
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Port Use Direction

995 (Optional) Used for POP3 email (SSL Inbound to the appliance
enabled).
3306 (Optional) Used to access the appliance  Inbound to the appliance

database with external tools. For
example, this port is used to run reports
on the appliance database using
Microsoft Access® or Excel®.

+  Ensure that the appropriate device ports are accessible to the appliance:

Port Use

7 (Optional) Used by the appliance for UDP traffic on the network, which is used for Wake-
on-LAN. See Using Wake-on-LAN.

139 (Optional) Used during KACE Agent provisioning on Windows devices.

161 (Optional) Used for SNMP monitoring. This port should be open and bound to SNMP. See
Discovering devices on your network.

445 (Optional) Used during KACE Agent provisioning. See Provisioning the KACE Agent.

+ To use an LDAP server for authentication, ensure that the appropriate ports are accessible from the

appliance:
Port Use
389 (Optional) Used for LDAP access.
636 (Optional) Used for secure LDAP access.

Verifying the status of the NTP service

When downloading patches using HTTPS, the NTP (Network Time Protocol) service must be running on the
appliance. The NTP service is required because the secure protocol uses the current date stamps from the
appliance to ensure certificate validity.

If the NTP service is not running, patch download failures, suggesting invalid certificates, might result.

Make necessary websites accessible to the appliance

To complete patch downloads, access product information, and interact with Quest Support, firewall, DNS server,
and proxy server settings must allow the appliance to access domains on both port 80 and port 443.

»  Ensure that the appliance Administrator Console has links to the following websites:

Website Description
https://twitter.com/quest Twitter®
https://www.facebook.com/questsoftware Facebook®
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Website Description

http://linkedin.com/ LinkedIn®
http://my.kace.com/inKpadsubscriptioncenter Quest KACE Inkpad
https://www.quest.com/community/b/en/p/endpoint-management Quest KACE blog
https://kace.uservoice.com/forums/82699-k1000 Quest KACE Uservoice

Configuring network and security settings

Appliance network settings include the hostname, web server name, IP address, and other information required to
access the appliance over the network.

Change appliance network settings

You can change the appliance network settings to meet the needs of your environment any time after the initial
configuration.

For virtual and physical versions of the appliance, network settings are initially configured during the
first login to the Administrator Console or the Command Line Console. See Change appliance network
settings.

For K1 as a Service, the appliance is preconfigured with a static IP address, subnet mask, and default gateway.
For configuration information, see the KACE as a Service Setup Guide. Go to https://support.quest.com/k1000-
as-a-service/release-notes-guides.

Changing the majority of appliance network settings requires that you reboot the appliance. Total reboot downtime
is one to two minutes, provided that the changes result in a valid configuration.

Tip: | TIP: Testing an external SMTP server does not require the appliance reboot. You can test the SMTP
configuration before saving your changes.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

¢ If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.
2. Click Network Settings to display the Network Settings page.
3. On the Network Settings page, in the Appliance Network Configuration section, provide the following
information:

Option Description

DNS Hostname Enter the hostname of the appliance. The default is k1000.

Web Server Name Enter the fully-qualified domain name of the appliance. This is the Hostname
concatenated with Domain. For example: k1000.example.com. Devices connect
to the appliance using this name. Quest recommends that you add a static IP
address entry for the appliance to your DNS server. If you use an SSL certificate, the
hostname must be fully qualified and it must match the name on the certificate.
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Option

Description

Automatically
generate server
name

Select this check box to enable the system to generate the appliance web server
name using this format: Hostname . Domain. For example: k1000 .example.com.
Clear this check box to enter a custom web server name.

4. Inthe IPv4 Configuration section, provide the following information:

Option

Description

Configure
Network Using
DHCP

Configure
Network Manually

Select this option if you want to use DHCP (Dynamic Host Configuration Protocol) to
automatically obtain the IPv4 address and other network configuration information for
the appliance.

Select this option if you want to manually specify the IPv4 address, domain, subnet
mask, default gateway, and DNS settings for the appliance:

« IP Address: Enter the static IP address of the appliance.

CAUT If the IP address is incorrect, you cannot access the
appliance through the web interfaces (Administrator Console and
User Console). If this happens, open the appliance Command Line
Console, and use the konfig login to enter the correct IP address.

*  Domain: Enter the domain that the appliance is on. For example,
example.com.

+  Subnet Mask: Enter the subnet (network segment) that the appliance is on.
The defaultis 255.255.255.0.

+ Default Gateway: Enter the network gateway for the appliance.

*  Primary DNS: Enter the IP address of the primary DNS server the appliance
uses to resolve host names.

» Secondary DNS: (Optional) Enter the IP address of the secondary DNS server
the appliance uses to resolve host names.

5. Inthe IPv6 Configuration section, provide the following information:

Option

Description

Configure
Network Using
SLAAC

Configure
Network Manually

Select this option if you want to use the SLAAC (stateless address auto-
configuration), offered by IPv6, to configure the appliance's network settings.
SLAAC allows devices to select their own IPv6 addresses based on the prefix that is
advertised from their connected interface.

Select this option if you want to manually specify the IPv6 address, prefix length, and
default gateway for the appliance:

+ IPv6 Address: Enter the static IPv6 address of the appliance.

CAUT If the IP address is incorrect, you cannot access the
appliance through the web interfaces (Administrator Console and
User Console). If this happens, open the appliance Command Line
Console, and use the konfig login to enter the correct IP address.

«  Prefix Length: Enter the number of bits in the IPv6 address prefix. An IPv6
prefix typically consists of 64 bits.

+ Default Gateway: Enter the network gateway for the appliance.
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Option Description

Disable IPv6 Select this option if you want to disable an IPv6 address for the appliance. This is the
default setting.

6. Optional: To set a proxy server, select the Enable Proxy Server in the Proxy Configuration section, then
specify proxy server settings:

Option Description

Type Enter the proxy type, either HTTP or SOCKSS5.

Server Enter the name of the proxy server.

Port Enter the port for the proxy server. The default port is 8080.

Enable Select the check box to use the local credentials for accessing the proxy server.

Basic Proxy
Authentication

Login Enter the username for accessing the proxy server.

Password and Enter the password for accessing the proxy server.
Confirm Password

* NOTE: The appliance supports proxy servers that use basic, realm-based authentication, requiring
usernames and passwords. If your proxy server uses a different kind of authentication, add the
appliance’s IP address to the proxy server’s exception list.

7. To use an external SMTP server, select Enable SMTP Server in the Email Configuration section, then
specify SMTP server options:

Option Description

Server Specify the hostname or IP address of an external SMTP server, such as
smtp.gmail.com. External SMTP servers must allow anonymous (non-authenticated)
outbound email transport. Ensure that your network policies allow the appliance to
contact the SMTP server directly. In addition, the mail server must be configured to
allow the relaying of email from the appliance without authentication. If you specify an
IP address, enclose the address in brackets. For example [10.10.10.10].

Port Enter the port number to use for the external SMTP server. For standard SMTP, use
port 25. For secure SMTP, use port 587.

Login Enter the username of an account that has access to the external SMTP server, such
as your_account_name@gmail.com.

Password and Enter the password of the specified server account.
Confirm Password

8. Testthe SMTP configuration.
a. Click Test Connection.

b. Inthe Connection Test SMTP dialog box that appears, type the email address to which you want
to send a test email using the newly configured SMTP server, and click Send Test Email.
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The Connection Test SMTP dialog box refreshes, showing the test results. status of the
email operation. If the test fails, verify your configuration, and try again.

9. Click Save.
The appliance reboots. Total reboot downtime is one to two minutes, provided that the changes
result in a valid configuration.

10. If you changed the appliance IP address, go to the new address to display the Administrator Console login
page.

Configure local routing tables

Configure local routing tables to enable the appliance to route traffic through multiple gateways on a network.

Local routing tables are useful when the physical appliance is located in one office, and managed devices are
located in a different location. For example, if the appliance is located in Texas, and managed devices are
located in California, the appliance would serve devices on the Texas subnet. Using the a local routing table, the
appliance could be pointed to the network in California, so that it could host the California devices as well as the
Texas devices.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Local Routing Table to display the Local Routing Table Settings page.

3. Click the Add button to add an entry: +

4. Specify the following settings:

Option Description
Name Enter a name for the route.
Destination Enter the IP address or network for the destination with which you want your

appliance to communicate.

Subnet Mask or Enter the subnet mask of the specified network. For example: 24,
CIDR 255.255.240.0. This is applied to the host.

Gateway Enter the IP address of the router that routes traffic between the appliance and the
destination network.

5. Click Save at the end of the row to save the entry.
6. Click Save and Reboot at the bottom of the page to save all changes.

A warning appears indicating that the Apache™ service needs to be restarted.
7. Click OK to continue.
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Configure local web server settings and allow access to
hosts

You can configure local web server settings to specify an allow list of hosts that are allowed to access the
Administrator Console, System Administration Console, and the User Console. After you create the allow list,
access is restricted to the hosts on the allow list.

i NOTE: After an IP address or domain name is added to the Allow List, only that IP address or domain has
access. All others are blocked.

1. Go to the appliance Control Panel:

¢ If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Access Control List to display the Access Control List Details page.
3. Specify the following options:

Option Description

No access Select this option to allow access from any web address.
restrictions

Restrict access as Select this option to restrict access to web addresses on the Allow List. To enable
specified below access to IP addresses on the appliance’s subnet in addition to the specified
destinations, select Allow all IP addresses in the same subnet as the appliance.

4. In the Allow List section, click the Add button to add an entry: +

5. Specify the following options.

Option Description

Destination Specify the destination:

. adminui: This is the Administrator Console, Admin level. An
allow list of IP addresses and/or host names who can log in to
http://appliance_hostname/admin.

« userui: This is the User Console. An allow list of IP addresses and/or host
names who can log in to http: //appliance_hostname/user.

» systemui: This is the System Administration Console (available
only if the Organization component is enabled on the appliance).
An allow list of IP addresses and/or host names who can log in to
http://appliance_hostname/system.

« api: This is the appliance API. An allow list of IP addresses and/or host names
who can access the appliance using its API, including the KACE GO app.

IP Address/ Provide the address to be allowed. This can be either:
D inN
omain Name * A domain or sub-domain name (full or partial)

* An IP address (full or partial)
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Option Description
Subnet Mask/ Provide a subnet mask/CIDR (Classless Inter-Domain Routing) to be allowed. This
CIDR enables a finer-grained subnet control.
6. Click Save at the end of the row to save the entry.
7. Click Save at the bottom of the page to save all changes.
A warning appears indicating that the Apache service needs to be restarted.
8. Click OK to continue.

NOTE: After an IP address or domain name is added to the Allow List, only that IP address or domain
can access that page. All others are blocked.

Configure security settings for the appliance

You must configure appliance security settings to enable certain capabilities such as Samba share, SSL, SNMP,
SSH, database access, and FTP access.

To enable SSL, you need to have the correct SSL private key file and a signed SSL certificate. If your private
key has a password, the appliance cannot restart automatically. If you have this issue, contact Quest Support at
https://support.quest.com/contact-support.

+  Saving changes to security settings reboots the appliance.

* In some cases, the Firefox® browser does not display the Administrator Console login page correctly
after you enable access to port 443 and restart the appliance. If that happens, clear the Firefox
browser cache and cookies, then try again.

1. Go to the appliance Control Panel:

e If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control

Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Security Settings to display the Security Settings page.
3. Inthe top section, specify the following settings:

Option

Description

Enable SSH
Enable webserver

compression

Enable SNMP
READ access

SNMP Community
String

Enable SNMP Trap
monitoring

Permit SSH logins to the appliance. When SSH is enabled, SSH encrypted
communications are permitted over port 22.

Enable the appliance to compress web pages. This compression reduces the time it
takes to load Administrator Console and User Console pages in the browser.

Enable unidirectional (read-only) SNMP access to managed devices on the network
through port 199 using SMUX, an SNMP multiplexing protocol. See Verify port
settings.

The SNMP community string that enables read-only SNMP access. The default value
is public.

Enable SNMP (Simple Network Management Protocol), a protocol for monitoring
managed devices on a network. SNMP is supported by Dell Open Manage and many
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Option

Description

third-party products. If you do not want to receive SNMP traps from network devices,
clear this option.

When you enable this feature on the appliance, and the related devices are also
enabled for monitoring, the appliance can receive SNMP traps from the monitored
network devices such as printers, projectors, and routers. This feature only applies to
network devices managed through the SNMP-managed devices, such as agentless
devices using SNMP connections.

For information on how to enable device monitoring, see Enable monitoring for one or
more devices.

SNMP traps are messages initiated by network devices and sent to the trap receiver
on the appliance. For example, a router can send a message when its power supply
fails. Or, a printer initiates a message when it runs out of paper. The appliance
receives these traps and generates alerts when certain pre-defined thresholds are
reached.

+  SNMP version 1 or 2: This version only requires a valid community string.
A community string is required to allow the appliance to receive SNMP trap
messages from monitored network devices. The appliance supports multiple

security strings. To add a community string, open the v1/v2 tab, click + type
the community string, and click Save.

+  SNMP version 3: This version implements enhanced security and remote
configuration features and requires a valid user name and encryption

information. To add a security name, open the v3 tab, click + and provide the
following information:

> Security Name: The name of the User-based Security Model (USM)
account that sends the SNMP trap.

> Engine ID: The ID of the SNMP application engine that sends the SNMP
trap.

> Authentication Password: The password associated with the Security
Name.

> Authentication Protocol: The protocol used for authenticating the user:
MD5 or SHA.

> Privacy Password: The encryption key for the data packet.
> Privacy Protocol: The encryption protocol: AES or DES.
> Security Level: Indicates the level of security:

= authPriv: The identity of the sender is verified and the information is
encrypted.

= authNoPriv: The identity of the sender is verified, but the information
is not.

= noAuthNoPriv: The identity of the sender is not verified and the
information is not encrypted.
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Option

Description

MIB Files

Enable Secure
backup files

Enable backup via

FTP

Make FTP writable

New FTP user
password

Enable mDNS

Enable Munin
access

Enable database
access

Enable secure
database access
(SSL)

Enable remote
syslog

Upload vendor-specific MIB (management information base) files. A MIB file allows
the trap receiver on the appliance to translate SNMP traps into human-readable
messages. These files are optional.

» To upload a MIB file, on the Security Settings page, under MIB Files, in the
Upload MIB area, click Browse, and select a MIB file.

A MIB file must meet certain standards. The appliance validates every MIB file
that you upload. If you upload an invalid MIB file, an error message appears
along the top of the Security Settings page. If you do not want to validate the
contents of the MIB file, select the Skip MIB validation check box.

Require username and password authentication for access to appliance backup files,
which are available by entering a URL in a browser.

Clear this option to enable access to backup files through a URL without username or
password authentication. This is useful for external process that require access. See
About appliance backups.

Enable access to the database backup files through a read-only FTP server. This
enables you to create a process on another server to access the backup files.

If you do not need this access, clear this option.

Enable the upload of backup files using FTP. FTP is useful for backup files that are
too large for the default HTTP mechanism and cause browser timeouts.

Require a password for FTP access to the backup files.

Enable the appliance to respond to multicast Domain Name System (mDNS) and
DNS Service Discovery (DNS-SD) requests. This option makes it easier for users and
administrators to locate the Administrator Console and User Console. If you do not
need the appliance to respond to these requests, clear this option.

Enable the appliance to view server usage and metrics over time.

* NOTE: This allows unrestricted, unauthenticated access to /munin.

Enable users to run reports on the appliance database using an external tool, such as
Microsoft Access or Excel, over port 3306. If you do not need to expose the database
in this way, clear this option.

. NOTE: The appliance database can be accessed from any ODBC-compliant

1 third-party tool if you have installed the (32bit) MySQL ODBC driver. You must
select this check box if you want to use this feature. In addition, you will need
to configure a data source for your MySQL ODBC driver, and provide the
appliance connection information. For more information, refer to your MySQL
ODBC driver documentation.

Enable SSL access to the database and access additional SSL options.

Enable the appliance to send limited server log data to a remote Syslog server.
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Option

Description

. NOTE: Log data sent this way is unencrypted and uses UDP (User Datagram
Protocol). Before selecting this option, review your organization's guidelines
about security and network saturation.

Remote Syslog Specify the fully qualified domain name (FQDN) or IP address and the port number
Server

4.

of the remote Syslog server. IPv4 and IPv6 addresses are supported. If you do not
provide a port number, the appliance uses 514 (UDP), the default port number for
Syslog traffic.

In the Two-Factor Authentication section, configure the Two-Factor Authentication (2FA) feature. 2FA
provides stronger security for users logging into the appliance by adding an extra step to the login process.
It relies on the Google Authenticator app to generate verification codes. The app generates a new six-digit
code at regular intervals. When enabled, end users will be prompted for the current verification code each

time they log in.

L NOTE: If you enable this feature, ensure that appliance server's clock is accurate, as well as the

1 device running Google Authenticator. Google Authenticator relies on current time to create the token.
If server's clock is not synchronized with those of the devices running Google Authenticator, token
validation may fail, which may result in account lockouts.

a.

Specify the following options. They appear listed in the order of precedence, as you enable
them from top to bottom. For example you can only enable 2FA for the User Console if you have
previously configured 2FA for the Administrator Console.

Enable Two-Factor Authentication for the System Portal: Select this check box if you want to
use 2FA for the System Administration Console. To enable 2FA for all users, select Required for

all Users.

NOTE: This option is only available on appliances with multiple organizations.

Enable Two-Factor Authentication for the Admin Portal: This option only appears if

you enabled 2FA for the System Administration Console, or if your appliance has only one
organization. Select this check box if you want to use 2FA for the Administrator Console. Next,
specify the users that will require 2FA during login by selecting one of the following options:

Required for all Users: Appliances with one organization only. To enable 2FA for all users,
select this option.

Defined by Organization: Appliances with multiple organizations only. Apply the same
2F A configuration to all users in each Organization in the Administrator Console, as applicable.

Required for all Users: Appliances with multiple organizations only. Enable 2FA for all
users in the Administrator Console.

Not required: Appliances with multiple organizations only. Disable 2FA for all users in the
Administrator Console.

Enable Two-Factor Authentication for the User Portal: This option only appears if you
enabled 2FA for the Administrator Console. Select this check box if you want to use 2FA for the
User Console. Next, specify the users that will require 2FA during login by selecting one of the
following options:

Defined by Organization: Apply the same 2FA configuration to all users in each Organization
in the User Console, as applicable.

Required for all Users: Enable 2FA for all users in the User Console.
Not required: Disable 2FA for all users in the User Console.

Under Transition Window, specify the amount of time during which users who require 2FA will
be able to bypass the 2FA configuration step.
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For example, if a user forgets their phone at home and is therefore unable to generate
new code, they can still access the portal during the period of time specified here.

a

5. Use the settings in the Brute Force Prevention area to prevent multiple consecutive attacks from obtaining

access to the appliance using false credentials. You can configure the number of failed authentication
attempts within a specified time frame, after which the appliance prevents any logins for that user.

The default setting is three attempts during a five-minute period. You can change these values, as
needed.

When the appliance disables a user account from logging in, other users are not affected and can
in to the appliance with valid credentials.

log

6. Optional: In the Appliance Encryption Key section, click Generate Key to generate a new encryption key.

This key is used to enable Quest Support to access your appliance for troubleshooting using a tether. It

is

not necessary to generate a new key unless you believe that the current key has been compromised. See

Enable a tether to Quest KACE Support.

The time stamp shows the time the key was generated.
7. Inthe Single Sign On section, specify authentication settings:

Option Description

Disabled Prevent the appliance from using single sign on. Single sign on enables users who
are logged on to the domain to access the appliance Administrator Console and User
Console without having to re-enter their credentials on the appliance login page.

Active Directory Use Active Directory for authentication. Active Directory uses the domain to
authenticate users on the network. See Using Active Directory for single sign on.

8. In the Samba section, specify the following settings:

Option Description

For appliances with  Use the appliance's client share to store files, such as files used to install applications
the Organization on managed devices.

component The appliance’s client share is a built-in Windows file server that can be used by
enabled: the provisioning service to assist in distributing the Samba client on your network.
Enable Quest recommends that this file server only be enabled when you perform application
Organization File installations on managed devices.

Shares

. NOTE: If the Organization component is enabled on your appliance, you can
select additional file sharing options for each organization. See Enable file
sharing at the System level.

For appliances
without the
Organization
component:

Enable File
Sharing
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Option

Description

Samba minimum
protocol, Samba
maximum
protocol

Require signing

Disable Guest
Access

Require NTLMv2
to appliance file
shares

Require NTLMv2
to off-board file
shares

Select the minimum and maximum Samba protocol, as required. The following
options are available in each setting:

+  SMB2: Re-implementation of the SMB protocol. Used by Windows Vista and
later versions of Windows. SMB2 has sub protocols available. By default SMB2
selects the SMB2_10 variant.

« SMB2_02: The earliest SMB2 version.
+  SMB2_10: Windows 7 SMB2 version.
+  SMB2_22: Early Windows 8 SMB2 version.
SMB2_24: Windows 8 beta SMB2 version.

+  SMB3: Re-implementation of the SMB2 protocol. Used by Windows 8. SMB3
has sub protocols available. By default SMB3 uses the SMB3_11 variant.

+ SMB3_00: Windows 8 SMB3 version (similar to SMB2_24).
« SMB3_02: Windows 8.1 SMB3 version.
«  SMB3_10: Early Windows 10 technical preview version.

+  SMB3_11: Windows 10 technical preview version.

Enables signing in for the Samba protocol.

Disables Samba guest access.

Enable NTLMv2 authentication for the appliance files shares. When this is enabled,
managed devices connecting to the appliance File Shares require support for
NTLMv2 and they authenticate to the appliance using NTLMv2. Although NTLMv2
is more secure than NTLM and LANMAN, non-NTLMv2 configurations are more
common and this option is usually turned off. Enabling this option disables lanman
auth and ntlm auth on the Samba server. NTLMv2 Levels 1-4 are supported. If
you need NTLM v2 Level 5, consider manually provisioning the KACE Agent. See
Manually deploying the KACE Agent.

Force certain appliance functions that are supported through the Samba client, such
as Agent Provisioning, to authenticate to off-board network file shares using NTLMv2.
Even though NTLMv2 is more secure than NTLM and LANMAN, non-NTLMv2
configurations are more common and this option is usually disabled. Enabling this
option enables the client ntimv2 auth option for Samba client functions.

9. Optional: In the SSL section, specify SSL settings:

Impor IMPORTANT: Enabling SSL is a one-way automatic shift for managed devices. Devices must
be reconfigured manually if you disable SSL.

Option

Description

Enable Port 80
access

Enable Forward

Enable access to the appliance over port 80.

If you disable port 80 access, contact Quest Support to adjust the Agent deployment
scripts to handle SSL.

When you verify that SSL is working as expected, you can enable the forwarding of

port 80 to port 443 all communication from port 80 to port 443. To do that, select this check box.
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Option

Description

Enable SSL Enable managed devices to connect to the appliance using SSL (HTTPS).

Enable this setting only after you have properly deployed the appliance on your LAN
in non-SSL mode.

To enable SSL, you need to load an SSL certificate as described in step 10.

10. To load an SSL certificate, do one of the following:

—_

2.
3.

1.
2.

If your SSL certificate and private key are in Privacy Enhance Mail (PEM) format, similar to those used
by Apache-based web servers:

Select Upload PEM SSL Certificate.

In the SSL Private Key File and SSL Cettificate File fields, select the private key and certificate files.

If you want to enable and upload intermediate SSL certificates (also in PEM format), select Enable
Intermediate SSL Certificate. Intermediate SSL certificates are signed certificates provided by
certificate issuers as proxies for root certificates.

If your certificate is in PKCS-12 format:

Select Upload PKCS-12 SSL Certificate.
In the PKCS-12 File field, select the file.
In the Password for PKCS-12 file field, type the password for the PKCS-12 file.

To use the Let's Encrypt service for SSL certificates:

Click Apply Let's Encrypt SSL Certificate. Let's Encrypt is a free, automated, and open certificate
authority (CA). When you get a certificate from Let’'s Encrypt, their servers validate that you control
the domain names in that certificate using a challenge.

* NOTE: The HTTP-01 challenge can only be done on port 80. Specify arbitrary ports

1 makes the challenge less secure, and it is therefore not allowed by the Automatic
Certificate Management Environment (ACME) standard. For that reason, the appliance
must run on a public-facing box with port 80 open for inbound communication, and a
publicly-resolvable DNS. For more details, visit https://letsencrypt.org/docs/challenge-
types/.

In the Email Address field, provide an email address. While Let's Encrypt certificates periodically
expire, the appliance uses an automated process to update the certificate before its expiration. The
address is used for communication with Let's Encrypt in an unlikely event the certificate expires. You
must have a Let's Encrypt account registered using this email address.

Select the check box to agree with the terms of service.
To generate certificate requests or load self-signed certificates:

Click Generate CSR (Certificate Signing Request) or Self-Signed SSL Certificate.

In the area that appears, click SSL Certificate Form. Follow the instructions in Generate an SSL
certificate.

11. In the Secure Attachments in Service Desk section, choose whether to add security for files that are
attached to Service Desk tickets:

Select the check box to enable security for files attached to tickets. If you choose this option, users
can access files attached to tickets only from within the appliance Administrator Console or User
Console.

Clear the check box to enable users to access files by clicking ticket links from outside the
Administrator Console or User Console.

12. Click Save and Restart Services to save changes and restart the appliance.

NOTE: In some cases, the Firefox browser does not display the Administrator Console login page
correctly after you enable access to port 443 and restart the appliance. If that happens, clear the
Firefox browser cache and cookies, then try again.

KACE Service Desk 13.1 Administrator Guide

Configure security settings for the appliance

102


https://letsencrypt.org/docs/challenge-types/
https://letsencrypt.org/docs/challenge-types/

Configure Active Directory as the single sign on method

Active Directory single sign on enables users who are logged on to the domain to access the appliance
Administrator Console and User Console without having to re-enter their logon credentials each time.

Before you connect the appliance to an Active Directory server, verify that:

*  Network and DNS settings are configured to enable the appliance to access the Active Directory server.

See Change appliance network settings.

»  The time settings on the Active Directory server match the time settings on the appliance. For information
on setting the time on the appliance, see Configure appliance date and time settings.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hosthame/admin, then select Settings > Control

Panel.

¢ If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Inthe Single Sign On section of the Security Settings page, select Active Directory, then provide the
following information:

Option Description

Domain The host name of the domain of your Active Directory® server, such as example.com.

Username The user name of the administrator account on the Active Directory server. For
example, username@example.com.

Password The password of the administrator account on the Active Directory server.

Computer Object The name of the computer object container of the administrator account on the Active

Container Directory server.

Computer Object The name of the computer object container of the administrator account on the Active

Name Directory server.

Service Account
Container

3. Click Join.

The name of the service account container of the administrator account on the Active
Directory server.
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The appliance performs the following tests, which require read-only permission, to determine
whether the domain is configured correctly to allow the appliance to join the domain:

o

o

Check
Check
Check
Check

Check

for supported operating system and correct operating system patches
for sufficient disk space to install QAS

that the hostname of the system is not 'localhost'

if the name service is configured to use DNS

resolv.conf for proper formatting of name service entries and that

the host can be resolved

Check

for a name server that has the appropriate DNS SRV records for Active

Directory

Detect a writable domain controller with UDP port 389 open

Detect Active Directory site if available

Check
Check
Check

Check

if TCP port 464 is open for Kerberos kpasswd
if UDP port 88 and TCP port 88 are open for Kerberos traffic
if TCP port 389 is open for LDAP

for a global catalog server and if TCP port 3268 1is open for

communication with global catalog servers

Check
Check

Check

for a valid time skew against Active Directory
for the QAS application configuration in Active Directory

if TCP port 445 is open for Microsoft CIFS traffic

These tests do not need write access and they do not check for permission to write to any directory. In
addition, these tests do not verify username and password credentials. If the credentials are incorrect, the
appliance might not be able to join the domain even if the tests are successful.

A message appears stating the results of the test. To view errors, if any, click Logs, then in the Log drop-
down list, select Server Errors.

4. Optional: Select Force Join to join the server to ignore errors and join the domain.

5. Click Save and Restart Services.

When users are logged in to devices that are joined to the Active Directory domain, they can access the appliance
User Console without having to re-enter their credentials. If users are on devices that are not joined to the Active
Directory domain, the login window appears and they can log in using a local appliance user account. See Add or
edit System-level user accounts.

. NOTE: To use single sign on with Microsoft Edge and Firefox browsers, users must configure their
browser settings to use the appropriate authentication. See Configuring browser settings for single sign on.
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Generate an SSL certificate

You can generate a self-signed SSL certificate, or generate a certificate signing request for third-party certificates,
using the Administrator Console.

1. Go to the appliance Control Panel:

If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hosthame/admin, then select Settings > Control
Panel.

If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Security Settings to display the Security Settings page.
3. Inthe SSL section, click Enable SSL.

Additional SSL options are displayed.

4. Click Generate CSR (Certificate Signing Request) or Self-Signed SSL Certificate, then click SSL
Certificate Form to display the SSL Certificate Form page.

NOTE: If a certificate signing request has previously been generated, it appears on the page. To
generate a new request, you need to update the information in the Configure section, then click Save
before you click Generate Self-Signed Certificate.

5. In the Configure section, provide the following information:

Option Description

Company Name The name of your company.

Organization Name The name of your organizational unit or business group.

Common Name The common name of the appliance you are creating the SSL certificate for.
Email Your email address.

City Name The name of your locality.

State or Province Name The name of your state or province.

Country Name The name of your country.

6. Click Save.

If this is the first time the SSL Certificate Form has been saved, the Certificate Signing Request section
appears. If the form has previously been saved, the Certificate Signing Request section is updated.

7. Do one of the following:

To generate a certificate using a third-party certificate issuer:

Copy all of the text in the Certificate Signing Request section, including the lines "----- BEGIN
CERTIFICATE REQUEST-----— "and "----- END CERTIFICATE REQUEST----- " and
everything in between, then send it to the certificate issuer or the person who provides your
company with web server certificates.

When you receive a certificate from the third party, return to the Security Settings page and upload
the certificate. See Configure security settings for the appliance.

To generate a self-signed certificate:
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1. Click Generate Self-Signed Certificate to generate and display the certificate below the Certificate
Signing Request section.

2. Click Deploy Self-Signed Certificate, then click Yes.
3. On the Security Settings page, click Save and Restart Services.

Self-signed certificates are converted to PEM files, named kbox . pem, and the files are placed in
KACE Agent data folders.

i NOTE: Your private key appears in the Private Key field. It is deployed to the appliance when you
deploy a valid certificate. Do not send the private key to anyone. It is displayed here in case you want
to deploy this certificate to another web server.

NOTE: The certificate and private key for SSL are not included in the appliance’s daily backups for
security reasons. Retain these two files for your own records.

Configuring Agent settings
Agent settings determine the port and security settings used by the KACE Agent. These settings are specific to

the Agent infrastructure and do not affect other appliance configuration settings or runtime operations.

* NOTE: Changing Agent settings temporarily interrupts communications between the appliance and the
Agents installed on managed devices, so use caution. For more information, contact Quest Support at
https://support.quest.com/contact-support.

About Konea

Konea is a component that enables the communication between the KACE Agent, which is installed on Agent-
managed devices, and the appliance.

Konea provides optimized real-time communications for systems-management operations.

Configure Agent settings

You can configure KACE Agent settings on the appliance. These settings are System-level settings. If the
Organization component is enabled on the appliance, Agent settings apply to all organizations.

1.  Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance

Administrator Console, https://appliance_hosthame/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Agent Settings to display the Agent Settings page.
3. Specify the following settings:

Option Description

Allow legacy This option only appears if upgrading an existing appliance to version 11.0. Leave
agents (pre-11.0)  this option enabled only if you want to continue using legacy agents without a secure
connection which reduces the overall security of the appliance. Quest recommends
upgrading all legacy agents to the latest version. Disabling this option deactivates
all of your pre-11.0 agents, permanently preventing them from connecting to the
appliance until a secure connection is configured. When this option is disabled, it can
no longer be enabled.
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Option

Description

Require SSL For
File Transfers

Verify SSL
Certificates

CA Certificate
Bundle File

For more information about configuring agents to use a secure connection, see
Registering KACE Agent with the appliance.

NOTE: The following settings are not required for KACE Agents version 11.0 pr later, as all
communication is carried over through the Konea tunnel. For more information about Konea, see
About Konea.

Configure the KACE Agent to use secure connections. SSL (Secure Sockets Layer)
connections allow the Agent to establish encrypted link to ensure that all data passed
from and to the Agent remains private and integral.

Impor IMPORTANT: After changing this setting, you must restart the Agent
manually using the AMPTools restart command, to ensure these
changes are reflected on the Client machine.

Verify SSL certificates prior to establishing a connection. An SSL certificate contains
a public key used to encrypt and information about its owner identity.

Impor IMPORTANT: After changing this setting, you must restart the Agent
manually using the AMPTools restart command, to ensure these
changes are reflected on the Client machine.

Some environments use custom cURL (Client URL) CA (certificate authority)
certificates during agent-server communication. This can be used to verify SSL
certificates that are signed by an authority that is not referenced in the default agent
bundle.

*  To upload your custom cURL CA bundle, click Choose File. The certificate
bundle file must be in . PEM format. The appliance verifies the file contents. If
the file is valid, it replaces the existing or the default bundle (cacert.pem), as
applicable. In case the file is invalid, an error message appears.

*  Torevert to the default certificate, click Reset to Default.

: NOTE: This option is only available after uploading a valid custom CA
1 bundle.

4. Click Save and Restart Services to save the settings and restart the messaging protocol processor.

Related topics

Configure security settings for the appliance

Troubleshooting appliance issues

Optional: Configure Agent communication settings, which determine the frequency at which Agents communicate
with the appliance. See Managing Agent communications.

Configuring session timeout and auto-refresh

settings

Session timeout is a System-level setting that specifies the amount of inactive time that can pass before users
are automatically logged out of the Administrator Console or User Console. Auto-refresh settings are user-level
settings that determine the frequency with which console pages are refreshed.
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Set session timeout

You can configure session timeout to meet your security requirements.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hosthame/admin, then select Settings > Control

Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click General Settings to display the General Settings page.
3. In the top section, configure the session timeout:

Options

Description

Session Timeout

Set the number of inactive hours to allow before closing user sessions and requiring
users to log in again. The default is 1. The User Console and Administrator Console
have Timeout Session counters to alert users of this time limit. Only periods of
inactivity are counted. The counter restarts when the user performs any action

that causes the console to interact with the appliance server, such as refreshing

a window, saving changes, and changing windows. When a session reaches 60
seconds before the timeout, a message box appears, allowing you to extend the
session, or to log off. Once the counter reaches the limit, the user is logged out,
unsaved changes are lost, and the login screen appears. The Timeout Session
counter appears in the upper right of each console.

4. Click Save and Restart Services.

Set auto-refresh properties

You can set auto-refresh to show the latest results on list pages, or you can turn auto-refresh off so that pages are
refreshed only when they are reloaded in the browser.

Setting the refresh frequency to 30 seconds or less is useful for pages that display status, such as the
Provisioning Results page and the Devices page. On other pages, such as the Software Catalog page, a longer
refresh rate, or turning auto refresh off, might be more appropriate, because these pages can take longer to

refresh.

Auto-refresh settings are page-specific and user-specific. The settings for each page and each user account are

separate.

1. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. Go to a page that has information to be refreshed, such as Inventory > Devices.

The Devices page appears.
3. Inthe Auto Refresh drop-down list, above the list to the right, select a frequency.

The list is updated according to the selected frequency.
4. Click the Refresh button in the top-right corner of the page to refresh the page immediately.
5. Optional: In the Auto Refresh drop-down list, above the list to the right, select OFF to turn off auto-refresh.

Auto-refresh is disabled. Information on the page is no longer updated automatically.
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Configuring locale settings

Locale settings determine the language used for text in the Command Line Console, Administrator Console,
and User Console.Locale settings determine the formats used for date and time information displayed in the
Administrator Console and User Console. All text in the interfaces is displayed in English regardless of locale
settings.

The locale options available through your license agreement. See View the appliance version, model, and license
information.

How locale settings are applied

Locale settings are applied in a particular order.

When choosing the locale for text in the Command Line Console, Administrator Console, and User Console, the
appliance uses the following priority:
1. User: If the user locale is set, use it.

2. Organization: If the user locale is not set, use the organization setting (available only if the Organization
component is enabled on the appliance).

3. Browser: If neither the user nor organization locales are set, use the browser setting.

4. System (Command Line Console): If the user, organization, and browser locales are not set, use the
System setting.

5. Default: If none of the preceding options are set, use the default locale (English).

Configure locale settings for the Administrator Console
and the Command Line Console

You can configure the locale setting for the Administrator Console at the System-level. This also controls the
locale of the Command Line Console, which is accessed through the konfig user account.

Locale settings determine the formats used for date and time information displayed in the Administrator
Console. All text in the interface is displayed in English regardless of locale settings. Locale settings also
determine the date and time formats used in email sent from the Service Desk.

1.  Go to the appliance Control Panel:
* If the Organization component is not enabled on the appliance, log in to the appliance

Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click General Settings to display the General Settings page.
3. If the Organization component is enabled on your appliance, do the following:
a. Select a locale in the Default Locale drop-down list in the top section.
b. Click Save and Restart Services at the bottom of the page.
4. If the Organization component is not enabled on your appliance, do the following:
a. Inthe Locale Settings section, select a locale from the Organization Locale drop-down list.
b. Inthe Locale Settings section, select a locale from the Command Line Console drop-down list.
c. Click Save and Restart Services.

The locale you selected is used for the Administrator Console and the Command Line Console.
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Configure locale settings for the User Console

The appliance supports several locales. The Administrator Console, System Administration Console, and online
help can be displayed in English, French, German, Japanese, Portuguese (Brazil), and Spanish.

In addition to these languages, you can translate the User Console into other non-supported locales, such as
Afrikaans (South Africa), as needed. When you translate the User Console to a non-supported language, its help
contents appear in English, while other elements of the appliance, such as the Administrator Console, System
Administration Console, and the associated online help, are displayed in the selected language.

By default, the browser locale determines the language in which the User Console is displayed. When the User
Console is translated to another languages and properly configured (as described below), any users whose
browsers use that locale display the User Console in the translated language.

1. Go to the appliance Control Panel:

If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Localization to display the User Console Localization Settings page.

3. Export the text strings associated with the locale from which you want to translate to a Gettext portable
object (PO) file, along with a portable object template (POT) for translation. For more information about
Gettext PO files, see https://www.gnu.org/software/gettext/manual/html_node/PO-Files.html.

a. On the User Console Localization Settings page, under Export Gettext PO (portable object) File,
click Export Locale, and select the locale from which you want to translate. The list that appears
includes all of the supported languages, as well as any languages to which you previously
translated the User Console.

b. Click Export.

After a few moments, a ZIP file with the following contents is available for download:

o

A PO (portable object) file contains all of the User Console text strings that exist in your selected
locale.

A POT (portable object template) file contains a template file, used to generate the empty PO file
using the GetText utilities (optional).

4. Translate the User Console text strings, as required, and create a PO file.
5. Import the translated User Console strings.

You can use a PO file editor to translate the strings in the PO file. For more information, see:

GNU gettext utilities documentation: https://www.gnu.org/software/gettext/manual/html_node/
index.html

GNU Web Translators Manual: https://www.gnu.org/software/trans-coord/manual/web-trans/
html_node/index.htmI#SEC_Contents https://www.gnu.org/software/gettext/manual/html_node/PO-
Files.html

PO File Format: https://www.gnu.org/software/trans-coord/manual/web-trans/htm|_node/PO-
Editors.html

Additional information about editing PO (portable object) files with editor suggestions: https://
www.gnu.org/software/trans-coord/manual/web-trans/html_node/PO-Editors.html

a. Under Import Gettext PO (portable object) File, click Import Locale, and select the locale you
want to associate with the PO file you are importing. This is the locale to which the User Console
is translated using the translations from the imported PO file when the browser locale matches.
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b. Under Translated PO (portable object) File, click Choose File, and navigate to the translated PO
file.

c. Click Import.

6. If you want to delete any locales that you previously imported, under Delete an Uploaded Locale, click
Delete Locale, and select the locale that you want to delete. Click Delete.

Configure locale settings for organizations

If the Organization component is enabled on your appliance, you configure locale settings for each organization
separately.

Locale settings determine the formats used for date and time information displayed in the Administrator
Console and User Console. All text in the interfaces is displayed in English regardless of locale settings.
Locale settings also determine the date and time formats used in email sent from the Service Desk.

1. Go to the General Settings page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click General Settings.

2. If the Organization component is enabled on your appliance, do the following:
a. Inthe Locale Settings section, select a locale in the Organization Locale drop-down list.
b. Click Save and Restart Services at the bottom of the page.
c. If you have multiple organizations, repeat the preceding steps for each organization.

3. If the Organization component is not enabled on your appliance, do the following:
a. Inthe Locale Settings section, select a locale from the Organization Locale drop-down list.
b. Inthe Locale Settings section, select a locale from the Command Line Console drop-down list.
c. Click Save and Restart Services.

The selected locale is applied. Organization users who log in to the Administrator Console and User Console see

the formats for this locale, provided that the browser settings are also set to display the locale. However, user
locale settings take precedence over organization locale settings.

Configure locale settings for users

You can configure locale settings for each user. User locale settings take precedence over organization and
System-level locale settings.

Locale settings determine the formats used for date and time information displayed in the Administrator Console
and User Console. All text in the interfaces is displayed in English regardless of locale settings.
1. Go to the User Detail page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, click Settings, then click Users.
. Click the name of a user.
2. Inthe Locale drop-down list, select a locale.
3. Click Save.
The locale you selected is used when the user logs in to the Administrator Console or User Console, provided

that the browser settings are also set to display the locale. User locale settings take precedence over the locale
settings of the user’s organization.
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Configuring the default theme

In a default installation, the Administration Console appears in a default Light theme for every new user.
Two additional themes are available: the Dark and Hybrid themes. You can change the default theme for the
appliance. If the appliance theme is not suitable for your use, simply choose a different theme for your profile.

For example, if the Light theme is set by default for the appliance on the System level, and you associate the Dark
theme with your user profile, the Dark theme is applied each time you log in.

Configure the default theme for the appliance

In a default installation, the appliance is configured to use the Light theme. You can choose a different theme as
the default appliance theme, as needed.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

« If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click General Settings to display the General Settings page.

3. Onthe General Settings page that appears, under Themes, click Default appliance theme, and choose
one of the following options: Light, Hybrid, or Dark.

When you choose the Light or Hybrid theme as the default appliance theme, the login page appears
with a white background. A dark background is applied when the Dark theme is applied as the default
appliance theme. The color of the login screen always reflects the configured appliance theme, not
the theme associated with your user account. For example, if you choose the Dark theme in the
Administrator Console, this theme becomes associated with your user account and is applied each
time you log in. However if the appliance uses the Light theme by default, your login screen always
appears with a white background. After a successful login, the Dark theme is applied.

i NOTE: Reports always appear with a white background, regardless of which theme is selected.
i NOTE: For newly created users, the Administrator Console uses the default theme. This can be
changed on the next login. For more information, see Configure the default theme for a user.

Configure the default theme for a user

In a default installation, the Light theme is applied to each user profile. You can choose a different theme for your
user profile, as needed. For example, if the Light theme is set by default for the appliance on the System level,
and you associate the Dark theme with your user profile, the Dark theme is applied each time you log in.

1. Do one of the following:

¢ Login to the appliance Administrator Console, https://appliance_hostname/admin, where
appliance_hostname is the host name of your appliance. Or, if Show organization menu in admin
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header is enabled in the appliance General Settings, select an organization in the drop-down
list in the top-right corner of the page next to the login information.

Log in to the appliance System Administration Console, https://appliance_hostname/
system, where appliance_hostname is the host name of your appliance, or select System from
the drop-down list in the top-right corner of the page.

Log in to the applianceUser Console, https: //appliance_hostname/user, where
appliance_hostname is the host name of your appliance, or select User Console from the drop-
down list in the top-right corner of the page.

2. From the drop-down list in the top-right corner of the page, select My Profile.

The User Profile dialog box appears.

3. Inthe User Profile dialog box, on the Profile tab, click Theme, and select a theme that you want to
associate with your user account: Light, Dark, or Hybrid.

The theme you select this way becomes associated with your user account and is applied each time
you log in. You can also configure the default theme for the appliance. For more information, see
Configure the default theme for the appliance.

Configure data sharing preferences

Configure data sharing preferences at the System level. Data sharing preferences determine how much of your
appliance information is shared with Quest. In addition, data sharing preferences determine whether information
from ITNinja is displayed in the Administrator Console.

To validate your product license, Quest collects minimal license-related information, such as the MAC Address
of the appliance, the version of the appliance software, the license key, and the number of managed devices,
regardless of the data sharing options selected in this section.

1.  Go to the appliance Control Panel:

If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click General Settings to display the General Settings page.
3. Inthe Share With Quest section, select from the following options:

Option

Description

Share summary (Recommended) Share summary information with Quest. This information includes
usage data... appliance status, uptime, and load averages, as well as the number of devices,

Managed Installations, and applications being managed by the appliance. This option
is recommended because it provides additional information to Quest Support if you
need assistance. In addition, data shared with Quest is used when planning product

enhancements.
Share detailed (Recommended) Share detailed information with Quest and share anonymous
usage data... information with ITNinja.com. This information includes Agent and appliance crash

reports, user interface usage statistics, and inventory information, such as application
titles. Quest uses this information to help improve the Software Catalog, and ITNinja
uses anonymous data to identify relevant content on http://www.itninja.com for
dynamic feeds to the appliance Administrator Console.

ITNinja.com is a community website where IT professionals can share information

and research on a wide variety of systems management and deployment topics. The

ITNinja feed is a feature that dynamically displays software deployment tips and other
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Option Description

contextual information on relevant pages in the appliance Administrator Console.
To enable the ITNinja feed, you need to select Share detailed Usage data.... This
setting shares information anonymously with ITNinja. The ITNinja feed is available
only if Share Summary Usage Data... is selected, and it is available only on pages
related to software or deployment, such as the software, Managed Installation, and
File Synchronization detail pages. The feed is not available on Software Catalog
detail page.

Clear this option to prevent the appliance from sharing inventory data with the ITNinja
community. However, clearing this option does not remove any information that has
already been shared. For more information, contact Quest Support.

4. Click Save and Restart Services.

About DIACAP compliance requirements

You can configure the appliance to support regulations, such as DIACAP (Department of Defense Information
Assurance Certification and Accreditation Process).

To comply with DIACAP, administrators perform the following tasks:
+  Enable the Acceptable Use Policy. See Enable or disable the Acceptable Use Policy.
+ Disable SSH and database access. See Configure security settings for the appliance.

+ Disable Samba file sharing. See Configure security settings for the appliance.

Enable or disable the Acceptable Use Policy

To comply with policies and regulations, such as DIACAP (Department of Defense Information Assurance
Certification and Accreditation Process), you can display an Acceptable Use Policy to users when they access the
Administrator Console, User Console, or Command Line Console, or log in using SSH or FTP.

The Acceptable Use Policy is a System-level setting. If the Organization component is enabled on your appliance,
you enable or disable the Acceptable Use Policy at the System level for all organizations. You cannot enable or
disable the policy for individual organizations.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

¢ If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click General Settings to display the General Settings page.
3. Inthe Acceptable Use Policy section, select policy settings:

Option Description

Enabled Enable the appliance to display your policy, and require users to accept the terms
of your policy, when they access the Administrator Console, User Console, or
Command Line Console, or log in using SSH or FTP.

Title The heading of the policy to be displayed on the login page of the User Console.
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Option Description

Message Details of the policy, which are displayed below the Title on the login page. Users
must agree to the terms of the policy before they can log in to the User Console.

4. Click Save and Restart Services.

When users go to the Administrator Console, User Console, or Command Line Console, or log in
using SSH or FTP, they must first agree to the Acceptable Use Policy before they can log in.

i NOTE: If single sign on is enabled, the login page is not displayed, so users do not see the
Acceptable Use Policy before being logged in automatically. See About single sign on (SSO).

Configuring Mobile Device Access

Mobile Device Access enables you to interact with the appliance using the KACE GO app.

KACE GO is an app that enables administrators to access Service Desk tickets, inventory information, and
application deployment features from their smart phones or tablets. The app also allows non-admin users to
submit Service Desk tickets, view the status of submitted tickets, and read Knowledge Base articles from their
mobile devices. You can download KACE GO from the Apple App Store for iOS devices, or from the Google Play
store for Android devices.

i NOTE: KACE GO is only available in English.

To use Mobile Device Access, you must enable mobile device access for the appliance and for the users, and
download and install KACE GO on a mobile device.

Enable Mobile Device Access for the appliance

By default, Mobile Device Access is disabled. To enable users to access the appliance using the KACE GO app,
you must first enable Mobile Device Access for the appliance.

Mobile Device Access is enabled at the System level. If the Organization component is enabled on your
appliance, and you enable Mobile Device Access, the feature is enabled for all organizations.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.
2. Click General Settings to display the General Settings page.
3. Inthe top section, select the Enable mobile device access check box.
4. Download the KACE GO app.

a. Click Get Mobile App.

A dialog box appears, allowing you to download KACE GO. The app is available for iOS
and Android platforms from their respective app stores.

Tip: TIP: You can also access this dialog box from the help pane. For more information, see
Access product documentation.

b. Click the link for your mobile device OS, as needed, to download the app.
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For more information about downloading and configuring KACE GO, seeDownload and
use KACE GO.

5. Click Save and Restart Services.

Mobile Device Access is enabled on the appliance. Before users can access the appliance using
the KACE GO app, however, you must enable Mobile Device Access for their accounts. See Enable
Mobile Device Access for users.

If the Organization component is enabled on your appliance, enable Mobile Device Access for user
accounts at the Organization or Admin level. Mobile Device Access cannot be enabled or disabled for user
accounts at the System level.

Enable Mobile Device Access for users

After you enable Mobile Device Access for the appliance, you must enable access for users. If the Organization
component is enabled on your appliance, you enable access for users in each organization separately.

1.  Go to the User Detail page:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click Users.
c. Click the name of a user.
2. Select the Mobile Device Access check box.
Tip: TIP: If the Mobile Device Access check box is not displayed, verify that Mobile Device Access is
enabled for the appliance.

3. Click Save.
4. To enable Mobile Device Access for multiple users:
a. Select the check boxes for the users on the Users page.
b. Select Choose Action > Mobile Device Access > Enable.

Mobile Device Access is enabled.
Related topics
Enable Mobile Device Access for the appliance

The selected users can download the KACE GO app from the Apple App Store or from Google Play.

Download and use KACE GO

You can download KACE GO to your smart phone or tablet from the Apple App Store for iOS devices, or from the
Google Play store for Android devices.

1. On your mobile device, go to the Apple App Store or Google Play, and search for KACEGO.
2. Download and start the app.
3. If prompted, choose whether to enable Push Notifications.

When Push Notifications are enabled, the app sends notifications for Service Desk tickets to the
mobile device. These notifications are based on the Service Desk Email on Events configuration.

4. Provide the following information and choose initial settings:

Option Description

Appliance URL The IP address or fully qualified domain name of the appliance.
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Option Description

User name and Password The username and password of an account that has Mobile Device
Access enabled.

Save Password Enable the app to remember your password on the device. If you choose
this option, Quest requires that you create a PIN (personal identification
number) for security. KACE GO does not cache or save user data unless
you select Save Password.

Use SSL Enable SSL communications between the device and the appliance. To
use this setting, SSL must be enabled on the appliance. If SSL is not
enabled on the appliance, and you select Use SSL, the login fails.

For more information, see the Help Center in the KACE GO app or go to https://quest.com/products/kace-
systems-management-appliance/.

Related topics
Configure email triggers

Configure security settings for the appliance

Disable Mobile Device Access on the appliance

To prevent all users from accessing the appliance using KACE GO, you can disable Mobile Device Access at the
appliance or System level.

1. Go to the appliance Control Panel:
* If the Organization component is not enabled on the appliance, log in to the appliance

Administrator Console, https://appliance_hosthame/admin, then select Settings > Control
Panel.

¢ If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.
2. Click General Settings to display the General Settings page.
3. Inthe top section, clear the Enable mobile device access check box.
4. Click Save and Restart Services.

KACE GO access is disabled for all users. Users who are currently logged in to the appliance using KACE
GO are disconnected.

However, individual user settings are retained and reinstated if the feature is subsequently re-enabled on the
appliance. For example, if Mobile Device Access was enabled for an account, and you re-enable Mobile Device
Access on the appliance, Mobile Device Access is also re-enabled on the account.

Disable Mobile Device Access for users

To prevent selected users from accessing the appliance using KACE GO, you can disable Mobile Device Access
at the user level.

1. Go to the Users list:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.
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b. On the left navigation bar, click Settings, then click Users.
2. Select the check boxes next to one or more users.
3. Select Choose Action > Mobile Device Access > Disable.

Mobile Device Access is disabled for the selected users. If the selected users are currently logged in to the
appliance using KACE GO, they are disconnected.

Enable fast switching for organizations and
linked appliances

Fast switching makes it possible to switch between interfaces without logging in to each item separately. On
appliances with the Organization component enabled, these interfaces include the Admin and System levels of
the Administrator Console the User Console, and linked K-Series appliances,

Fast switching is enabled by default on appliances without the Organization component enabled. In addition, the
link to the User Console appears by default, provided that the logged-in user has permission to access both the
Administrator Console and the User Console.

To appear in the drop-down list for fast switching, organizations must have the same admin account password;
only those organizations whose admin account passwords match appear in the list. Linked appliances have
similar requirements.

1. Go to the General Settings page:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click General Settings.
2. Select the Show organization menu in admin header check box.
i NOTE: This setting is available only if the Organization component is enabled on your appliance.
3. Optional: Select the Require organization selection at login check box to require users to select an
organization when they log in.

» NOTE: This setting is available only if the Organization component is enabled on your appliance.

4. Click Save and Restart Services.

Changes are displayed on the login page and in the top section of the Administrator Console after
you log out and then log in again. The drop-down list shows the available options.

Related topics
Linking Quest KACE appliances

Linking Quest KACE appliances

Appliance linking enables you to log in to one Quest KACE appliance and access all linked appliances from the
Administrator Console.

Appliance linking enables you to log in to one appliance and access all linked appliances from the drop-down list
in the top-right corner of the Administrator Console, without having to log in to each appliance separately. You can
link all of the Quest KACE K-Series appliances you manage.

KACE Service Desk 13.1 Administrator Guide 118
Linking Quest KACE appliances



To link appliances you need to:

+  Enable fast switching on each appliance that has the Organization component enabled. See Enable fast
switching for organizations and linked appliances.

+ Enable linking on each K-Series appliance. See Enable appliance linking.

When you enable linking, Names and Keys are created for each appliance. You then copy and paste the Names
and Keys into the Linked Appliance Detail page for each appliance.

You can access multiple Quest KACE appliances from the same Administrator Console, but you cannot transfer
resources or information among them through linking. See Importing and exporting appliance resources.

NOTE: If you have different types of Quest KACE appliances, and you plan to link them, the admin user

L]
1 account for each appliance must have the same password.

Enable appliance linking

You can enable appliance linking in the appliance or System-level General Settings. For KACE SDA instructions,
see the Help for that appliance.

1. Go to the appliance Control Panel:
* If the Organization component is not enabled on the appliance, log in to the appliance

Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Link Settings to display the Linked Appliance Enablement page.
3. Select the Enable Appliance Linking check box.
4. Provide the following information:

Option Description

Name A unique, logical name for this appliance. This name appears in the drop-down list
in the top-right corner of the page next to the login information when appliances are
linked.

Login Expiration The number of minutes to keep the link open. When this time period expires, you
need to provide login credentials when switching to a linked appliance. The default is
120 minutes.

Timeout The number of minutes the appliance waits for a remote appliance to respond to a
linking request. The default is ten seconds.
5. Select the Enable Federation API access settings check box.

* NOTE: Enabling this option allows you to configure Federation API settings for linked appliances. For
more information, see Enable access to Federation API settings.

6. Click Save to display appliance linking information.

7. Copy the text in the Name field and the text in the Key field and paste it in a central location, such as a
Notepad file.

8. Repeat the preceding steps on each appliance you want to link.

When linking is enabled on all appliances, configure the links. See Add Names and Keys to appliances.
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Add Names and Keys to appliances

To link Quest KACE appliances, add the appliance names and keys in the Administrator Console.
These instructions describe how to link KACE SMAs. For KACE SDA instructions, see the Help for that appliance.

Before you can link appliances, you need to enable linking on each appliance and copy the Name and Key of
each appliance to a central location. See Enable appliance linking.

1. Go to the appliance Control Panel:

¢ If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Linked Appliances to display the Linked Appliances page.

NOTE: If appliance linking is not enabled, you are redirected to the Linked Appliance Enablement
page.

Select Choose Action > New to display the Linked Appliance Details page.

4. Inthe Hostname field, paste the name of the appliance that you want to link.

w

This is the name that you copied following the instructions in Enable appliance linking.

5. Select Disable port 80 access to use port 443 for secure communications. Communication over both port
80 and 443 are encrypted.

o

In the Key field, paste the key of the appliance that you want to link.
This is the key that you copied following the instructions in Enable appliance linking.

7. Click Save to display the Test Connection button.
8. Click Test Connection to verify the connection between the two linked appliances.

If the settings are configured correctly, the Connection Successful message appears.

9. Log in to the second appliance and repeat the preceding steps to add the first appliance’s Name and Key to
the second appliance.

10. Click Save to display the Test Connection button.
11. Click Test Connection to verify the connection between the two linked appliances.

If the settings are configured correctly, the Connection Successful message appears.

When you re-log in to the appliance, the other linked appliances appear on the drop-down list in the top-right
corner of the page next to the login information. To switch to an appliance, select its name in the drop-down list.

Enable access to Federation API settings

If your Environment uses Federated KACE SMAs, the Federation API Settings page allows you to enable API
access for linked appliances.

The following options must be selected on the Linked Appliance Enablement page:
+ Enable Appliance Linking

+ Enable Federation APl access settings
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For more information, see Enable appliance linking.

1.

5.

Log in to the appliance Administrator Console , http://appliance_hostname/admin, then click
Settings.

On the appliance Control Panel, click Federation API Settings to display the Federation API Settings
page.
On the Federation API Settings page, select the Enable access check box.

In the Remote Systems area that appears, specify the level of access for each linked appliance, as
required.

In the row containing the appliance whose role you want to configure, click the Role column, and select
one of the following options: Administrator, Read Only Administrator, or User Console.

Click Save.
Click Save to display appliance linking information.

Disable appliance linking

If Quest KACE appliances have been linked, you can disable linking as needed. After appliance linking is
disabled, you can continue to switch to, and control, other appliances until you log off.

1.

w N

NOTE: This section explains how to disable linking on the appliance. For KACE SDA instructions, see the
Help for that appliance.

Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hosthame/admin, then select Settings > Control
Panel.

¢ If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

Click Link Settings to display the Linked Appliance Enablement page.

Clear the Enable Appliance Linking check box.

Click Save.

Configuring history settings

You can configure (subscribe to) and view the history of changes made to settings, assets, and objects on the
appliance.

About history settings

The appliance enables you to configure (subscribe to) and view the history of changes to settings, assets, and
objects.

Settings: Tracked items include general settings as well as settings for MIA devices, patch subscriptions,
and user authentication, among others. See Managing settings history.

Assets: Tracked items include devices, cost centers, departments, licenses, locations, applications,
vendors, and user-created Asset Types. See Managing asset history.

Objects: Tracked items include alerts, labels, patch schedules, Replication Shares, reports, scripts, and
applications among others. See Managing object history.
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This history includes the date the change was made, the user who was logged in when the change was made,
and the nature of the change. This information can help in troubleshooting system management issues, and you
can export this information in CSV (comma-separated value) or custom report format.

History lists are informational only. You cannot use history lists to revert to previous states or undo changes.

Managing settings history

You can configure (subscribe to) and view the history of changes made to settings. Configuration options differ,
depending on whether the Organization component is enabled on your appliance.

»  If the Organization component is not enabled: View all history lists and configuration settings under
Settings > History. For instructions, see Configure settings history subscriptions for organizations.

» If the Organization component is enabled: View history lists and configuration settings for each
organization, and for the System level, separately. For instructions, see Configure System-level settings
history subscriptions with the Organization component enabled.

Configure settings history subscriptions for organizations
You can configure settings history subscriptions for the appliance or, if the Organization component is enabled, for
the selected organization.

1. Go to the Settings History Configuration page:

a. Login to the appliance System Administration Console, http: //appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.

b. On the left navigation bar, click Settings, then click History.
c. Inthe Subscriptions section, click Settings.

The options on this page differ, depending on whether the Organization component is enabled on your
appliance. For appliances with the Organization component enabled, additional options are available
at the System level.

2. In the drop-down list for history retention, select the length of time for changes to be retained by the
appliance and to appear in the history list. Select Forever to keep all changes. Select Disabled to erase
the existing history list and prevent the appliance from adding changes to the list.

Impor IMPORTANT: Setting history retention to very long periods, such as several months or Forever,
might result in slower page loading for items in the /nventory section.

3. Inthe Category and Field Selection section, select the check boxes next to the settings you want to track;
clear the check boxes next to the settings you do not want to track.

4. To select fields within a setting:

8 With the check box for a setting selected, click the Edit button next to the setting: e

The field selection dialog appears.

b. Choose the fields whose history you want to track, then click OK.
5. Click Save.
6. Optional: If you have multiple organizations, repeat the preceding steps for each organization.

Related topics

Configure System-level settings history subscriptions with the Organization component enabled

Configure System-level settings history subscriptions with the Organization
component enabled

If the Organization component is enabled on your appliance, you can configure settings history subscriptions at
the System level.
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For information about organization-level history settings, see Managing settings history.

1. Go to the Settings History Configuration page:

a. Login to the appliance System Administration Console, http://appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.

On the left navigation bar, click Settings, then click History.
On the History Panel in the Subscriptions section, click Settings.

2. Inthe Category and Field Selection section, select the check boxes next to the settings you want to track;
clear the check boxes next to the settings you do not want to track.

3. To select fields within a setting:
a.

5

With the check box for a setting selected, click the Edit button next to the setting: e
The field selection dialog appears.

b. Choose the fields whose history you want to track, then click OK.
4. Click Save.

View settings history

If history subscriptions are configured to retain information, you can view the history of changes made to settings.

1. Go to the appliance Control Panel:
* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.
* If the Organization component is enabled on the appliance, log in to the appliance System

Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click History.

3. Inthe Reporting section, click Settings to display the Settings History page.

4. To filter the list, select Type or User in the View By drop-down list, which appears above the table on the
right.

The list is redisplayed and shows only those items that match the Type or User you selected.

Managing asset history

You can configure (subscribe to) and view the history of changes made to asset information such as devices, cost
centers, departments, licenses, locations, applications, vendors and user-created Asset Types.

Configure asset history subscriptions

You can configure asset history subscriptions for the appliance or, if the Organization component is enabled, for
the selected organization.
1. Go to the Asset History Configuration page:
a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.
On the left navigation bar, click Settings, then click History.
. On the History Panel in the Subscriptions section, click Assets.
2. In the drop-down list for history retention, select the length of time for changes to be retained by the
appliance and to appear in the history list. Select Forever to keep all changes. Select Disabled to erase
the existing history list and prevent the appliance from adding changes to the list.
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Impor IMPORTANT: Setting history retention to very long periods, such as several months or Forever,
might result in slower page loading for items in the /nventory section.

3. Inthe Asset Type and Field Selection section, select the check boxes next to the Asset Types you want to
track; clear the check boxes next to the Asset Types you do not want to track.

4. To select fields within an Asset Type:

8 With the check box for an Asset Type selected, click the Edit button next to an Asset Type: &

The field selection dialog appears.

b. Choose the fields whose history you want to track, then click OK.

5. Click Save.
6. Optional: If you have multiple organizations, repeat the preceding steps for each organization.

View asset history

If history subscriptions are configured to retain information, you can view the history of changes made to assets.
1. Go to the Asset History list:
a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.
b. On the left navigation bar, click Settings, then click History.
c. On the History Panel in the Reporting section, click Assets.
2. Tofilter the list, select Type or User in the View By drop-down list, which appears above the table on the
right.

The list is redisplayed and shows only those items that match the Type or User you selected.

Managing object history

You can configure (subscribe to) and view the history of changes made to objects such as labels, patch
schedules, Replication Shares, users, and other objects.

Configure object history

You can configure object history subscriptions for the appliance or, if the Organization component is enabled, for
the selected organization.
1. Go to the Object History Configuration page:
a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.
On the left navigation bar, click Settings, then click History.
. On the History Panel in the Subscriptions section, click Objects.
2. In the drop-down list for history retention, select the length of time for changes to be retained by the
appliance and to appear in the history list. Select Forever to keep all changes. Select Disabled to erase
the existing history list and prevent the appliance from adding changes to the list.

Impor IMPORTANT: Setting history retention to very long periods, such as several months or Forever,
might result in slower page loading for items in the /nventory section.

3. Inthe Object Type and Field Selection section, select the check boxes next to the object types you want to
track; clear the check boxes next to the object types you do not want to track.

4. To select fields within an object type:
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a. With the check box for an object type selected, click the Edit button next to the object type: re

The field selection dialog appears.
b. Choose the fields whose history you want to track, then click OK.
5. Click Save.
6. Optional: If you have multiple organizations, repeat the preceding steps for each organization.

View object history

If history subscriptions are configured to retain information, you can view the history of changes made to objects.
1.  Go to the Objects page:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click History.
c. On the History Panel in the Reporting section, click Objects.

2. Tofilter the list, select Type or User in the View By drop-down list, which appears above the table on the
right.

The list is redisplayed and shows only those items that match the Type or User you selected.

Using change history information

You can view an item’s change history, search for items in change history lists, delete history records, export
history records, and create reports from history records.

View the change history of items

You can view an item’s change history when you are viewing details about the item.

1. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. Go to the Detail page for an item. For example, click Scripting, then click the name of a script.
3. Click the Show All History link at the top of the page.

Changes are listed. The page is empty if no changes have been made, or if change history is not
enabled.

Search for items in change history lists

You can search for items in change history lists.
1. Go to the history listing for settings, assets, or objects:

View settings history
View asset history
View object history

2. Click the Advanced Search tab above the list on the right to display the Advanced Search panel.
3. Select search properties, then click Search.

The search results are displayed.
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Delete history records

You can delete history records from history lists.
1. Go to the history list for settings, assets, or objects:

View settings history
View asset history
View object history

2. Select the check box next to one or more entries.
3. Select Choose Action > Delete, then click Yes to confirm.

Export history records

You can export history records to CSV, Excel, and TSV format.
1.  Go to the history list for settings, assets, or objects:

View settings history
View asset history
View object history

2. Optional: To export items of a specific type, such as Addition, select the item type in the View-By drop-
down list.

If you do not filter the list, all list items are exported. Selecting an item’s check box does not select
the item for export.

3. Select Choose Action > Export > format.

Setting up and using labels to manage
groups of items

You can set up manual labels, Smart Labels, LDAP Labels, and label groups to manage groups of items, such as
devices.

About labels

Labels are containers that enable you to organize and categorize items, such as devices, so that you can manage
them as a group.

For example, you can use labels to identify devices that have the same operating system or that are in the same
geographic location. You can then initiate actions, such as distributing software or deploying patches, on all of the
devices that in that label. Labels can either be manually assigned to specific items or automatically assigned to
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items when they are associated with criteria, such as SQL or LDAP queries. You can apply labels to these types
of items:

. Inventory items, such as devices, applications, processes, startup items, and services
* Asset items, such as location, license, and vendor

+ Discovery results

+ Patches

« Dell Update Packages

* Users

Manual labels are applied and removed manually, whereas Smart Labels and LDAP Labels are applied and
removed automatically. See:

*  About Smart Labels
*  About LDAP Labels

About Smart Labels

Smart Labels are labels that are applied and removed automatically based on specified criteria.

For example, to track or manage laptops in a specific location, such as the San Francisco office, you could create
Smart Label named San Francisco Office based on the IP address range or subnet of devices in that location.
When devices are inventoried, the Smart Label, San Francisco Office is automatically applied to devices in the
IP address range. When devices leave the IP address range and are inventoried again, the label is automatically
removed.

Smart Labels are applied to and removed from managed devices when the appliance processes device inventory.
So if you create a Smart Label that enables metering on devices, it might take time for the Smart Label to be
applied to devices and for devices to report metering information. Metering is enabled for devices that match the
Smart Label criteria only after the appliance processes device inventory and the Smart Label is applied.

Related topics
Managing Smart Labels

About LDAP Labels

LDAP Labels are labels that interact with LDAP servers. These labels are automatically assigned to device and
user records using LDAP queries or search filters.

There are two types of LDAP Labels:

» Device: Labels applied to device records. This is useful if you want to automatically group devices by
name, description, and other LDAP criteria. Each time a device is inventoried, this query runs against the
LDAP server. the admin value in the Search Filter field is replaced with the name of the user that is logged
in to the device. If a result is returned, the device is assigned the label specified in the Associated Label
Name field.

« User: Labels applied to user records. This is useful if you want to automatically group users by domain,
location, budget code, or other LDAP criteria. LDAP Labels are applied to or removed from user records
when users are imported to the appliance manually or according to a schedule.

Related topics
Managing LDAP Labels
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About label groups

You can organize labels by assigning them to label groups. Label groups share their types with the labels they
contain.

Not only can a label group include multiple labels, but a label can be associated with more than one label group.
Labels inherit any restrictions of the groups to which they belong.

Related topics

Add, view, or edit label groups

About organization filters

Organization filters are similar to labels, but they serve a specific purpose: Organization filters automatically
assign devices to organizations when devices are inventoried.

There are two types of organization filters:

« Data Filters: Assigns devices to organizations automatically based on search criteria. When devices are
inventoried, they are assigned to the organization if they meet the criteria. This filter is similar to Smart
Labels in that it assigns devices to organizations automatically if they match specified criteria.

* LDARP Filters: Assigns devices to organizations automatically based on LDAP or Active Directory
interaction. When devices are inventoried, the query runs against the LDAP server. If devices meet the
criteria, they are automatically assigned to the organization.

Related topics

Managing organization filters

Tracking changes to label settings

If History subscriptions are configured to retain information, you can view the details of the changes made to
settings, assets, and objects.

This information includes the date the change was made and the user who made the change, which can be useful
during troubleshooting.

Related topics

About history settings

Managing manual labels

You can manage labels from the Label section of the Administrator Console. Labels can also be added and
applied from list pages in other sections, such as Inventory and Security by selecting Choose Action > Add
Label.

Add or edit manual labels

You can add or edit manual labels as needed.
1. Go to the Label Detail page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
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Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, in the Home section, click Label Management.
On the Label Management panel, click Labels.

d. Display the Label Detail page by doing one of the following:

Click the name of a label.

Select Choose Action > New > Manual Label.

Tip:

TIP: Avoid using backslashes (\) in label names. If you need to use a backslash in a label

name, add a second backslash (\\) to escape it.

2. Provide the following information:

Option Description
Name The name of the label. This name appears on the Labels list.
Description Any additional information you want to provide.

Alternate Location

Path

Login
Password

Restrict Label
Usage To

Meter Software
Usage

Allow Application
Control

Label Group

Scoped to User
Role

(Optional) The alternate download location for Managed Installations, File
Synchronizations, and other deployments that are performed on items assigned to
this label. The location you specify replaces the string KACE_ALT_LOCATION.

You should not have a device in two labels that both specify a
value in this field.

CAUT

If you specify an alternate download location, specify the path to the location.

If you specify an alternate download location, specify the username and password for
the location.

(Optional) The categories of items to which the label or label group can be applied.
If you do not restrict label usage, the label or label group can be applied to any item.
However, if you restrict the label or label group to categories such as Applications
and Patches, that label or label group can be applied only to Applications and
Patches; it cannot be applied to other items, such as Devices.

Enable metering on devices that have the label assigned. This enables metering on
the devices only. To meter software, you need to also enable metering for individual
applications.

Enable Application Control on devices. Software marked as Not Allowed is prevented
from running on devices to which the label is applied.

(Optional) The label group to which the label is assigned. To assign the label to a
label group, click Edit next to the Label Group field, then select a label group. This is
useful if you have a large number of labels and you want to organize them into sub-
labels. For example, you could include the labels of your licensed applications in a
group label named Licenses. In addition, labels inherit any restrictions of the groups
to which they belong.

The user role associated with this label. When a label is associated with a user role,

the user actions are limited to only those devices, scripts, and schedules that are
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Option Description

3.

associated with that label. For more information about user roles, see Add or edit
User Roles.

Click Save.

Related topics

Apply the Application Control label to devices

View manual label details

You can view manual label details, such as the members of a label, label usage restrictions, and alternate location
information.

1.

Go to the Label Detail page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, in the Home section, click Label Management.
c. On the Label Management panel, click Labels.

To show or hide label groups, select Show Label Groups or Hide Label Groups in the Choose Action
menu.

To view the members of a label, click a number in a column, such as Devices, Users, Software, and so on.
To view label details, click the linked name of a label.

The Label Detail page appears.
In the Labeled Items section, click the Add button next to the section headers to expand or collapse the

view: +

Delete manual labels

Before you can delete a manual label, you must remove the label from any items to which it is applied. You
cannot delete manual labels that are applied to any items.

In addition, if a manual label contains a Smart Label or an LDAP Label, you must delete the Smart Label or LDAP
Label before you can delete the manual label. Manual labels cannot be deleted if they contain Smart Labels or
LDAP Labels.

1.

3.

Log in to the appliance Administrator Console, https: //appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

Remove the label from any items to which it has been applied. For example, to remove the label from
devices:

a. Click Inventory.
The Devices page appears.
b. Inthe View By drop-down list, select Label > Label Name.
The Devices page shows the items to which the label is applied.

c. Select all of the items in the list.
d. Select Choose Action > Remove Label > Label Name.
After the label has been removed from all items, click Home > Labels > Label Management.
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The Labels page appears.
4. Select the check boxes next to one or more labels.
5. Select Choose Action > Delete, then click Yes to confirm.

Managing Smart Labels

You can add Smart Labels for devices, applications on the Software page, patches, Discovery Results, and Dell
Update packages.

Smart Labels cannot be created for applications on the Software Catalog page.

Add Smart Labels

You can add Smart Labels from the Labels section and from list pages where Smart Labels are used, such as the
Devices list.
1. Go to the Label Detail page:
a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,

if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the

login information.
On the left navigation bar, in the Home section, click Label Management.

. On the Label Management panel, click Smart Labels.
d. Select Choose Action > New > Smart Label type.

The appliance displays the Smart Label criteria for the type of label that you selected. For
example, if you select New > Software Smart Label, the software criteria are displayed. If
you select New > Device Smart Label, the Devices criteria are displayed.

2. Specify the search criteria using the available fields.

> To add a row, click Add line.

> To add a subset of rules, select AND or OR from the operator drop-down list at the right of the Smart
Label criteria, then click Add Group.

Smart Label
Name * = v Windows AND -~ | AddLine Add Group |
Disk % Capacity + = ~+ 95 AND ~ | Add Line Add Group |E

Choose Label: - m Metering Enabled

3. Click Test to display items that match the specified criteria.
4. Adjust the criteria as needed until the results are what you expect.
5. Inthe Choose label drop-down list, do one of the following:
¢ Select an existing label to associate with the Smart Label. Type in the Choose label field to
search for existing labels.

NOTE: If you select a label group instead of a label, you will not be able to apply the Smart Label
to a patching schedule. Patching schedules can only use Smart Labels based on a single item.

* Enter a new name for the Smart Label in the Choose label field, then press Enter or Return.

i NOTE: Press Enter or Return after you enter a new Smart Label name to move the text from the
search field to the label field.
6. Click Save.
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Related topics
Labeling devices to group them

Using Smart Labels with Discovery Results

Example: Combine Smart Labels to identify devices

This example demonstrates how to combine three Smart Labels to identify devices running Windows 7 or
Windows 8 that do not have the McAfee® VirusScan® application installed.

The following are the three Smart Labels created in this example:

»  The first Smart Label, Win78, is applied to devices that have Windows 7 or Windows 8 operating systems.
This label has a run order of 1.

*  The second Smart Label, MissingVirusScan, is applied to devices that do not have the VirusScan
application installed. This label also has a run order of 1.

*  The third Smart Label, Win78MissingVirusScan, is applied to devices that have both the Win78 and
MissingVirusScan Smart Labels applied. This label has a run order of 2, so that it runs after the first two
labels.

1. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. Create a device Smart Label to identify the operating system:
a. On the left navigation bar, click Inventory, then click Dashboard.
b. Click the Smart Label tab above the list on the right.

The Smart Label panel appears.

Smart Label
Name v = + Windows AND + | Add Line ‘ Add Group ‘
Disk % Capacity + = =+ 95 AND - | Add Line ‘ Add Group ‘EU'

Choose Label: v m Metering Enabled

c. Specify the criteria required for the Windows 7 operating system:
Operating System: Name | contains | Windows 7

d. With OR selected in the operator drop-down list, click Add Line, then specify the criteria required
for the Windows 8 operating system:

Operating System: Name | contains | Windows 8

e. Inthe Choose label drop-down list, type a name for the label, such as Win78, then click Smart
Label.

3. Create a device Smart Label to find devices that are missing the VirusScan application:

a. Inthe Smart Label panel on the Devices page, specify the criteria required to find devices that do
not have the VirusScan application installed:

Software: Software Titles | does not contain | VirusScan

b. Inthe Choose label drop-down list, type a name for the label, such as MissingVirusScan, then
click Smart Label.

4. Create a device Smart Label that uses the Smart Labels created in the preceding steps.
5. Create a Smart Label for the application:
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In the Smart Label panel on the Devices page, specify the criteria to identify devices with the
Win78 Smart Label applied:

Device Identity Information: Label Names | = | Win78

With AND selected in the operator drop-down list, click Add Line, then specify the criteria to
identify devices with the MissingVirusScan Smart Label applied:

Device Identity Information: Label Names | = | MissingVirusScan

In the Choose label drop-down list, type a name for the label, such as Win78MissingVirusScan,
then click Smart Label.

6. Set the order in which to run the Smart Labels:

a.
b.
c.

On the left navigation bar, in the Home section, click Label Management.
On the Label Management panel, click Smart Labels.
Select Choose Action > Order Labels > Device Smart Labels.

The Order Device Smart Labels page appears.

Click the Edit button at the far right in the Win78 label row: .f\.
In the Order column, type 1, then click Save.

Click the Edit button at the far right in the MissingVirusScan label: # \.
In the Order column, type 1, then click Save.

Click the Edit button at the far right in the Win78MissingVirusScan label row: _,f_
In the Order column, type 2, then click Save.

Click Save at the bottom of the list.

The Win78 label and the MissingVirusScan label are set to run before the

Win78MissingVirusScan label. This ensures that Windows 7 and 8 devices that are missing
the VirusScan application are labeled before the Win78MissingVirusScan label runs.

Edit Smart Labels

You can change the SQL queries used in Smart Labels as needed.

When you change the SQL query used for a software Smart Label, the Smart Label is applied to or removed
from items immediately, based on whether the items meet the new criteria. Device Smart Labels are applied to or
removed from devices when the device’s inventory information is updated.

If you manually edit the SQL of a Smart Label, you can no longer edit the label using the Smart Label template.
This is because the template cannot be used to edit custom SQL.

1. Go to the Label Detail page:

a.

Log in to the appliance Administrator Console, https: //appliance_hostname/admin. Or,

if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, in the Home section, click Label Management.
On the Label Management panel, click Smart Labels.
Click the name of a Smart Label, or click the Edit button to the left of the Smart Label name.
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i NOTE: If the SQL of the Smart Label has been edited manually, the Edit button is not displayed.

2. Do any of the following:

*  Select or clear the Enable Metering check box to enable or disable metering for device Smart
Labels.

* In the Assigned Label field, select the label you want to associate with the Smart Label.
* Click Details to go to the detail page for the assigned label.

¢ If the Smart Label was created using the Smart Label template, and the SQL has not been
edited manually, click the link next to using the original editor.

* To edit the Smart Label SQL manually, click the link next to using this editor.

CAUTION: If you manually edit the SQL of a Smart Label, you can no longer edit the
label using the Smart Label template. This is because the wizard cannot be used to
edit custom SQL.

3. Optional: Click Duplicate to create a new Smart Label that uses the same SQL query.
4. Click Save.

» NOTE: When you click Duplicate to create a label, you can assign it to a new label only.

Setting up labels for user accounts

You can use labels to group user accounts the same way you use labels to group devices and software in the
Inventory section. In addition, you can use Smart Labels to grant levels of access to users. For example, you
could use labels to designate who can submit, accept, reject, work on, and resolve Service Desk tickets.

Additionally, any labels you create in the Inventory section can work as user labels in Service Desk, provided that
you created those labels without restrictions. If the labels were created with restrictions, you can modify them, or
create labels in the Inventory sections without restrictions.

Add an All Ticket Owners label

To give users permission to own Service Desk tickets, you can create an All Ticket Owners label that you can
apply to user accounts.

1.  Go to the Label Detail page:

a. Log in to the appliance Administrator Console, https://appliance_hosthame/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, in the Home section, click Label Management.
On the Label Management panel, click Labels.
d. Select Choose Action > New Manual Label.

Tip: TIP: Avoid using backslashes (\) in label names. If you need to use a backslash in a label
name, add a second backslash (\\) to escape it.

2. Provide the following information:

Option Description

Name The name of the label. This name appears on the Labels list.
Type a name such as All Ticket Owners.
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Option Description

Description Any additional information you want to provide.

3. Click Save.

The new label is available in the Choose Action > Apply Label menu on the Users page. To assign the label to
Service Desk staff when you import user data, see Importing users from an LDAP server.

Using Smart Labels for patching

You can use Smart Labels to automatically group patches and devices. You can also label patches and devices
manually, but Smart Labels are usually more efficient because they are applied and removed automatically.

For example, you can create a Smart Label that matches all Windows 7 patches. Each time one of these
patches becomes available to the appliance, the label is applied to the patch. If you set up a patching schedule
to automatically detect and deploy devices with this label, the patch is automatically deployed to Windows 7
machines in inventory.

You can create a labeling scheme that organizes patches by operating system and importance, such as P (Patch)
Operating System Importance. For example:

« PWin7
* P Win7 Critical
* P Win7 Important
+ P MS Office
« P Leopard
+ P Mac10.8 Critical Test
Similarly, you create device Smart Labels to specify the devices (D), on which you want to install patches:
+ D All Desktops
+ DAIl Servers
+ D All Laptops

The appliance evaluates the information provided by the Agents when they check in, and it applies device Smart
Labels if the data matches the label criteria.

Patch Smart Labels are immediately applied to existing patches that meet the criteria. The label is added to new
patches that meet the criteria when they are downloaded.

Add a Smart Label for critical OS patches

You can create a Smart Label to identify critical OS (operating system) patches.
1. Go to the Patch Catalog list:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Security, then click Patch Management.
c. On the Patch Management panel, click Catalog.
2. Click the Smart Label tab above the list on the right.

The Smart Label panel appears.
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Smart Label

Name * = ~ Windows AND ~ Add Line

Disk % Capacity + = =~ 95 AND ~ | Add Line

Choose Label: v m Metering Enabled

3. Specify Smart Label criteria:
a. Specify criteria that identify active patches:

|
Add Group |EIJ'

Patch Listing Information: Status | is | Active
b. Click Add Line, then specify criteria that identify critical patches:

AND | Patch Listing Information: Severity | is | Critical
c. Click Add Line, then specify criteria that identify Windows patches:

AND | Patch Listing Information: Operating System | is | Windows
d. Click Add Line, then specify criteria that identify operating system patches:

AND | Patch Listing Information: Category | is | OS

4. Click Test to display items that match the search criteria.
5. Adjust the criteria as needed until the results are what you expect.
6. Inthe Choose label drop-down list, do one of the following:

* Select an existing label to associate with the Smart Label. Type in the Choose label field to
search for existing labels.

NOTE: If you select a label group instead of a label, you will not be able to apply the Smart Label
to a patching schedule. Patching schedules can only use Smart Labels based on a single item.

¢ Enter a new name for the Smart Label in the Choose label field, then press Enter or Return.
NOTE: Press Enter or Return after you enter a new Smart Label name to move the text from the
search field to the label field.

7. Click Save.

The Smart Label is applied to existing patches that meet the criteria. The label is added to new patches that meet
the criteria when they are downloaded.

Subscribe to patches. See Subscribing to and downloading patches.

Add a Smart Label for new patches

You can create a Smart Label to quickly identify new patches that must be deployed.

1. Go to the Patch Catalog list:
a. Log in to the appliance Administrator Console, https://appliance_hosthame/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.
b. On the left navigation bar, click Security, then click Patch Management.
c. Onthe Patch Management panel, click Catalog.

2. Click the Smart Label tab above the list on the right.
The Smart Label panel appears.
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Smart Label

Name * = + Windows AND ~ | AddLine

Disk % Capacity + = =~ 95 AND ~ | Add Line Add Group

Choose Label: v m Metering Enabled

3. Specify Smart Label criteria:
a. Specify criteria that identify patches added after a specific date:

Patch Listing Information: Release Date | > <date yyyy-mm-dd>
b. Click Add Line, then specify criteria that identify non-critical patches:
AND | Patch Listing Information: Impact | is not | Critical
c. Click Add Line, then specify criteria that identify active patches:
AND | Patch Listing Information: Status | is | Active
4. Click Test.

All non-critical patches added after the specified date are displayed.
5. Inthe Choose label drop-down list, do one of the following:
¢ Select an existing label to associate with the Smart Label. Type in the Choose label field to
search for existing labels.

NOTE: If you select a label group instead of a label, you will not be able to apply the Smart Label
to a patching schedule. Patching schedules can only use Smart Labels based on a single item.

* Enter a new name for the Smart Label in the Choose label field, then press Enter or Return.

i NOTE: Press Enter or Return after you enter a new Smart Label name to move the text from the
search field to the label field.
6. Click Save.

The Smart Label is applied to existing patches that meet the criteria. The label is added to new patches that
meet the criteria when they are downloaded.

Subscribe to patches. See Subscribing to and downloading patches.

Using Smart Labels with Discovery Results

Smart Labels can be used to automatically assign labels to Discovery Results that meet specified criteria. This
includes DNS, Socket, and SNMP results across a single subnet or multiple subnets.

Add Discovery Results Smart Labels

You can add Smart Labels for Discovery Results to group and manage results.

1. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. Select Inventory > Discovery Results to display the Discovery Results page.
3. Click the Smart Label tab above the list on the right to display the Smart Label panel.
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Smart Label

Name * = + Windows AND ~ | AddLine Add Group

Group |
Add Group |EIJ'

Add Line
Choose Label: v m Metering Enabled

4. Select Smart Label criteria:

Disk % Capacity + = =+ 95 AND -

* Select an attribute in the left-most drop-down list. For example: Device Info: Ping Test.
* Select a condition in the middle drop-down list. For example: has.
e Select the status attribute in the next drop-down list. For example: Failed.

5. Click Test to display items that match the search criteria.
6. Adjust the criteria as needed until the results are what you expect.
7. In the Choose label drop-down list, do one of the following:

* Select an existing label to associate with the Smart Label. Type in the Choose label field to
search for existing labels.

NOTE: If you select a label group instead of a label, you will not be able to apply the Smart Label
to a patching schedule. Patching schedules can only use Smart Labels based on a single item.

¢ Enter a new name for the Smart Label in the Choose label field, then press Enter or Return.

i NOTE: Press Enter or Return after you enter a new Smart Label name to move the text from the
search field to the label field.
8. Click Save.

The Smart Label is automatically applied to or removed from Discovery Results that meet the specified criteria.
The next time the Discovery Schedule runs, the Smart Label is applied to discovered devices.

Changing the run order of Discovery Results Smart Labels
You can specify the order in which Smart Labels run by changing their order values.

Smart Labels have a default order value of 100, and Smart Labels with lower values run before those with higher
values. See Assign the Smart Label run order.

Adding Smart Labels for devices

You can create Smart Labels to organize devices by type, such as desktop, server, and laptop. After you create
Smart Labels for devices, you can schedule patches to be deployed to devices based on their labels.

Add a Smart Label for desktops

You can create a Smart Label to identify devices that require desktop patches.
1. Go to the Devices list:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Inventory, then click Dashboard.

2. Click the Smart Label tab above the list on the right.
The Smart Label panel appears.
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Smart Label

Name *+ = + Windows AND -~

AQC

Add Line

Disk % Capacity + = =+ 95 AND -

El

Add Line Add

oup

Choose Label: v m Metering Enabled

3. Specify Smart Label criteria:

a. Specify the criteria required to eliminate servers:
Operating System: Name | does not contain | Server
b. Click Add Line, then specify the criteria required to eliminate laptops:

AND | Manufacturer and BIOS info: Chassis Type | does not contain |
Laptop

Other useful criteria for identifying desktops include:

= System Names, if you give all of your desktops a similar name.

= System Models, such as all systems with XPS in the model name.
= |P addresses, or partial IP addresses using the contains criteria.

= BIOS Serial Numbers, or use the Includes partial serial number criteria. This is useful if you
have purchased desktops with sequential numbers. For more information, contact your vendor.

= Software Title, if desktops have a title in common.

4. Click Test to display items that match the search criteria.
5. In the Choose label drop-down list, do one of the following:

¢ Select an existing label to associate with the Smart Label. Type in the Choose label field to
search for existing labels.

NOTE: If you select a label group instead of a label, you will not be able to apply the Smart Label
to a patching schedule. Patching schedules can only use Smart Labels based on a single item.

* Enter a new name for the Smart Label in the Choose label field, then press Enter or Return.

NOTE: Press Enter or Return after you enter a new Smart Label name to move the text from the

1 search field to the label field.

6. Click Save to create the Smart Label.
7. Optional: To confirm that the new label appears on the Labels list, select Home > Labels > Smart Labels
or Label Management.
The new label appears empty at first. When devices are inventoried, the label is applied to them if
they match the Smart Label criteria.
8. Test the Smart Label:
a. Click Inventory > Devices to display the Devices page.

b. Click the name of a device that matches the criteria, but to which the label has not yet been
applied.

c. On the Device Detail page, click Force Inventory.
If the Smart Label is working correctly, the device checks in, and the label is applied to it.

Force Inventory is available only if the agent messaging protocol connection to an Agent-managed
device is active, or for Agentless devices, if the device is reachable.
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Add a Smart Label for servers

You can create a Smart Label to identify devices that require server patches.
1. Go to the Devices list:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Inventory, then click Dashboard.
2. Click the Smart Label tab above the list on the right.

The Smart Label panel appears.

Smart Label
Name v = » Windows AND ~ | Add Line |
Disk % Capacity + > =+ 95 AND ~ | AddLine Add |E

Choose Label: v m Metering Enabled

3. Specify search criteria:
a. Specify the criteria required to identify servers:

Operating System: Name | contains | Server
b. Click Add Line, then specify the criteria required to eliminate laptops:

AND | Manufacturer and BIOS info: Chassis Type | does not contain |
Laptop

Other useful criteria for identifying servers include:
= System Names, if you give all of your servers a similar name.
= |P addresses, or partial IP addresses using the contains criteria.

= BIOS Serial Numbers, or use the Includes partial serial number criteria. This is useful if you
have purchased servers with sequential numbers. For more information, contact your vendor.

= Software Title, if servers have a title in common.

4. Click Test to display items that match the search criteria.
5. In the Choose label drop-down list, do one of the following:

* Select an existing label to associate with the Smart Label. Type in the Choose label field to
search for existing labels.

NOTE: If you select a label group instead of a label, you will not be able to apply the Smart Label
to a patching schedule. Patching schedules can only use Smart Labels based on a single item.

e Enter a new name for the Smart Label in the Choose /label field, then press Enter or Return.
NOTE: Press Enter or Return after you enter a new Smart Label name to move the text from the
search field to the label field.

6. Click Save.

7. Optional: To confirm that the new label appears on the Labels list, select Home > Labels > Smart Labels
or Label Management.

The new label appears empty at first. When devices are inventoried, the label is applied to them if
they match the Smart Label criteria.

8. Test the Smart Label:
a. Click Inventory > Devices to display the Devices page.
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b. Click the name of a device that matches the criteria, but to which the label has not yet been
applied.

c. On the Device Detail page, click Force Inventory.
If the Smart Label is working correctly, the device checks in, and the label is applied to it.

Force Inventory is available only if the agent messaging protocol connection to an Agent-managed
device is active, or for Agentless devices, if the device is reachable.

Add a Smart Label for laptops

You can create a Smart Label to identify devices that require laptop patches.
1. Go to the Devices list:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Inventory, then click Dashboard.
2. Click the Smart Label tab above the list on the right.

The Smart Label panel appears.

Smart Label
Name * =+ Windows AND ~ | Add Line Add Group |
Disk % Capacity + > =+ 95 AND ~ | AddLine Add Group |E

Choose Label: v m Metering Enabled

3. Specify search criteria:
a. Specify the criteria required to eliminate servers:

Operating System: Name | does not contain | Server
b. Click Add Line, then specify the criteria required to identify laptops:
AND | Manufacturer and BIOS Info: Chassis Type | contains | Laptop
Other useful criteria for identifying laptops include:
= System Names, if you give all of your laptops a similar name.
= IP addresses, or partial IP addresses using the contains criteria.

= BIOS Serial Numbers, or use the Includes partial serial number criteria. This is useful if you
have purchased laptops with sequential numbers. For more information, contact your vendor.

= Software Title, if laptops have a title in common.

4. Click Test to display items that match the search criteria.
5. In the Choose label drop-down list, do one of the following:

* Select an existing label to associate with the Smart Label. Type in the Choose label field to
search for existing labels.

NOTE: If you select a label group instead of a label, you will not be able to apply the Smart Label
to a patching schedule. Patching schedules can only use Smart Labels based on a single item.

e Enter a new name for the Smart Label in the Choose label field, then press Enter or Return.
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i NOTE: Press Enter or Return after you enter a new Smart Label name to move the text from the
search field to the label field.

6. Click Save to create the Smart Label.

7. Optional: To confirm that the new label appears on the Labels list, select Home > Labels > Smart Labels
or Label Management.
The new label appears empty at first. When devices are inventoried, the label is applied to them if
they match the Smart Label criteria.

8. Test the Smart Label:

a. Click Inventory > Devices to display the Devices page.

b. Click the name of a device that matches the criteria, but to which the label has not yet been
applied.
c. On the Device Detail page, click Force Inventory.

If the Smart Label is working correctly, the device checks in, and the label is applied to it.

Force Inventory is available only if the agent messaging protocol connection to an Agent-managed
device is active, or for Agentless devices, if the device is reachable.

Assign the Smart Label run order

You can run Smart Labels sequentially by assigning the run order in the Smart Label properties.

Assigning the Smart Label run order can be useful when you want to run a specific Smart Label before other
Smart Labels. For example, you might have a Smart Label that identifies a set of devices. If you want to use a
second Smart Label to further refine the set of devices based on the first label being applied, you could set the run
order so that the first Smart Label runs before the second one. Smart Labels have a default order value of 100,
and Smart Labels with lower values run before those with higher values.

1. Go to the Smart Label list:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, in the Home section, click Label Management.
c. On the Label Management panel, click Smart Labels.
2. Inthe Choose Action menu, in the Order section, select the type of label whose run order you want to
change.
The Order page appears, showing all Smart Labels of the selected type.
3. Tochange a Smart Label’s order value:

8 Click the Edit button to the right of the Order column: .-f.

b. Enter an order value, then click Save.
4. Click Save.

Delete Smart Labels

Deleting Smart Label is useful if you need to make extensive changes to Smart Label criteria while preserving
labels used in tasks such as Managed Installations.

For example, you could delete all the criteria from a Smart Label, then re-apply new criteria to the container
label. In effect, this would create a new Smart Label using the existing container label required for Managed
Installations.
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Deleting a Smart Label removes the criteria associated with the Smart Label, but it does not delete any other
labels associated with the Smart Label.

1. Go to the Smart Label list:

a.

b.
c.

Log in to the appliance Administrator Console, https: //appliance_hostname/admin. Or,

if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, in the Home section, click Label Management.

On the Label Management panel, click Smart Labels.

2. Select the check box next to one or more Smart Labels.
3. Select Choose Action > Delete, then click Yes to confirm.

Managing label groups

You manage label groups in the Labels section.

Add, view, or edit label groups

You can add, view, and edit label groups as needed.
1. Go to the Label Group Detail page:

a.

e oo

Log in to the appliance Administrator Console, https: //appliance_hostname/admin. Or,

if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, in the Home section, click Label Management.
On the Label Management panel, click Labels.
Display the Label Group Detail page by doing one of the following:

Click the name of a label group

Select Choose Action > New Label Group

2. Provide the following information:

Option Description

Name The name of the label group.

Description Any additional information you want to provide.

Restrict Label (Optional) The categories of items to which the label or label group can be applied.

Group Usage To If you do not restrict label usage, the label or label group can be applied to any item.

However, if you restrict the label or label group to categories such as Applications
and Patches, that label or label group can be applied only to Applications and
Patches; it cannot be applied to other items, such as Devices.

Meter Software Select or clear this check box to enable or disable metering for Device labels.

Usage

Allow Application Enable Application Control on devices. Software marked as Not Allowed is prevented

Control

from running on devices to which the label is applied.
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Option Description

Label Group (Optional) The label group to which the label is assigned. To assign the label to a
label group, click Edit next to the Label Group field, then select a label group. This is
useful if you have a large number of labels and you want to organize them into sub-
labels. For example, you could include the labels of your licensed applications in a
group label named Licenses. In addition, labels inherit any restrictions of the groups
to which they belong.

3. Click Save.
Related topics
Apply the Application Control label to devices

Assign labels to or remove labels from label groups

Labels can be assigned to groups, and they can be associated with more than one label group. Labels inherit the
restrictions of the groups to which they belong.

1. Go to the Labels list:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, in the Home section, click Label Management.
c. On the Label Management panel, click Labels.
2. Select the check boxes next to the labels you want to assign to a group.
3. Select Choose Action > Apply Label Groups, then select the label group to which you want to assign the
label.
Apply Label Groups appears only if you have label groups on your appliance.

The name of the label group appears next to the name of the label or labels you selected.
4. Select the check box next to the labels you want to remove from a group.
5. Select Choose Action > Remove Label Groups, then select the label group from which you want to
remove the labels.
Remove Label Groups appears only if you have label groups on your appliance.

The name of the label group no longer appears next to the name of the label or labels you selected.

Delete label groups

You can delete label groups only if they do not contain any labels or subgroups.

If a label group contains labels or subgroups, you must remove them from the label group before you can delete
the group.
1. Go to the Labels list:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, in the Home section, click Label Management.
c. On the Label Management panel, click Labels.

2. If the label group does not contain any labels or subgroups:
a. Select the check box next to the group’s name
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b.

Select Choose Action > Delete, then click Yes to confirm.

The label group is removed.

3. If the group contains labels or subgroups:

a.
b.

Click the name of the label group to display the Label Group Detail page.
In the Labeled Items section toward the bottom of the page, click the Add button to expand the

Labels section: +

Click the name of a label or label group to display the detail page for that label or label group.
In the Label Group field, click Edit.

In the Assign to Label Group window, click the Delete button next to the label you want to

remove: -ll.ﬂ
Click OK, then click Save.

When you have removed all labels and subgroups from the label group, select the check box next
to the label group’s name on the Labels page.

Select Choose Action > Delete, then click Yes to confirm.

Managing LDAP Labels

You manage LDAP Labels in the Labels section.

Add or edit LDAP Labels

You can add and edit LDAP Labels as needed. Be sure to test LDAP Labels before you enable them.
1. Go to the LDAP Label Detail page:

a.

Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,

if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, in the Home section, click Label Management.
On the Label Management panel, click LDAP Labels.

Display the LDAP Label Detail page by doing one of the following:

Click the name of an LDAP label.

Select Choose Action > New.

2. Provide the following information:

Option Description
Enabled Enable the appliance to run the LDAP Label.
i NOTE: Select the Enabled check box only after you have tested the LDAP
Label to verify that the LDAP criteria is correct and labels are applied as
expected.
Type The LDAP Label type. There are two types of LDAP Labels:

+ Device: Labels applied to device records. This is useful if you want to
automatically group devices by name, description, and other LDAP criteria.
When devices are inventoried, this query runs against the LDAP server to
determine whether any devices contain LDAP attributes with values that
correspond to the LDAP search filter criteria. If a result is returned, the device
is assigned the label specified in the Associated Label Name field.
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Option

Description

Associated Label

Associated Label
Description

Server

Port

Base DN

Advanced Search

Credentials

You must include at least one appliance variable, such as
KBOX_COMPUTER_NAME, in device labels for the LDAP label to be applied to

a device. During LDAP label processing, the variable is used to compare an
attribute's value in the LDAP directory to determine whether relationships exists
between the LDAP object and an appliance object. See LDAP variables.

+ User: Labels applied to user records. This is useful if you want to automatically
group users by domain, location, budget code, or other LDAP criteria. LDAP
Labels are applied to or removed from user records when users are imported
to the appliance manually or according to a schedule. You can use user
variables, such as KBOX USER_NAME, in user labels. During LDAP label
processing, the variable is used to compare an attribute's value in the LDAP
directory to determine whether relationships exists between the LDAP object
and an appliance object. See LDAP variables.

Tip: TIP: To test a label, replace the KBOX _variables with the appropriate
values for your environment, then select Test.

The manual label, or container label, to associate with this LDAP Label. Each LDAP
Label must have an associated label.

Notes from the label selected in the Associated Label Name field.

The IP address or the hostname of the LDAP server. If the IP address is not valid, the
appliance waits to timeout, resulting in login delays during LDAP authentication.

i NOTE: To connect through SSL, use an IP address or hostname. For
example: Idaps://hostname.
The LDAP port number, which is usually 389 (LDAP) or 636 (secure LDAP).

The criteria used to search for accounts.

This criteria specifies a location or container in the LDAP or Active Directory
structure, and the criteria should include all the users that you want to authenticate.
Enter the most specific combination of OUs, DCs, or CNs that match your criteria,
ranging from left (most specific) to right (most general). For example, this path leads
to the container with users that you need to authenticate:

OU=end users,

DC=company, DC=com.

The search filter. For example:

(& (sAMAccountName=KBOX USER NAME)
(memberOf=CN=financial, DC=example, DC=com) )

An LDAP credential of the account the appliance uses to log in to the LDAP server
to read accounts. Select from the list or create a new LDAP credential. For more
information about LDAP credentials, see Add and edit LDAP User/Password
credentials.

If you are unsure of the Base DN and Advanced Search information, use the LDAP Browser. See Use the

LDAP Browser.
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i NOTE: Negative search filters are formatted as follows: (! (sAMAccountName=David) ). Any other
format using negatives will result in an error.
3. Click the Test button to test the new label. Change the label parameters and test again as needed.
4. If the LDAP Label is ready to use, select the Enabled check box. Otherwise, save the label without enabling
it.
5. Click Save.
Related topics

Use the LDAP Browser

Enable LDAP Labels

After you have added and tested an LDAP Label, you can enable it. Device LDAP Labels that are enabled run
against the LDAP server when devices check in to the appliance. User LDAP Labels that are enabled run against
the LDAP server when users are imported manually or imported according to a schedule.

Add and test an LDAP Label. See Add or edit LDAP Labels.

1. Go to the LDAP Label Detail page:
a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.
b. On the left navigation bar, in the Home section, click Label Management.
c. On the Label Management panel, click LDAP Labels.
d. Click the name of an LDAP label.
2. Select the Enabled check box.

3. Click Save.

Delete LDAP Labels

Deleting an LDAP Label removes the criteria associated with the LDAP Label, but it does not delete any other
labels associated with the LDAP Label.

1. Go to the LDAP Label Detail page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, in the Home section, click Label Management.
c. On the Label Management panel, click LDAP Labels.

2. Select the check box next to one or more LDAP Labels.

3. Select Choose Action > Delete, then click Yes to confirm.

Use the LDAP Browser

The LDAP Browser enables you to browse and search data located on an LDAP server, such as an Active
Directory server.

To use the LDAP Browser, you must have the Bind DN and the LDAP password to log on to the LDAP server.

The LDAP Browser can be useful when you need to enter information in the Search Base DN and the Search
Filter fields for LDAP queries.

1. Go to the LDAP Browser:
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a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, in the Home section, click Label Management.
c. On the Label Management panel, click LDAP Browser.
2. Specify LDAP Server settings:

Option Description
IP Address or The IP address or the hostname of the LDAP server. If the IP address is not valid, the
Hostname appliance waits to timeout, resulting in login delays during LDAP authentication.
i NOTE: To connect through SSL, use an IP address or hostname. For
example: Idaps://hostname.
Port The LDAP port number, which is usually 389 (LDAP) or 636 (secure LDAP).
Login The credentials of the account the appliance uses to log in to the LDAP server to read

accounts. For example:
LDAP Login:CN=service account,CN=Users,
DC=company, DC=com.

If user name and password are not provided, the tree lookup is not performed. Each
LDAP Label can connect to a different LDAP or Active Directory server.

Password The password of the account the appliance uses to log in to the LDAP server.

3. Click Test.
Upon successful connection to the LDAP server, the Next button becomes active.
If the operation fails, verify the following:
> The IP address or hostname is correct.
> The LDAP server is running.
> The login credentials are correct.
4. Click Next.

The Narrow the Search window appears.
5. Enter a search filter to limit the number of results displayed at the bottom of the screen.

Option Description
LDAP EasySearch Type a string that you want to search for.
Search on Indicate if you want to search for indexed or non-indexed fields by

selecting the appropriate option, as required.

Other attributes Type a comma-separated list of Active Directory fields that you want to
search for.

* NOTE: The search does not check if the specified fields actually
exist in the Active Directory.

6. Click Go.
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The search results appear at the bottom of the screen, on the left panel.
7. Click a child node to view its attributes.

The attributes appear in the right panel.

Configuring user accounts, LDAP
authentication, and SSO

You can configure and manage user accounts, authenticate users with LDAP information, and enable single sign
on (SSO) for users.

About user accounts and user authentication

User accounts can be created and managed on the appliance. Users who access the Administrator Console and
User Console using these accounts are referred to as locally authenticated.

As an alternative to local authentication, you can set up external authentication through an external LDAP server.
See Using an LDAP server for user authentication.

Types of locally authenticated user accounts include:

+  System-level user accounts. Accounts that enable users to log in to the System Administration Console
to manage appliance settings, such as the appliance host name and network settings. System-level user
accounts include the default admin account for the appliance. These accounts also enable access to
organization-level components (admiui) and the User Console. See Managing System-level user accounts.

« Organization user accounts. Accounts that enable users to log in to the Administrator Console
Organization level (Administrator Console ) to manage organization-specific components. These
components may include Inventory, Assets, Distribution, Scripting, Security, Service Desk, and User
Console depending on the user's role. See Managing organization user accounts.

About locale settings

Locale settings determine the language used for text in the interfaces. You can select locale settings for the
Command Line Console, Administrator Console, and User Console.

See Configuring locale settings.

Managing System-level user accounts

System-level user accounts enable users to log in to the System Administration Console to manage appliance
settings, such as the appliance host name and network settings. System-level user accounts authenticate users
locally on the appliance.

To use an LDAP server for user authentication, see Using an LDAP server for user authentication.

KACE Service Desk 13.1 Administrator Guide

Managing System-level user accounts

149



same.

NOTE: You cannot delete the default admin account. You can change the user name of the admin
account or disable it on the appliance (LDAP or SAML configuration required). You can also change the
admin account password. See Add or edit System-level user accounts. Additionally, if the Organization
component is enabled on your appliance, or if you want to link multiple K-Series appliances, use caution
when changing the login and password of the admin account. The admin account login names and
passwords on all linked appliances and organizations must be the same if you want to switch among them
using the drop-down list in the top-right corner of the System Administration Console. The drop-down list
shows only those appliances and organizations whose admin account login names and passwords are the

NOTE: See Enable fast switching for organizations and linked appliances.

Add or edit System-level user accounts

You can add or edit System-level user accounts as needed. These accounts enable users to log in to the System
Administration Console to manage appliance settings.

If the Organization component is enabled on your appliance, you can also add or edit organization-specific user
accounts. See Managing organization user accounts.

NOTE: You cannot delete the default admin account. You can change the user name of the admin
account or disable it on the appliance (LDAP or SAML configuration required). You can also change the
admin account password. Additionally, if the Organization component is enabled on your appliance,

or if you want to link multiple K-Series appliances, use caution when changing the login and password
of the admin account. The admin account login names and passwords on all linked appliances and
organizations must be the same if you want to switch among them using the drop-down list in the top-
right corner of the System Administration Console. The drop-down list shows only those appliances and
organizations whose admin account login names and passwords are the same.

NOTE: See Enable fast switching for organizations and linked appliances.

1. Go to the Administrator Detail page:

a. Login to the appliance System Administration Console, http://appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.

On the left navigation bar, click Settings, then click Administrators.

Display the Administrator Detail page by doing one of the following:

= Click the name of an administrator

= Select Choose Action > New.

2. Enter or change the user information.

Option

Description

Login

Name

Primary Email

Additional Emails

(Required) The name the user types in the Login ID field on the login page. If you
are editing the default admin account, you can change the login name, however use
caution when changing the login and password of the admin account. The admin
account login names and passwords on all linked appliances and organizations
must be the same if you want to switch between them using the drop-down list in the
top-right corner of the System Administration Console. The drop-down list shows
only those appliances and organizations whose admin account login names and
passwords are the same.

The user’s full name.
The user’s primary email address.

Any additional email addresses associated with the user.
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Option Description

Domain The Active Directory domain associated with the user.

Budget Code The code of the financial department associated with the user.
Location The name of the work site or building where the user is located.
Work Phone, The user’s telephone numbers.

Home Phone,
Mobile Phone, and
Pager Number

Custom 1-4 Any additional information about the user or the user’s account.

Password and (Required) The password the user types when logging in.

Confirm Password ¢y, Organization component is enabled on your appliance, or if you want to link

multiple K-Series appliances, use caution when changing the password of the admin
account. Admin account passwords for the System-level, for organizations, and for
linked appliances must be the same if you want to switch among them using the drop-
down list in the top-right corner of the Administrator Console. The drop-down list
shows only those organizations and appliances whose admin account passwords are
the same.

Role (Required) Roles are assigned to user accounts to control access to the Administrator
Console and User Console. Default administrator roles include:

« Administrator: This user can log in to and access all features in the
Administrator Console.

* Read Only Administrator: This user can log in but cannot modify any settings
in the Administrator Console.

You cannot change the role of the default admin account.

Make default Select this option if you want the selected role to become the default role for new
users.
Locale The locale to use for the Administrator Console and User Console for the user. You

cannot change the locale of the default admin account.

3. Click Save.

Manage appliance administrator email notifications

Quest notifies appliance administrators of security issues and sales and marketing opportunities using email. You
can enable or disable the email notifications for System-level (appliance) administrator accounts.

Email notifications are available only to appliance administrator accounts. Notifications are not available
to non-administrator users. If the Organization component is enabled on your appliance, notifications are
not available to Admin-level administrator accounts in organizations.

1. Go to the User Detail page or the Administrator Detail page:
To go the User Detail page:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General

KACE Service Desk 13.1 Administrator Guide

Manage appliance administrator email notifications

151



Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, click Settings, then click Users.
Display the User Detail page by doing one of the following:

= Click the name of a user.
= Select Choose Action > New.
To go the Administrator Detail page:

a. Login to the appliance System Administration Console, http://appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.

On the left navigation bar, click Settings, then click Administrators.
Display the Administrator Detail page by doing one of the following:

= Click the name of an administrator
= Select Choose Action > New.
2. Verify the user information, email address, and role.

NOTE: To enable natifications, the user must have an appliance administrator role.

3. Click Save.

Delete System-level user accounts

If the Organization component is enabled on your appliance, you can delete user accounts at the System level.
This option is available only if the Organization component is enabled on the appliance.

If the Organization component is not enabled on your appliance, follow the instructions in Managing organization
user accounts.

i NOTE: You cannot delete the default admin account.

1. Go to the Administrators list:

a. Login to the appliance System Administration Console, http://appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.

b. On the left navigation bar, click Settings, then click Administrators.
2. Select the check box next to one or more accounts.
3. Select Choose Action > Delete, then click Yes to confirm.

Managing organization user accounts

Organization user accounts provide the credentials that enable users to log in to the Administrator Console or
User Console and access components based on the user role assigned to their account. You can add or edit user
roles and user accounts as needed.

Organization user accounts authenticate users locally on the appliance. To use an LDAP server for user
authentication, see Using an LDAP server for user authentication.

Add or edit User Roles

User Roles are assigned to user accounts to control access to the Administrator Console and User Console. You
can add or edit User Roles as needed.

However, you cannot edit the predefined roles: Administrator, No Access, Read Only Administrator, and User.
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If the Organization component is enabled on your appliance, the permissions available to User Roles depends on
the Organization Role assigned to the organization. See Managing Organization Roles and User Roles.

1.

w

8.

Go to the Role Detail page:

a.

Log in to the appliance Administrator Console, https: //appliance_hostname/admin. Or,

if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, click Settings, then click Roles.
Display the Role Detail page by doing one of the following:

Click the name of a role.

Select Choose Action > New.

In the Name field, provide a name, such as Service Desk Staff.

You cannot change the name of the predefined roles.

If you want this role to be a default role for new roles, select the Default role for new users check box.

In the Description field, provide a brief description of the role, such as Used for Service Desk
Administrators.

This description appears on the Roles list. You cannot change the description of predefined roles.

Set the Administrator Console permissions.

a.
b.

Under Administrator Console Permissions, click the Expand All.
Set the permissions for each component, as applicable.

Set the User Console permissions.

a.
b.

Under End User Console Permissions, click User Console to expand the list of permissions.
Set the permissions for each component, as applicable.

Under Device Scope, specify the devices to which you want to grant full access with this role.

Role-based user access allows administrators to restrict actions to users based on the devices
associated with their user role. You can grant access to all devices with a user with a specific role (a
scoped user), or only to selected devices that are associated with a label.

TIP: Labels are containers that enable you to organize and categorize items, such as devices, so

Tip:
P that you can manage them as a group. For more information about labels, see About labels.
Tip: TIP: When a Smart Label is associated with a role, this is indicated on the Smart Labels list, in
the Name column.
> To grant access to all devices in the appliance or organization (as applicable), select All Devices.
> To grant access only to devices associated with a specific label, click Manage Associated Labels,
and select a label, as required.
Click Save.

The Roles page appears. When a user who is assigned to the role logs in, the appliance component bar shows
the available features.

Delete User Roles

You can delete User Roles provided that they are not assigned to any users and that they are not predefined User
Roles. If the Organization component is enabled on your appliance, you delete User Roles for each organization

separately.
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NOTE: You cannot delete User Roles that are associated with one or more labels.

1. Go to the Roles list:

a. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click Roles.

N

Select the check box next to one or more roles.

w

Select Choose Action > Delete, then click Yes to confirm.

Add or edit organization user accounts

You can add or edit user accounts at the organization level. If the Organization component is enabled on your
appliance, you add and edit users accounts for each organization separately.

1. Go to the User Detail page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, click Settings, then click Users.
Display the User Detail page by doing one of the following:

= Click the name of a user.

= Select Choose Action > New.

i NOTE: There can be a maximum of 50 organization in your system. Any attempts to create more
organizations result in an error message.

2. Add or edit the following information:

Option Description

Login (Required) The name the user types in the Login ID field on the login page. If you
are editing the default admin account, you can change the login name, however use
caution when changing the login and password of the admin account. The admin
account login names and passwords on all linked appliances and organizations
must be the same if you want to switch between them using the drop-down list in the
top-right corner of the Administrator Console. The drop-down list shows only those
appliances and organizations whose admin account login names and passwords are

the same.
Name The user’s full name.
Email The user’s primary email address.

Additional Emails One or more additional emails the user has access to. Separate multiple entries with

commas.
Domain The Active Directory domain associated with the user.
Budget Code The code of the financial department associated with the user.
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Option

Description

Location

Work Phone,
Home Phone,
Mobile Phone, and
Pager Number

Custom 1-4

Password and
Confirm Password

Role

Locale

Assign To Label

Default Queue

Mobile Device
Access

Service Desk
Tickets

Associated
Assets

Assigned Devices

The name of the work site or building where the user is located. Click and select a
location from the drop-down list that appears.

The user’s telephone numbers.

Any additional information about the user or the user’s account.

(Required) The password the user types when logging in.

(Required) The role associated with the user. Roles are assigned to user accounts to
control access to the Administrator Console and User Console. Default system roles
include:

»  Administrator: This user can log in to and access all features in the
Administrator Console.

* Read Only Administrator: This user can log in but cannot modify any settings
in the Administrator Console.

+ Administrator Console only: This user can log in to the Administrator
Console only.

*  No Access: The user cannot log in to the Administrator Console or the User
Console.

You cannot change the role of the default admin account.

The locale that is displayed when the user logs in to the Administrator Console or the
User Console.

The label associated with the user.
The queue used as the default for Service Desk tickets submitted by the user.

Enable or disable Mobile Device Access for the user. Mobile device access enables
you to interact with the appliance using the KACE GO app on iOS and Android
smart phones and tablets. Administrators can use the app to access Service Desk,
inventory, and application deployment features.

i NOTE: This field is available when mobile device access is enabled on the
appliance. See Configuring Mobile Device Access.

(Read only) Links to tickets created by the user.

(Read only) Assets assigned to the user. For each user, the list shows the asset
name, its type (for example, Software or Device), and the asset subtype (if
applicable). You can sort the list by any column heading, as needed.

Devices assigned to the user. For each user, the list shows the device name, its
subtype (if applicable), and an indication of whether a device is a primary user's
device. You can sort the list by any column heading, as needed.
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Option Description

To assign a device to a user, click + and select an asset. If you choose a device
that is already assigned to another user, the ownership of that device shifts to this
user.

The first device assigned to the user becomes the primary device by default. When
multiple devices are assigned to a user, any device can be set as a primary device.

3. Click Save.
Related topics
Add or edit User Roles
Configuring locale settings
About labels

Configuring Mobile Device Access

Customize user details

You can modify the custom fields available in user accounts as needed.
Every user account comes with a set of custom fields. You can edit these fields so that they can contain
meaningful user-specific information, such as their badge number.

1.  Go to the User Detail page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click Users.
c. Select Choose Action > New to display the User Detail page.
2. Onthe User Detail page, click Customize Additional Fields.

The User Custom Fields page appears.
3. For each custom field, you can specify the following information:

Option Description

Field Name The name of the custom field.

Required An indicator of whether the field is required.
Default Value The default value.

4. Manage the collection of custom fields, as needed, using the available controls.
5. Click Save.

Archive user accounts

When users are removed from your system, you have an option to archive their accounts prior to deleting them.

In order to archive user accounts, user archival must be enabled on the General Settings page. For more
information, see Configure Admin-level or organization-specific General Settings.

Archived user accounts are maintained on the appliance in read-only mode. You can delete them, as needed.

If you archive a user account, and add it to appliance again, a new user account is created, while the archived

account is maintained until being removed. For example, if an employee leaves the organization and its user
KACE Service Desk 13.1 Administrator Guide

Archive user accounts

156



account becomes archived, if they join the organization again, a new user account is created without any
association with the archived account. Similarly, if you archive a user account on the appliance without updating
your organization's Active Directory, an LDAP import results in a new user account, that is not associated with the
previously archived user.

NOTE: When user archival is enabled, user accounts can only be deleted only if they are marked as

L]
1 archived.

1. Log in to the appliance Administrator Console, https://appliance_hostname/admin. Or, if the
Show organization menu in admin header option is enabled in the appliance General Settings, select an
organization in the drop-down list in the top-right corner of the page next to the login information.

2. On the left navigation bar, click Control Panel > Users.
3. Complete one of the following steps:

¢ On the Users list, select one or more user accounts that you want to archive and select Choose
Action > Archive.

e On the Users list, click the name of the user that you want to archive. On the User Detail page
that appears, click Archive.

4. Inthe dialog box that appears, click Confirm.

The dialog box closes, and the Users list refreshes, indicating that the user is in the Archived state
(E).

5. If you want to review the details for an archived user, on the Users list, in the Name column, click the user
name.

The User Details page appears, showing the user details in read-only mode.

Next, you can delete archived user accounts, if needed.

View or edit user profiles

You can view general information about your user profile, and edit some settings, when needed.

The User Profile dialog box allows every user to quickly change their password, review the devices and assets
assigned to them, and any Service Desk Tickets that they created. Users with administrative-level permissions
can also edit some additional parameters, such as their name, email, manager, and locale. They can also quickly
go to the User Detail page to review additional information about their account, and to make any changes, as
needed.

For more information about editing user accounts using the User Detail page, see the following topics:
*  Add or edit organization user accounts
* Add or edit System-level user accounts
1. Do one of the following:

* Login to the appliance Administrator Console, https://appliance_hostname/admin, where
appliance_hostname is the host name of your appliance. Or, if Show organization menu in admin
header is enabled in the appliance General Settings, select an organization in the drop-down
list in the top-right corner of the page next to the login information.

¢ Login to the appliance System Administration Console, https://appliance_hostname/
system, where appliance_hostname is the host name of your appliance, or select System from
the drop-down list in the top-right corner of the page.

* Login to the applianceUser Console, https://appliance_hostname/user, where
appliance_hostname is the host name of your appliance, or select User Console from the drop-
down list in the top-right corner of the page.

2. From the drop-down list in the top-right corner of the page, select My Profile.
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The User Profile dialog box appears.

3. Review and edit the information on the User Profile dialog box, as needed.

i NOTE: Users without administrative privileges can only update their passwords and view a limited set
of information in this dialog box without making any additional changes or accessing the User Detail
page.

Tab Option Description
Profile Login The name the user types in the Login ID field on
the login page.
i NOTE: You cannot change the login of the
default admin account.
Name The user’s full name.
Primary Email The user’s email address.
Manager The user’'s manager.
Locale The locale to use for the Administrator Console
and User Console for the user.
Update Password The password the user types when logging in.
If the Organization component is enabled on
your appliance, or if you want to link multiple K-
Series appliances, use caution when changing
the password of the admin account. Admin
account passwords for the System-level, for
organizations, and for linked appliances must be
the same if you want to switch among them using
the drop-down list in the top-right corner. The
drop-down list shows only those organizations
and appliances whose admin account passwords
are the same.
Devices Name The device name.
Subtype The Asset Subtype for this device, if one is
assigned.
Primary Device Indicates if the device is the primary device for
the selected user.
Assets Name The asset name.
Type The asset type.
Subtype The Asset Subtype for this device, if one is
assigned.
Service Desk Number The number of the Service Desk ticket the user

Tickets

logged.
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Tab Option Description

Title The title of the Service Desk ticket the user
logged.

Status The status of the Service Desk ticket the user
logged.

4. Optional. To access the User Detail page, in the top-left corner, click View Full Profile, and continue
reviewing and editing the user profile on that page.

i NOTE: This link only appears if your account has administrative privileges.

5. To save your changes, click Update.

Using an LDAP server for user authentication

User authentication can be done locally, using accounts created on the appliance, or externally, using an LDAP
server.

If you use external LDAP server authentication, the appliance accesses a directory service to authenticate users.
This allows users to log in to the appliance Administrator Console, User Console, or System Administration
Console using their domain username and password.

For information about adding user accounts to the appliance for local user authentication, see:
*  About user accounts and user authentication

+  Managing user accounts for organizations

About the login account on your LDAP server

To set up LDAP user authentication, you need to create a login account for the appliance on your LDAP server.
The appliance uses this account to read and import user information from the LDAP server.

The account needs read-only access to the Search Base DN field on the LDAP server. The account does not
need write access, because the appliance does not write to the LDAP server.

In addition, the account must have a password that never expires. Because the password never expires,

make sure it is very secure. The user can change the password (that complies with the appropriate security
requirements), however, the password must be updated on the appliance. You can give the account a username,
such as KACE_Login, or you can attempt to connect to the LDAP server using an anonymous bind.

Configure and test LDAP user authentication

You can configure and test connections from the appliance to an external LDAP server.
1. Do one of the following:
¢ Login to the appliance Administrator Console, https://appliance_hostname/admin. Or, if
Show organization menu in admin header is enabled in the appliance General Settings, select

an organization in the drop-down list in the top-right corner of the page next to the login
information.

* Login to the appliance System Administration Console, https://appliance_hostname/
system, or select System from the drop-down list in the top-right corner of the page.

The Dashboard or System Dashboard page appears.
2. Go to the Admin-level or System-Level Authentication Settings page:
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a. On the left navigation bar, click Settings, then click Control Panel.

b. On the Control Panel, click User Authentication (Administrator Console only), or System User
Authentication (System Administration Console only).

3. If you want to disable the local admin account, and you are logged in as an administrative-level user
through LDAP or SAML, select Disable Local Built-In Administrator (LDAP or SAML configuration
required).

Disabling the built-in admin account does not affect a tether used by KACE Support, when required.
For more information about this feature, see Enable a tether to Quest KACE Support.

4. Select the LDAP Authentication option:

Option Description
Local Enable local authentication (the default). If local authentication is enabled, the
Authentication password is authenticated against the existing entries in the local database at

Settings > Users.

LDAP Enable external user authentication using an LDAP server or Active Directory server.

Authentication If LDAP Authentication is enabled, the password is authenticated against the

external LDAP server.

For assistance with authentication, contact Quest Support at https://
support.quest.com/contact-support.

5. Click the buttons next to the server names to perform the following actions:

Button Action

o) Schedule a user import for the server.

& Modify the server definition. For information about the fields in this section, see Table
) 5.

II..I.I- Remove the server.

£t Change the order of the server in the list of servers.

6. Optional: Click New to add an LDAP server. You can have more than one LDAP server configured.

NOTE: All servers must have a valid IP address or hostname. Otherwise, the operation times out,

1 which results in login delays when using LDAP authentication.

7. To add a server, provide the following information:

Table 5. Server information

Option Description

Name The name you want to use to identify the server.
Host Name or IP The IP address or the hostname of the LDAP server. If the IP address is not valid, the
Address appliance waits to timeout, resulting in login delays during LDAP authentication.

NOTE: To connect through SSL, use an IP address or hostname. For

L]
1 example: Idaps://hostname.

Port The LDAP port number, which is usually 389 (LDAP) or 636 (secure LDAP).
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Option

Description

Base DN

Advanced Search

Login

Password

Role

8. Click Save.

The criteria used to search for accounts.

This criteria specifies a location or container in the LDAP or Active Directory
structure, and the criteria should include all the users that you want to authenticate.
Enter the most specific combination of OUs, DCs, or CNs that match your criteria,
ranging from left (most specific) to right (most general). For example, this path leads
to the container with users that you need to authenticate:

OU=end users, DC=company, DC=com.
* NOTE: Domain Users is a special group that is not added to the

memberof attribute values. For Domain Users members, use this format:
(primaryGroupld=513).

The search filter. For example:

(& (sAMAccountName=KBOX USERNAME)
(memberOf=CN=financial, DC=example, DC=com) )

The credentials of the account the appliance uses to log in to the LDAP server to read
accounts. For example:

LDAP Login:CN=service account,CN=Users,

DC=company, DC=com.

If user name and password are not provided, the tree lookup is not performed.
Each LDAP Label can connect to a different LDAP or Active Directory server.

The password of the account the appliance uses to log in to the LDAP server.

(Required) The user’s role:

* Global Administrator: The user can access the System Administration
Console, and each organization’s Administrator Console as an administrator
with full read/write permissions. They must first log in to the System
Administration Console, and then log in to the applicable organization account
using the drop-down list in the top-right corner.

+ Administrator: The user can log in to and access all features of the
Administrator Console, User Console, or System Administration Console.

* Read Only Administrator: The user can log in, but cannot modify any settings
in the Administrator Console, User Console, or System Administration Console.

+ User Console Only: The user can log in only to the User Console . This role is
only available in the Administrator Console.

. No Access: The user cannot log in to the Administrator Console, System
Administration Console or User Console. No Access is the default role.

NOTE: These roles are predefined and you cannot edit them. However, you
can create and edit custom roles as needed.

NOTE: Record the search and filtering criteria you use for filling out this form. You use this same
information to import user data, and later to schedule user import on a regular basis.

Test authentication on an external LDAP server as follows:

a. Select the LDAP Authentication.

b.
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c. Inthe Advanced Search: box, replace KBOX_USER with the username to test. The syntax is
sAMAccountName=username.

d. Enter the user’s password in the Password for test field.
e. Click Test.

If the test is successful, the authentication setup is complete for this user, and other users in the same
LDAP container.

Importing users from an LDAP server

You can import user information from LDAP servers to create user accounts on the appliance. This provides
administrators, such as Service Desk staff, with a richer set of data to use when working with users.

There are two ways to import user information:
*  Manually: See Import user information manually

+ According to a schedule: See Import user information according to a schedule

NOTE: User information is overwritten each time users are imported to the appliance. Password
information, however, is not imported. Users must enter their passwords each time they log in to the
Administrator Console or User Console.

Import user information manually

You can import user information manually by specifying criteria to identify the users you want to import.
1. Go to the Users page:

a. Log in to the appliance Administrator Console, https://appliance_hosthame/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

b. On the left navigation bar, click Settings, then click Users.
c. Select Choose Action > Import Users.
2. Provide the following information:

i NOTE: Use the LDAP Browser to specify the Search Base DN and Search Filter. See Use the LDAP
Browser.
Option Description
Server The IP address or the hostname of the LDAP server. If the IP address is not valid, the
appliance waits to timeout, resulting in login delays during LDAP authentication.
i NOTE: To connect through SSL, use an IP address or hostname. For
example: Idaps://hostname.
Port The LDAP port number, which is usually 389 (LDAP) or 636 (secure LDAP).
Base DN The criteria used to search for accounts.

This criteria specifies a location or container in the LDAP or Active Directory
structure, and the criteria should include all the users that you want to authenticate.
Enter the most specific combination of OUs, DCs, or CNs that match your criteria,
ranging from left (most specific) to right (most general). For example, this path leads
to the container with users that you need to authenticate:

OU=end users, DC=company, DC=com.
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Option Description

i NOTE: Use the LDAP Browser to specify the Search Base DN and Search
Filter. Use the LDAP Browser.

Advanced Search The search filter. For example:

(& (sAMAccountName=KBOX USERNAME)
(memberOf=CN=financial, DC=example, DC=com) )

Login The credentials of the account the appliance uses to log in to the LDAP server to read
accounts. For example:

LDAP Login:CN=service7account,CN=Users,
DC=company, DC=com.

If user name and password are not provided, the tree lookup is not performed. Each
LDAP Label can connect to a different LDAP or Active Directory server.

Password The password of the account the appliance uses to log in to the LDAP server.

3. Specify the LDAP attributes to import.

Option Description
Attributes to Specify the LDAP attributes to retrieve. For example:
retrieve

sAMAccountName, objectguid, mail, memberof, displayname, sn,
cn, userPrincipalName, name, description, manager

The LDAP attributes specified in this field can be mapped to appliance User attributes
on the next page. If this field is blank, the appliance retrieves all LDAP attributes.
Leaving this field blank increases the time required to import attributes and is not
recommended.

Impor IMPORTANT: To retrieve the manager object associated with the user,
you must add the manager attribute to the list, and to specify this
mapping in a later step.

Label Attribute Enter a label attribute. For example: memberof.

This setting returns a list of groups this user is a member of. The union of all the label
attributes forms the list of labels you can import. If the search filter contains both the
label names and user names, the label attribute is not required.

Label Prefix Enter the label prefix. For example: 1dap
The label prefix is a string that is added to the beginning of all the labels.

Binary Attributes  Enter the binary attributes. For example: objectsid.

Binary attributes indicates which attributes should be treated as binary for purposes
of storage.

Maximum Number Enter the maximum number of rows to retrieve. This limits the result set that is
of Rows returned in the next step.

Debug Output Select the check box to view the debug output.

4. Click Next.
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The Define mapping between User attributes and LDAP attributes page appears.

5. In the drop-down list next each attribute, select the value to use for appliance User attributes during import.
Values in the drop-down list are the values specified in the Aftributes to retrieve field on the previous page.

The following attribute mappings are required:

Option Description

Ldap Uid The identifier for the user. Recommended value: objectguid.

User Name The name of the user. Recommended value: name.

Email The email address for the user. Recommended value: mail.

Manager The manager of the user. This mapping is mandatory only if you want to retrieve the

manager information. Recommended value: manager.

Impor IMPORTANT: To retrieve the manager object associated with the user,
you must also add the manager attribute to the Attributes to retrieve box.

The following attribute mappings are not required, but they are recommended:

Option Description

Api Enabled Whether users are enabled to access the appliance using the KACE GO app. Access
is enabled if the field contains a numerical value. Access is disabled if the field
contains no value. Therefore, to enable access, select an attribute that returns a
numerical value. To disable access, select No Value.

Ams Id Not used. Recommended value: No Value.

6. Optional: In the Role drop-down list, select the role for the imported users. See Add or edit User Roles.
7. Optional: In the Labels drop-down list, select the label to apply to imported users. See About labels.

8. In the Search Results section below the attribute mapping drop-down lists, verify that the list of users to
import is correct, and the information listed for each user is what you expect. To refine your search, click the
Back button and revise the search parameters and attributes.

For example, to change the number of Search Results, change the Maximum Number of Rows on the
Choose attributes to import page.
9. Click Next to display the Import Data into the appliance page.
10. Review the tables of users to ensure that the data is valid and includes the data that you expect.
Only users with values for the required attributes, Ldap Uid, User Name, Email, and Manager are
imported. Records that do not have these values are listed in the Users with invalid data section.
11. Click Import Now to start the import.

The Users page appears, and the imported users appear on the list. The imported users can access the features
of the Administrator Console, User Console based on the role to which they are assigned.

Import user information according to a schedule

To keep user data current, schedule regular user data imports from your LDAP server.
1. Go to the Admin-level Authentication Settings page:

a. Login to the appliance Administrator Console, https://appliance_hostname/admin. Or,
if the Show organization menu in admin header option is enabled in the appliance General
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Settings, select an organization in the drop-down list in the top-right corner of the page next to the
login information.

On the left navigation bar, click Settings, then click Control Panel.

On the Control Panel, click User Authentication (Administrator Console only), or System User
Authentication (System Administration Console only).

2. Select LDAP Authentication, then click the Schedule button @ next to the server name in the list of
servers to schedule a user import:

The User Import: Schedule — Choose attributes to import page appears.

The following Read Only Administrator Server Details are displayed:

Option Description
Server The IP address or the hostname of the LDAP server. If the IP address is not valid, the
appliance waits to timeout, resulting in login delays during LDAP authentication.
i NOTE: To connect through SSL, use an IP address or hostname. For
example: Idaps://hostname.
Port The LDAP port number, which is usually 389 (LDAP) or 636 (secure LDAP).
Base DN The criteria used to search for accounts.

Advanced Search

Login

Password

This criteria specifies a location or container in the LDAP or Active Directory
structure, and the criteria should include all the users that you want to authenticate.
Enter the most specific combination of OUs, DCs, or CNs that match your criteria,
ranging from left (most specific) to right (most general). For example, this path leads
to the container with users that you need to authenticate:

OU=end users, DC=company, DC=com.

i NOTE: Use the LDAP Browser to specify the Search Base DN and Search
Filter. Use the LDAP Browser.

The search filter. For example:

(& (sAMAccountName=KBOX USERNAME)
(memberOf=CN=financial, DC=example, DC=com) )

The credentials of the account the appliance uses to log in to the LDAP server to read
accounts. For example:

LDAP Login:CN=service account,CN=Users,
DC=company, DC=com.

If user name and password are not provided, the tree lookup is not performed. Each
LDAP Label can connect to a different LDAP or Active Directory server.

The password of the account the appliance uses to log in to the LDAP server.

3. Specify the LDAP attributes to import.

Option

Description

Attributes to
retrieve

Specify the LDAP attributes to retrieve. For example:

sAMAccountName, objectguid, mail, memberof, displayname, sn,
cn, userPrincipalName, name, description, manager

The LDAP attributes specified in this field can be mapped to appliance User attributes
on the next page. If this field is blank, the appliance retrieves all LDAP attributes.
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Option

Description

Label Attribute

Label Prefix

Binary Attributes

Maximum Number
of Rows

Debug Output

4.

Leaving this field blank increases the time required to import attributes and is not
recommended.

Impor IMPORTANT: To retrieve the manager object associated with the user,
you must add the manager attribute to the list, and to specify this
mapping in a later step.

Enter a label attribute. For example: memberof.

This setting returns a list of groups this user is a member of. The union of all the label
attributes forms the list of labels you can import. If the search filter contains both the
label names and user names, the label attribute is not required.

Enter the label prefix. For example: 1dap
The label prefix is a string that is added to the beginning of all the labels.

Enter the binary attributes. For example: objectsid.
Binary attributes indicates which attributes should be treated as binary for purposes

of storage.

Enter the maximum number of rows to retrieve. This limits the result set that is
returned in the next step.

Select the check box to view the debug output.

In the Email Recipients section, click the Edit button to enter the recipient’s email address e

5. Select users in the Recipients drop-down list.

6. Inthe Schedule section, specify schedule options:

Option

Description

None

Every _ hours

Every day/specific
day at HH:MM

Run on the nth
of every month/
specific month at
HH:MM

Run on the nth
weekday of every
month/specific
month at HH:MM

Custom

Run in combination with an event rather than on a specific date or at a specific time.
This option is useful if you want to patch servers manually, or perform patch actions
that you do not want to run on a schedule.

Run at a specified interval.

Run daily at a specified time, or run on a designated day of the week at a specified
time.

Run on the nth day every month, (for example, the first or the second) day of every
month, or a specific month, at the specified time.

Run on the specific weekday of every month, or a specific month, at the specified
time.

Run according to a custom schedule.
Use standard 5-field cron format (extended cron format is not supported):

* x *x K* x
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Option Description
| | | | +————day of week (0-6) (Sun=0)
| | | +———month (1-12)
| | +——day of month (1-31)
| +———hour (0-23)
+————minute (0-59)

View Task
Schedule

Use the following when specifying values:
* Spaces (): Separate each field with a space.

»  Asterisks (*): Include the entire range of values in a field with an asterisk. For
example, an asterisk in the hour field indicates every hour.

+ Commas (,): Separate multiple values in a field with a comma. For example,
0, 6 in the day of the week field indicates Sunday and Saturday.

* Hyphens (-): Indicate a range of values in a field with a hyphen. For example,
1-5 in the day of the week field is equivalentto 1, 2, 3, 4, 5, which indicates
Monday through Friday.

» Slashes (/): Specify the intervals at which to repeat an action with a slash. For
example, */3 in the hour field is equivalentto 0,3,6,9,12,15,18,21. The
asterisk (*) specifies every hour, but /3 restricts this to hours divisible by 3.

Examples:

. 15 * * * * Run 15 minutes after every hour every day
. 0 22 * * * Run at 22:00 every day

. 0011,6 * Run at 00:00 on January 1 and June 1

. 30 8,12 * * 1-5 Run weekdays at 08:30 and 12:30

. 0 2 */2 * * Run every other day at 02:00

Click to view the task schedule. The Task Schedule dialog box displays a list of
scheduled. Click a task to review the task details. For more information, see View
task schedules.

Click Next to display the User Import: Schedule - Define mapping between User attributes and LDAP
Attributes page.

In the drop-down list next each attribute, select the value to use for appliance User attributes during import.

Values in the drop-down list are the values specified in the Attributes to retrieve field on the previous page.

The following attribute mappings are required:

Option Description

Ldap Uid The identifier for the user. Recommended value: objectguid.

User Name The name of the user. Recommended value: name.

Email The email address for the user. Recommended value: mail.

Manager The manager of the user. This mapping is mandatory only if you want to retrieve the

manager information. Recommended value: manager.

Impor IMPORTANT: To retrieve the manager object associated with the user,
you must also add the manager attribute to the Attributes to retrieve box.
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The following attribute mappings are not required, but they are recommended:

Option Description

Api Enabled Whether users are enabled to access the appliance using the KACE GO app. Access

is enabled if the field contains a numerical value. Access is disabled if the field
contains no value. Therefore, to enable access, select an attribute that returns a
numerical value. To disable access, select No Value.

Ams Id Not used. Recommended value: No Value.

9.

10.
1.
12.

Optional: In the Role drop-down list, select the role for the imported users. See Add or edit User Roles.
If you want the selected role to be a default role for new roles, select the Make default check box.
Optional: In the Labels drop-down list, select the label to apply to imported users. See About labels.

In the Search Results section below the attribute mapping drop-down lists, verify that the list of users to
import is correct, and the information listed for each user is what you expect. To refine your search, click the
Back button and revise the search parameters and attributes.

For example, to change the number of Search Results, change the Maximum Number of Rows on the
Choose attributes to import page.

13.
14.

15.

Click Next to display the Import Data into the appliance page.
Review the tables of users to ensure that the data is valid and includes the data that you expect.

Only users with values for the required attributes, Ldap Uid, User Name, Email, and Manager, are
imported. Records that do not have these values are listed in the Users with invalid data section.

Do one of the following:
* Click Back to change settings.

¢  Click Import to save the schedule and import user information immediately. The import begins,
and the schedule is set to run according to the options selected in Scheduling section.

* Click Finish to save the schedule without importing user information. The schedule is set to
run according to the options selected in the Scheduling section.

User information is imported according to the specified schedule.

About single sign on (SSO)

Single sign on enables users who are logged on to the domain, or authenticated through a third-party, to access
the appliance Administrator Console and User Console without having to re-enter their credentials on the
appliance login page.

You can use Active Directory for single sign on.

Single sign on is available for:

One domain only: If you have multiple domains, only one can be enabled for single sign on. This is true
even if the Organization component is enabled on the appliance, and you have multiple organizations
that are on different domains. Single sign on is a System-level configuration, and organizations cannot be
configured independently for single sign on.

Microsoft Active Directory servers: You can enable single sign on using Microsoft Active Directory
servers with 2003 R2 or higher schema versions. Earlier schema versions cannot be used. If the
Organization component is enabled on your appliance, the Active Directory single sign on method can be
used with multiple organizations.
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Using external LDAP or Active Directory servers for single
sign on

When using Active Directory for authentication for single sign on, the external LDAP or Active Directory server
must have the same entries as the Active Directory server specified for single sign on. The appliance matches
user credentials on the joined domain, and then it uses the external LDAP configuration to determine user roles
and privileges.

To authenticate users by using local accounts on the appliance, you need to either import accounts from an LDAP
or Active Directory server to the appliance, or manually create accounts on the appliance. See:

« Importing users from an LDAP server
*  Managing System-level user accounts

+ Managing organization user accounts

Enabling and disabling single sign on

You can enable or disable single sign on in the appliance security settings.

Enable single sign on

To enable single sign on, you need to configure the appliance Security Settings to establish a connection between
an Active Directory server and the appliance.

+ To configure single sign on for Active Directory, see Configure Active Directory as the single sign on
method

1.  Go to the appliance Control Panel:

¢ If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Security Settings to display the Security Settings page.
3. Inthe Single Sign On section, select a single sign on method.

+  Configure Active Directory as the single sign on method
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Disable single sign on

You can disable single sign on without removing the appliance from the domain.
1. Go to the appliance Control Panel:
* If the Organization component is not enabled on the appliance, log in to the appliance

Administrator Console, https://appliance_hosthame/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Security Settings to display the Security Settings page.
3. Inthe Single Sign On section, select Disable.

Single sign on is disabled. Users who are currently logged in to the Administrator Console or
User Console remain logged in until their sessions end. The next time they attempt to access the
Administrator Console or User Console, however, they are required to enter their credentials.

Using Active Directory for single sign on

When single sign on is configured to use Active Directory, authenticated users can access the Administrator
Console or the User Console without having to enter login credentials.

To do so, users must type the hostname of the appliance in the browser address field. If users enter an IP
address, they are directed to the appliance login page, instead of being signed on automatically, and they must
enter their credentials to log in.

If you use Active Directory for single sign on, you must configure Microsoft Edge and Mozilla Firefox browsers to
use the appropriate security settings.

Configure Active Directory as the single sign on method

Active Directory single sign on enables users who are logged on to the domain to access the appliance
Administrator Console and User Console without having to re-enter their logon credentials each time.

Before you connect the appliance to an Active Directory server, verify that:

+  Network and DNS settings are configured to enable the appliance to access the Active Directory server.
See Change appliance network settings.

»  The time settings on the Active Directory server match the time settings on the appliance. For information
on setting the time on the appliance, see Configure appliance date and time settings.

1. Go to the appliance Control Panel:

* If the Organization component is not enabled on the appliance, log in to the appliance
Administrator Console, https://appliance_hostname/admin, then select Settings > Control
Panel.

¢ If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Inthe Single Sign On section of the Security Settings page, select Active Directory, then provide the
following information:
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Option Description

Domain The host name of the domain of your Active Directory® server, such as example.com.

Username The user name of the administrator account on the Active Directory server. For
example, username@example.com.

Password The password of the administrator account on the Active Directory server.

Computer Object The name of the computer object container of the administrator account on the Active
Container Directory server.

Computer Object The name of the computer object container of the administrator account on the Active
Name Directory server.

Service Account The name of the service account container of the administrator account on the Active
Container Directory server.

3. Click Join.

The appliance performs the following tests, which require read-only permission, to determine
whether the domain is configured correctly to allow the appliance to join the domain:

° Check for supported operating system and correct operating system patches
° Check for sufficient disk space to install QAS

° Check that the hostname of the system is not 'localhost'

° Check if the name service is configured to use DNS

° Check resolv.conf for proper formatting of name service entries and that
the host can be resolved

° Check for a name server that has the appropriate DNS SRV records for Active
Directory

° Detect a writable domain controller with UDP port 389 open

° Detect Active Directory site if available

° Check if TCP port 464 is open for Kerberos kpasswd

° Check if UDP port 88 and TCP port 88 are open for Kerberos traffic
° Check if TCP port 389 is open for LDAP

° Check for a global catalog server and if TCP port 3268 is open for
communication with global catalog servers

° Check for a valid time skew against Active Directory
° Check for the QAS application configuration in Active Directory
° Check if TCP port 445 is open for Microsoft CIFS traffic

These tests do not need write access and they do not check for permission to write to any directory. In
addition, these tests do not verify username and password credentials. If the credentials are incorrect, the
appliance might not be able to join the domain even if the tests are successful.

A message appears stating the results of the test. To view errors, if any, click Logs, then in the Log drop-
down list, select Server Errors.

4. Optional: Select Force Join to join the server to ignore errors and join the domain.
5. Click Save and Restart Services.
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When users are logged in to devices that are joined to the Active Directory domain, they can access the appliance
User Console without having to re-enter their credentials. If users are on devices that are not joined to the Active
Directory domain, the login window appears and they can log in using a local appliance user account. See Add or
edit System-level user accounts.

i NOTE: To use single sign on with Microsoft Edge and Firefox browsers, users must configure their
browser settings to use the appropriate authentication. See Configuring browser settings for single sign on.

Configuring browser settings for single sign on

To use Active Directory single sign on with Microsoft Edge™ and Firefox® browsers, users must configure their
browser settings to use the appropriate authentication. The Chrome™ browser does not require any special
configuration.

Configure Microsoft Edge browser settings

To use Active Directory single sign on with the Microsoft Edge, you must configure the Windows security settings.
1. In the Windows Control Panel, click Internet OptionsTools > Internet Options > Security.
2. Inthe Internet Properties dialog box that appears, on the Security tab, select the appropriate security policy:

* If the appliance is available on the Internet select Trusted Sites.
* If the appliance is not available on the Internet, select local intranet.

3. Click Custom level, then scroll to the bottom of the list.

4. Select Automatic logon with current username and password. If this option is not selected, Microsoft
Edge cannot automatically log in to the Administrator Console or User Console even if single sign on is
enabled on the appliance.

Configure Firefox browser settings

To use Active Directory single sign on with Firefox, you must configure the browser's authentication settings.
1. In the Firefox browser, type about:config in the address bar.
2. Inthe Search field type the following network.negotiate-auth.trusted-uris.
3. Inthe search results, double-click the name of the preference.
4

In the string value box, enter the URL of the appliance. For example, http://kace_sma.example.com, then
click OK.

Use Active Directory single sign on to access the Administrator Console or
User Console

When Active Directory single sign on is enabled on the appliance, users who are logged in to the domain can
access the Administrator Console or User Console without entering their credentials on the appliance login page.

Single sign on must be enabled through Active Directory. See Enable single sign on.

1. Log in to the domain.

2. In a web browser, type the hostname of the appliance in the browser address field. To identify the host
name, see Change appliance network settings.

Tip: TII?: If you enter the appl_iance IP address, you are directed to the appliance login page instead of
being signed on automatically.

The Administrator Console or User Console appears, depending on user account privileges.
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Unjoin the domain and disable Active Directory single sign
on

You can remove the appliance from the Active Directory domain. Removing the appliance from the domain
automatically disables single sign on as well.

1. Go to the appliance Control Panel:
* If the Organization component is not enabled on the appliance, log in to the appliance

Administrator Console, https://appliance_hosthame/admin, then select Settings > Control
Panel.

* If the Organization component is enabled on the appliance, log in to the appliance System
Administration Console, https://appliance_hostname/system, or select System in the drop-
down list in the top-right corner of the page, then select Settings > Control Panel.

2. Click Security Settings to display the Security Settings page.
3. Inthe Single Sign On section, click Unjoin Domain.

NOTE: Users who are currently logged in to the User Console or Administrator Console remain
logged in until their session ends. The next time they attempt to access the User Console or
Administrator Console, however, they are required to enter their credentials.

Configure SAML for single sign on

You can configure the appliance to authenticate users without providing their credentials on the Welcome page
using a third-party authentication tool.

Security Assertion Markup Language (SAML) is an XML-based protocol that uses security tokens between
identity and service providers. The security tokens contain assertion elements that provide information about the
user's identity.

When SAML is enabled and configured on the appliance, and the user logs in using this single sign-on method,
the appliance sends an authorization request to your Identity Provider (IdP). The identity provider then confirms
the user's identity and sends an authentication response to the appliance. Next, the appliance logs the user in to
the Administrator Console (or User Console) and establishes the user session. When a SAML user logs out of
the appliance, they are logged out of their IdP account. If you want to continue to be logged into your IdP account
after using the 