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Reporting overview*

The Reporting object presents the opportunity to run predefined reports distributed with Desktop Authority® or
the ability to create custom reports. Reports can be run manually at any time or may be scheduled to run on a
specific and/or recurring Date/Time.

REPORTING

) eports Pre-Defined Report Name
- Administrator Audit =]
- Hardware Invertony
- Miscellaneous
- Patch Management Status
[ Profile
- Software Inventory
- Software Management
[#- Subreports
- Usb-Port Security
- User Activity
- User-Defined Reports
- Generated (Saved) Reports
- Scheduled Reports

[~ Pre-Defined Reports

TR | Run and view the selected report.

Modify | Open the selected report and change it. The modified report will be saved to the USER-DEFINED

Import | Import new pre-defined reports from ™ sli” file.

| Tip: Reports and folders can be moved or copied by dragging-and-dropping.
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Pre-defined reports

Select a report category from the Pre-Defined Reports tree. The Pre-Defined Reports object contains reports
distributed with Desktop Authority. Click Generate or double-click a reportin the report list to execute the
selected report. Click Import to gather new report templates made available for Desktop Authority .

User-defined reports

Select User-defined Reports from the reporting tree. The User-defined Reports object lists reports that have
been modified from the original supplied reports or newly created reports. Click New to create a new user-
defined report or use the Wizard interface by clicking Wizard. Click Modify or double-click a reportin the report
list to open the selected report for changes. Click Generate to run and view the selected report. Click Delete to
remove the selected report. Click Import to gather a user-defined .sli file into the user-defined report repository.
Click Export to create a user-defined .sli file based on one or more reports in the user-defined report repository.
User-defined reports can be categorized into separate folders. Click New Folder to create a new repository
folder. Click Delete Folder to remove a repository folder. Rename an existing folder by clicking Rename Folder.

Generated (saved) reports

Select Generated (Saved) Reports from the reporting tree. Saved reports are reports that have been run as a
Scheduled Report. Click View or double-click a reportin the report list to display the selected report. Click
Delete to remove the selected report.

Scheduled reports

Select Scheduled Reports from the reporting tree. The Scheduled Reports object defines a schedule for a
selected report to be run automatically. Scheduled reports can accept parameters and can be defined to run
one or more times. The schedule can also email the report to a destination once itis run. Click New to create a
new schedule for a report. Click Modify or double-click a reportin the reportlist to change the scheduled
settings for a report. Click Delete to delete the selected scheduled report.

Scheduled reports are saved to the User-Defined report repository.

Enable/Disable report data collection

User and Computer Data is collected by Desktop Authority's Operations Master service and the ETLProcessor
plugin. The ETLProcessor plugin is available in the Server Manager > Plugins tab for configuration.

Data Collection can be configured for both the User and Computer in their respective Data Collection profile
objects. Computer Management Data Collection can be configured for hardware, software, Patch Management,
USB/Port Security and Startup/Shutdown information. User based Data Collection can be configured for
login/logoff and lock/unlock events.

® | *Note: This feature is not a standard part of Desktop Authority Essentials. To obtain this feature, Desktop
Authority Essentials must be upgraded to the full version of Desktop Authority..
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Creating a simple report

The following steps show how to create a simple report. Review the Tips and Techniques to learn
about advanced reporting concepts.

1.

Create a New Report

Select the Reporting object in the Navigation pane of the Manager. Select the User-Defined Reports
category in the Report tree. Once selected, create a new report by right-clicking in the report list area.
From the popup menu, select New. The Reporting Tool will open with a blank Report Design Surface. All
new reports consist of a Page Header, Detail, and Page Footer.

A new report can also be created by using the Report Wizard. From the User-Defined Reports menu,
click the Report Wizard button. The wizard will automatically populate selected fields to the report layout
and generate the necessary SQL statement including sorting and filtering the data. No need to know
SQL, the wizard will write it all for you!

Create an SQL statement

If not using the Report Wizard, the next step is to define an SQL statement that will connect the report to
the data. Desktop Authority provides several default SQL statements to help jump start a report. Select a
pre-defined SQL statement from the Change Data Source drop list or click the SQL button and enter your
own SQL statement.

A data dictionary of all tables available has been provided to aid in the process of SQL statement
creation. This Data Dictionary can be downloaded from the Quest web site.

Creating Groups

A report can consist of single or multiple nested groups, with each group having its own header and
footer sections. The header section is inserted and printed immediately before the Detail section. The
footer section is inserted and printed immediately after the Detail section. Up to 32 nested groups are
allowed in a single report.

To achieve the desired results, the data needs to be ordered by the field thatis to be grouped on. The
data must be sorted in the necessary grouping order using the ORDER BY clause on the SQL statement.

« Right-click in the Detail section of the report design surface, select Insert > Insert Group
Header/Footer. This will insert a new group header/footer section into your report around
the existing detail section.

« Setthe group by field in the Properties window for the group header. Change the
DataField property to the field on which the data is to be grouped.

« Change the name of the group header to reflect the data that is being grouped. For
example, "ghMachineName" could be the name of the group header with the DataField
property of "MachineName".

4. Adding data to the report

To add a data field to the report, simply select the field from the Fields toolbox and drag it onto the report
design surface. Drop it into the proper report section, i.e. Page Header/Footer, Group Header/Footer, or

Desktop Authority 11.1 Reporting Guide
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Detail. Grouped data fields should be placed into either the Group Header or Footer areas. Most often a
grouped data field is placed into the Group Header, leaving the Footer area available for sums or counts
on the group data.
Another way to add data to the report is to select a control from the Toolbox. Click on the tool and then
click on the area in the report's design surface where the control will be displayed. Before letting go, drag
the mouse to size the control. Once the mouse button is released the control will appear.
Once a data field has been added to the report design surface, it may need to be sized and/or properties
may need to be set. When the data field is placed on the design surface, it will be given a default name. It
is recommended that the (Name) property be changed to reflect a user friendly and recognizable name.
This is the name the data field will be referenced as throughout the report. If the control will hold static
text, set the Text property to the actual text value.
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There are many other properties that may be set. Refer to the Properties box reference to read about
other properties.

Generate the Report

To execute the report while in design mode, click the Generate tab on the top of the report
design surface.
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If the report uses runtime parameters, before execution, the user will be prompted to enter the values for
the parameters.

Save Report

Click E on the Menu bar to complete and save the report. If the report has not been previously saved in
the User Defined report repository, provide a name for the report when prompted. The report will be
saved to the User Defined report repository. Reports can not be saved to the Pre-Defined report
repository.
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Report design interface

The report design surface is made up of a Report Header, Page Header, Detail, Page Footer and Report Footer.
Report Headers/Footers and Page Headers/Footers are optional sections of a report. All reports must contain (at
the minimum), a single detail section. A Group Header/Footer combination can also be optionally added.

Design I Generate |
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’;meport Desl.gm.Surﬁace R A I AR B View/Edit SOL Query
[ PageHeader
abl J
vl
O -1
N il
B=| "~
S| -
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N E
m ﬂ H GroupFoaterl Report Contents
- I ainReport =
=1 PageHeader
= GroupHeader] o
-2 Detail
= GroupFooter] LI
Detail i
Bl Behavio =
CanlGrow True
CanShrink Falze
ColumnDirection ' Downdcross
KeepTogether  Falze
Yisible Tiue —
B Data
[Mame] Detail
ColumnCaount 1
hl | Rl x

Report sections

« Report Header

A report can have one report header section that prints at the beginning of the report. This section
generally is used to print a report title, a summary table, a chart or any information that needs only to
appear once at the report's start.
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. Page Header

A report can have one page header section that prints at the top of each page. ltis the first section that
prints on the page except when the page contains a report header section. The page header section is
used to print column headers, page numbers, a page title or any information that needs to appear at the
top of each page in the report.

Note: Data bound controls (i.e. textboxes tied to data from a database table) are not supported in the
Page Header/Footer sections. They get rendered when the page is started (before the data is read), not
when the data is being read for the page. Is a data bound control is placed into the page header/footer, it
will appear on the second and subsequent pages, not the first.

« Details

This section is the body of the report that prints once for each record in the data source. The bulk of the
report data generally appears in this section.

« Report Footer

A report can have one report footer section that prints at the end of the report. This section is used to print
a summary of the report, grand totals or any information that needs to print once at the report's end.

- Page Footer

A report can have one page footer section that prints at the bottom of each page. Itis used to print page
totals, page numbers or any other information that needs to appear at the bottom of each page.

Note: Data bound controls (i.e. datafield textboxes) are not supported in the Page Header/Footer
sections. They getrendered when the page is started (before the data is read), not when the data is
being read for the page. Is a data bound control is placed into the page header/footer, it will appear on
the second and subsequent pages, not the first.

« Group Header/Footer

A report can consist of single or multiple nested groups, with each group having its own header and
footer sections. The header section is inserted and printed immediately before the detail section. The
footer section is inserted and printed immediately after the detail section.

A group header section typically holds the group name field, and can be used to display charts that
include data specific to the group. Itis printed once at the beginning of a group when the data for the
group changes.

A group footer section generally holds a group summary value, if any, and can be used to display charts
or cross-tabs. It is printed once at the end of a group when the data for the group changes.

When a group, summary, or subtotal is added, the Group Header area appears directly above the Details
area and the Group Footer area appears directly below the Details area.

As additional groups are added, the group areas are added between the Details area and the existing
Group Header and Group Footer area(s).

Modifying section layout

Insert

To add or remove report sections, simply right-click anywhere in the report design surface and select Insert from
the shortcut menu. From the submenu select either Insert Report Header/Footer, Insert Page Header/Footer,
or Insert Group Header/Footer.

Desktop Authority 11.1 Reporting Guide 14
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P Insert Report Header Fooker
enfder Graups Insert Page Header Fooker

Insert Group Header Fooker

Faste (o e
Delete Dl
Delete

To remove a report section right-click in the header or any empty area of the section to be deleted and select
Delete from the shortcut menu.

Insert
Reorder Graups

ZEr[H-Y

Faste

Reorder

When one or more Group Header/Footer sections are part of a report the groups may be reordered after they
have been added to the report. Right-click on any header or any empty area of a section and select Reorder
from the shortcut menu. The Group Order dialog will be displayed.

ﬂgﬁruup Order

Eraups:;

GroupHeader]
GroupHeader2 Cancel |

|Drag and Drop Groups bo Bearder i

isroupHeader 1
iaroupHeader?

=] Dekail

GroupFooker?
iGroupFooter 1

Simply drag a group and drop it on the group that it will be evaluated before.

Desktop Authority 11.1 Reporting Guide
Report design interface



isroupHeader?
iaroupHeaderl

=] Detail

iroupFooterl
isroupFoater?

Section properties

When selecting a report section from the Report Contents toolbox (or from the report design surface), the
Properties toolbox will automatically display the available properties for that section.

Refer to the Properties Toolbox for details on all properties available.

Controls

Controls are data placeholders which can hold the value of a data field, manually entered text, pictures, and
charts, among several other items.

Types of controls

The Reporting tool makes use of several different types of controls. The available controls consist of Label,
Textbox, Checkbox, Picture, Shape, Line, Rich Textbox, Subreport, Page Break, Barcode, and Chart. All controls
are available for placement on the report from the Toolbox toolbar. For a description of each control type, refer to
the Toolbox toolbar topic.

Adding controls to report

All controls types are available for placement on the report from the Toolbox toolbar. Simply click on a control
type in the Toolbox. Move the cursor into the Report Design Surface. The cursor will turn into a crosshair (+)
cursor. Click in the report section where the control will be placed. Drag the mouse to size the new control.

Control properties

When selecting a control on the report design surface, the Properties toolbox will automatically display the
available properties for that section.

Refer to the Properties Toolbox for details on all properties available for each control

Moving controls

Controls may be moved within the report section that it currently exists in. To move a control, simply click on and
drag the control to the new area within the same section. To move a control to another section, it must be cut
from the existing section and then pasted into the new section.

Desktop Authority 11.1 Reporting Guide
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Reorder controls

Controls placed on the report design surface may be layered (placed on top of each other) to produce a specific
effect. For example, a textbox may be placed on top of a picture control or shape control as a label on the image
or shape. There may be times when the layering order of controls must be changed. This is possible using the
Bring to Front and Send to Back menu selections.

To reorder a control, right-click on a control and select either Bring to Front or Send to Back menu item from
the shortcut menu.

Bring to front

Brings the selected control in front of all other controls within the report section. If there are no layered controls,
this menu selection will have no visible effect on the controls in the report section.

Send to back

Sends the selected control to the back of all other controls within the report section. If there are no layered
controls, this menu selection will have no visible effect on the controls in the report section.

Control border

Controls placed on the report design surface may have a border painted around the outside of the control.
Right-click on the control and select the Format Border menu items from the shortcut menu. The Format Border
dialog will be displayed.

Presets

Select the border type you want to use by clicking on an icon in the Presets section of the dialog. The selected
setting is previewed in the preview section of the dialog.

No border is applied.

i Applies a border to the bottom of the selected item.

Applies a left border to the top of the selected item.

Applies a right border to the top of the selected item.

Applies a top border to the top of the selected item.

|
|
E Applies a border around the outside of the selected item.

Desktop Authority 11.1 Reporting Guide 17
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Applies a double border to the bottom of the selected item.

Applies a thick border to the bottom of the selected item.

[u]

Applies a border to the top and bottom of the selected item.

Applies a border to the top and a double border to the bottom of the selected item

Applies a border to the top and a thick border to the bottom of the selected item.

Applies a thick border around the outside of the selected item.

Line styles

Select the border style. Select from None, Solid, Dash, Dot, DashDot, Double, ThickSolid, ThickDash,
previewed on the right.
Color

ThickDot, ThickDashDot, ThickDashDotDot, ThickDouble, and ExtraThickSolid. The selected border is

Select the border color. Click to select a standard color or click the color box to select another color. The
selected color is previewed on the right.

Preview

Displays the selected border.

Desktop Authority 11.1 Reporting Guide
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Report design environment
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@ Menu bar The menu bar provides pull-down menus that open, save and print

reports, add controls and report sections, format controls, and several
options to customize the report design area. Most of these menu items are
also available in their respective part of the report design area.

Some selections on the menu bar may be unavailable (disabled)
depending on the currently selected report section or control in the report
design area.
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Design

Generate

Standard Toolbar

Format Toolbar

Alignment Toolbar

Toolbox Toolbar

Report Design
Interface

SQL Interface

Field Explorer
Toolbox

Report Explorer
Toolbox

Properties
Toolbox

The design tab is where most of the work is done when creating a report.
The design tab provides access to all design elements including toolbars
and toolboxes.

The Generate tab is where the reportis run against data. If the report uses
parameters, the user will be prompted for the parameters when the
Generate tab is selected.

The Standard Toolbar contains buttons for commonly used operations
from the File and Edit menus. This includes buttons for New Report, Open
Report, Save Report, Save As Report, Undo, Cut, Copy, Paste, Delete,
Reorder Groups.

The Format Toolbar contains buttons for commonly used operations to
change the appearance of the selected controls. Commonly used Format
options include, Bold, ltalics, Underline, Font Settings, Align Left, Align
Center, Align Right, Bullets, Decrease Indent, Increase Indent,
Background Color, Foreground Color, Line Color, Line Style, Format
Border, Font Style, Font Typeface and Font Size.

The Alignment Toolbar contains buttons for commonly used operations
from the Format menu. This includes Bring to Front, Send to Back, Align
Lefts, Align Centers, Align Rights, Align Tops, Align Middles, Align
Bottoms, Align to Grid, Same Size Width, Same Size Height, Same Size
Height and Width, Decrease Horizontal Space, Set Horizontal Space
Equal, Increase Horizontal Space, Decrease Vertical Space, Set Vertical
Space Equal, Increase Vertical Space and Lock.

The Toolbox Toolbar contains buttons for the controls that can be used to
display information on the report. The controls can also be selected from
the Insert menu. The control types include: Pointer, Label, Textbox,
Checkbox, Picture, Shape, Line, Rich Textbox, Subreport, Page Break,
Barcode and Chart.

The Design interface is where most of the work is done when creating a
report. The design area designates the various sections of the report and
displays the fields that are contained within each section.

The SQL Interface is where pre-defined SQL statements can be selected
and/or modified. SQL statements can be created or modified by pressing
the SQL button.

The Field Explorer Toolbox shows the database fields available for use in
the reporting interface. The list of fields is built based on the SQL
statement defined in the report.

This Report Explorer Toolbox is a helpful tool which provides easy
navigation through the report's elements. This includes each report band
and all of its controls. It also provides a simple way to modify each report
element's properties in the Properties Toolbox.

The Properties Toolbox is used to change the properties of all report
elements, including bands and controls.
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Generate report

When a reportis executed, the Generate tab within the Report Design Interface is selected. If the report contains
runtime parameters, the user will be asked to enter values for the parameters. Once the parameter values are
entered, click OK and the results of the report are presented.

File Edit View Insert Format Help

Dezign | Generate I

W o i BR X |E

Bz UA]| = = - O | =
L I o T s o e e S - O T
Ly
,_ LN IR | I 2 I 3 I 4 I -] I B I 7 1 g I
Ar
ﬂ [ GroupHeaders
abl
P -
-
O ﬂ [ GroupHeaderz
~ | - Admin Audit- Profiles
=1 - Report Date/Time:  TimeStamp
B Report Parameters: ParametersLabel
=

I Report Description:  The Profile Activity report details the activity executed on one or all profiles.

FE1

ﬂ [E] GroupHeader1

. Log Time Operation Element Type  Element Description Profile Name  Description Administrator
=| B etai
Log Time Operation  Element Type Element Description Profile Mame Description Addministrator

=| [0 GroupFooterl
[ GroupFooterz
[ GroupFooter3

Toolbar

The toolbar on the Generate tab allows the user to view the generated report's pages.

Icon Description

o Contents View displaying Table of Contents or Thumbnail View

) Print Report
Q Frirt....

Desktop Authority 11.1 Reporting Guide 22
Generate report



Description

e [= &)

=l [=] @

100 % -

174
& Backward

a Fonward

Copy current page to clipboard

Find text

Single Page view

Multiple Page view

Zoom Out

Zoom In

Zoom Percentage

Page Up

Page Down

Current Page/Total Pages

Jump back to last page viewed

Jump forward to last page viewed
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Scheduled reports

Desktop Authority's Report Scheduler dialog displays a list of the reports scheduled, their scheduled date and
time, and the recurrence of the schedule. Scheduled Reports can recur by running once, daily, weekly, monthly,
or end of month. The scheduler can automatically e-mail reports once the report is complete.

Scheduled Reports =]

Scheduled Report Settings

Repart to be scheduled

[=)- Pre-Defined Reports = ;I
- Bdrnimistrator Sudit
- Hardware lrventary
- Miscelaneous
- Pateh Management Status
[ Profile:
- Software Inventory
- Software b anagement
[#- Subreports
- Ugb-Port Security -

- Uzer Ackivity LI LI
Expart File Mame: || Scheduled Report Emailing
Export Location: Email Distribution List: il
' Server [Generated Reports Repository] dd Del
' Other Location | El —I'3 il E
Mote: The Export Location selected must be acoessible by
the Report Scheduler Service in the format entered. Email From: I
Expart Type: IAdobe FOF j Email Subject: I
) Email Body: N
Report Parameters: iew/Input Parameters | =l
Scheduled Date/Time: I 262074 4:48 PM LI ;I
Recurrence: Report runs: Error Nofifisation
’ P i In case of an enor while running the scheduled report, whao do you want notified?
& Once only ™ Daily o ) =]
Errar Motification Email
7 weekly  Monthly
" End of Every Manth Add | Delate | LI

Errar Motification From: I

Save | Cancel |

Scheduled report settings

Report to be scheduled

Select a Report category and then the report from the report list.
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Export file name

Specify the name of the final report output file. The current date/time will be appended to the end of
the file name.

Ex. ThisScheduledReport (5-15-2005 12 45 16).pdf
Export location

Select Server to generate the scheduled report into the default reports repository (\Desktop Authority
Manager\Repositories). Select Other Location in order to specify some other location to save the report to.

Export type

Select the type of report to create. Reports can be exported to HTML, Adobe PDF, Word/Rich Text Format, Text,
Tiff, Excel and Active Report RDF.

Report parameters

If the selected report uses runtime parameters, click View/lnput Parameters to set the default runtime
values. The first column in the list contains the runtime field name and the second column contains the
value of the parameter.

When upgrading Desktop Authority or importing reports from an updated SLlI file, parameters from all scheduled
reports will become null and void. These parameters must be re-entered for the scheduled report before the
report can be successfully executed.

Scheduled date/time

Select the Date and Time for the report to be run. For recurring reports this will be the starting Date and Time.
Click j to select a date.

Recurrence

Reports can be scheduled to run one or more times based on a recurring basis. Select from Once, Daily,
Weekly, Monthly or End of Every Month. Only one recurrence period can be selected per scheduled report.

Scheduled Report Emailing

Email distribution list

The Email Distribution List contains all email addresses to which the report output will be delivered. If the report
results in an error, no report will be sent to this distribution list. Click Add to add an email address to the list.
Click Delete to remove the selected email address from the list.

Email from

Enter the source of where the email is coming from. Usually this will be the senders email address.
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Email subject

Enter the subject of the email that will be used to distribute the report.

Email Body

Enter the text to appear in the body of the email that will be used to distribute the report.

Error notification

Error notification email distribution list

If an error occurs in a report, an email will be sent to all email addresses in the Error Notification Email
Distribution List. A report will also be generated showing the error message. This error report will be saved to
the Generated (Saved) Reports repository.

Click Add to add an email address to the list. Click Delete to remove an email address from the list.

Error notification from

Enter the email address from whom the Error Notification Email will come.
When saving a scheduled report it will be saved to the User-Defined Report Repository.
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SQL reporting wizard

The SQL Reporting Wizard is used to create User-Defined reports using a wizard style interface. The wizard will
automatically populate selected fields to the report layout and generate the necessary SQL statement including
sorting and filtering the data. No need to know SQL, the wizard will write it all for you! The wizard can create
reports for the Software Inventory, Hardware Inventory, and Administrator Audit categories.

What kind of report do you want to create?

Select your report category from the Welcome to the Report Wizard. Choose from Software Inventory,
Hardware Inventory, and Administrator Audit.

Click Next to continue. Click Cancel to quit the Wizard.

What items do you want to include in your
report?

Report Wizard =]

Select Items
What iterns do you want ta include in pour report?

Avyailable ltems Selected ltems

Adrminiztrator Domain
Admiristrator Mame
Audit Mame > |
Cormputer Mame

Dezcription

Lag Time <

Object Mame
Operation <
Profile Element D escription —
Profile M arme

Fiole Mame

Systern User Or Group M ame

¢ Back I st > Cancel

Based on your report category selection, this page of the wizard will present all of the items that correspond to
the type of report to be built. Select the items that you want to appear on your report by first, highlighting the field
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b <
and then click Click |to remove a previously selected item from the list.

Click Next to continue. Click Cancel to quit the Wizard.

Do you want to group any items into group
header sections?

Report Wizard =l

Do you want to group any items into group header sections?

Group Header Section lterns will group the data in the order listed and the remaining D etail ltemz will appear in the detail section of the
repart. The order of the detail and group items can be changed uzing the up and down arrows,

Cietail [kems Group Header Section ltems

Admiriztrator Domain

< Back Meut > Cancel

From the items selected for the report detail, optionally select one or more to represent a group header for the
report. The group header section is printed immediately before the detail section and contains the items
selected for the group header. Each time the group header data changes a new group header is printed.
Creating a group header will sort the report data by the group header items. All other items will remain in the
detail portion of the report.

Select the items that you want to appear in your group header by first, highlighting the field, and then clicking
¥ . 4 . . .
_‘. Click _| to remove a previously selected item from the list.

Click Next to continue. Click Cancel to quit the Wizard.
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Do you want to sort any detail items?

Report Wizard M=l

Do you want to sort any detail items?
Sarted Itermz will zort the detail data in the order listed in the detaill zection of the report.

Detail ltems Sorted ltems
SontDirection FieldM ame j
N (R ccending | Adrinistrator Domain
- Descending
A
¥

[]
< Back | MHest = I Cancel |

This page provides the ability to sort the report detail section. Select the items that you want to appear in your

Co . b . < .
group header by first, highlighting the field and then click Click |to remove a previously selected
item from the list. Select Ascending or Descending sort order from the Sort Direction list.

Click Next to continue. Click Cancel to quit the Wizard.
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Do you want to add a filter to the report?

Report Wizard M=l E3

Filter ltems
Do you want to add a filter to the report?

ltem Condition Value Value (2) Promet | prg

Administrator Domain
Administrator Name
Audit Name
Computer Name
Description
Log Time
Object Mame

Operation -

| »

Add Mew Filter

<Back Next > Cancel |

Adding a Filter to a report will restrict certain data from appearing on the report. This will generate the "WHERE"
clause of the SQL statement. Click Add New Filter to begin the filter definition.

For each column, click the down arrow to select the appropriate field or condition for the filter. Available
conditions are [Does, Does Not, Is, Is Not] [Contain, Start With, End With, Between, Equal To, Less Than, Less
Than or Equal To, Greater Than, and Greater Than or Equal To].

Select the Prompt User box to allow the user to supply the Value(s) for the report when itis run. Click ﬂ to
remove the selected filter.
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How do you want to describe the report?

Report Wizard M=l B

Report Description
How do you want to describe the report?

Wwhat title da pow want for the report?

What do pou want to name the repart?

Report Orientation

% |andscape
" Partrait

< Back I MHext > Cancel

What title do you want for the report?

Enter the title of the report. This will appear in the reports Page Header.

What do you want to name the report?

Enter the name of the report as it will be shown in the list of User-Defined reports.

Report orientation

Select either Landscape or Portrait report orientation.

Save the report

At this point all of the report design specifications have been selected and designed. The report will now be
saved to the User-Defined report repository.

Save and generate report

Select this option to save the report and execute it.

Save and go to design

Select this option to save the report and load the report for further design modifications.
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Save and schedule report

Select this option to save the report and then schedule it.
Click Finish to complete the SQL Reporting Wizard.
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Report interface alignment toolbar

The Alignment toolbar icons are available to format the alignment and layering of controls on the report design
surface. The toolbar icons are available for use only when one or more controls are selected.

Icon

Action

Description

| [8] [3] 3] [@] [

=
=
—+|

2]

=
=
—

0 [=

+
+.

u]

Bring to Front

Send to Back

Align Lefts

Align Centers

Align Rights

Align Tops

Align Middles

Align Bottoms

Align to Grid

Same Size Width

Moves the selected control in front of all other controls in the
band.

Moves the selected control behind all other controls in the band.

Aligns the selected group of controls with the leftmost position of
the control that was selected last.

Centers the selected group of controls based on the horizontal
center of the control that was selected last.

Aligns the selected group of controls with the rightmost position
of the control that was selected last.

Aligns the selected group of controls with the topmost position of
the control that was selected last.

Aligns the selected group of controls based on the vertical center
of the control that was selected last.

Aligns the selected group of controls with the bottommost
position of the control that was selected last.

Moves selected controls to line up with the report grid.

Makes the selected controls the same width based on the control
that was selected last.
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Icon

Action

Description

+0O+
e

r+7
+0O+
LE_I

b

3 [3

oflo
+4

5

[=]

Same Size Height

Same Size Height and Width

Decrease Horizontal Space

Set Horizontal Space Equal

Increase Horizontal Space

Decrease Vertical Space

Set Vertical Space Equal

Increase Vertical Space

Lock

Makes the selected controls the same height based on the
control that was selected last.

Makes the selected controls the same height and width based on
the control that was selected last.

Decreases the horizontal separation between three or more
selected controls.

Moves the selected controls so there is an equal horizontal
distance between them.

Increases the horizontal separation between three or more
selected controls.

Decreases the vertical separation between three or more
selected controls.

Moves the selected controls so there is an equal vertical distance
between them.

Increases the vertical separation between three or more selected
controls.

Locks the position and size of all controls on the report.
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Report interface field explorer
toolbox

The Field Explorer toolbox is a pane on the report design surface which displays a list of data source fields. The
fields defined in the Fields listis determined by the SQL statement designed for the report.

Computer (D

kMachine Hame
Software Publizher
Software Dizplay Mame
Software Digplay Yersion
Software Install D ate
Software Inztall Location
Software Install Source
Software Lazt pdated

Desktop Authority 11.1 Reporting Guide
Reportinterface field explorer toolbox



Report interface format toolbar

The Format toolbar icons are available to format the look and style of controls on the report design surface. The
toolbar icons are available for use only when one or more controls are selected.

Icon Action Description
B Bold Set bold typeface on or off
7 Italics Setitalic typeface on or off
u Underline Set underline typeface on or off
A Font Settings Open the Font Settings dialog
= Align Left Align text left in the control area
= Align Center Align text centered in the control area
= Align Right Align text rightin the control area
Bullets Add bullets to the text in the RichText control

Ted
]

L
]

5] Bl

Decrease Indent

Increase Indent

Background Color

Foreground Color

area

Decrease the indent of the text in the RichText
control area

Increase the indent of the text in the RichText
control area

Set the background color

Set the foreground color
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Action

Description

anrmaI j
Jarial |
m -

Line Color

Line Style

Format Border

Style

Font

Size

Sets the color of the line

Set the style of the line

Open the Format Border dialog

Set the style sheet for a control

Set the typeface of the selected label,
checkbox or textbox control

Set the font size of the selected label,
checkbox or textbox control
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Report interface menu bar

The menu bar provides pull-down menus that open, save and print reports, add controls and report sections,
format controls, and several options to customize the report design area. Most of these menu items are also
available in their respective part of the report design area.

Some selections on the menu bar may be unavailable (disabled) depending on the currently selected report
section or control in the report design area.

Menu

File

Edit

View

Insert

Format

Help

Description

Use the File menu to create, open, save and print reports. You can also set the report
properties as well as export a report. Use the Update Reporting Database selection to move
all audit data to the reporting database so it can be used in reports.

This menu includes items for Undo, Cut, Copy, Copy Page, Paste, Delete, Delete Section,
Find, Reorder Groups and Properties.

The View menu provides items to modify the look of the report design area. The Properties
List, Fields List, Grid, Toolbars and Ruler can all be toggled here. There is also menu selected
to choose between the design view and report preview.

The Insert menu provides selections to add new report sections (Report Header/Footer, Page
Header/Footer, and Group Header/Footer) and new controls to the report.

The Format menu provides menu selections for align, size, space, reorder and lock controls
within the report design area.

The Help menu displays information about the Reporting Tool.

Desktop Authority 11.1 Reporting Guide 38
Reportinterface menu bar



Report explorer toolbox

The Report Contents toolbox provides a simple way to navigate to a certain section and/or control on the report.
By clicking on a section or control in the Report Contents toolbox, it will automatically be selected on the report
design surface.

Feport Contents

=B MainRepart
B GroupHeader?
EI GroupHeader]
E|EI Detail
- # SofwarePub
...EI GroupFooter]
L= GroupFooter?

After selecting a report section or control from the Report Contents toolbox (or on the report design surface), the
Properties toolbox will display the actual properties for the selected section or control.
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Report SQL interface

The Desktop Authority Reporting Tool provides several pre-made SQL statements for use in reports. These
pre-made SQL statements are made available to provide a jump start for most reports. Click View/Edit SQL
Query from the report design surface to create a new SQL query, select a pre-defined query or modify an
existing query.

Wiew/Edit SHL Query

A

Select a pre-made SQL statement from the SQL drop down list, enter a new SQL statement or modify an existing
statement by typing into the textbox.

Edit SQL Statement [_ O]

Edit the report's SOL statement in the textbox below.

1] Cancel

y

Note: When creating an SQL statement, always start your statement with “SELECT”, “SELECT DISTINCT”, or “IF
NOT EXISTS” in order to ensure optimal performance in the Report Designer. If the SQL statement does not start
in this way you may notice a lag time when loading a report in the Report Designer or when switching between
the Report Designer and Generate Reports.
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Report interface standard toolbar

The Standard toolbar icons are available to for general report actions such as creating, opening and

saving reports.

Icon

WX [EEEEE

Action

New Report

Open Report

Save Report

Save As Report

Undo

Cut

Copy

Paste

Delete

Reorder Groups

Description

Create a new report

Open an existing report

Save report

Save report with a new name

Undo last action

Cut selected control

Copy selected control to clipboard

Paste control from clipboard

Delete selected control

Change the order of report groupings
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Report interface toolbox toolbar

The Toolbox toolbar contains icons that represent the type of control to place on the report design surface.

Icon Action Description
’T Pointer Select controls or sections of the report
’I Label Prints static text on the report.
abl Textbox Prints a formatted text value
I Checkbox Checkbox is used to print Boolean values as checked

or unchecked.

Picture Prints an image on the report.

9 p

O Shape Prints a rectangular or oval shape on the report.

., Line Prints a line on the report.

E—ﬁ Rich Textbox Prints text formatted as Rich Text (RTF) on the report.

% SubReport Prints a linked report object as part of the current
L report.

=l Page Break PageBreak ends the current page and starts a new
=] page at the control's location on the page.

Barcode The Barcode control is used to print barcode

symbology in the report.

’I Charting Renders a chart on the report. The Chart control

| el supports many different types of charts. The
supported chart types are Area, Area 3D, Bar, Bar 3D,
Clustered Bar, Bezier, Doughnut/Pie, Doughnut/Pie
3D, Line, Line 3D, Scatter, Stacked Area, Stacked
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Icon

Action

Description

Bar, Stacked Bar 3D, Stacked Area 100 Pct., Stacked
Bar 100 Pct., Stacked Bar 3D 100 Pct., Bubble,
BubbleXY, LineXY, PlotXY, Candle, HiLo, and
HiLoOpenClose.

Desktop Authority 11.1 Reporting Guide
Report interface toolbox toolbar



Reporting Tips and Techniques

Report header/footer

A report can have a single report header section and report footer section that prints at the very beginning and
end of each report. The Report Header section is normally used to print a report title, a summary table, a chart or
any information that needs only to appear once at the report's start.

The Report Footer prints at the end of the report. Itis normally used to print a summary of the report, grand totals
or any information that needs to print once at the report's end.

« Right-click in the report design surface, select Insert > Insert Report Header/Footer. This will insert a new
Report Header/Footer section into the top and bottom areas of the report. Both a Report Header and a
Page Footer will be created.

« To remove one of these report sections, set the Visible property to False. Be sure the correct section is
selected before setting the property.

Page header/footer

A report can have a single page header section and page footer section that prints at the top and bottom of each
page. The Page Header is the first section that prints on the page except when the page contains a Report
Header section. The page header section is normally used to print column headers, page nhumbers, a page title
or any information that needs to appear at the top of each page in the report.

The Page Footer prints at the bottom of each page. Itis normally used to print page totals, page numbers or any
other information that needs to appear at the bottom of each page.

« Right-click in the report design surface, select Insert > Insert Page Header/Footer. This will insert a new
Page Header/Footer section into the top and bottom areas of the report. Both a Page Header and a
Page Footer will be created.

« Toremove one of these report sections, set the Visible property to False. Be sure the correct section is
selected before setting the property.

Report parameters

Use parameters in reports to prompt the user for input as the report is being generated.

The parameter dialog is created based on the SQL statement the report is using.

Add <%TableField:[Table Name:] [ Field Name:] [Category] | [User Prompt|] [Default Value]|] [Variable Type]%>
to the WHERE or ORDER BY clause of the SQL string for the report to display the Parameters dialog.
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Table Name is the name of the table to be used to fill the parameter field with data for selection by the user. This
is optional and should only be used when the report parameter field is to be pre-populated with data. A colon (:)
must follow the Table Name if this parameter is used.

Field Name is the name of the data field you wish to request from the user as well as the name of the field to
pre-fill the parameter drop list with. This is required when defining a report parameter. A colon (:) must follow the
Field Name if this parameter is used.

Category Name is used to determine which data set to select data from. It should be filled with either CBM or
User. The Category Name is an optional parameter. If this parameter is not specified, both Computer
Management and User Management data will be queried.

User Prompt is an optional value which sets the text that is displayed to the user when report parameter data is
requested.

Default Value sets a default value for the parameter. For example, if you have a date parameter, you can set the
DefaultValue for the field to the current date so users can just hit ENTER unless they want to generate a report
based on a different date.

Variable Type indicates the type of the data being requested. The possible values are: nothing (which defaults
to string), S for string, D for date, and B for Boolean. A string type provides a textbox for input; a date type
provides a calendar drop-down control for input; and a Boolean type provides a checkbox for input.

Example:

SELECT DISTINCT
dbo.Hardwarelnventory.ComputerldentificationID 'Computer ID',
dbo.Hardwarelnventory.ComputerName 'Computer Name',
dbo.Softwarelnventory.Publisher 'Software Publisher’,
dbo.Softwarelnventory.DisplayName 'Software Display Name',
dbo.Softwarelnventory.DisplayVersion 'Software Display Version',
dbo.Softwarelnventory.InstallDate 'Software Install Date',
dbo.Softwarelnventory.InstallLocation 'Software Install Location’,
dbo.Softwarelnventory.InstallSource 'Software Install Source’,
dbo.Softwarelnventory.LastUpdated 'Software Last Updated'
FROM

dbo.Hardwarelnventory

WHERE

dbo.Hardwarelnventory.ComputerName LIKE '<%TableField:Hardwarelnventory:ComputerName|Computer
Name: |%|S%>"'

ORDER BY

dbo.Hardwarelnventory.ComputerName, DisplayName

The above example will prompt the user for two parameters, Computer Name and Order By. Notice that the
Computer Name parameter is pre-filled with data from the Hardwarelnventory table.

_io/x]
Report Parameters

k7| Computer M arne: E "EL
Uszer |D:

7| Activity Start D ate: LO-K2E

7| Achivity End D ate: 020942008 12:00:00 &k
Tatal Wiorking Haours For Period: 40

r - s WY A e g =

Report parameters can also be pre-populated with data for selection by the user with the use of a stored
procedure. Use a report parameter field name beginning with Sproc. The parameter name starts with the word
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Sproc, followed by the rest of the parameter name. For example, SprocUserGroup. Follow the stored procedure
parameter name by a colon, then the name of the stored procedure.

Example:
<%SprocUserDomainGroups:UserDomainGroups|User Group: |%|S%>

The parameter name is SprocUserDomainGroups and the stored procedure that will be called is named
UserDomainGroups.

If the stored procedure has parameters, they must be separated by colons and the stored procedure parameter
name and parameter value must be separated by a pipe (|).

Example:

<%SprocUserDomainGroups:MySproc:@parameter1|value1:@parameter2|value2|User Group: |%|S%>

The parameter name is SprocUserDomainGroups and the store procedure that will be called is MySproc. The
stored procedure has 2 parameters, value1 and value2.

Today's date

A report parameter may be defaulted to today's date as well as a number of days to or from today's date. To
default a date parameter to the current date, the parameter name must start with DateToday. To set the default
date x number of days before or after the current date, follow the DateToday parameter with a +X or -X where X
is the number of days to add or subtract from the current date.

A parameter with the name of '<%DateToday-7|Activity Start Date: |12/24/2005|D%>" will show up as 11/24/2005
(given the current date of 12/1/2005) and '<%DateToday-0|Activity End Date: [12/31/2005|D%>' will show up as
12/1/2005 (given the current date of 12/1/2005). Notice that the report parameters default values are ignored
when the DateToday parameter name is used.

Examples:
Control Type Name Property
Label DateToday
Label DateToday+3
Label DateToday-7

Displaying the report parameters on the report

A report’s runtime parameters can be displayed on the report using a label control. Drag a label control onto the
report design surface. Most often report parameters will be displayed on the report or page header section. The
label's Name property must begin with "ParametersLabel”. For example, ParametersLabel or ParametersLabel1
may be used as the label name.

For the Report Parameters example above, the following label control are added to the report design surface
with the defined properties.

Control Name
Type Property

Label ParametersLabel
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All runtime parameters will be displayed at runtime within this control.

If a subreport uses parameters that are named exactly as the parent report's parameters, they name the sub
reports' parameters, the parent report will pass the parameter values to the subreport.

GroupHeader/GroupFooter

To put a page number in either the group header or footer sections, place the following controls in the
required section.

Control Name Text Properties

Label IbIPage Page

Label IblOf Of

Textbox txtPageNumber # SummaryType = PageCount

SummaryType = Group
SummaryGroup = GroupSection

Textbox txtPageCount ## SummaryType = PageCount
SummaryGroup = GroupSection

Note: The Names of the controls are arbitrary and can be named whatever is wanted.

Notice the Summary properties that are set for txtPageNumber and txtPageCount fields. The SummaryGroup
property requires the name of the group header or footer section.

The above is how the fields will look on the report design surface.

PageHeader/PageFooter

To put a page number in either the group header or footer sections, place the following controls in the
required section.
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Control Name Text Miscellaneous

Label IblIPage Page

Label IblOf Of

Textbox txtPageNumber # SummaryType = PageCount
SummaryRunning = All

Textbox txtPageCount ## SummaryType = PageCount

SummaryRunning = None

Notice the Summary properties that are set for txtPageNumber and txtPageCount fields. The SummaryGroup
property does not need to be setin the case of a Page Header or Page Footer.

The above is how the fields will look on the report design surface.

Report date/time

The date and time the reportis run can be displayed on the report, using a textbox control. Drag a textbox
control onto the report design surface. Most often the report date/time stamp will be displayed on the report
header section. The textbox's Name property must begin with "TimeStamp". Format the date/time stamp using
the OutputFormat property.

For the Date/time stamp example above, the following textbox control are added to the report design surface
with the defined properties.

Control Name Property

Textbox  TimeStamp OutputFormat = M/d/yyyy h:mm tt

Charts

When adding a chart control to the report design surface, the chart wizard will automatically pop up. The chart
wizard will allow the customization of the chart type, appearance, series, titles, axes, and the legend.

Select from 2D chart types:
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The following pages of the wizard allow the customization of the chart's appearance, color, titles etc. Press
Finish to complete the customization of the chart. Once this is done, the chart may be customized at any time by
right-clicking on the chart and selecting Wizard... or Customize... from the shortcut menu.

Chart markers

Markers are used to show the value of the data series in a chart. The marker value can be displayed as a point,
square, circle, triangle, inverted triangle, diamond, period or cross. It may be aligned to various sections of the
chart as well as colors and formats.

To add markers to a chart first add the chart control to the report. Right click on the report and choose customize
from the context menu. The Chart Designer will display. Select the Series menu. In the series section of the
dialog, scroll down to the marker section. Clear the Use default box. Setthe appropriate alignment, shape, size
and format.
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Subreports

Reports can contain any number of child reports by using the Subreport control. Child reports, or subreports, are
executed each time the parent section (i.e. the section in which the Subreport control is placed) is printed.
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Note: Subreports will not print PageHeader/Footer sections. These sections should be deleted on the Subreport
to save on processing time.

The mostimportant property to set when using a subreport control is the ReportName property in the data
section. Set this to the exact name of the subreport. The size and position of the subreport control will determine
how it get displayed at runtime. The DataField property on the subreport control can be setin order to send data
to the subreport.

In the Desktop Authority pre-defined Desktop Hardware Inventory - Detailed report, there are several
subreports. Let's look at one of them. The RAM (Bank Slot) section of the report contains a subreport control
named SubReport1. This control's ReportName property is set to subRAM. Notice that the DataField property is
setto Computer ID. What this does is calls the subRAM report and passes the value of the datafield, Computer
ID, to the report.

The subreport subRAM uses the passed DataField value in the WHERE clause of its own SQL statement. Itis
represented as a parameter in the statement. See the Report Parameter section above for detailed information
on coding the SQL statement for use with parameters.

WHERE
dbo.Hardware_SIMM.LastUpdated >= dbo.Hardwarelnventory.LastUpdated AND
dbo.Hardwarelnventory.ComputerldentificationID = '<%Computer ID|Computer ID: |0|S%>"

The rest of the subreportis created just the same as any other report.

If a subreport uses parameters that are named exactly as the parent report parameters, they name the sub
reports' parameters, the parent report will pass the parameter values to the subreport.

Summary fields

Summary fields can be added to any report section to calculate totals, counts, averages and other aggregations.
Once the field is added to the report design surface the field's Summary properties can be set. The most
common type of summary fields used in Desktop Authority reports are Counts and Sums. Find the steps for each
type of summary field below.

Count

To Count the number of items in a group, place a textbox field in the desired group header or footer. Set the
OutputFormat property to the proper format. The most important properties are the Summary properties. This is
what makes the field count and reset its value. Set the following properties:

SummaryFunc = Count

SummaryGroup = ghHeader

This is the name of the Group Header or Footer where the data is to be counted and displayed.
SummaryRunning = Group

Set to Group to count at the group level. This will reset the count for each group. Setting this property to All will
force the count to keep incrementing following each group.

SummaryType = Sub Total

Set to Sub Total to reset the count for each group. Set to Grand total to count at the report level. Set to Page total
to reset the count for each page.
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Sum

To Sum fields within a group, place a textbox field in the desired group header or footer. Set the OutputFormat
property to the proper format. The most important properties are the Summary properties. This is what makes the
field sum and reset its value. Set the following properties:

DataField = the name of the field to sum

SummaryFunc = Sum

SummaryGroup = ghHeader

This is the name of the Group Header or Footer where the data is to be summed and displayed.
SummaryRunning = Group

Set to Group to sum at the group level. This will reset the sum for each group. Setting this property to All will
force the sum to keep incrementing following each group.

SummaryType = Sub Total

Set to Sub Total to reset the sum for each group. Set to Grand total to sum at the reportlevel. Set to Page total to
reset the sum for each page.

Calculated fields

In addition to Summary type fields, calculated fields can also be used in any report section. A calculated field is
a field that performs calculations based on the value of specific data fields.

Using textbox controls, add the data fields to the report design surface. Set the calculation in the DataField
property of the textbox control. All calculated fields will begin with an equal sign (=).

Ex. = [datafield1] + [datafield2]
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Report properties

The report properties dialog provides a way to control the reports page setup, report printer settings, font styles
and report global settings.

Page setup

Report Settings
 Preview

Top margin I D.Eﬂﬁ + 4
Bottam margin : I 0.50=] :E
Left margin : I 'I.EIEI::I ==
Right margir I 'I.EIEI::I _—
Gutter : I I:I.EIEI::I :E

Printer Settings [ Mirrar marging — —

&

Sty

e

Global Settings

(] I Cancel

Top margin
Sets the top margin value in inches.

Bottom margin

Sets the bottom margin value in inches.
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Left margin

Sets the left margin value in inches.
Right margin

Sets the right margin value in inches.

Gutter

Sets the amount of space between columns in inches. Specifying a gutter gives extra space between the edge
of the page and the margins. This allows reports to be bound.

Mirror margins

Check this box to set the inner margins in the reportin a way that opposite pages have the same width and the
outside margins for opposite pages have the same width.

Printer settings

Report Settings

Paper Size: IF'rinter D efault LI — Presview

Width: I 11.00 3: + =+
Height: I g.50 3:

Crientation —
) i Default
- + +
—, ' Partrait
Printer Settings ]
i | andscape
Callate: IF'rinter Drefault

=
Duplex: I Frirter Default LI
I

Paper Source: | Printer Default

)4 Cancel

Paper size

Select a paper size from the list. Several paper sizes are available. If the necessary paper size is not available
in the list, choose Custom paper. When this is selected, enter in a paper height and width (in inches) in the
respectable fields below the paper size selection box.
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Width

Enter a custom size paper width in inches.

Height

Enter a custom size paper heightin inches.

Orientation

Select the Orientation in which to print the report. Select from Default, Portrait or Landscape. Default will use the
printers default setting.

Collate

Select the Collation mode for the report. Choose from Printer Default, Collate or Don't Collate. Collate will printa
complete copy of the report before the first page of the next copy is printed. Don't Collate will print each page by
the number of copies specified before printing the next page. Printer Default will use the printer's collate setting.

Duplex

Select the Duplex mode for the report. Duplexing allows the report to be printed double-sided. Select Duplex to
print the report double-sided. Select Simplex to turn off duplex printing. Select Horizontal to print horizontally on
both sides of the paper. Select Vertical to print vertically on both sides of the paper. Select Printer Default to print
the report use the printer's duplex setting.

Paper Source

Select the paper source for the report. Printer Default will print the report using the printers default paper source.
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Styles

B

Report Settings

Marmal Fart narme I.-'l'-.rial 4
Headingl

Heading? Fant zize I'IEI ll
Heading3

J Bold [False =]

| talic I Falze ll

IInderline I Falze LI

Strikethrough I Falze LI

B ackColor ||:| [Mone] ;”

[ [Melete FareCaolar |- Elack, ;I|

Ewport stules ba file.. Huorizontal Alignment I Left ll

Irport styles from file. . baee] et ITDD LI

S cript | Cyrillc: 4

] 4 | Cancel

The styles dialog is used to create style sheet settings that can be used within the report design. Once styles are
created, they can be used to easily and consistently modify the appearance of text associated controls within the
report. A style is applied to a control via the Style property for the control.

The Style list displays all styles that have already been created. To the right of the list, the properties associated
with the style are displayed.

Click New to create a new style. Select a style and click Delete to remove a style.
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Global settings

Report Settings E

— Lapout Mode
" Mone % Snaplinez  Snapto Grd

etup I~ Show Grid
Grid Colurnnz : I‘IE ﬁ
Girid B owz I'IE ﬁ

Printer Setting=
=g [T Show Delete Prormpt

Ruler Units IInches ;I
=

Prewview Pages : I-“:I

?
~

(] Cancel

Show grid

Select this box to display the grid in the design surface of the report. Clear this box to hide the grid in the design
surface of the report.

Align controls to grid

Select this box for controls to automatically snap to the grid as they are added to or moved within the report
design area; otherwise clear this box.

Grid columns

Set the number of grid columns.

Grid rows

Set the number of grid rows.

Ruler units

Select the units of measurement for the ruler. Select from Inches or Centimeters.
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Report interface properties toolbox

The Properties Toolbox is used to change the properties of all report elements, including report sections (bands)
and controls. The following list defines the supported properties of each band/control.
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Report bands

Band properties

(Name)

BackColor

CanGrow
Canshrink

ColumnCount

ColumnDiraction

K.eepGroupTogether

ColumnLayout

ColumnSpacing »

DataField

KeepGroupTogether

Height L L] . L]

KeepTogether

MewColumn

MewFage [ ]

PrintAtBotiom

RepeatStyle

UnderlayMext [ ]

Visiole L] L . . L] L] L]

(Name)

Text to be used as the name of the report section.

Blackwood

Sets the color to be used as the background color of the report section. Use the drop list to select a color or enter
in a color's Hex value.
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CanGrow

Indicates whether the height of the section can grow if the controls within the section extend beyond the
section's original height. Select True to allow the section height to grow. Select False to force the section height
to remain the same regardless of the controls within it.

CanShrink

Indicates whether the height of the section should be adjusted to the exact total height of the controls within the
section. Select True to allow the section height to adjust. Select False to force the section height to remain the
same regardless of the controls within it.

ColumnCount

Sets the number of newspaper style columns for the detail section of the report.

ColumnDirection

Specifies the direction of the columns. Select DownAcross for the columns to print Top to Bottom, Left to Right.
Select AcrossDown for the columns to print Left to Right, Top to Bottom.

ColumnGroupKeepTogether

Use this property is to prevent a group from splitting across columns. If the group will not fitin the current
column, an attempt will be made by the report engine to render the full group in the next column. If the group is
too large to fitin a single column, this property will be ignored.

This property will only be implemented when the GroupHeader's GroupKeepTogether property is set to All.

ColumnLayout

Set to True if the report section will have the same number of columns as its detail section. Setto False if the
section will have a single column.

ColumnSpacing

Sets the size of the space between the specified number of columns.

DataField

Specifies the data field to be used for grouping. Changes in the value of the specified data field are monitored
and a new group is started when the value changes. Current groups are ended (i.e. the group footer section is
printed) before the new group is started.

GroupKeepTogether

Specifies whether a group header and footer pair with associated details will print as a single block on the
same page.

None: A page can be broken immediately after a group header prints.
FirstDetail: The group header will print with at least the first detail section on the same page or column.
All: The group header, detail and group footer sections will print together on the same page.
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Height

Sets the height of the selected report section.

KeepTogether

When this property is setto True, the report engine will attempt to print the section on the current page. Ifthe
contents do not fit on the current page and the current page is not a new page, the section will be moved to the
next page. If the section does not fit on the following page, it will be moved back to the original position and the
contents will be split across multiple pages.

When this property is set to False, the report engine will make no attempt to adjust the destination of the section
currently being printed.

NewColumn

This property is used to determine whether a new column (in a columnar report) should be started before and/or
after printing the section.

After: The report will break to a new column after each instance of the section.
Before: The report will break to a new column before each instance of the section.
BeforeAfter: The report will break to a new column before and after each instance of the section.

None: Sections will continue printing in the same column until they've run out of space.

NewPage

This property is used to determine whether a new page will be started before or after a section prints.
After: The report will break to a new page after each instance of the section.

Before: The report will break to a new page before each instance of the section.

BeforeAfter: The report will break to a new page before and after each instance of the section.

None: Sections will continue printing on the same page until they've run out of space.

PrintAtBottom

Set to True if the footer section will be printed at the bottom of the page; otherwise set this property to False.

Setting more than one group footer section in a report layout to print at the bottom of the page will cause
subsequent group footer sections to print on separate pages.

RepeatStyle

Specifies whether the group header section will be repeated on subsequent detail pages within the
same group.

None: The group header will not be repeated when the associated detail sections print on a new page.
OnPage: Repeat the group header section with every new page.

OnColumn: Repeat the group header section with every new column.

All: Repeat the group header section on every page or column.

OnPagelncludeNoDetail: Repeat the group header section on every page thatincludes an associated detail
section or a group footer section. This setting prevents orphaned group footer sections.

Desktop Authority 11.1 Reporting Guide 61
Reportinterface properties toolbox



UnderlayNext

Set this property to True for the following section to start rendering at the top of the current section; otherwise set
to False.

Visible

Set this property to True to print the report section. Set this property to False to hide (not print) the report section.

Report controls

Appearance

Appearance

Alignmant . . .

AnvchorBablom -

AuloReplacaFiald

BlackAndWhieMode -

Backoolor L] L - L] L] L]

Diractan

+F ol

Mamme

Siza

Unit

Bold
GdiCharSat
Gaivertical Fonl

Halic

Sirikeout

Undeie

L AN BN R AN NN BE NE RN BN
[ B BN BN BN BN BN BN BN BN BN |
LEE AN R BE SN BN BE K NN BN
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Foracolor

IMEMade L]

LvaColar - - [ ]

-
-
L ]

LineStyle
LinaWsight T

Curlpud Farmnal L]

FicturaAlignment LJ L]

RighTalef L]

Slyla L] - - L ] L]

WercalAllgnment
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Alignment

Sets the alignment of the text within the control. Select from Left, Right, Center and Justify.

AnchorBottom

Anchors the line control to the bottom of the containing section. When set to True, this property will create a
continuous line from line controls in adjacent sections.

AutoReplaceField

BlackAndWhiteMode

Specify whether the chart will be drawn in black and white using hatch patterns and line dashing to designate
colors. Setto True to printthe chartin Black and White. Set to False to print the chartin Color.

Backcolor

Sets the color to be used as the background color of the control. Use the drop list to select a color or enter in a
color's Hex value.

Direction

Sets the barcode's direction, horizontally or vertically.

“1Font

Sets the font information used to draw the control.

Name

Sets the Name of the font to be used in the control.
Size

Sets the size of the font used to render the control.
Unit

Sets the unit of the font (i.e. point, inch, etc.).

Bold

Sets the appearance of the defined font to bold.

GdiCharSet

Specify a byte value that sets the GDI character set that this Font set uses.
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GdiVerticalFont

Specify whether the Font setis derived from a GDI vertical font. Set to True ifitis derived from a
GDI vertical font, otherwise False.

Italic

Sets the appearance of the defined font to italics.

Strikeout

Sets the appearance of the defined font to strikeout.

Underline

Sets the appearance of the defined font to underline.

Forecolor

Sets the foreground (font) color of the control.

IMEMode

Sets the Input Method Editor (IME) mode of the control. IME allows users to enter characters from other
languages such as Chinese, Japanese, Korean, etc.

LineColor

Sets the color of a line control.

LineStyle

Sets the style of a line control.

LineWeight

Sets the weight (thickness) of a line control.

OutputFormat

Sets the display format of the data field. Formatting can only be used to format date, time, currency, and other
numeric values. There is no support for formatting alphanumeric strings.

Times:

hh:mm tt=09:00 AM

HH:mm = 21:00 (twenty-four hour clock)
HH = hours in 24 hour clock

hh =hours in 12 hour clock

mm = minutes

ss = seconds

tt=AM or PM
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Dates:

dddd, MMMM d, yyyy = Saturday, December 25, 2004
dd/MMlyyyy = 25/12/2004

d or dd = day in number format

ddd =day in short string format (i.e. Sat for Saturday)
dddd = day in string format (i.e. Saturday)

MM = month in number format

MMM = month in short string format (i.e. Dec for December)
MMMM = month in string format (i.e. December)

y oryy = year in two digit format (i.e. 04 for 2004)

yyyy or yyyy = year in four digit format (i.e. 2004)
Currency and numbers:

$00.00 = $25.50

$#,#00.00 = $06.25

0 =digit or zero

# = digit or nothing

% = percent-multiplies the string expression by 100

PictureAlignment

Determines the position of the picture within the control (TopLeft, TopRight, Center, BottomLeft, BottomRight).

RightToLeft

Used to allow the control to support text that should be printed right to left. Set to True to supportright to left
printing; otherwise set to False.

Style

Defines the string style to use for the control.

VerticalAlignment

Sets the vertical alignment of text within the control. Select from Top, Middle, or Bottom.
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Behavior

Behavior
Angle
AutoSize ]
Candsrow ] L]
CanShrink L] .
CaplionPosilion L]
Checkallgnment
Checked L]
CheckSumEnabled [ -
Enablad ]
Niultilrrie L L] -
RightToleft [ ] ]
Wislbha L] L L] - - L] . . - - - -
Wordwrap [ ] - -

Angle

Sets the angle of the text within the control area.

AutoSize

Set to True to automatically have the barcode stretch to fit the control. Set to False to leave the barcode
size static.

CanGrow

Indicates whether the height of the control can grow, if needed, based on the content within the control. Select
True to allow the control's height to grow. Select False to force the control's height to remain the same
regardless of the content within it.

CanShrink

Indicates whether the height of the control should be adjusted based on the content within the control. Select
True to allow the control's height to adjust. Select False to force the control's height to remain the same
regardless of its content.

CaptionPosition

Specifies the position of the barcode caption relative to the barcode symbol.
None: Caption is not printed.
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Above: Caption is printed above the barcode symbol.
Below: Caption is printed below the barcode symbol.

CheckAlignment

Sets the alignment of the checkbox text within the control drawing area.

Checked

Set to True if the check box is in the checked state; otherwise, False. The default value is False.

CheckSumEnabled

Determines whether the checksum of a barcode will be computed and included in the barcode when applicable.
This property has no effect if the barcode style is EAN-13 which requires a check digit. Setto True to enable the
checksum. Set to False to disable the checksum.

Enabled

Determines whether the PageBreak is currently enabled.

MultiLine

Sets the ability of a RichTextBox control to print a single or multiple lines.

RightToLeft

Used to allow the control to support text that should be printed right to left. Set to True to supportright to left
printing; otherwise set to False.

Visible
Set this property to True to print the control. Set this property to False to hide (not print) the control.

WordWrap

Indicates whether a multi-line control automatically wraps words to the beginning of the next line when
necessary. Select True to force automatic wordwrap; otherwise select False.
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Chart

Chart

AutoRefresh .

#Backdrap

Style

Caolor

Gradlent
Caolor2
Alpha

+Charldreas

+CharlBordar

#Line

Style

Color

Waight

ShadowWaight

ShadowColor

CalarPalatls

DataSourca

#GEridLayout

Raws

Calumins

rLegands

+Serles

Titlas

AutoRefresh

Sets a value to indicate whether the chart will be automatically refreshed for every property change.

wBackdrop
Sets the background style for a chart control.
Style
Specify the type of backdrop to use. Select from Transparent, Solid, Gradient, Pattern and Picture.

Color

Specify the primary color to use to fill the backdrop.
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Gradient

Specify the GradientType used for the Backdrop. Select from Horizontal, Vertical, DiagonalUp,
DiagonalDown, FromCenter, and FromCorner.

Color2

Specify the secondary color to use for gradient effects and patterns.

Alpha

Specify the alpha level (transparency).

ChartAreas

A collection of values that define the properties of a chart. Click the ellipsis to set the specific chart properties.

#ChartBorder

Sets the border to be used to draw around the chart.

#Line
Specify the line style used to draw the border of the graph.
Style

Specify the style to use to draw the line. Select from None, Solid, Dash, Dot,
DashDot, DashDotDot.

Color

Specify the color of the line.

Weight

Specify the line thickness in points.

ShadowWeight

Specify the width of the shadow outlining the border.

ShadowColor

Specify the color of the shadow outlining the border.

ColorPalette

Sets the color palette used for the chart.

Desktop Authority 11.1 Reporting Guide 69
Reportinterface properties toolbox



DataSource

Sets the data source for the chart control.
#GridLayout

Rows

Sets the number of rows for the grid.

Columns

Sets the number of columns for the grid.

Legends

Defines the properties for chart legends.

Series

Defines the number of series the chart will use. The properties for each series is also set within this collection.

Titles

Defines the number of titles the chart will use. The properties for each title is also set within this collection.

Data

Data
Class .
ClassMama L] L] L]
CountMullValues (']
DataFisld L] L - L] L] L L]
Hypearlink ] L] .
Image L]
MaxLangth .
Reparthams
Tag . . . . [ . . . [ [ . .
Text . - L ] .

Class

Specify the class name of the Ole object.
ClassName
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Sets a style rule class name used to format the control.

CountNullValues

Determines whether Null values should be included as zeroes in summary fields.

DataField

Specifies the data field to be used for grouping. Changes in the value of the specified data field are monitored
and a new group is started when the value changes. Current groups are ended (i.e. the group footer section is
printed) before the new group is started.

HyperLink

Defines a URL address that will be launched in Internet Explorer when clicked.

Image

Defines the image to be used in the Picture control.

MaxLength

Defines the maximum number of characters that can be entered in the RichTextBox control. A value of 0 allows
an unlimited size.

ReportName

This property is used to defined the name of the subreport being called by the subreport control. This property is
used for informational purposes only.

Tag

Sets user-defined information to be persisted with the control.

Text

Defines the text to be displayed in the control.

Design

Design

{Mamz}

(Name)

Enter a string of text that will be used as the control's name.
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Layout

Layout
BarWidth [ ]
+Location - L - L] - ] - L]
A - L] - - - - - L] L] L]
i - L] - - L - - L] L ] - L] [ ]
+351za - L - L - - - L]
Width L L] - L] - L]
Height L] - L] L - - ] L] ]
SizeMode - ]
BarWidth

This property sets the width for the barcode's narrow bars. Setting the width to 0 expands the barcode to fit the
control. The width ratio is 1 to 0.012 inches. So setting the BarWidth to 2 will have a value of 0.024 inches, while
a value of 10 yields a bar width of 0.12 inches for the narrowest bars.

wLocation

Sets the X-Y position of the control.

X

Sets the X position of the control.

Y

Sets the X position of the control.

=Size

Defines the size of the control

Width

Sets the Width of the control in inches.

Height

Sets the Height of the control in inches.

Desktop Authority 11.1 Reporting Guide
Report interface properties toolbox



SizeMode

Determines how the image is sized to fit the Picture control area.

Clip: The image is clipped to fit within the control area.

Stretch: The image is stretched to fit the control area.

Zoom: The image is scaled until it fits horizontally and vertically within the control area.

Misc

Misc

+Codedd -

Grauping -

Group -

ImagaTypa L]
+PDF41T

Calumn

Row

ErrorLaval

Type

+ORCode
Model

ErrorLaval

Version

Mask

Connaction

L BN BN BN BN NN BN NI BE BN BN BN

ConnectionMumber

X1

1
e

. " " | @

#Code49

Grouping

If Grouping is set to True, the Group property may be setto a number between 0 and 8. The
default values are False and 0, respectively.
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Group

If Grouping is setto True, the Group property may be setto a number between 0 and 8. The
default values are False and 0, respectively.

ImageType

Sets the type of image to which the chart will be rendered on the report (Metafile, PNG).

Modifiers

For future use only.

#PDF417

Pdf417 is a popular high-density 2-dimensional symbology that encodes up to 1108 bytes of information. This
barcode consists of a stacked set of smaller barcodes. Encodes the full ASCII character set. Capable of
encoding as many as 2725 data characters.

Column

Sets column numbers for the barcode.

Row

Sets row numbers for the barcode.

ErrorLevel

Sets the error correction level for the barcode.

Type
Sets the PDF417 barcode's type.

iQRCode

QRCode is a 2D symbology thatis capable of handling numeric, alphanumeric and byte data as well as
Japanese kanji and kana characters. This symbology can encode up to 7,366 characters.

Model

Sets the QRCode's model

ErrorLevel

Sets the error correction level for the barcode

Version

Sets the QRCode's version.
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Mask

Sets the pattern used for the barcode's masking.

Connection

Sets whether connection is used for the barcode.

ConnectionNumber

Sets the connection number for the barcode.

X1

Sets the horizontal coordinate of the line's starting point.

X2

Sets the horizontal coordinate of the line's ending point.

Y1

Sets the vertical coordinate of the line's ending point.

Y2

Sets the vertical coordinate of the line's ending point.

Summary

[7F] {

v
te
gaiaid

w_,-d.:.-
TRt

Summary

DiztinciFisid

SummaryFunc

SummarySniup

SummaryRunning

Summary Typa

DistinctField

Sets the name of the data field used in a distinct summary function.

SummaryFunc

Defines the type of summary calculation to be performed on the data contained within the control. Choose from
Sum, Avg, Count, Min, Max, Var, StdDev, StdDevP, DSum (based on distinct values), DAvg (based on distinct
values), DCount (based on distinct values), DVar (based on distinct values), DVarP (based on distinct values),
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DStdDev (based on distinct values), DStdDevP (based on distinct values). All summary calculations are based
on the values in the specified summary region.

SummaryGroup

Defines the name of the group header section that is used to reset the summary value when calculating
subtotals.

SummaryRunning

Determines whether the data field summary value will be accumulated or reset for each level (detail,
group or page).
None: Summary values are not accumulated.

Group: Calculates a running summary (each value is the sum of the current value and all preceding values)
within the same group level.

All: Calculates a running summary for all values in the report.

SummaryType

Determines the summary type to be performed.

None: No summarization.

GrandTotal: Evaluate the specified summary function for all records in the report.
PageTotal: Evaluate the specified summary function for all records on each page.
SubTotal: Evaluate the specified summary function for all records in each group level.

PageCount: Print the page count or page number. Used with SummaryRunning set to All to print the
page number.
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Pre-defined reports

Desktop Authority includes several pre-defined reports for use within the Reporting tool. Pre-defined reports
may be used as is or modified to suit ones particular needs.

The pre-defined report set includes the following report categories:

Administrator Audit
Hardware Inventory
Miscellaneous

Profile

Profile Objects
Software Inventory
Software Management
USB-Port Security
User Activity

Pre-defined report parameters

All pre-defined reports have a parameter dialog that displays prior to the actual report. This parameter dialog is
used to filter data on the reports. The filters offered for each report are used in the SQL statement that fetches the
data for the report. The parameter dialogs differ based on the selected report.

In the parameter dialogs, all character based values can use the % wildcard value. A % symbol can be added to
the beginning and/or end of a phrase.

%RD will return all values that end with RD

RD%

%RD%

will return all values that start with RD
will return all values that contain the characters RD

Example Parameter Dialog:
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Report Parameters

» | Administrator Name: All

Administrator Domain: All

Administrator OU: All

Administrator Group: All

Profile Name: All

Element Type: All
| Log Start Date: 6/272017 12:00:00 AM
| Log End Date: 7/28/2017 12:00:00 AM

|' Cancel

This example demonstrates the use of a wildcard value in the Computer Name parameter. In this case, using
PC% in the computer name field, will return all data corresponding to computers that begin with the letters 'PC".
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Reports - Administrator Audit

sAdmin Audit - Administrator Activity

The Administrator Activity report details the activity of one or more administrators. Collected operations include:

Type Operation Description

Profile Add A Profile has been added.

Profile Update A Profile has been changed.

Profile Delete A Profile has been deleted.

Profile ForceUnlock A Profile has been unlocked by another
user.

Profile Published A Profile has been replicated to the
Domain Controllers.

ProfileElement Add An Element has been added to a
profile.

ProfileElement Update An Element has been changed in a
profile.

ProfileElement Delete An Element has been deleted from a
profile.

User Add A User or group has been added to the

Super User/Group list.

User Update A User or group has been updated in
the Super User/Group list.

User Delete A User or group has been deleted from
the Super User/Group list.

Role Add A Role has been added to the Roles
table.

Role Update A Role has been updated in the Roles
table.

Role Delete A Role has been deleted from the Roles
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Type Operation

Description

Role ForceUnlock
RoleUser Add
RoleUser Update
RoleUser Delete

Report parameters:

table.

A Record lock has been removed by
another user.

A SID has been added to the RoleUsers
table.

A SID has been updated in the
RoleUsers table.

A SID has been deleted from the
RoleUsers table.

Report Parameters

Adrniniztrator M arne: All j
Adrniniztrator Domain: All
Adrninigtrator OU: All
Adminiztrator Group: all
Prafile Marne: All
Element Type: all
Log Start Date: 112242010 12:00:00 Ak
p | Log End Date: 12/23/201012:00:00 Ak - LI
Cancel |
Y
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Sample report:

All, Profile

117292010 9:0221 &AM ProfileElement Printers [Created; Production - & A Profjle Element has been deleted from
11/16/2010] a profile.

110292010 90222 &AM ProfileElemert  Delete Prirters [Created; Production - & A Prof_ile Elemert has been deleted from
1116/2010] & profile.

12M0/2010 33511 P ProfileElemert Update Microsot 15 Cgmpany Glokal Config A Profile Element has been changed in &
Outlook Settings Standard profile.
[Set-as-Default]
(Fun Once)
12M 45201 012:32:.47 FrofileElement  Add Drive Mappings [Created; Test A Profile Element has been added to a
Phd 1241452010 profile.
12ME2010 45416 P ProfileElemert Add PrefEngine [Created; Glokal Config A Pr_ofile Element has been added to s
Scoripts 12/16/2010] profile.
12ME2010 54356 PM ProfileElement  Add Application [Created; Global Config A Profile Element has been added to a
Launcher 12/16/201 D] profile.
12ME/2010 2:45:08 P ProfileElemert  Update Application [Created; Glokal Config A Profile Element has been changed in &
Launcher 12416201 D] profile.
12MG2010 5:45:52 PM  ProfileElement  Add Application [Created; Global Config A Profile Element has been added to a
Launcher 12016201 U] profile.

SAdmin Audit - Profiles

The Profile Activity report details the activity executed on one or all profiles. The activities detailed are Profile
Add, Update, Delete, Unlock and Replicate, and Element Add, Update and Delete. The reportincludes the date
and time the operation took place, the actual operation along with a description of the operation, the profile
acted upon and the administrator that performed the operation.

The Profile Activity report prompts the user for the Name of the Profile and Element Type to report on as well as
the Start and End Date range to include in the report. By default, the Profile Activity reportis sorted in Log
Date/Time order.
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Report parameters:

Report Parameters

Prafile Mame: Al ZI
Element Type: all

Log Start D ate: 11/22/2010 12:00:00 Abd

Log End Date: 12/23/201012:00:00 A

Sample report:

Admin Audit-

Im

112802010 9:02:21 &M

112872010 9:02: 21 AM

112802010 9:02:21 &M

112872010 9:02: 21 AM

112802010 9:02:21 &M

112872010 9:02: 21 AM

112802010 9:02:21 &M

112872010 9:02: 21 AM

112872010 9:02: 21 AM

112872010 9:02: 21 AM

Profiles

Delete

Delete

Delete

Delete

Delete

Delete

Delete

Delete

Delete

Prirters

Prirters

Prirters

Prirters

Prirters

Prirters

Prirters

Prirters

Prirters

Prirters

[Created:
11/16/2010]

[Created:
11/16/2010]

[Created:
11/16/2010]

[Created:
11/16/2010]

[Created:
11/16/2010]

[Created:
11/16/2010]

[Created:
11/16/2010]

[Created:
11/16/2010]

[Created:
11/16/2010]

[Created:
11/16/2010]

Cancel |

uted on ane ar all prof

Production - &

Production - &

Production - &

Production - &

Production - &

Production - &

Production - &

Production - &

Production - &

Production - &
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A Profile Element has been deleted
from & profile.

A Profile Element has heen deleted
fram & profile.

A Profile Element has been deleted
from & profile.

A Profile Element has heen deleted
from & profile.

A Profile Element has been deleted
from & profile.

A Profile Element has heen deleted
from & profile.

A Profile Element has been deleted
from & profile.

A Profile Element has heen deleted
from & profile.

A Profile Element has heen deleted
from & profile.

A Profile Element has heen deleted
from & profile.

beneiadm.a

henetadm.a

beneacm_a

henetadm.a

beneiadm.a

henetadm.a

beneiadm.a

henetadm.a

heneiadm.a

hengiadm_a



LAdmin Audit - Roles Maintenance

The Roles Maintenance report details the activity with respect to adding, updating and deleting local and global
roles. The activities detailed are Profile Add, Update, Delete, Unlock and Replicate, and Profile Element Add,
Update and Delete. The reportincludes the date and time the operation took place, the actual operation along
with a description of the operation, the profile acted upon and the administrator that performed the operation.

Report parameters:

Report Parameters

b [ Prafile Name: Al ZI
Rale Marme: All

| Log Start D ate: 11422/20010 12:00:00 &M

F| LogEnd D ate: 12/232010 12:00:00 &AM

Cancel |
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Sample report:

Admin Audit- Rofes Maintenance
2 [ ]

1, Log End Da

Repaort

1772011 11:15:06 AW Update A Role has been updated in -~ benetadm_a
ADMIN the Roles table.

TA72011 11:12:07 AW Update A Raole has been updated in - benetadrm_a
the Roles table.

1720110 11:15:07 AW Update A Role has been updated in - benehadm_a
the Roles table.

172011 11:159:07 AW Update A Raole has been updated in beneladm_a
the Roles table.

172011 11:12:07 AW Update A Raole has been updated in benebadm_a
the Roles table.

1720110 11:15:07 Akl Update A Role has been updated in benehadm_a
the Roles table.

172011 11:15:07 AW Update A Raole has been updated in beneladm_a
the Roles table.

1720110 11:15:07 AW Update A Role has been updated in - benehadm_a
the Roles table.

172011 11:159:07 AW Update A Raole has been updated in beneladm_a
the Roles table.

172011 11:12:07 AW Update A Raole has been updated in benebadm_a
the Roles table.

TAT20110 11:15:07 Al Update A Role has been updated in - benehadm_a
the Roles table.

172011 11:159:07 AW Update A Raole has been updated in beneladm_a
the Roles table.

172011 11:12:07 AW Update A Role has been updated in benebadm_a
the Roles table.

172011 11:159:07 AW Update A Raole has been updated in beneladm_a

the Roles table.

SAdmin Audit - User Maintenance

The User Maintenance Audit report details the activity done by any system user.
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Report parameters:

Report Parameters

b | Adminigtrator Mame:

Al ZI

Administrator Domain: all

Administrator QL all

Admiriztrator Group: Al

System Uzer Or Group Mame: Al
7| Log Start Date: 11422200 12:00:00 &M
| Log End Drate: 124232010 712:00:00 A4

Cancel |

Sample report:

Admin Audit- User Maintenance

12/20/2010 3:48:14 PM

1272002010 3:45:14 P Add
1272002010 3:45:14 PW Add
1272002010 3:45:14 P Add
1272002010 3:45:14 PW - Add
12/20/2010 3:48:14 PM - Add
1272002010 3:45:14 P Add
1272002010 3:45:14 PW Add

A LUzer or group has been added.
A Lser or group has been added.
A Lser or group has been added.
A User or group has been added.
A Llzer or group has been added.
A LUzer or group has been added.
A Lser or group has been added.
A Lser or group has been added.

benetadm_a bensladm_a
benetadrn_a benegladm_a
benetadm_a benetadm_a
benevadm_a benetadm_a
benetadm_a benetadm_a
benetadm_a benestadm_a
benevadm_a benetadm_a
benetadm_a benetadm_a
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Reports - Hardware Inventory

Hardware Inventory - Computers Missing report lists computers that were detected by Desktop Authority at one

time on the network, but are no longer found to be active. For example, if Computer X was found on the network
every day for a couple of weeks and then was not found at all for the next 2 weeks, Computer X would show as

a computer that was not found within the last week.

Report parameters:

Report Parameters

b | Computer Marne: Al j
Computer OL: All
|2 Wirtual Machine: All
Platforrm: Al
Computer Type: Work station
Days Since Last Found: 30
[

Cancel |

Sample report:

Hardware Inventory - Comptiters Missing
it Tirm prly. :
amputer QU Al |s Virtual Machine: All, Platform: All, Computer Typ

Authorit ne tirme on the n but are no

ACCT-2425
DETWE]4.]
TIIEFAR
EUIZ035
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sHardware Inventory -Detailed -
Summary Page

The Hardware Inventory - Detailed - Summary Page report reports on data collected from computers logging
onto the network. The reportincludes a summary of the Operating Systems, Physical Memory, Processors and
Computer Classes and is followed by the details for each computer.

The Hardware Inventory - Detailed - Summary Page report prompts the user for the Computer Name, Computer
OU, Virtual Machine type, Operating System, Computer Platform and Scanned Since Date.

Report parameters:

Report Parameters

p | Computer Marme: Al j
Computer OU: Al
Iz Virtual M achine: Al
Operating System: All
Platfarri: Al
Computer Type: Wiork ztation
7| Scanned Since: 11/22/201012:00:00 &AM
[

Cancel |

Desktop Authority 11.1 Reporting Guide

Reports - Hardware Inventory



Sample report:

Hardware Inventory - Summary

Report Parameters:

Report Description: Th
p

This report contains information on 177 computer(s) on your network.

—_

= LT O =] OO LD OO — [0

=

e o s o o s o

ver of Computers
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sHardware Inventory - by Component

The Hardware Inventory - Detailed by Component report reports on data collected from computers logging onto
the network. The report details each computer's installed hardware.

The Hardware Inventory - Detailed by Component report prompts the user for the Computer Name Computer
OU, Virtual Machine, Virtual Environment, Operating System, Service Pack, Platform, Computer Model, NIC
Model, Display Type, RAM and Scanned Since date.

Report parameters:

Report Parameters

» | Computer Mame: All j
Computer 0L All
Iz Wirtual Machine: all
Wirbual Environment: all
Operating System: All
Service Pack: all
Platfarm: all
Computer kodel: All
Computer Type: Work station
MIC Model All
Dizplay Tupe: All
Rébd Greater Than or Equal To: 12
| Scanned Since: 1142242010 12:00:00 &M
[
Cahcel |
Y
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Sample report:
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Hardware .'nventory- Detailed by Component

Report Date/Time: 1|
Report Parameters: mp :

LastUser to Log Into This Computer
STAMS

Computer OU
d-wvorkstations

Computer Class
Desktop

Computer Type
Wiorkstation

Manufacturer
Del Inc.

Platform
Bd-bit

Model Humber
OptiPlex 745

Computer Az=et Tag
FZ14RF4

Operating Sy=tem
Windowes ¥

Service Pack

BIOS
Dell Inc. , Phioeniz: ROM BIOS PLUS Yersion 1.10 2.4.1 | JZ14RF1

Total Memory (RAM)
g192.00 MB

RAM (Bank Slot)
Ram Module Size  RAM Module BankSiot

Processor
Processor Mame

Logical Disk

Driv Disk Size and Free Space
e

Lett

er

Storage Device (Model)
Storage Device

Display Device
Display Type

Hetwork Card

MIC Connection Mame RIC Maodel er Type 91

Desktop Authority 11.1 Reé)ortirf;? Guide
nventory

MIC A
Reports - Hardware
IP Address
P Address

Video Card
Wideo Card Model

Local Primter



sHardware Inventory - Detailed with
Virtual Machines

The Hardware Inventory (Detailed with Virtual Machines) report reports on data collected from computers
logging onto the network. The report details each computer's installed hardware.

The Hardware Inventory (Detailed with Virtual Machines) report prompts the user for the Computer Name,
Computer OU, Virtual Machine type, Virtual Environment, Operating System, Computer Platform and Scanned
Since Date.

Report parameters:

Report Parameters
p | Computer Hame: All j
Computer OU: All
|z Wirtual Machine: all
Yirtual Enviranment: all
Operating Systerm: Al
Platforrm: all
Computer Type: Wiork station
| Scanned Since: 114224210 12:00:00 AM
[
Cancel |
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Sample report:
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Hardware

I= Virtual Machane?
Falze

Virtual Environment

Last User to Log Into This Computer
FEEMS

Computer OU
otk stations

Computer Class
Desktop

Computer Type
Warkstation

Manufachurer
Dell Inc.

Platform
B-bit

Model Humber
CptiPlex 745

Computer Asset Tag
FZ14RF4

Operating Systemn
Windowes 7

BIOS
Dell Inc. , Phoenix: ROM BIOS PLUS Version 1.10 2.4.1 | JZ14RF1

Total Memory (RAM)
8192.00 MB

RAM (Bank Slot)
RAM Module Size  RAM Module BankSlot

Processor
Proces=or Mame

Logical Disk

Driv Disk Size and Free Space
=

Lett

er

Storage Device {Moded)
Storage Device

Digplay Device
Display Type

LG _ Desktop Authority 11.1 Reporting Guide .
MIC Connection Mame M Mol Reports - Har&d&a&gﬁﬁi\%mg'ray

IP Address
IP &dddress

Video Card
Wideo Card Model

Local Printer



sHardware Inventory - Detailed

The Hardware Inventory - Detailed report reports on data collected from computers logging onto the network.

The report details each computer's installed hardware.

The Hardware Inventory - Detailed report prompts the user for the Computer Name, Computer OU, Virtual
Machine type, Virtual Environment, Operating System, Computer Platform and Scanned Since Date.

Report parameters:

Report Parameters

p | Computer Mame:

Al ZI

Computer 0L All
Iz Virtual M achine: All
Operating System: All
Platform: All
Computer Tope: Work station
F| Scanned Since: 11/224200 12:00:00 A

Cancel |
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Sample report:
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Hardwarein
R

Last User to Log Into This Computer
TEAMS
Computer Class
Desktop
Computer Type
Wiorkstation
Manufacturer
Dell Inc.
Platfom
Gid-bit
Model Humber
OptiPles 745

Computer As=et Tag
FZ14RF4

Operating Sy=stern
Windows 7

BIOS
Dl Inc. , Phoenix ROM BIOS PLUS Yersion 1.102.4.1 | JZ14RF1

Total Memory (RAM)
8192.00 MBE

RAM (Bank Slot)
RaM Module Size  RAM Module BankSlot

Processor
Proceszsar Mame

Logical Disk

Driv Disk Size and Free Space
=

Lett

er

Storage Device (Model)
Storage Device

Display Device
Display Type

Hetwork Card
MIC Connection Mame MIC hodel MIC Adapter Type

IP Addres=
IP &ddress

Video Card
Yideo Card Model

Local Printer

Prirter Manufact
ririer HanuIastires Desktop Authority 11.1 Reporting Guide
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sHardware Inventory - Excel Optimized

The Hardware Inventory - Excel Optimized report reports on data collected from computers logging onto the
network. The report details each computer's basic hardware and is optimized for use in Microsoft Excel.

The Hardware Inventory - Excel Optimized report prompts the user for the Computer Name, Virtual Machine

type, Scanned Since Date and Computer Platform

Report parameters:

Report Parameters

p | Computer Mame: All
Computer OU: all
|2 Virtual Machine: All
Operating System: Al
Flatfarm: All
Computer Type: Workstation
7| Scanned Since: 11/22/20101 2:00:00 Ak

Cancel |

Sample Report:

Viewed in Desktop Authority

DNMAES
EUE03E
BXHELE
EUSS07
E-2444MB
R-4BM S
U-2ZHSR1S
U-6BM55125
U-E13HT1S
UGLEST2S
0-10HMCKA
0-10HECK
0-12K3601
0-17HCP

O-17TFEL

Imported into Excel

192,00

409600

4096.00

4095.00

409600

2043.00

4095.00

d182.00

2045.00

409600

614400

G144.00

192,00

4086.00

409600

Procezzar  Dell Inc.
Clock Speed
Proceszar  Dell Inc.
Clock Speed
Processor Dell Inc.
Clock Speed
Proceszor  Dell Inc.
Clack Speed
Proceszar  Dell Inc.
Clock Speed
Processor Dell Inc.
Clock Speed
Processor Dell Inc.
Clack Speed
Processor  Dell Inc.
Clock Speed
Frocezzar  Dell Inc.
Clock Speed
Proceszar  Dell Inc.
Clock Speed
Processor Dell Inc.
Clack Speed
Proceszor  Dell Inc.
Clock Speed
Procezzar  Dell Inc.
Clock Speed
Procezzar  Dell Inc.
Clock Speed
Proceszar  Dell Inc.

OptiPlex 742 Windows T
Latitude EG400 Windows ¥
Latitucie DE30 Windowes 7
Latitude EG410 Windowes T
Latitude DE30 Windows ¥
Latitucie DE30 Windowes 7
Latitude DE30 Windows Vida
Latitude EG400 Windowaes T
Latitude DE30 Windows ¥
Latitude EG400 Windows ¥

Precizion WorkStation T2Windows 7
Precizion WorkStation T2 'Windows 7
OptiPlex 742 Windows T
OptiPlex 755 Windows T

PowerEdge SC420 Windowes 7

1272010 500 A

1272010 844 A

A2 T2010 932 AM

12712010 530 AM

12152010 319 A

272010 944 AM

12072010 500 A

121572010 311 A

12182010 500 A

1272010 543 A

12072010 600 A

1272010 500 A

121672010 500 A

1102472010 .00 A

1272010 600 A

Desktop Authority 11.1 Reporting Guide

Reports - Hardware Inventory



s
v X o & Computer Name F

“hlware Yirtual Platform Windowes P Professional

128 2,827 Mhware, Inc.

2827

P e U R I I L U e

sHardware Inventory - Monitors

The Hardware Inventory - Monitors report reports on data collected from computers logging onto the network.

The Hardware Inventory - Monitors report prompts the user for the Computer Name, Computer OU, Virtual
Machine Type, Computer Platform and Scanned Since Date.

Report parameters:

Report Parameters

p | Computer Mame: All j
Computer OL: All
Iz Wirtual Machine: All
Platfarm: All
| Scanned Since: 1142272010 12:00:00 &b
[

Cancel |
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Sample Report:

Hardware Inventory - Monitors

Al

Computer Hame: HOWRMKT

Manufacturer: ACR

Max Resolutione 16001200 Year Manufacturedt 2007

Interface Type: /2, Lagt Detected 121 52010 3:20:09 Ak
Serial lumber: LA10C0414414

Computer Hame: HOWRRMK

Manufacturer: ACR

Max Resolutione  1600x1200 Year Manufacthuredt 2007

Interface Type: M2 Last Detected 120152010 3:20:09 Ak
Serial lumber: LA10C041401414

Computer Hame: TRLWZK1

Manufacturer: LPL

Max Resolutione 256160 Year Manufacthuredt 2005

Interface Type: M2 Last Detected 121 0/2010 8:57:10 Ahkd
Serial Humber:

Computer Hames S35HT3LI

Manufacturer: LFL

Max Resolutione  236x160 Year Manufacturedt 2005

Interface Type: R/2, Last Detected 1201 72010 6:00:28 Ak
Serial Humber:

Computer Hame: YR1RLL1

Manufacturer: LPL

Max Resolutione 256160 Year Manufacturedt 2003

Interface Type: M2 Last Detectedt 1201672010 12:05:40 P
Serial Humber:

s:Hardware Inventory - Summary

The Hardware Inventory - Summary report reports on data collected from computers logging onto the network.
The report summarizes each computer's name, class, manufacturer, model, memory, operating system and the
date it was last scanned.

The Hardware Inventory - Summary report prompts the user for the Computer Name, Virtual Machine type,
Scanned Since and Computer Platform.
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Report parameters:

Report Parameters
p | Computer Mame: Al j
Computer OU: All
|2 Virtual M achine: Al
Operating System: All
Platforr; Al
Computer Type: Workstation
F| Scanned Since: 1142242010 12:00:00 &M
;l
Cancel |
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Sample report:

wnary

All, Computer OL: A

m: All, Platform: All, Camputer Type:

Thig repart containg information on - 1FF computer(s) on your netwark.

mber of Compuiters, .

ber of Computers

Hardware Inventory {Summary)

- All, Platform:

DRM¥ES Desktop Dell Inc. OptiPlex 745 S192.00MB  Windows 7 12A772010 6:00 A
ELIG05E Paortahle Dell Inc. Latitude EG400 4096.00MB  Windowes 7 12702010 5:44 AM
HXKELS Paortahle Dell Inc. Latitude DE30 4096.00MB  Windowes 7 12702010 9:532 AM
ELIE507 Paortable Dell Inc:. Latitude EG410 4096 .00MB  Windowes 7 12772010 8:30 A
PHARDYE4200-PC Paortahle Dell Inc. Latituce E4200 J072.00MB  Windowes ¥ 12A72010 811 A

sHardware Inventory - Windows 7

Compatibility 32-bit

The Hardware Inventory - Windows 7 Compatibility 32-bit report presents data collected from computers that
meet the minimum requirements of Windows 7 (32-bit) operating system.

The Hardware Inventory - Windows 7 Compatibility 32-bit report prompts the user for the Scanned Since
date,>Computer Name, Computer OU, Computer Platform and Virtual Machine type.
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Report parameters:

Report Parameters

p | Computer Mane: All j
Computer QL All
Iz Virtual M achine: All
Computer Type: whork station
F| Scanned Since: 1142242010 12:00:00 &M
=l

Cancel |
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Sample report:

Hardware Inventory- Wmdows 7 Compatibility (32-bit)

Report Date/Time:
Repart Param Comp AIMe: mputer DL rtu al Machine: All, Camputer Type:

Repart Des

Dkt G4 \d-wearkstations Uzer-a OptiPlex 745

EG035 -workstations User-b Latitude EG400

GX¥EL3 d-wvorkstations Uzet-c Latitude DE30

EUZ507 i-wworkstations Uzer-d Latitude EE410

2444mB \f-weorkstations Uszer-e Latitude DE30

R-4EM S \o-wworkstations U=zer-f Latitude DE30

U-27H3R1 S -workstations User-g Latitude DE30

L-EM=8125 d-weorkstations Lzet-h Latitude EG400

J-B13HT1S d-weorkstations zef-i Latitude DE30

U-GLS8125 -workstations User-k Latitude EG400

01 OHMCH A d-wworkstations ser-I Precizion wiorkStation T3500
-1 OHGCH -wweorkstations zef-tn Precizion WorkStation T3500
-1 243601 if-workstations Uzet-n OptiPlex 745

C-1THCZPA d-wworkstations zet-n OptiPlex 755

A TTYFE1 \g-wearkstations Uzer-p PowerEdge SC420
2-1J3T9F1 "d-weorkstations zer-g Latitude D330

Q-1 GHT -weorkstations Uset-r Latitude EG400

O LaAL2C d-wearkstations Uzer-z OptiPlex 745

O-THEHYS1 d-wworkstations Uzer-t PovwerEdge 400%C

s:Hardware Inventory - Windows 7
Compatibility 64-bit

The Hardware Inventory -Windows 7 Compatibility 64-bit report presents data collected from computers that
meet the minimum requirements of Windows 7 (64-bit) operating system.

The Hardware Inventory - Windows 7 Compatibility 64-bit report prompts the user for the Scanned Since
date,>Computer Name, Computer OU, Computer Platform and Virtual Machine type.
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Report parameters:

Report Parameters

p | Computer Mame: All j
Computer OL: All
Iz Wirtual M achine: All
Computer Type: Workstation
7| Scanned Since: 1142242010 12:00:00 &+
[

Cancel |
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Sample report:

Hardware Inventory Wmdows 7 Compatibility (64-bil)

I B
ELIE033
GHHELS
ElIg:a07
2444pB
R-4E80M 15
U-27H5R1 S
-6m59125
U-B13HT1S
-GLS9125
O-10HRCH 1
O-10HGCH
21 2%3601
O-17HCP
-7 TYFET
O-1.J5TEF1
-1 GH
QO-1L8L2C1
O-THSHYS1

if-weorkstations
d-wearkstations
ig-wearkstations
iol-wearkstations
ig-wearkstations
if-weorkstations
id-wearkstations
id-weorkstations
id-wearkstations
ig-wearkstations
d-wearkstations
io-wwearkstations
id-weorkstations
d-wearkstations
ig-wearkstations
‘id-wearkstations
io-wearkstations
d-weorkstations
‘d-wearkstations

User-a
Us=ar-b
zer-c
User-d
zer-e
User-f

Uszer-g
zer-h
Ll=zar-i

zer-k
Ls=er-1

User-m
=er-n
Us=ar-a
Uzetr-p
Uzer-g
User-r

User-=

Uzert

OptiPlex 745

Latitude EG400

Latitude DE30

Latitude EG410

Latitude DE30

Latitude DE30

Latitude DE30

Latitude EG400

Latitude DE30

Latitude EG400

Precision WorkStation T:3300
Precision WorkStation T3500
OptiPlex 745

OptiPlex 755

PowverEdge SC420

Latitude DE30

Latitude EG400

OptiPlex 745

PowverEdge 4005C

sHardware Inventory - Windows 7

Incompatibility 32-bit

The Hardware Inventory -Windows 7 Incompatibility 32-bit report presents data collected from computers that do
not meet the minimum requirements of Windows 7 (32-bit) operating system.

The Hardware Inventory -Windows 7 Incompatibility 32-bit report prompts the user for the Scanned Since
date,>Computer Name, Computer OU, Computer Platform and Virtual Machine type.
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Report parameters:

Report Parameters

¢ | Computer Mame: All j
Computer OL: All
Iz Virtual Machine; All
Computer Type: Wwhork ztation
| Scanned Since: 11422420101 2:00:00 A
]

Cancel |

Sample report:

Hardware Inventory - Windows 7 Incompatibifity {32bil)
Report DatesTime:
Repart Parameters: Camp REl computer QL A itual kachine: All, Computer Type:

Feport De

id-workstations Whitveare Wirtual Platform a2

-workstations Latitude E4200

sHardware Inventory - Windows 7
Incompatibility 64-bit

The Hardware Inventory -Windows 7 Incompatibility 64-bit report presents data collected from computers that do
not meet the minimum requirements of Windows 7 (64-bit) operating system.
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The Hardware Inventory - Windows 7 Incompatibility 64-bit report prompts the user for the Scanned Since date,
Computer Name, Computer OU, Computer Platform and Virtual Machine type.

Report parameters:

Report Parameters

p | Computer Mame: All j
Cornputer OL: All
Iz Wirtual Machine: All
Computer Type: Workstation
7| Scanned Since: 1142242000 12:00:00 Ak
[

Cancel |

Sample report:

Hardw,

Yeport Da
Report Farameters: Computer Narn mpute s Yirtual Machine: All, Computer Type:

Repaort De
than 1000 !

a r'|-d hio CO-R Ok

- D G ‘d-workstations Precizion WorkStation
T3400

f-weorkstations Latitude DE20
f-weorkstations Latitude EGS00
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sHardware Inventory - Windows 8.1
Compatibility 32-bit

The Hardware Inventory - Windows 8.1 Compatibility 32-bit report presents data collected from computers that
meet the minimum requirements of Windows 8.1 (32-bit) operating system.

The Hardware Inventory - Windows 8.1 Compatibility 32-bit report prompts the user for the Scanned Since date
>Computer Name, Computer OU, Computer Platform and Virtual Machine type.

Report parameters:

Report Parameters

p | Computer Mane: All j
Computer QL All
Iz Virtual M achine: All
Computer Type: whork station
F| Scanned Since: 1142242010 12:00:00 &M
=l

Cancel |
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Sample report:

@ Desktop Authority Report Date/Time: 8/19/2015 1:42:06 PM

Hardware Inventory - Windows 8.1 Compatibility (32-bif)

Report DatedTime: 8192016 1:42 PM

Report Parameters: Computer Mame: All, Computer QUL All, 1s Yitual Machine: All, Camputer Type:
Wiarkstation, Scanned Since: 07/20,2016 00:00:00

Repaort Description: The report lists computers that meet the minimum requirements of
Microsoft's Windows 8.1 (32-bit) operating system. This repart checks
specifically for a computer that has a processor clock speed that is greater
than or equal 1000MHz, greater than ar equal 1024 MB RAM, and greater
than or equal 16GE hard drive size

Computers that meet the minimum requirements for Windows 8.1 Total: 0
Computer Hame Computer OU La=t User Model
Total computers compatible with Windows 0

.Hardware Inventory - Windows 8.1
Compatibility 64-bit

The Hardware Inventory -Windows 8.1 Compatibility 64-bit report presents data collected from computers that
meet the minimum requirements of Windows 8.1 (64-bit) operating system.

The Hardware Inventory - Windows 8.1 Compatibility 64-bit report prompts the user for the Scanned Since
date,>Computer Name, Computer OU, Computer Platform and Virtual Machine type.
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Report parameters:

Report Parameters

p | Computer Mame: All j
Computer OL: All
Iz Wirtual M achine: All
Computer Type: Workstation
7| Scanned Since: 1142242010 12:00:00 &+
[

Cancel |
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Sample report:

@ Desktop Authority

Hardware Inventory - Windows 8.1 Compatibility {(64-bif)

Report Date/Time:
Report Parameters:

Report Description:

8192016 1:42 P

Computer Mame: All, Camputer 0L AllL 1s Yitual Machine: All, Computer Type:

Report Date/Time:

YWorkstation, Scanned Since; O07/20/2012 00:00:00

The report lists computers that meet the minimurm requirements of
Microsoft's Windows 5.1 (54-bit) operating system. This report checks
specifically for a computer that has a processor clock speed that is greater
than or equal 1000MHz, greater than or equal 2048 MMB RAM, and greater

than or equal 20GE hard drive size,

Computers that meet the minimum requirements for Windows 8.1 Total: 13
Computer Hame Computer OU Last User Model

CAPADLTOZ lizhicomputer stechnicalmain kk=mith HF ProDesk 600 G1 SFF
CAPBRTO2 lizhicomputer stechnicalmain kirozsi Travelate P27TE-MG
CAPBRTOZ lizshicomputer stechnicalmain slpoage Travelate P27TE-MG
CAPLATOS lizhicomputerstechnicalmain BkRothert EE Compacy 6003 Pro SFF
EPTBMTOS lizhicomputer simanagementwdm wafinnegan Eg Compacy 6003 Pro SFF
TRADRMO4 lizhicomputerstechnical'drust meshelley HF ProDesk 600 G1 SFF
TRADRMOS izhcomputerstechnicaltrust mjstegall HF ProDesk 600 G1 SFF
TROFFO3 lizhcomputersmanagementtrist churgeson HF ProDesk 600 G1 SFF
TROFFO4 lizh\computersmanagementtrist schoeksemsa HF ProDesk 600 G1 SFF
TROFFOS lizhicomputer smanagementtrust alknudsen HF ProDesk 600 G1 SFF
TROFFOE lizhicomputer smanagementtrist dkculver HF ProDesk 600 G1 SFF
TROFFOT lishicomputer smanagementtrist mashanaberger HF ProDesk 600 G1 SFF
TROFFOS lizhicomputersmanagementtrust bmbrahn HF ProDesk 600 G1 SFF
Total computers compatible with Windows 13

.Hardware Inventory - Windows 8.1
Incompatibility 32-bit

The Hardware Inventory -Windows 8.1 Incompatibility 32-bit report presents data collected from computers that
do not meet the minimum requirements of Windows 8.1 (32-bit) operating system.

The Hardware Inventory -Windows 8.1 Incompatibility 32-bit report prompts the user for the Scanned Since
date,>Computer Name, Computer OU, Computer Platform and Virtual Machine type.
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Report parameters:

Report Parameters

¢ | Computer Mame: All j
Computer OL: All
Iz Virtual Machine; All
Computer Type: Wwhork ztation
| Scanned Since: 11422420101 2:00:00 A
]

Cancel |

Sample report:

@ Desktop Authority Report Date/Time: 3/9/2016 1:43:21 PM

Hardware Inventory - Windows 8.1 Incompatibility (32bit)

Report Date/Time: 8192016 1:43 PM

Report Parameters: Computer Mame: All, Computer QL Al s Virtual Machine: All, Computer Type:
YWarkstation, Scanned Since: 072052012 00:00:00

Report Description;  The report lists computers that do not meet the minimum regquirements of
Microsoft's Windows 5.1 (32-bit) operating system. This report checks
specifically far a computer that has a pracessar clock speed that is less
than 1000 MHz, less than 1024 MB Ra&M, or less than 16GEB hard drive

size.
Computers with less than 1000 MHz primary processor Total:
Computer Hame Computer OU Last User Model CPU (MHz)

Total computers without enough processor speed:

Computers with less than 1024 MB memory Total:

Computer Hame Computer OU Last User Model RAM (MB}
Total computers without enough memony:

Computers with less than 20 GB size for largest hard drive Total:

Computer Hame Computer QU Last User Model HOD (MB)

Total computers without enough hard drive size:
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sHardware Inventory - Windows 8.1
Incompatibility 64-bit

The Hardware Inventory -Windows 8.1 Incompatibility 64-bit report presents data collected from computers that
do not meet the minimum requirements of Windows 8.1 (64-bit) operating system.

The Hardware Inventory - Windows 8.1 Incompatibility 64-bit report prompts the user for the Scanned Since
date, Computer Name, Computer OU, Computer Platform and Virtual Machine type.

Report parameters:

Report Parameters

p | Computer Mame: All j
Computer OL: All
|2 Wirtual Machine: All
Computer Type: Workstation
7| Scanned Since: 1142220101 2:00:00 A4
[ ]

Cancel |
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Sample report:

@ DE‘SktDp Al_lth{]rlty Report Date/Time: 8/19/2015 1:43:46 Ph

Hardware inventory - Windows 8.1 Incompatibility (64bif)

Report Date/Time: 841972016 1:43 PM
Report Parameters: Computer Mame: All, Computer QU All, 1s Witual Machine: All, Computer Type:
Woarkstation, Scanned Since: 07/20/2012 00:00:00

Report Description:  The report lists computers that do not meet the minimum requirements of
Microsoft's Windows 8.1 (B4-bit) operating system. This report checks
specifically for a computer that has a processor clock speed that is less
than 1000 MHz, less than 2048 MB BEAM, or less than 20GE hard drive

size.
Computers with less than 1000 MHz primary processor Total:
IComputer Hame Computer OU LastUser Model CPU {MHz}
Total computers without enough processor speed:
Computers with less than 2048 MB memory Total:
Computer Hame Computer OU Last User Model RAM (ME}
Total computers without enough memory:
Computers with less than 20 GB size for largest hard drive Total:
Computer Hame Computer OU Last User Model HOD (MEB)

Total computers without enough hard drive size:

.Hardware Inventory - Windows 10
Compatibility 32-bit

The Hardware Inventory - Windows 10 Compatibility 32-bit report presents data collected from computers that
meet the minimum requirements of Windows 10 (32-bit) operating system.
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Report Parameters =]
Report Parameters

Carmputer Mame: All j
Computer OL: All
15 Virtual Machine: All
Computer Type: “Wworkztation
k| Scanned Since: 07/20/2012112:00:00 &M -
Ok | Cancel
A

The Hardware Inventory - Windows 10 Compatibility 32-bit report prompts the user for the Scanned Since date,
Computer Name, Computer OU, Computer Platform and Virtual Machine type.

@ DESktOD Authority Report Date/Time: &

Hardware Invemntory - Windows 10 Compatibility {32-bif)

Report Date/Time: 8M1972016 157 PM

Report Parameters: Computer Mame: All, Cormputer O AL s Vidoal Machine: All, Cormputer Type:
Woarkstation, Scanned Since; 072042012 00:00:00

Report Description: The report lists computers that meet the minimum requirements of
Microsoft's Windows 10 (32-bit) operating system. This repaort checks
specifically for a computer that has a processor clock speed that is greater
than or equal 1000MHz, greater than or equal 1024 MB RAM, and greater
than or equal 16GE hard drive size

Computers that meet the minimum requirements for Windows 10 Total: 0
Computer Hame Computer OU Last User Model

Total computers compatible with Windows 10; 1]

.Hardware Inventory - Windows 10
Compatibility 64-bit

The Hardware Inventory -Windows 10 Compatibility 64-bit report presents data collected from computers that
meet the minimum requirements of Windows 10 (64-bit) operating system.
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Report Parameters =]

Report Parameters

B

Carmputer Mame: All
Computer OL: All
15 Virtual Machine: All
Computer Type: “Wworkztation
k| Scanned Since: 07/20/2012112:00:00 &M -

ok |

Cancel

||

A

The Hardware Inventory - Windows 10 Compatibility 64-bit report prompts the user for the Scanned Since date,
Computer Name, Computer OU, Computer Platform and Virtual Machine type.

@ Desktop Authority

Report Date/Time: ©

92016 1:58:55 P

Hardware Inventory - Windows 10 Compatibility (64-bit)

Report Date/Time:
Report Parameters:

Report Description:

81972016 1:58 P

Computer Mame: All, Computer OU: All, |s Wirtual Machine: All, Computer Type:
YWorkstation, Scanned Since:; 07/20/2012 00:00:00

The report lists computers that meet the minimurm requirements of
Microsoft's Windows 10 (B4-bit) operating systern. This report checks
specifically for a computer that has a processor clock speed that is greater
than or equal 1000MHz, greater than or equal 2043 MEB RAM, and greater
than or equal 2058 hard drive size,

Computers that meet the minimum requirements for Windows 10 Total: 13
Computer Hame Computer OU Last User Model
CAPADTOI izblcomputer stechnicalmain kk=mith HP ProDeszk 600 &1 SFF
CAPBRTO2 izblcomputer stechnicalmain kirozsi Travelhate P27E-MG
CAPBRTO3 izblcomputer stechnicalmain zlpoage Travelhate P27E-MG
CAPLATOS izblcomputer stechnicalmain BrRothert I;E Compag 6005 Pro SFF
EPTEMTOZ ishlcomputersimanagementwwdm wegifinnegan HP Compacg B00S Pro SFF
P
TRADWMO4 izhlcomputerstechnicaltrust meshelley HP ProDeszk 600 &1 SFF
TRADMOS izhlcomputerstechnicaltrust mjztegall HP ProDeszk 600 &1 SFF
TROFFO3 izblcomputersmanagementtrust churgeson HP ProDeszk 600 &1 SFF
TROFFO4 izh\computerswmanagement trist zchoeksema HP ProDesk 600 31 SFF
TROFFOS izh\computersmanagement trist alknudsen HP ProDesk 600 31 SFF
TROFFOE izh\computersmanagementtruist dkculver HP ProDesk B00 &1 SFF
TROFFOY izhlcomputersmanagement trust mashanaberger HP ProDesk 600 &1 SFF
TROFFOS ishicomputersimanagement truist bmbrahin HP ProDesk 600 &1 SFF
Total computers compatible with Windows 10: 13
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sHardware Inventory - Windows 10
Incompatibility 32-bit

The Hardware Inventory -Windows 10 Incompatibility 32-bit report presents data collected from computers that
do not meet the minimum requirements of Windows 10 (32-bit) operating system.

Report Parameters =]
Report Parameters
Carmputer Mame: All j
Computer OL: All
15 Virtual Machine: All
Computer Type: “Wworkztation
k| Scanned Since: 07/20/2012112:00:00 &M -
Ok | Cancel
A

The Hardware Inventory -Windows 10 Incompatibility 32-bit report prompts the user for the Scanned Since date,
Computer Name, Computer OU, Computer Platform and Virtual Machine type.
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@ DESktDp AUthDﬂty Report Date/Time: &/

Hardware Inventory - Windows 10 Incompatibility (32bif)

Report DatedTime:  8/19/2016 1:59 PM

Report Parameters: Computer Mame: All, Computer QU Al |s Sirtual Machine: All, Camputer Type:
YWorkstation, Scanned Since: 07/20/2012 00:00:00

Report Description;  The report lists computers that do not meet the minimum requirements of
Microsoft's Windows 10 (32-bit) operating systerm. This report checks
specifically for a computer that has a processor clack speed that is less
than 1000 MHz, less than 1024 MB RAM, or less than 16GEB hard drive

size.

|Computers with less than 1000 MHz primary processor Total:

Computer Hame Computer OU Last User Model CPU {MHz}
Total computers without enough processor speed:

|Computers with less than 1024 MB memory Total:

Computer Hame Computer OU Last User Model RAM (ME)
Total computers without enough memony:

|Computers with less than 16 GB size for largest hard drive Total:

Computer Hame Computer OU Last User Model HDD {ME}
Total computers without enough hard drive size;

.Hardware Inventory - Windows 10

Incompatibility 64-bit

The Hardware Inventory -Windows 10 Incompatibility 64-bit report presents data collected from computers that
do not meet the minimum requirements of Windows 10 (64-bit) operating system.

Report Parameters

Report Parameters

I E3

Computer Mame: All j
Carmputer OL: All
15 Virtual Machine: All
Carnputer Type: Wiorkstation
FF | Scanned Since: 07/20/2012112:00:00 &M -
Ok Cancel
y
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The Hardware Inventory - Windows 10 Incompatibility 64-bit report prompts the user for the Scanned Since date,
Computer Name, Computer OU, Computer Platform and Virtual Machine type.

@ DE‘SktDD AUthUrit'y‘ Report Date/Time: 3 3-00:28 Ph

Hardware Inventory - Windows 10 Incompatibility (64bit)

Report DatedTime: 81972016 2:00 P
Report Parameters: Computer Mame: All, Computer QU Al Is Virtual Machine: All, Computer Type:
YWaorkstation, Scanned Since: 072002012 00:00:00

Report Description:  The repaort lists computers that do not meet the minimum requirements of
Microsoft's Windows 10 (B4-bit) operating system. This report checks
specifically for a computer that has a processor clock speed that is less
than 1000 MHz, less than 2048 MB BAM, or less than 20GE hard drive

size.
Computers with less than 1000 MHz primary processor Total:
iIComputer Hame Computer OU Last User Model CPU {MHz}
Total computers without enough processor speed:
Computers with less than 2048 MB memory Total:
Computer Hame Computer U Last User Model RAM (MB)
Total computers without enough memony:
Computers with less than 20 GB size for largest hard drive Total:
Computer Hame Computer OU Last User Model HDD (MB}

[Total computers without enough hard drive size:

:Hardware Inventory - Managed
Computer Inventory

The Managed Computer Inventory report summarizes all clients including terminal servers that have been
configured by Desktop Authority. The Inventory list is broken up into three categories, a) desktops directly
managed by Desktop Authority, b) computers connecting to Terminal Servers managed by Desktop Authority
and c) Terminal Servers directly managed by Desktop Authority.

The Managed Computer Inventory report prompts the user to filter on Computer Name, Last Detected date,
Virtual Machine type and Computer Platform.
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Report parameters:

Report Parameters

p | Computer Mame: All
Computer QL: all
|5 Wirtual Machine: All
Platform: All
Computer Type: All
Dromain: All

Cancel |

Sample report:

Managed Comptirter imverntory
i e : y

teport DatesTime:

List of terminal servers managed by Desktop Authority

Computer Hame

EGA

010

Domain

BEME.COM

Computer OU

chavorkatations

Total Terminal Server:

List of computers managed by Desktop Authority

Computer Hame
ALMP
APLIS
STLA

ACKY

CONF
RLIX
DrMES

Domain

BEME.COM
BEME.COM
BEME.COM

BEME.COM

BEME.COM
BEME.COM
BEME.COM

Computer OU
‘chworkstations
‘whworkstations
hweorkstations

‘choorkstations

‘whweorkstations
‘whworkstations
hweorkstations

Platform

F2-hit

Platform
F2-hit
32-hit
F2-hit

Gd-hit

F2-hit
32-hit
B4-hit

Desktop Authority 11.1 Reporting Guide

Computer Type

Server

Computer Type
Server
Server

Server

Server

Wiorkstation
Server

iorkstation

Virtual Machine

True

Virtual Machine
Trug
True

Falze

True

Falzg
False

Falze
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Reports - Miscellaneous

sComputers OnOff Network

The Computers OnOff Network report displays date collected from computers that have...
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Reports - Miscellaneous

sEnergy Efficiency Audit

The Energy Efficiency Audit report presents data collected from computers that have logged on to the network.
The report details the enterprise's potential cost savings based on the Power Management settings specified in
the report parameters dialog.

Report parameters:

Report Parameters

Reports - Miscellaneous

p | Computer Mame: All j
Computer OL: Al
7| Scanned Since: 11/22,/201012:00:00 A
% of Desktops with LCD Monitors: 100
% Daily Inactivity Duning Work, Day: 58
% Current Daily Shutdowen: 36
Energy Cozt Per kwH [$): 0.0367
Hours Per Standard work Daw: g
Drays Per Standard *work 'week: )
Are PCz put on standby within Thr'? True
Are monitors shut off within Thr? True
Are hard drives shut off within Thr? False
LI
Cancel |
A
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Sample report:

Enerqgy Efficiency A
ort Date/Time: 1
Arethe systemns set to hibernate or go on standby within 1 hour of nactty? True
Arethe monitors set toturn off within 1 hour of nectiviy? True
Arethe harddrives set to turnoff within 1 hour of nactiy? False

Computer Hame All
Computer OU All
Computer Detected Since 114222010
Humber of Desktops 115
Estimated number of Desktops with CRT Monkors 0
Estimated number of Deskiops with LCD Monitors 115
Humber of Laptops a3
Total number of Computers 173
Work hours in a standard workday a.0
Hon-work hours in a standard worloday 16.0
Work days in a standard workoweek a.0
Hon-work daye in a standard workweek 2.0
Estimated percent of computer ideness during the workday * a8.0%

Estimated percent of computers already being fumed off at the end of each workday = 35 0%

Energy Cost per KWwH ** $0.0867
Avg Energy Costfor Total Computers perWork Day with Ho Power Management F23.94

Avg Energy Costfor Total Computers per Hon-Work Day with Ho Power Mansagerment 1778

Avg Energy Costfor Total Computers pertork Day with Power Marsagerment w272
Avg Energy Costfor Total Computers per Hon-Work Day with Power Managerment H0.96

Total Saved Energy Cost For Total Computers Per Year with Power Managerment !4,666 87

* EP&, estimates computer idleness st 58% during the average work day (listed on 014 872007 from:
hittp: Mzt bl gowviEAReportsi39466/39466 POF)

*#*ERA estimates 36% of computers are currently being shut-down st the end of the workday (listed on 0118722007 from:
hittp: Meetd bl goviEAReports 3946639466 PDF)

*#*% DDE national average as of 2005 was $0.0867 per KWWh (listed on01M 852007 from:
hittp: Moy gia doe govicneatfelectricityiepaiepafpd Himl

#x: Womputer and Monitor Idle” average energy usage corresponds to "the ERPA Computer spec 4.0 ar systemis sitting at the
mainWwindows screen "In-Use" energy usage corresponds to "the highest wattage reading while running the complete 30Mark
2003 Pro (Benchmark) suite of tests " For simplicity sake, "Sleep, Standby, Hbernate, and Off" all correspond to the close average
of "Suspend-to-Rak (low povwer mode)", "Suspend-to-Disk (alovwer power mode)", and "Off Low Power Mode disabled” - Deskiop
Optiplex line (listed on 014 807 from: hitp:iteewened us dell comfcontenttopicsiglobal aspexicorplfenvironment/enforod_datashests?
c=us&cs=5558l=en&s=hiz. Hard drive average energy usage of 80-20058 7200 RPM hard drive (listed on 01 4 807 from:

hittp: Moy seagate comidocsfhdifidatashestidisctls_ch35 o)
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sLogging - Default

The Logging report is used to track information about users logging onto the network and the computer they are
logging from. The specific data collected can be customized within the Logging profile object. The default
collection data setincludes:

« User Login Date/Time

« Authenticating Domain controller
« Connection Method

o Computer name

« Computer type

« TCP/IP address

« CPU type

« CPU speed

« Physical RAM

« System drive

« Verbose Operating System version
« Currentservice pack

o UserlID

« User's full name

« User account description

« EventType

This reportis included for use with legacy systems that use the logging data files (.CSV) from prior versions of
Desktop Authority. This report can also be used to export data to Excel or other systems for further manipulation
and/or study.

Report parameters:

Report Parameters

k7| Activity Start D ate: 112242010 12:00:00 AM j
| Activity End Date: 12/23/201012:00:00 AM

Cancel |
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Sample report:

BM 52006 2:5310 P ADA LAN SCRIPTLO-JOBK2E
BM5/2006 2:5310 P AD1 LAN SCRIPTLO-JOBKZE
GM3f2006 3:21:33 P AD1 LA SCRIPTLO-J0BKZE
BM5/2006 3:21:39 P AD1 LAN SCRIPTLO-JOBKZE
BME/2006 10:07:08 &M AD1 LAN ACCTG-2213
GAG2006 10:07.05 AW AD1 LAN ACCTG-2213
BAG2006 1004346 b AD1 LAN ACCTG-2M3
BHMES2006 10:43:46 AW AD1 LAN ACCTG-213
BME2006 10:45:02 &M AD1 LAN ACCTG-2213
GAG2006 10:43:02 A AD1 LAN ACCTG-2213

Desktop
Desktop
Desktop
Desktop
Desktop
Desktop
Desktop
Desktop
Desktop

Desktop

192168158  Intel(R) Pertium(R) 4 CPLI 2 40GHz Model 2, 2394
192168 227, Intel(R) Pertium(R) 4 CPL 2 40GHz Model 2, 2394
19216816  Intel(R) Pertium(R) 4 CPL 2 40GHz Model 2, 2394
192168 227 Intel(R) Pertium(R) 4 CPL 2 40GHz Model 2, 2394
192168110 Intel(R) Pertium(R) 4 CPL 2 40GHz Model 2, 2394
192168227, Intel(R) Pertium(R) 4 CPU 2 40GHZ Model 2, 2394
192168110 Intel(R) Pertium(R) 4 CPL 2 40GHz Model 2, 2394
192168 227 Intel(R) Pertium(R) 4 CPL 2 40GHz Model 2, 2394
192168110 Intel(R) Pertium(R) 4 CPL 2 40GHz Model 2, 2394
192168227, Intel(R) Pertium(R) 4 CPU 2 40GHZ Model 2, 2394

:Power Management Savings

Calculator

175
173
173
175
223
223
223
223
223
223

The Power Management Savings Calculator presents data collected from computers that have logged on to the
network. The report details the enterprise's potential cost savings based on the Power Management settings

specified in the report parameters dialog.

Report parameters:

Report Parameters

p | Computer Mame: Al
Computer QL Al

7| Scanned Since: 11/22/201012:00:00 A
% of Desktops with LCD Monitors: 100
% Daily Inactivity Dunng ‘work Day: s}
% Current Daily Shutdown: 36
Energy Cost Per kMeH [$]: 0.0367
Hours Per Standard work, Daw: g
Drayz Per Standard “Work 'Week: 5
Are PCz put on gtandby within Thr'? True
Are monitors shut off within Thr? True
&re hard drives shut off within Thr? False

Cancel |
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Sample report:

Power Management Savings Calcufator

Report Date/Time:

Are the systems set to hibernate or go on standby within 1 hour of nactsy? True
Are the monitors set toturn off within 1 hour of nactity? True
Are the harddrives set toturnoff within 1 hour of ractty? Falze

Computer Hame All
Computer OU All
Computer Detected Since 11/2272010
Humber of Desktops 115
Estimated number of Desktops with CRT Monitors: |
Estimated number of Deskiops with LCD Monitors 115
Humber of Laptops ata]
Total number of Computers 173
Work hours ina standard workday a.0
Hon-work hours in a standard workday 16.0
Work days ina standard workweek 5.0
Hon-work days in a standard workoweek 2.0
Estimated percent of computer ideness during the workiday * 58.0%

Estimated percent of computers already being tumed off at the end of each workday = 365 0%

Energy Co=t per KWH = F0.0867
Avg Energy Costfor Total Computers perWork Day with Ho Power Managerment 2394

Avg Energy Costfor Total Computers per Hon-Work Day with Ho Power Managerment F17.78

Avg Energy Costfor Total Computers perWork Day with Power Mansagement B1272
Avg Energy Costfor Total Computers per Hon-Work Day with Power Management §0.96

Total Saved Energy Cost For Total Computers Per Year with Power Management !4,EEE_BT

* EPA estimates computer idleness at 55% during the average work day (listed on 014 8/2007 from:
hittp: Meetd Ibl gowvEAReparts/39466,39466 POF)

** EP& estimates 36% of computers are currertly being shut-down at the end of the workday (listed on 014 5/2007 from:
hittp: Meetd Ibl govEARepOrt s/ 39466539466 POF)

** DOE national average as of 2005 wwas $0.0567 per KwWh (listed on 01/ 852007 from:
http: Moy iz doe govicneatfelectricityfepalepafpd Himl

== WComputer and Monitor Idle” average energy usage carresponds to “the EPA Computer spec 4.0 or system iz sitting atthe
mainWindowws zcreen " "In-Uze" energy usage corresponds to "the highest wattage reading while running the complete 30DMark
2003 Pro (Benchmark] sute of tests" For simplicity sake, "Sleep, Standby, Hibernate, and Off" all correspondto the close average
of "Suspend-to-FaAM (low power mode)", "Suspend-to-Disk (alower povwer mode)”, and "Off Low Povver Mode dizabled” - Desktop
Optiplex ine (lizted on 01 4 807 from: kitp:Meewewed uz dell comicortenttopicsfiglobal aspxicorplienvironment/endorod _datashests?
c=usfce=5558l=en&s=hiz. Hard drive average energy usage of 80-200G8 7200 RPM hard drive (listed on 014 807 from:

http: My seagate . comidocsidfidatasheet discils o350
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s:Report template (Landscape/Portrait)

The ReportTemplateLandscape and ReportTemplatePortrait reports are template reports that are used with the
User-Defined Report Wizard. These reports should not be modified.
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Reports - Profile Objects

:Profile Full Detail

The Profile Full Detail report details on selected objects and elements for the specified profile(s). The report
includes a Profile Summary followed by each of the selected object element details including Validation Logic,
Created By, Last Modified Date and Last Modified By.

The Profile Full Detail report prompts the user for the Profile Name, Parent Profile Name and Profile Objects. All
elements of each profile and profile object are grouped together.

Report parameters:

Report Parameters !E[
Report Parameters
» | Profile Mame: Mew Profile j
Parert Profile Mame: Waone

Select the profile objects to be included in the report;

] Alerts
] Application Launcher

[] Common Folder Redirection
[] Data Collection

] Display

[] Diive Mappings

[7] Enwiranment

[7] Filz Operations

[7] Folder Redirection

] File/Registry Permizzions
] General

] Group Policy Templates
] Inactivity

[] IMI Filez

[ Legal Motice

[ Logging

[] Meszzage Boxes

] Microzoft Qutlook Profiles
] Microsoft Office Settings
] Microsoft Outlook, Settings
[] M5] Packages

[] Path

[ Past-Engine Scripts

[] Power Schemes

Cancel |

Ok

A

The Profile Full Detail report details all elements for the selected profile objects in the report parameters dialog.
Each profile object along with its associated profile elements are displayed in alphabetical order. The details for
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each profile object elements is the same as the individual profile object reports. Examples of each profile
objects detail can be seen under the particular profile object report section.

sProfile Full Detail -Computer
Management

The Profile Full Detail report details on selected objects and elements for the specified profile(s). The report
includes a Profile Summary followed by each of the selected object element details including Validation Logic,
Created By, Last Modified Date and Last Modified By.

The Profile Full Detail report prompts the user for the Profile Name>, Parent Profile Name and Profile Objects.
All elements of each profile and profile object are grouped together.

Report parameters:

Repork Parameters !El E
Report Parameters
» | Profile Mame: Mew Profile j
Parent Profile Mame: Mone
[

Select the profile objects to be included in the report;
O

[ Applization Launcher

[[] Data Collection

[ Local Account Management

[C] Registmy

[ Service Pack Deplopment

[ Wake On LA Deplopment

ok | Cancel

A

The Profile Full Detail (Computer Management) report details all elements for the selected profile objects in the
report parameters dialog. Each profile object along with its associated profile elements are displayed in
alphabetical order. The details for each profile object elements is the same as the individual profile object
reports. Examples of each profile objects detail can be seen under the particular profile object report section.

sProfiles Summary

The Profiles Summary summarizes all existing profiles in the Manager. The reportincludes the following profile
information: Profile Name, Parent Profile Name, Child Profiles, Last Modified Date and Profile Validation Logic.

The Profiles Summary prompts the user for the Profile Name and Parent Profile Name.
This report is ordered by the selected Order by field.
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Report parameters:

Report Parameters

Report Parameters

I[=] E3

» | Profile Mame: Mew Profile
Parent Profile Mame: Mone
Order By: [Prafile Mame]

0K I Cancel
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Sample report:

DESktﬂ'p Authori ty Report Date/Time: 16 9:20: 14 Ahd

Profifes Summary

Report Date/Time:  B/21/2016 2:20 AM
Report Parameters: Profile Mame: Mew Profile, Parent Profile Name: Mone, Order By: Profile Mame

Profile Name: New Profila

Parent Profile Hame: None

Child Profiles: Frofie Children

Category: User

Profile Last Modified Orne 502172016 9:02:20 Ak
Do Hot Process Subsequent Profles: False

Profile Validation Logic
Enabled: Trues

Class:* 05 *
Timing * Conn: AN On_METWORK RAS OFF _METWIORHK,
Rules: Empty

Profile Name: New Profile

Parent Profile Name: None

Child Profiles: Profile Children

Cateqorny: CEM

Profile Last Modified One 572172016 9:01:57 AM
Do Hot Process Subsequent Profles: Falze

Profile Validation Logic
Enabled: True

Class:* o5 *
Timing * Conn: LARKN ON_METWIORK RAS OFF_METWORK
Rules: Empty

ot A PP e SN |}

sProfile Objects - Alerts

The Profile Object - Alerts report details all Alerts elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing Alerts elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Alerts report prompts the user for the Profile Name and Parent Profile Name. All elements of
each profile are grouped together.
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Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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@ Des ktDp Authl}ﬂt\_{ Report Date/Time:

Profife Object- Alerts

Report Date/Time: 872172016 9:20 At
Report Parameters: Profile Mame: Mew Profile, Parent Profile Name: MNone

Profile Hame: New Profife
Parent Profile Name: None

Child Profiles:
Profile Last Modified Ore  5/21/2016 9:02:20 AR

Do Hot Process Subsequent Profles: Falze
Categony Lser

Profile Validation Logc
Enabled: True

Class: * Conn: LAM RAS
Timing * wEe ©
Virtualization: * Platforme *
Hetwork: ON_METWORK OFF_MNETWORK

Rules: Empty

Element Details |

Alerts
Alert Tite: Desktop Authority Alert
Priority: 1 Enabled: True Created By: SLSLADWMIN

Last Modified Date: 55212016 5:30:14 AM Last Modified By SL'SLADMIN
Descriptione ShibaddPrinterErrar

Alert Type: Errar Active User Timeout 0 Log Event: Falze
Active User Warning Falze

Alert Text An error was encountered while attermpting to connect a netwaork printer;

Event: Error Connecting Printer Warning Target List

Email Event List:
Remote Log Event List

Alert Tite: Desktop Authority Alert

Priority: 2 Enabled: True Created By: SL'SLADMIN

Last Modified Date: 57212016 5:30:14 AM  Last Modified Bye SLVSLADMIN
Descriptione fvibCzdinstall

Alert Type: Imformation Active User Tmeout 20 Log Event: Falze

Active User Warning Falze

Alert Text: “our computer will nowy be updated with the latest service pack . Y our computer will be automatically restarted after
this upcate completes. PLEASE DO MOT INTERRUPT THIS PROCESSI
e ‘.'..---._.L....‘ _"w"‘—‘k o P “FLH‘_‘,‘ _._J . L
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Profile Objects - Application Launcher
(Computer Management)

The Profile Object - Application Launcher (Computer Management) report details all Computer Management
Application Launcher elements for the specified profiles. The reportincludes a Profile Summary of each profile
containing Application Launcher (Computer Management) elements followed by each element's details
including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Application Launcher (Computer Management) report prompts the user for the Profile Name
and Parent Profile Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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DESktDp Authon’ty Report Date/Time:

Profife Object- Application Launcher (Compirter Management)

Report Date/Time: 872172016 9:21 AM
Report Parameters: Profile Name: Mew Profile, Parent Profile Mame: MNone

Report Description:  The Application Launcher (Computer Management) repart details all Application
Launcher (Computer Management) elerments for the selected profile. The report
includes each Application Launcher (Computer Management) element detailing all
settings, Walidation Logic, Created By, Last Modified Date and Last Modified By,

Profile Hame: New Profife
Parent Profile HName: Nore

Child Profiles:
Profile La=t Modihed One  2/24 52016 9:01:57 AM

Do Hot Process Subsequent Profles: False
Category B

Profile Validation Logic
Enabled: True
Class: * wEg @

Timing * Hetworke ON_METWORK
QFF_METWORK

Connection Type: LAN RAS
Rules: Empty
Virtualization: *

Platforme *

Element Details |
Application Launcher

Element Validation Logic
Clags: PORT TAB EMBD DEZK SERY CTRL 0s5: *
Timing STARTUP Platforme *

Virtualizatione * Connection Type: LAMN RAS

Hetworks ON_METWIORK
QOFF_METWORK

Schedule: Once on 03-21-2016 &t 05:53:00

Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIM
Last Modified Date: 5/24 /2016 5:53:28 &AM Last Modified By SL'SLADMIN
Descriptiont [Created: sladmin WIN-9J2MNA0MASSS 0572172016 05:53]

Uﬂ‘tﬁi;)'b' »r ’..._..-l—“_u_.,.—--- ,-"“"""“ r__n.-.-.—nf
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sProfile Objects - Application
Launcher

The Profile Object - Application Launcher report details all Application Launcher elements for the specified
profiles. The report includes a Profile Summary of each profile containing Application Launcher elements
followed by each element's details including Validation Logic, Created By, Last Modified Date and Last
Modified By.

The Profile Object - Application Launcher report prompts the user for the Profile Name and Parent Profile Name.
All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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DE‘SktDp Authon’ty Report Date/Time:

Profile Object- Application Launcher

Report Date/Time:  8/21/2016 9:22 Ak
Report Parameters: Profile Mame: Mew Profile, Parent Profile Name: None

Profile Hame: New Profife
Parent Profile Name: None

Child Profiles:
Profile Last Modified One  8/21/2016 9:02:20 AM

Do Hot Process Subsequent Profles: False
Categony User

Profile Validation Logc
Enabled: True

Class: * Conn: LAM RAS
Timing * 05: *
Virtualizatiore * Platform: *

Hetworks OMN_METWORK OFF_METWIORK
Rules: Empty

Element Details
Application Launcher

Element Validation Logic

Class:* 05 *
Timing - Conn: LAN RAS
Virtualization: * Platforme *
Hetworke OR_MNETWORK OFF_MNETWIORK
Rules: gty

Priority: 0 Enabled: True Created By: SLWSLADRMIM

Last Modified Date: 57212016 5:45:57 AM  Last Modified By SLSLADRMIM
Descriptione [Created: sladmin WIM-3J2M40mMAS55 0552172016 05 48]

Hotes:

Filespec

Arguments:

Cycle: E Cycle Data: *
Frequencyx E Launch Timing LOGON
Hide: “isikle Async: Wait

wg Admin: User uuD: AFZTHAG

r-.s_J ""'—H-_'-——-..L.-l-"* ."-ruu'.' 'r....-.--u-;--' J"‘u
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sProfile Objects - Common Folder
Redirection

The Profile Object - Common Folder Redirection report details all Common Folder Redirection elements for the
specified profiles. The reportincludes a Profile Summary of each profile containing Common Folder Redirection
elements followed by each element's details including Validation Logic, Created By, Last Modified Date and
Last Modified By.

The Profile Object - Common Folder Redirection report prompts the user for the Profile Name and Parent Profile
Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel

Desktop Authority 11.1 Reporting Guide
Reports - Profile Objects



Sample report:

@ DE‘SktDp Authori ty Report Date/Time:

Profife Object- Common Folder Redirection

Report DatedTime: 872172016 9:22 A
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: Rone

Profile Hame: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modibed One 5721752016 9:02: 20 Ak
Do Hot Process Subsequent Profles: Falze
Categorny User

Profile Yalidation Logic
Enabled: True

Clags: * Conn: LARN RAS
Timing * (Wep ©
Virtualization: * Platforme *

Hetworke Oh_METWORK CFF_METYWORK
Rules: Empty

Element Details
Common Folder Redirection

Element Validation Logic

Class:* 05 *
Timing LOGOMN Conn: LAMN RAS
Virtualization: * Platforme *
Hetworke Oh_METWIORK
Rules: Empty

Priority: 0 Enabled: Tryms Created By: SL'SLADMIN

Last Modified Date: 8/21/2016 8:48:35 AM  Last Modified By: SLSLADMN
Description: [Craatad: sadmin YWIN-8J2N40MABSE 08/21/2018 08:48]

Hotes:

Shell Folder: Common Desktop
Redirect To Folder:
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sProfile Objects - Data Collection
(Computer Management)

The Profile Object -Data Collection (Computer Management) report details the Data Collection settings for the
specified profiles. The reportincludes a Profile Summary the profile being reported on followed by the Data
Collection details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Data Collection (Computer Management) report prompts the user for the Profile Name and
Parent Profile Name.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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Desktop Authority Report Date/Time: £/21/2016 9:22:45 A

Profife Object- Data Coflection (Compiiter Management)

Report DatedTime:  8/21/2016 9:22 Ak
Report Parameters: Profile Mame: MNew Profile, Parent Profile Mame: Mone

Report Description:  The Data Collection (Computer Managerment) report details all Data Collection
(Computer Managerment) elements for the selected profile. The report includes
each Data Collection (Computer Management) element detailing all settings,
“alidation Logic, Created By, Last Modified Date and Last Modified By,

Profile Name: MNew Profile

Parent Profile Name: None

Child Profiles:

Profile La=t Modified Ore 5242016 9:01:57 A
Do Hot Process Subsequent Profles: False
Category. B

Profile Validation Logic
Enabled: True
Class: * 05 ¢

Timing * Hetwore OR_METWORK
OFF_METWVIORK

Connection Type: LAN REAS
Rules: Emgty
Virtualizatione *

Platforme *

Element Details |

Data Collection

Element Validation Logic
Class: PORT TAB EMBD DESK SERYW CTRL 05 *
Timing STARTUP SCHEDULED Platforme *
Virtualizatione * Connection Type: | AN RAS
Hetworke OR_METWORK OFF_METWORK
Schedule: Once on 08-21-2016 &t 09:10:00

Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIMN
Last Modified Date: 52472016 9:01:57 Ak Last Modified By SL\SLADMIN
Descriptione [Crested: sladmin WiIk-SJ2M40MAS5E 08/21/2016 08:53)

Hotes:

RSN Y TV LY AN
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sProfile Objects - Data Collection

The Profile Object -Data Collection report details the Data Collection settings for the specified profiles. The
reportincludes a Profile Summary the profile being reported on followed by the Data Collection details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Data Collection report prompts the user for the Profile Name and Parent Profile Name.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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Profife Object- Data Collection

Report Date/Time:
Report Parameters:

Report Description:

BI212016 923 Ak
Profile Mame: Mew Profile, Parent Profile Marme: Mone

The Data Collection report details all Data Collection elements for the selected
profile. The report includes each Data Collection element detailing all settings,
“Yalidation Logic, Created By, Last Modified Date and Last Madified By.

Profile Hame: MNew Profile
Parent Profile Hame: Nonre

Child Profiles:

Profile Last Modified Ore 572172016 S:0220 &AM
Do Hot Process Subsequent Profles: False

Categony User

Profile Yalidation Logc
Enabled: True

Class: * Conn: LAN RAS
Timing * 05 *
Virtualizatiore * Platforme *
Hetworke ON_METWORK OFF_METWIORK
Rules: Empty
Element Details
Data Collection
Element Validation Logic
Class:* 05: *
Timing LOGOM LOGOFF Connection Type: LAMN RAS
Virtualization: * Platforme *
Hetworke ON_METWORK OFF_METWWIORK
Rules: Empty
Priority: O Enabled: True Created By: SLSLADMIN
Last Modified DabtesSi21 /2016 9:02:20 AW Last Modified Byr SL'SLADMIN
Description: [Crested: sladmin WIN-9J2R400MASSE 0872142016 08:52]
Hotes:
Data Collected
Collect logon'logoff session Informabione ves Collect lock/unlock Informatione es
Collect Machine Heart Beat Packets Bvene 1 ho Machine Heart Beat ‘iisrr“_
g g -
B s . f“_ — _‘_‘ — J‘- r‘“ \.J' \r wllet rhﬁ-‘
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sProfile Objects - Display

The Profile Object - Display report details all Display elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing Display elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Display report prompts the user for the Profile Name and Parent Profile Name. All elements
of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ DESktOp Authori ty Report Date/Time:

Profile Object- Display
Repaort DateTime:  G/21/2016 9:23 Ah
Report Parameters: Profile Mame: Mew Profile, Parent Profile Name: None

Profile Hame: MNew Profila
Parent Profile Name: None

Child Profiles:
Profile Last Modified Ore 552172016 9:025 20 Ak

Do Hot Process Subsequent Profles: Falze
Categony Lser

Profile Validation Logic
Enabled: True

Clags: * Conn: LAM RAS
Timing * (We=p ©
Yirtualization: * Platform: *

Hetworke OMN_METWORK OFF_METWORK
Rules: Empty

Element Details

Display

Element Yalidation Logic
Class: * 05: *
Timing LOGON Conn: LAN RAS
Virtualization: * Platforme *
Hetwork: ON_MNETWORK  OFF _METWIORK
Rules: Empty

Priority: 0 Enabled: True Created By: SLWSLADMIN

Last Modified Date: 5721/2016 54739 &M Last Modified By: SLVSLADKMIN
Description: [Created: sladmin WIRN-9)2M40MASSE 087212016 05:47]

Hotes:

Enable HumLock: -1 Digable Print Popup: -1 Remove Weloome: -1

Remove IntelliMouse Tips: -1 Remove Shortcut To: -1 Remove Find Fast -1
Remove MSH: -1 Remove My Documents: -1 Remove Online Servces: -1
Enable CMD: -1 Enable Context Remove Controb -1

Wallpaper:

My Comn ]
u‘_w'}# e J _.__*‘,‘-‘ N | _-_' SpP—— ¥ 4
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sProfile Objects - Drive Mappings

The Profile Object - Drive Mappings report details all Drives elements for the specified profiles. The report
includes a Profile Summary of each profile containing Drives elements followed by each element's details
including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Drive Mappings report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

@ Desktop Authority Report Date/Time:

Profife Object- Drive Mappings

Report Date/Time:  8/21/2016 9:24 AM
Repart Parameters: Profile Mame: Mew Prafile, Parent Prafile Mame: Mane

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modibed One 502172016 9:02:20 Al
Do Hot Process Subsequent Profles: Falze
Category: User

Profile Yalidation Logc
Enabled: True

Class: * Conn: LARN RAS
Timing * s
Virtualizatiore * Platforme *

Hetworde Oh_METWORK OFF_METWORHK
Rules: Empty

Element Details
Drive Mappings

Drive Letter: H Path:

Element Validation Logc

Clags:* 05 *
Timing LOGOM Conn: LAMN RAS
Virtualization: * Platforme *
Hetwore Ok_METWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIMN

Last Modified Dates 572172016 54526 Ak Last Modified Bye SLVSLADMIN
Description: [Created: sladmin Win-2.2040MASSS 05721 2016 03:43]

Hotes:

Explorer Labek
On Error: Continue Hidden: Mo
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sProfile Objects - Environment

The Profile Object - Environment report details all Environment elements for the specified profiles. The report
includes a Profile Summary of each profile containing Environment elements followed by each element's details
including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Environment report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

DESktﬂ'p AUthDrltY Report Date/Time: |

Profile Object- Environment

Report Date/Tirme: 3212016 9:24 Al
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: Mone

Profile Hame: MNew Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified O 572172016 9:02:20 Ak
Do Hot Process Subsequent Profles: Falze
Category: User

Profile Yalidation Logic
Enabled: True

Class: * Conn: LANM RAS
Timing * [ElnrEE
Yirtualization: * Platforme *

Hetworke ON_METWIORK OFF_METWORK
Rules: Empty

Element Details
Environment

Element Validation Logic

Class:* 05 *
Timing LOGOR Conn: LAN RAS
Virtualization: * Platforme *
Hetworke Oh_METWORK OFF_METWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIM

Last Modified Date: 572172016 5:45:40 AWM Last Modified By: SLSLADRMIM
Description: [Created: sladmin Wikl-302R40MASSS 0872172016 03:43]

Hotes:

Variable:
Value:
Location: User

g ———y—— o 4
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sProfile Objects - File Operations

The Profile Object - File Operations report details all File Operations elements for the specified profiles. The
reportincludes a Profile Summary of each profile containing File Operations elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - File Operations report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time: 5/21/2015 9:25:05 AM

Profile Object- File Operations

Report Date/Time: 8212016 3:25 Ak
Report Parameters: Profile Name: Mew Profile, Parent Profile Name: MNone

Profile Name: New Profife
Parent Profile Name: None

Child Profiles:
Profile Last Modified Ore  5/21/2016 9:02:20 A

Do Hot Process Subsequent Profles: Falze
Category. LUszer

Profile Validation Logic
Enabled: True

Class: * Conn: LAN RAS
Timing * K=
Virtualization: * Platforme *

Hetworke OMN_METWORK OFF_METWIORK
Rules: Empty

Element Details
File Operations

Operatiore Copy
Element VYalidation Logic

Clags: TERM PORT TAB EMBD DESK 05 *
Timing LOCG0N Conn: LAM RAS
Virtualization: * Platforme *
Hetwore COM_METWORK OFF_MNETWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIM

Last Modified Dates 572152016 §:49:43 AWM Last Modified By SLVSLADRIM
Description: [Created: sladmin WIN-9J2M40MASSE 055212016 0F:49]

Hotes:

Source Folder:
Source Files:
Destination Folder:

Destination Files: Sub-Directories: Mo
Continue On Erron: Yes Read Only: Yes
Hidden And Systene ez Existing: Mo
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sProfile Objects - File/Registry
Permissions

The Profile Object - File/Registry Permissions report details all Permissions elements for the specified profiles.
The reportincludes a Profile Summary of each profile containing Permissions elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - File/Registry Permissions report prompts the user for the Profile Name and Parent Profile
Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time: |

Profile Object - File-Registry Permissions

Report Dated/Time:  3/21/2016 9:25 AM
Report Parameters: Profile Marme: Mew Profile, Parent Profile Name: Mone

Profile Name: MNew Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified One 572972016 9:02:20 &M
Do Hot Process Subsequent Profles: Falze
Categony: Ll=zer

Profile Yalidation Logic
Enabled: True

Class: * Conn: LAM RAS
Timing * {ENE
Yirtualization: * Platforme *

Hetworke ON_METWIORK OFF_MNETWORK
Rules: Empty

| Element Details
File/Registry Permissions

Element Validation Logc

Clags: TERM PORT TAB EMBD DESK 05 *
Timing LOGON Conn: LAMN R&AS
Virtualization: * Platforme *
Hetworke OR_METWORK OFF_METWIORK
Rules: Empty

Priority: 0 Enabled: True Created By: SLSLADMIM

Last Modified Date: 572172016 5:45:55 &M Last Modified By: SLWSLADMIN
Descriptione [Created: sladmin Wik-902rn40MA555 0302172016 05:49]

Hotes:

Type: File fFolder Actiore Append
Target

Permissons:

Inheritance: Do not modify this object's inheritance

Depth: Self

Childrerc Files and Folders

Force 32bit Key On 64bit 05: ro
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sProfile Objects - Folder Redirection

The Profile Object - Folder Redirection report details all Folder Redirection elements for the specified profiles.
The reportincludes a Profile Summary of each profile containing Folder Redirection elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Folder Redirection report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

@ Des kt(}p AUthDrltY Report Date/Time:

Profiie Object- Foider Redirection

Report Date/Time:  8/21/2016 9:.25 AM
Report Parameters: Profile Name: Mew Profile, Parent Profile Mame: MNone

Profile Hame: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified Ore 572172016 900220 A
Do Hot Process Subsequent Profles: Falze
Categorny Uszer

Profile Validation Logic
Enabled: True

Class: * Conn: LAMN RAS
Timing * (WEp &
Virtualization: * Platforme *

Hetworke OMNM_METWORK OFF _METWORK
Rules: Empty

Element Details
Folder Redirection

Element Validation Logic

Class:* 05 *
Timing LOGOR Conn: LAN RAS
Virtualizatione * Platforme *
Hetworke OM_METWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIM

Last Modified Date: 5/21/2016 5:49:29 &AM Last Modified By: SL'SLADMIN
Description: [Created: sladmin WiIN-2J2MN40MAGSE 052172016 0F:49]

Hotes:

ShellFolder: Contacts
Redirect To Folder:
Relocation: -
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sProfile Objects - General

The Profile Object - General report details all General elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing General elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - General report prompts the user for the Profile Name and Parent Profile Name. All elements
of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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DESktDp Authon’ty Report Date/Time

Profile Object- General

Report Dated/Time: 37212016 9:27 AM
Report Parameters: Profile Mame: Mew Profile, Parent Profile Name: Mone

Profile Name: MNew Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified One 57292016 9:02:20 AM
Do Hot Process Subsequent Profiles: Falze
Category: User

Profile Yalidation Logic
Enabled: True
Class: * Conn: LAMN RAS
Timing * LR
Virtualization: * Platform: *

Hetworke OMN_METWORK OFF_METWORK
Rules: Empty

Element Details

General

Element Validation Logc

Class:* 05 *
Timing LOGON Conn: LAMN R&=
Virtualizatione * Platforme *
Hetworke Ob_NETWORK OFF_NETWWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL=LADMIR

Last Modified Date: 5/21/2016 5:46:536 &M LastModified By: SLSLADMIM
Descriptione [Created: sladmin WIR-302040MA555 0302172016 05:46]

Hotes:

File Mask *ThMP

Purge: Prompt Password Warning Days:

Free Space Warning Limic Clear Loginc 0

Limit Concurrent Drive: Disconnect All Drives: -1

Disconnect Hetwork Printers: -1 Disconnect IP Printers: -1

Remove IE Tour: -1 Clear All Policies First -1

Hide Agent lcon: - Remove Internet Connection Wizard -1

Al Re -
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sProfile Objects - Group Policy
Templates

The Profile Object - Group Policy Templates report details all Group Policy Template elements for the specified
profiles. The report includes a Profile Summary of each profile containing Group Policy Template elements
followed by each element's details including Validation Logic, Created By, Last Modified Date and Last
Modified By.

The Profile Object - Group Policy Templates report prompts the user for the Profile Name and Parent Profile
Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time: /212015 9

Profile Object- Grotip Policy Templates

Report DateTime:  8/21/2016 9:28 A
Report Parameters: Profile Mame: MNew Profile, Parent Profile Mame: Mone

Profile Name: New Profife

Parent Profile Hame: None

Child Profiles:

Profile Last Modified O 5/212016 9:02:20 Ak
Do Hot Process Subsequent Profles: False
Categony User

Profile Walidation Logic
Enabled: True

Class: * Conn: LAMN RAS
Timing * 05: *
Virtualization: * Platforme *

Hetworkc ON_METWORK OFF_METWORK
Rules: Empty

Element Details |

Group Policy Templates

Group Policy Template Fies: conf inetres sy=stern

Element Yalidation Logic

Class:* 05: *
Timing LOGON Conn: LAMN RAS
Virtualization: * Platforme *
Hetworke OM_METWORK OFF _NETWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIM

Last Modified Date: 572172016 5:45:03 &M Last Modified By SLUSLADRMIM
Description: [Crested: sladmin YWik-92MNA0MASSE 05722172016 05:47]

Hotes:
User Registne
Computer Registng

ADMX Locatione  Default

e o """"- s “’-—L .- '--lﬁ-.u.-—-l ‘ J*" -+ / - 1H

Desktop Authority 11.1 Reporting Guide
Reports - Profile Objects




sProfile Objects - Inactivity

The Profile Object - Inactivity report details all Inactivity elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing Inactivity elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Inactivity report prompts the user for the Profile Name and Parent Profile Name. All elements
of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time:

Profile Object- Inactivity

Report DatedTime:  8/21/2016 9:28 AM
Report Parameters: Profile Mame: MNew Profile, Parent Profile Mame: Mone

Profile Hame: New Profile
Parent Profile Name: Nonre

Child Profiles:
Profile Last Modihed Ore 852102016 9:02:20 Ahd

Do Hot Process Subsequent Profles: Falze
Categonye User

Profile Walidation Logic
Enabled: True

Class: * Conn: LAMN RAS
Timing * 05: *
Virtualizationc * Platforme *

Hetworke ON_METWORK OFF_METWORK
Rules: Empty

Element Details

Inactivity

Element Validation Logic
Class:* 05 *
Timing LOGON Conn: LAMN REAS
Virtualization: * Platforme *
Hetwork OM_METWORK OFF_METWORK
Rules: Empty

Priority: O Enabled: True Created By: SL'=LADMIN

Last Modified Date: 5/21/2016 8:51:27 AW Last Modified By SLVSLADMIR
Description: [Crested: sladmin Yik-902M40MASSE 0572172016 03:51]

Hotes:

Elap=ed Time: 10 Actione Logoft Timeout 0
Sound:

Text:

Hour Mask: 0000000000000000

Defer Inactivitye 0
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sProfile Objects - INI Files

The Profile Object - INI Files report details all INI File elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing INI File elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - INI Files report prompts the user for the Profile Name and Parent Profile Name. All elements
of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ DESktOp AL.IthOr'It‘)f Report Date/Time:

Profife Object - INI Fifes

Report Date/Time:  8/21/2016 2:29 AM
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: Mone

Profile Name: New Profila
Parent Profile Hame: None

Child Profiles:
Profile Last Modihed One 30242016 9:02:20 At

Do Hot Process Subsequent Profles: False
Category:. User

Profile Validation Logc
Enabled: True

Class: * Conn: LAN RAS
Timing * 05: *
Virtualization: * Platforme *

Hetworke OR_METWORK COFF _METWWORK
Rules: Empty

Element Details

INI Files

Element Yalidation Logic
Class:* 05: *
Timing LOGOR Conn: LAMN RAS
Virtualization: * Platforme *
Hetworke OM_METWORK OFF_METWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SLSLADMIM

Last Modified Date: 5/21/2016 §:49:22 AN Last Modified By SLSLADMIN
Descriptione Description

Hotes:

Actiore Write Value
Filespec:

Section:

Value:

Data:
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sProfile Objects - Legal Notice

The Profile Object - Legal Notice report details all Legal Notice elements for the specified profiles. The report
includes a Profile Summary of each profile containing Legal Notice elements followed by each element's details
including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Legal Notice report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

@ DESktDp Authonty Report Date/Time: |

Profife Object- Legal Notice

Repaort Date/Time:  TimeStamp
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: Mone

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified One  5/21 /2016 9:02:20 Ak
Do Hot Process Subsequent Profles: False
Category Uszer

Profile Validation Logc
Enabled: True

Class: * Conn: LAM RAS
Timing * 05: *
Virtualizatione * Platforme *

Hetworke OMN_NMETWORK OFF_METWORK
Rules: Empty

Element Details

Legal Notice

Element Validation Logic
Class:* 05 *
Timing LOGOMN Conn: LAM RAS
Virtualizatione * Platforme *
Hetworke OR_RETWORK OFF_METWORK
Rules: Empty

Priority: O Enabled: True Created By: SL\SLADMIN

Last Modified Date: 572172016 5:473532 AWM Last Modified By: SLISLADMIN
Description: [Created: sladmin WIR-302M40MASSE 0572172016 05:47]

Hotes:

Title: Legal Hotice
Text: This is the Legal Matice

el o
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sProfile Objects - Local Account
Management (Computer Management)

The Profile Object - Local Account Management (Computer Management) report details all Local Account
Management elements for the specified profiles. The reportincludes a Profile Summary of each profile
containing Local Account Management elements followed by each element's details including Validation Logic,
Created By, Last Modified Date and Last Modified By.

The Profile Object - Local Account Management (Computer Management) report prompts the user for the Profile
Name and Parent Profile Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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Desktop Authority Report Date/Time: 5/21/2016 9:29:47 Ah

Profile Object- Local Accoumt Management {Compiiter Managemeril)

Report Date/Time:  8/21/2016 9:29 AM
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: None

Profile Hame: New Profile
Parent Profile Hame: None

Child Profiles:
Profile Last Modifed One 552102016 9:01:57 A

Do Hot Process Subsequent Profles: Falze
Category: CBM

Profile Yalidation Logic
Enabled: True
Class: * WEg &

Timing * Hetwork ORN_METWIORK
OFF _METWWIORK

Connection Type: LAN RAS
Rules: Empty
Virtualization: *

Platforme *

Element Details |

Local Account Management

Element Validation Logic
Clas=s: PORT TAB EMBD DESK 0%5: YISTA T 2012R251 10
Timing STARTUP Platforme *
Virtualizatiore * Connection Types LAN RAS
Schedule: Cnce on 05-21-2016 at 058:52:00
Hetworke OM_METWORK  OFF_METWICRK

Rules: Empty Empty

Priorityz 0 Enabled: True Created By: SL'SLADMIM
Last Modified Dates 57212016 5:52:54 &AM Last Modified By SLYSLADMIM
Description: [Created: sladmin WIM-9J2M30MASSS 05721 12016 05:52)

Hotes:

Options For Built-in Users
Built-in User Hame: Acdministrator
Change Existing Harme: Mo Change User Hame To:  Administrator
Change Existing Password Mo
Disable This Account: Leave Alone
Remove Any User Profiles Hot Used In The Last X Humber OF Days: Mo
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sProfile Objects - Logging

The Profile Object - Logging report details all Logging elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing Logging elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Logging report prompts the user for the Profile Name and Parent Profile Name. All elements
of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

DESktDp Auth(}ﬂty Report Date/Time: 5

Profife Object- Logging
Report Date/Time:  8/21/2016 9:30 AM
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: Rone

Profile Hame: New Profile
Parent Profile Name: None

Child Profiles:
Profile Last Modified One 852102016 9:02:20 A

Do Hot Process Subsequent Profles: Falze
Categony: ser

Profile Walidation Logic
Enabled: True

Class: * Conn: LAN RAS
Timing * 05: *
Virtualizatior: * Platforme *

Hetworke ON_METWORK OFF_METWORK
Rules: Empty

Element Details
Logging

Enabled: True Created By: SL'SLADMIN
Last Modified Dates 5/21/2016 530013 AW Last Modified Bye SLWSLADMIN

Field List: *****jnDatefDate§ TimeflogonServerFConnTypefikSta FSiComputer Type FIPaddr FSiCpuType FSiCpuSpeed
FsiRamibb $SystemDriveverboselSH0SCSDYersionfHotFixesHleCury er FOfMficeCuryverflserD SFullMName

S B et e e S e

:Profile Objects - Message Boxes

The Profile Object - Message Boxes report details all Message Boxes elements for the specified profiles. The
report includes a Profile Summary of each profile containing Message Boxes elements followed by each
element'’s details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Message Boxes report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.
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Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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@ Des ktDp Authon’ty Report Date/Time:

Profife Object- Message Boxes

Report DatedTime: 8212016 9:30 Al
Report Parameters: Profile Name: Mew Profile, Parent Profile Name: Mone

Profile Hame: MNew Profile

Parent Profile Hame: None

Child Profiles:

Profile Last Modified Ore 552172016 9:02: 20 &k
Do Hot Process Subsequent Profles: Falze
Category: User

Profile Walidation Logic
Enabled: True

Class: * Conn: LAMN RAS
Timing * 05: *
Yirtualization: * Platforme *

Hetworke OMN_METWORK OFF _METWORK
Rules: Empty

Element Details

Message Boxes

Title:

Element Validation Logic

Class:* 05
Timing LOGON Conn: L&AN RAS
Virtualizatione * Platforme *
Hetwork: OM_METWORK  OFF_NETWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SLSLADMIN

Last Modified Date: 5721/2016 5:51:51 &M Last Modified By SLSLADRMIN
Descriptions [Crested. sladmin WIN-9J2M40MASSS 05/21 72016 05:51]

Hotes:

Text:

Style: | Timeout 0 Cycle: E
Cycle Data: * Frequencye E

muD:  AGSZLHL
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sProfile Objects - Microsoft Office
Settings

The Profile Object - Microsoft Office Settings report details all Microsoft Office elements for the specified profiles.
The reportincludes a Profile Summary of each profile containing Microsoft Office elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Microsoft Office Settings report prompts the user for the Profile Name and Parent Profile
Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:

@ DESktﬂ'p Auth{]rity Report Date/Time: | 016 9:31:01 AM

Profile Object- Microsoft Office Settings
Report Date/Time:  8/21/2016 9:31 AM
Report Parameters: Profile Mame: New Profile, Parent Profile Mame: Mone

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified O 572172016 900220 AW
Do Hot Process Subsequent Profles: Falze
Categony User

Profile Validation Logic
Enabled: True

Class: * Conn: LAM REAS
Timing * 05: *
Virtualization: * Platforme *

Hetworke ON_METWORK OFF_METWWORK
Rules: Empty

Element Details |
Microsoft Office Settings

Element Validation Logc

Class:* 05 *
Timing LOGON Conn: L&N RAS
Virtualizatiore * Platform *
Hetwore OM_METWORK  OFF_METWORHK
Rules: Empty

Priority: 0 Enabled: True Created By: SLSLADMIR

Last Modified Date: 30212016 5§:50:15 &M Last Modified By SLSLADMIM
Descriptiore [Crested: sladmin WAN-9J2MNA40MASSE 0552172016 05:50]

Hotes:

Option: Access Command Bars Folder
Path:

A . PUOSEY | P ey i
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sProfile Objects - Microsoft Outlook
Profiles

The Profile Object - Microsoft Outlook Profiles report details all Mail Profile elements for the specified profiles.
The reportincludes a Profile Summary of each profile containing Mail Profile elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Microsoft Outlook Profiles report prompts the user for the Profile Name and Parent Profile
Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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@ DESktOp Authon’ty Report Date/Time:

Profife Object- Microsoft Outiook Profiles

Report Date/Time:  8/21/2016 9:31 Ak
Report Pararmeters: Profile Mame: New Profile, Parent Profile Name: Mone

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modibed One 572172016 9:02:20 AM
Do Hot Process Subsequent Profles: Falze
Category: Us=ser

Profile Walidation Logc
Enabled: True

Class: * Cconn: LAMN RAS
Timing * 05: *
Yirtualizatiore * Platforme *

Hetworke OMN_METWORK OFF_METWIORK
Rules: Empty

Element Details |
Microsoft Outlook Profiles

Element Validation Logic

Clasg:* 05 *
Timing LOGON Conn: LAM RAS
Virtuahization: * Platforme *
Hetworke ORN_METWORK OFF_METWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIM

La=st Modified Date: 572172016 5:50:35 AM Last Modified By SLWSLADMIM
Description: [Created: sladmin WVAM-9J2M40M LSS58 08/21/2016 08:50]

Hotes:

Profile: $FullMame

Exchange Server:

Mailbox: FadEmail

Use EXisting: ez Rename Existing “Yes
Clean Backups=: Mo Clean All But Default: Mo
Additional Maiboxes:

Enforce Additional Mailbozes: Mo
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sProfile Objects - Microsoft Outlook
Settings

The Profile Object - Microsoft Outlook Settings >report details all Outlook elements for the specified profiles. The
reportincludes a Profile Summary of each profile containing Outlook elements followed by each element's
details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Microsoft Outlook Settings report prompts the user for the Profile Name and Parent Profile
Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel

Sample report:

sProfile Objects - MSI Packages
(Computer Management)

The Profile Object - MSI Packages (Computer Management) report details all MSI Package element s for the
specified profiles. The reportincludes a Profile Summary of each profile containing MSI Package (Computer
Management) elements followed by each element's details including Validation Logic, Created By, Last
Modified Date and Last Modified By.

The Profile Object - MSI Packages (Computer Management) report prompts the user for the Profile Name and
Parent Profile Name. All elements of each profile are grouped together.
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Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time: §/21/2015 9:32:00 AM

Profile Object- MSiPackages (Compiiter Management)

Report Date/Time: 8212016 9:32 Al
Repaort Parameters: Profile Mame: Mew Profile, Parent Profile Mame: Mone

Report Description:  The MS1 Packages (Computer Managerment) report details all MSI| Packages
(Computer Management) elements far the selected profile. The report includes
each M3l Packages (Computer Management) element detailing all settings,
Yalidation Logic, Created By, Last Modified Date and Last Modified By.

Profile Name: New Frofife

Parent Profile Name: None

Child Profiles:

Profile Last Modifned Ore  5/21/2016 9:01:57 Ak
Do Hot Process Subsequent Profles: False
Category: CBEM

Profile Validation Logic
Enabled: True
Class: * WEp &

Timing * Hetworke ON_METVWORK
QFF_METWORHK

Connection Type: LAN RAS
Rules: Empty
Virtualization: *

Platforme *

Element Details |
MSI Packages

Element Validation Logic
Class: PORT TAB EMBD DESK SERY 05 *
Timing =TARTUP Platforme *
Virtualizationc * Connection Type: LAN RAS
Hetworke OR_METWWORK OFF_METWORK
Schedule: Once on 05-21-2016 &t 055400

Rules: Empty

La=st Modified Date: 572172016 5:54:04 oM Created By: SLSLADMIN
Priority: O Enabled: Trus Last Modified By SL'SLADMIN
Description [Crested: sladmin WIN-SJ2M40MASSE 08/21/2016 03:54]

Hotes:

Actione Install

t;slrtalmsyncl': Ves / e ‘_.,-H r l it B ™ o L
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sProfile Objects - MSI Packages

The Profile Object - MSI Packages report details all MSI Package elements for the specified profiles. The report
includes a Profile Summary of each profile containing MSI Package elements followed by each element's
details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - MSI Packages report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time:

Profile Object- MSf Packages

Report Date/Time:  8/21,/2016 9:32 AM
Report ParametersProfile Mame: Mew Profile, Parent Profile Mame: Mane

Profile Hame: MNew Profile
Parent Profile Hame: Nore

Child Profiles:
Profile Last Modified Ore  5/21/2016 9:02:20 A6

Do Hot Process Subsequent Profles: Falze
Category: User

Profile ¥alidation Logc
Enabled: True

Class: * Conn: LAN RAS
Timing * 05 *
Virtualization: * Platforme *

Hetworke CH_METWORK OFF_METWORK
Rules: Empty

Element Details
MS1 Packages
Element Validation Logic

Clags: PORT TAB EMBD DESK 05 YISTA T 8110
Timing LOGON Conn: LAM RAS
Virtualizatione * Platforme *
Hetworke Oh_METWIORK OFF_METWIORK
Rules: Empty
Priority: 0 Enabled: True Created By: SLISLADMIN
Last Modified Dabe: 5/21 /201 6 5:49:05 AM Last Modified By: SLSLADMIN

Description: [Created: sladmin WiR-902MN40MASSE 0802122016 03:49]

Hotes:

Actiore Instal

Published Packages:

Install Asynch Yes Install Silent Mo
Transform Res: Allow Package Defer: Falze
Wait For Download: Mo Package Defer Tries: 1
Serven Package Defer Tame: 10
Command Line Options:

e — e = — = M
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Profile Objects - OneDrive

The Profile Object - OneDrive report details all OneDrive elements for the specified profiles. The reportincludes
a Profile Summary of each profile containing OneDrive elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - OneDrive report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
Ok I Cancel
Y
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Sample report:

Profile Object - One Drive
Report Date/Time:  1/13/2019 4:09 PM

Profile Name: Florida-Boca

Parent Profile Name: None

Child Profiles:

Profile Last Modified On: 1/13/2019 £:05:12 PM
Do Hot Process Subsequent ProfilesEalze
Category: User

Profile Validation Logic

Enabled: True

Class: * Conn: LA&N RAS
Timing: * o5 =
Virtualization:* Platform: *

Network: ON_METWORK OFF_NETWORK
Rules: Empty

Element Details
OneDrive

Element Validation Logic

Class:* 05 =
Timing: LOGON REFRESH Conn: LAN RAS
Virtualization: * Platform: *
Hetwork: ON_NETWORK OFF_NETWORK
Rules: Empty

Priority: 0 Enabled: 1 Created By: TACHM dministrator

DescriptioniCreated: MACHM dministrator 201 2R2-DC1-L MM 002015 13:53]

Notes:

OneDrive EMail account: SadEmail
Location on your PC: C:\Files
Auto sync Desktop: SyncDesktop
Auto sync Pictures: 0

Auto sync Documents: 1

Report Parameters: Profile Mame: Florida-Boca, Parent Profile Name: MNone

Last Modified Dated/13/2019 4:08:12 PM Last Modified By: TACHMdministrator

T T I w\._ﬁ J ol
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sProfile Objects - Path

The Profile Object - Path report details all Path elements for the specified profiles. The reportincludes a Profile
Summary of each profile containing Path elements followed by each element's details including Validation
Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Path report prompts the user for the Profile Name and Parent Profile Name. All elements of
each profile are grouped together.

Report parameters:

Report Paramekters

=]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

DESkt{]p Authori ty Report Date/Time:

Profife Object- Path

Report Date/Time:  8/21/2016 9:32 Ak
Report Parameters: Profile Mame: MNew Profile, Parent Profile Name: MNone

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified Ore 57212016 9:02:20 Ak
Do Hot Process Subsequent Profles: False
Categone User

Profile Validation Logic
Enabled: True

Class: * Conn: LA&AM RAS
Timing * W= ©
Yirtualization: * Platform: *

Hetworke OMN_METWORK OFF_METWORK
Rules: Empty

| Element Details

Path

Element Walidation Logic
Clags:* 0s5: *
Timing LOGON Conn: LAN RAS
Virtualizatiore * Platform: *
Hetworke ON_MNETWORK OFF _METWIORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIN

Last Modified Date: 5/21/2016 34533 &M Last Modified By: SL'SLADRMIN
Descriptione [Crested: sladmin WiIN-9J2M400 8858 0552172016 05:458]

Hotes:

— :*".H o N e et n__J‘ _ﬁ__‘%:,‘“_
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sProfile Objects - Post-Engine Scripts

The Profile Object - Post-Engine report details all Post-Engine elements for the specified profiles. The report
includes a Profile Summary of each profile containing Post-Engine elements followed by each element's details
including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Post-Engine report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

DESktOp Authonty Report Date/Time: 3

Profile Object - Post-Engine Scripts

Report DatefTime:  8/21/2016 9:33 AM
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: None

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified Ore  5/21/2016 9:02: 20 A
Do Hot Process Subsequent Profles: Falze
Categony User

Profile Validation Logic
Enabled: True

Class: * Conn: LAKN RAS
Timing * 05 *
Virtualization: * Platforme *

Hetworke ON_NETWORK OFF_METWWORK
Rules: Empty

Element Details
Post-Engine Scripts

Element Validation Logc

Class:* 05: *
Timing LOGON Conn: LAMN RAS
Virtualizatione * Platforme *
Hetworkc Oh_METWORK  OFF_NMETWIORK
Rules: Empty

Priority: O Enabled: True Created By: SLSLADMIN

Last Modified Date: 572172016 5:51:59 AWM Last Modified By SLSLADMIM
Descriptione [Crested: sladmin Wik-9.2M40MASSE 0552172016 05:51]

Hotes:

Script:
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sProfile Objects - Power Schemes

The Profile Object - Power Schemes report details all Power Scheme elements for the specified profiles. The
reportincludes a Profile Summary of each profile containing Power Scheme elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Power Schemes report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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DESktDp AL.IthOF'it}r' Report Date/Time: 5;

Profile Object- Power Schemes

Report Date/Time:  8/21/2016 2:33 AR
Report Parameters: Profile Mame: MNew Profile, Parent Profile Mame: Mone

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified O 5/21/2016 9:02:20 Al
Do Hot Process Subsequent Profles: False
Categony User

Profile Validation Logic
Enabled: True

Class: * Conn: LAM RAS
Timing * [+ b
Virtualization: * Platform: *

Hetwork: ON_METWORK OFF_NETWORK
Rules: Empty

Element Details
Power Scheme

Element Validation Logic

Class: PORT TAB EMBD DESK 0% YISTA 75110
Timing LOG0N Conn: LAN RAS
Virtualizationc * Platform: *
Hetworke OhN_METWORK OFF_METYWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SLSLADMIM

Last Modified Date: 2/21/2016 5:51:44 AM  Last Modified By SLSLADRMIM
Description: [Crested: sladmin WIMN-902M30MASSE 0572172016 03:31)

Hotes:

Actiore CreasteMlodify Hame: Desktop Authorty Configured
Hibernatione - Prompt For Password -

Lid Action: DC Lid Action:

Power Button Action: DC Power Button Actione

Sleep Button Actione DC Sleep Button Action:

Monitor AC: Monitor DC:

Disk AC: Disk DC:

Standby AC: Standby DC:

Hi ate AC — Hibernate DC: _ - -
o S el —— et A o ®
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sProfile Objects - Pre-Engine Scripts

The Profile Object - Pre-Engine report details all Pre-Engine elements for the specified profiles. The report
includes a Profile Summary of each profile containing Pre-Engine elements followed by each element's details
including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Pre-Engine report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

@ Des kt(}p Authori t'y Report Date/Time:

Profife Object- Pre-Engine Scripts

Report Date/Time: 87212016 9:33 AM
Repaort Parameters: Profile Name: Mew Prafile, Parent Profile Mame: MNone

Profile Hame: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modified Ore  5/21/2016 9:02:20 &AM

Do Hot Process Subsequent Profles: Falze
Category: User

Profile Validation Logic
Enabled: True

Class: * Conn: LAM RAS
Timing * 05: *
Virtualization: * Platforme *

Hetwore ON_METWORK OFF_METWORK
Rules: Empty

Element Details
Pre-Engine Scripts

Element Validation Logic

Class:* 05: *

Timing LOGON Conn: LANM RAS
Virtualization: * Platforme *
Hetworke OM_METWIORK OFF_METWIORK

Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIN

Last Modified Dabes5/21/2016 5:45:43 Ak Last Modified Bye SLSLADRMIN
Description: [Created: sladmin Wik-902RN40MASES 0802172016 03:46]

Hotes:
Script:
=3 _Hﬁ? — #H = —'—*—-'-"‘:*T’""..-q—-#%'
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sProfile Objects - Printers

The Profile Object - Printer report details all Printer elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing Printer elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Printer report prompts the user for the Profile Name and Parent Profile Name. All elements
of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time: i

Profife Object- Printers

Report DatedTime:  8/21/2016 9:33 AM
Report Parameters: Profile Mame: Mew Profile, Parent Profile Name: Mone

Profile Name: New Profife

Parent Profile Hame: None

Child Profiles:

Profile Last Modihed One 572172016 9:02:20 &M
Do Hot Process Subsequent Profles: Falze
Category. User

Profile Yalidation Logic
Enabled: True

Class: * Conn: LARKN RAS
Timing * 05: *
Yirtualization: * Platforme *

Hetwore OMN_METWORK OFF _METWORK
Rules: Empty

| Element Details
Printers

Element Validation Logic

Class:* 05: *
Timing LOGON Conn: LAN RAS
Virtualizatione * Platforme *
Hetworle ON_METWIORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIM

Last Modified Date: 5/21/2016 54513 AWM Last Modified By SLWSLADRMIN
Description: [Crested: sladmin WIk-902M40MASSS 055212016 05:49]

Hotes:

LPT:

Path:

Auto Add Remove: - Default Printer: -
Ho Capture: Mo

Printer Hame:

IP Adddress:

Port Hame:

-"--n#""“‘-" __\_F___‘_‘,.-) & . _l_‘__w"—- WAl .....-"—“‘"""-",‘“ . J
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sProfile Objects - Registry (Computer
Management)

The Profile Object - Registry (Computer Management) report details all Registry elements for the specified
profiles. The reportincludes a Profile Summary of each profile containing Registry (Computer Management)
elements followed by each element's details including Validation Logic, Created By, Last Modified Date and
Last Modified By.

The Profile Object - Registry (Computer Management) report prompts the user for the Profile Name and Parent
Profile Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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DESktUp Authonty Report Date/Time: 8/21/2016 2:34:15 AM

Profile Object- Registry (Comptiter Management)

Repart Date/Time: 87212016 9:34 AM
Report Parameters: Profile Mame: Mew Profile, Parent Profile Name: Mone

Report Description:  The Registry (Computer Management) report details all Registry (Computer
Management) elements for the selected profile. The report includes each Registry
(Computer Management) element detailing all settings, “alidation Logic, Created
By, Last Modified Date and Last Modified By.

Profile Hame: New Profife

Parent Profile Name: Norne

Child Profiles:

Profile Last Modined Ore 572172016 9:01:57 &AM
Do Hot Process Subsequent Profles: Falze
Category: CBM

Profile Validation Logic
Enabled: True
Class: * 05 *

Timing * Hetwork: ON_METWORK
QFF_METWORK

Connection Type: LAN RAS
Rules: Empty
Virtualizatione *

Platforme *

Element Details |
Registry

Element Validation Logc
Clag=: PORT TAB EMBD DESK SERY CTREL 05: *
Timing STARTUP Platforme *
Virtualization: * Connection Type: LAMN RAS
Hetworkc Oh_RETWORK  OFF _METWORK
Schedule: Cnce on 05-21-2016 at 08:53:00
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIM
Last Modified Dates 57212016 §:53:05 AM Last Modified By: SLVSLADMIM
Descriptione [Created: sladmin WiIN-9J2MN40MASSE 057212016 08:53]

Hotes:

Registry kem
Actione

el o A -‘ G W '.Av*-‘* Py ,—u; .
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sProfile Objects - Registry

The Profile Object - Registry report details all Registry elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing Registry elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Registry report prompts the user for the Profile Name and Parent Profile Name. All elements
of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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Desktop Authority Report Date/Time: 5/21/2016 9:34:30 AM

Profife Object- Registry
Report Date/Time: 87212016 9:34 Ak
Report Parameters: Profile Name: MNew Profile, Parent Profile Mame: Mone

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modibed Onc 57212016 9:02:20 Ak
Do Hot Process Subsequent Profles: Falze
Category ser

Profile Validation Logic
Enabled: True
Class: * conn: LAN RAS
Timing * 05: *
Virtualization: * Platforme *

Hetworke OM_METWORK OFF_METWWORK
Rules: Empty

Element Details

Reygistry

Element Validation Logic
Class:* 05 *
Timing LOGON Conn: LAN RAS
Virtualizatione * Platform *
Hetworke OMN_METWORK OFF _MWMETWORK
Rules: Empty

Priority: O Enabled: True Created By: SL'SLADMIN

Last Modified Date: 5/21,/2016 3:45:10 AWM Last Modified By SLWSLADRMIN
Description: [Created: sladmin WaN-9.2MN30MASSE 0552172016 05:48]

Hotes:

Registry kem
Action:

Hive:

Key:

Type:

Value:

Data:

“"‘t"f&i"ﬁ')_"ft"""ﬁ Y i

‘f—q___“‘_ e

Desktop Authority 11.1 Reporting Guide

Reports - Profile Objects




sProfile Objects - Remote Management

The Profile Object - Remote Management report details all Remote Management elements for the specified
profiles. The report includes a Profile Summary of each profile containing Remote Management elements

followed by each element's details including Validation Logic, Created By, Last Modified Date and Last
Modified By.

The Profile Object - Remote Management report prompts the user for the Profile Name and Parent Profile Name.
All elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time: 5/21/2016 9:37-00 Ah

Profife Object- Remote Management

Repart Date/Time: 872172016 9:.37 AM
Report Parameters: Profile Name: Mew Profile, Parent Profile Mame: Mone

Profile Name: New Profile
Parent Profile Hame: NMone

Child Profiles:
Profile Last Modified One 572102016 3:02:20 &

Do Hot Process Subsequent Profles: False
Category. User

Profile Yalidation Logic
Enabled: True

Class: * Conn: LAMN RAS
Timing * 05: *
Virtualizationc * Platforme *

Hetworkc Ob_METWIORK OFF_NETWORK
Rules: Empty

Element Details
Remote Management

Element Yalidation Logic

Class: PORT TAB EMBD DESH 0% WISTA 7 8110
Timing LOGORN Conn: LARN RAS
Yirtualizationc * Platforme *
Hetworke ORMN_METWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL'SLADMIP

Last Modified Date: 5/21/2016 5:31:10 AWM Last Modified By: SLYSLADMIP
Description: [Created: sladmin WIR-9J2M40MASSE 058521 2016 08:51]

Hotes:

Actione Install Port: 2000

Tray leon: Mo Aszk Permission: es
Alternate Location:

Permissions:

Open Port: Yes

Enable Remote Registny Yes Use Mirror Driver: Yes
Disable Wallpaper: “Wes Clipboard Size: 1024

Idle Ti 10 ""—"' Auto P i '
:j “’ T —— 'Dﬂyd.ﬁ.;_ﬂww .‘......-,_.J

Desktop Authority 11.1 Reporting Guide
Reports - Profile Objects




sProfile Objects - Security Policies

The Profile Object - Security Policies report details all Security Policy elements for the specified profiles. The
reportincludes a Profile Summary of each profile containing Security Policy elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Security Policies report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ Desktop Authority Report Date/Time: &

Profile Object- Security Policies

Report Date/Time:  8/21/2016 9:37 AM
Report Parameters: Profile Mame: MNew Profile, Parent Profile Mame: Mone

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Lagt Modified One 572172016 9:02:20 A
Do Hot Process Subsequent Profles: Falze
Categorye User

Profile Validation Logic
Enabled: True

Class: * Conn: LAN RAS
Timing * 05 *
Virtualization: * Platforme *

Hetworkc ON_METWORK OFF_RETWORK
Rules: Empty

Element Details
Security Policies

Element Validation Logic

Class:* 05 *
Timing LOGON Conn: LAN RAS
Virtualization: * Platforme *
Hetworle OR_METWORK  OFF_METWIORK
Rules: Empty

Priority: 0 Enabled: True Created By: SL\SLADMIN

Last Modified Date: 572172016 5:47:53 AWM Last Modified Bye SLYSLADMIM
Description: [Created: sladmin WaN-3.2040MAFSE 05521/2016 05:47]

Hotes:

Policy:

Setting: 1

Enable User Account Control (UAC) on Viste Leave alone

Admin Approvat Leave slone

Elevation Prompt for Admins in Admin Approval Mode: Leave alone
Elevation Prompt User: Leave alone

Prompt Installation For Elevation: Leave alone

rd-ate?l‘ted‘E_K_Ewhnﬂ y | ¥ ST S, ”'" ” - . s
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sProfile Objects - Service Pack
Deployment (Computer Management)

The Profile Object - Service Pack Deployment (Computer Management) report details all Service Pack elements
for the specified profiles. The reportincludes a Profile Summary of each profile containing Service Pack
elements followed by each element's details including Validation Logic, Created By, Last Modified Date and
Last Modified By.

The Profile Object - Service Pack Deployment (Computer Management) report prompts the user for the Profile
Name and Parent Profile Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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D'E‘Skt{)p AUthOﬂt)" Report Date/Time: 3/21/20165 9:37:36 Al

Profife Object- Service Pack Depfoyment (Comptiter Management)
Report Date/Tirme: 3212016 9:37 AM

Report Parameters: Profile Name: Mew Profile, Parent Profile Mame: MNone

Report Description:  The Service Pack Deployment (Computer Management) report details all Service
Fack Deplayment (Computer Management) elements for the selected profile. The
report includes each Service Pack Deployment (Computer Management) element
detailing all settings, “alidation Logic, Created By, Last Modified Date and Last
Modified By.

Profile Hame: New Profile

Parent Profile HName: None

Child Profiles:

Profile Last Modifed O 5721/2016 9:01:57 A
Do Hot Process Subsequent Profles: Falze
Categone CBM

Profile Walidation Logic
Enabled: True
Class: * wER @

Timing * Hetworke ON_METWWORK
OFF _METWORK

Connection Type: LAN RAS
Rules: Empty
Virtualization: *

Platform *

Element Details |
Service Pack Deployment

Element Validation Logic
Clags: SERY CTRL 08 *
Timing STARTUP Platforme *
Virtualization: * Connection Type: LAN RAS
Hetworke CON_METWORK
Schedule: Cnce on 05-21-2016 st 05:53:00
Rules: Empty

Priority: 0 Enabled: True Created By: SLSLADMIMN
Last Modified Dates 5/21/2016 5:53:19 AM Last Modified By.  SLWSLADMIN
Descriptiore [Crested: sladmin WIN-9J2M40MASSE 0852952016 08:53]

Hotes:

OS5 Versione 60 Platform Type: 32

R i ‘ r——-l-l-—- .._,-.--’“-‘-~ -k J——" ' it -_‘ r"#, el
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sProfile Objects - Service Pack
Deployment

The Profile Object - Service Pack Deployment report details all Service Pack elements for the specified profiles.
The reportincludes a Profile Summary of each profile containing Service Pack elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Service Pack Deployment report prompts the user for the Profile Name and Parent Profile
Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:

@ Desktop Authority Report Date/Time: & 56 Al

Profile Object- Service Pack Deployment

Report Date/Time: 8212016 337 A
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: Mone

Profile Hame: New Profile

Parent Profile Hame: None

Child Profiles:

Profile Last Modifed One 572172016 9:02:20 Ak
Do Hot Process Subsequent Profles: False
Categony User

Profile Yalidation Logc
Enabled: True

Class: * Conn: LAMN RAS
Timing * 05:; *
Virtualizatiore * Platform: *

Hetworks ON_METWWORK OFF_METWORK
Rules: Empty

Element Details

Service Pack Deployment

Element Validation Logic

Clags:PORT TAB DESK 05 HPMISTAT
Timing LOGOFF Conn: LAN
Virtualization: * Platform: *
Hetwork: ON_METWORK
Rules: Empty

Priorityz O Enabled: True Created By: SL'SLADMIN

Last Modified Dates 5721/2016 34545 AM  Last Modified By: SUSLADMIR
Description: [Created. stacdmin Wan-S)2R40MAGSE 0572152016 05 48]

Hotes:

OSVersiore 6.1

Update Yersione Service Pack 1
Update Executable:

05 Language: 04039

‘—J 14* J—*ﬂ-—*—ﬂr‘-—m—f‘—-‘- _r"-—

-
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sProfile Objects - Shortcuts

The Profile Object - Shortcuts report details all Shortcut elements for the specified profiles. The reportincludes a
Profile Summary of each profile containing Shortcut elements followed by each element's details including
Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Shortcut report prompts the user for the Profile Name and Parent Profile Name. All elements
of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:
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@ Des ktﬂp Authori tY Report Date/Time:

Profife Object- Shortcuts

Repart Dated/Time:  8/21/2016 9:38 A
Report Parameters: Profile Mame: Mew Profile, Parent Profile Name: MNone

Profile Name: New Profife
Parent Profile Hame: Nore

Child Profiles:
Profile Last Modified One 5022172016 9:02:20 &M

Do Hot Process Subsequent Profles: Falze
Categony: User

Profile VWalidation Logc
Enabled: True

Class: * Conn: L&KM RAS
Timing * (=g &
Virtualization: * Platforme *

Hetworke OR_METYWORK OFF_METWORK
Rules: Empty

Element Details
Shortcuts

Hame:

Element Yalidation Logic

Class:* 05 *
Timing LOGON Conn: LAN RAS
Yirtualization: * Platform: *
Hetworke OM_METWORK OFF _METWORK
Rulesg: Empty

Priority: 0 Enabled: True Created By: SLASLADMIM

Last Modified Date: 572172016 §:30:05 &M Last Modified By: SLSLADMI
Description: [Crested: sladmin Win-9J2r40MASSE 03/21/2016 08:50]

Hotes:

Actione  Create Shortout
Location:

Target

Arguments:

S R P P e
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sProfile Objects - Time Synchronization

The Profile Object - Time Synchronization report details all Time Synchronization elements for the specified
profiles. The report includes a Profile Summary of each profile containing Time Synchronization elements

followed by each element's details including Validation Logic, Created By, Last Modified Date and Last
Modified By.

The Profile Object - Time Synchronization report prompts the user for the Profile Name and Parent Profile Name.
All elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

DESktDp Authon’ty Report Date/Time:

Profile Object- Time Synchronization

Report Date/Time: 87212016 9:38 AM
Report Parameters: Profile Mame: MNew Profile, Parent Profile Mame: Mone

Profile Hame: New Profife
Parent Profile Name: None

Child Profiles:
Profile Last Modified One  3/21/2016 3:02:20 Lk

Do Hot Process Subsequent Profles: Falze
Category: User

Profile Validation Logic
Enabled: True

Class: * Conn: LAMN RAS
Timing * 05 *
Virtualization: * Platforme *

Hetworke OM_METWORK OFF _METWORK
Rules: Empty

Element Details

Time Synchronization

Element Validation Logic

Class: PORT TAB EMBD DESK 05 VISTA T8 10
Timing LOGON Conn: LAN RAS
Virtualizatione * Platforme *
Hetwork: OM_METWORK
Rules: Empty

Priority: 0 Enabled: True Created By: SLSLADMIM

Last Modified Date: 5/21/2016 5:47:10 AW Last Modified By SLSLADRMIM
Descriptione [Created: sladmin WIN-9J2MA0MASSE 0852172016 05:46]

Hotes:

Server WWIH-92H40MABSE

S — e S~
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sProfile Objects - USB/Port Security

The Profile Object - USB/Port Security report details all USB/Port Security elements for the specified profiles.
The reportincludes a Profile Summary of each profile containing the USB/Port Security elements followed by
each element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - USB/Port Security report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel
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Sample report:

Desktop Authority 11.1 Reporting Guide
Reports - Profile Objects



@ Desktop Authority Report Date/Time: 5/21/2016 9:35:55 AN

Profife Object- USB/Port Security

Report DatedTime: 872172016 9:.38 AM
Report Parameters: Profile Mame: Mew Prafile, Parent Profile Mame: Mane

Profile Name: New Profile

Parent Profile Name: None

Child Profiles:

Profile Last Modifed O 5212016 9:02:20 Ak
Do Hot Process Subsequent Profles: Falze
Categony User

Profile Validation Logic
Enabled: True

Class: * Conn: LAN RAS
Timing * b
Virtualization: * Platforme *

Hetworke ON_METWORK OFF_METWORK
Rules: Empty

[ Element Details

USB/Port Security

Element Validation Logic
Claze: PORT TAB DEZK 0S5 VISTATE110
Timing LOGON Conn: LAN RAS
Virtualizatione * Platforme *
Hetworke OR_METWORK  OFF _METWIORK
Rules: Empty

Priority: 0 Enabled: False Created By: SLWSLADMIM

Last Modified Dates 572172016 5:47:45 AM  Last Modified By: SLYSLADRMIN
Description: [Created: sladmin YWikl-302040MASSS 0872172016 05:47]

Hotes:

Show Desktop lore True Show Balloons: True Element Enabledt True
Actiore Instal

Logfile access suicess: Falze Log device access suitess: Falze
Logfile access faikwe: Falze Log device access falme: Falze

Permission Set Hame: Default -
|£Imsﬁlun_ . .‘_;—uﬂ.‘ﬁ‘ ' r-*_‘ ““ , j b \_'.- f i
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sProfile Objects - Wake On LAN
(Computer Management)

The Profile Object - Wake On LAN (Computer Management) report details all Wake On LAN elements for the
specified profiles. The report includes a Profile Summary of each profile containing all Wake On LAN elements
followed by each element's details including Validation Logic, Created By, Last Modified Date and Last
Modified By.

The Profile Object - Wake On LAN (Computer Management) report prompts the user for the Profile Name and
Parent Profile Name. All elements of each profile are grouped together.

Report parameters:

Report Parameters !EI E
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane
[ |

OF. I Cancel
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Sample report:
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Desktop Authority Report Date/Time: 5/21/2016 9:39:15 A

Profife Object- Wake On LAN Deployment (Compiter Management)

Report Date/Time:  8/21/2016 9:39 Ab
Report Parameters: Profile Name: MNew Profile, Parent Profile Name: Mone

Report Description:  The Wake On LAM Deployment (Computer Management) report details all Wake
On LAN Deployment (Computer Management) elements far the selected profile.
The report includes each Wake On LAN Deployment (Computer Managerment)
element detailing all settings, Validation Logic, Created By, Last Modified Date and
Last hWodified By.

Profile Name: New Profile
Parent Profile Name: None

Child Profiles:
Profile Last Modified One  8/21/2016 9:01:57 &M

Do Hot Process Subsequent Profles: Falze
Category CBh

Profile Validation Logic
Enabled: True
Class: * (R &

Timing * Hetworke OMNM_METWORHK
OFF _METWWORK

Connection Type: LAMN RAS
Rules: Empty
Virtualizatione *

Platforme *

Element Details
Wake On LAN Deployment

Element Validation Logc
Class: PORT TAB EMBD DESH SERY CTRL 05: *
Timing STARTUP
Virtualizatione * Platforme *

Hetwork: CM_METWORK Connection Type: LAN RAS
Schedule: COnce on 053-21-2016 at 08:53:00

Rules: Empty
Created By: Crested By

Last Modified Dabe: 57212016 533553 Ak Last Modified By SLSLADRMIN
Descriptione [Created: sladmin WR-S02MN40MASSE 05752172016 05:53]

rhlh-m.."‘-"""'“‘ e '* \_‘__"'--- s ' _\"‘- J—-—-u-d-ﬁ--_.__.- — e
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sProfile Objects - Web Browser

The Profile Object - Web Browser report details all Web Browser elements for the specified profiles. The report
includes a Profile Summary of each profile containing the Web Browser elements followed by each element's
details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Web Browser report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters =]
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: Maone
[ |

Ok I Cancel

Sample report:

sProfile Objects - Windows Firewall

The Profile Object - Windows Firewall report details all Windows Firewall elements for the specified profiles. The
reportincludes a Profile Summary of each profile containing Windows Firewall elements followed by each
element's details including Validation Logic, Created By, Last Modified Date and Last Modified By.

The Profile Object - Windows Firewall report prompts the user for the Profile Name and Parent Profile Name. All
elements of each profile are grouped together.

Report parameters:

Report Parameters !El ﬁ
Report Parameters
p | Profile Mame: Mew Profile j
Parent Profile Mame: MHane

Ok, I Cancel
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Sample report:
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Desktop Authority Report Date/Time: §/21/2016 9:39:43 AM

Profile Object- Windows Firewall

Repaort Date/Time: 5212016 9:39 Al
Report Parameters: Profile Mame: Mew Profile, Parent Profile Mame: Mone

Profile Hame: New Profife
Parent Profile Name: None

Child Profiles:
Profile Last Modibed One 502172016 9:02: 20 A

Do Hot Process Subsequent Profles: Falze
Categong Uszser

Profile Validation Logic
Enabled: True

Class: * Conn: LAM RAS
Timing * 05: *
Yirtualization: * Platforme *

Hetworke OR_METWORK OFF_METWORK
Rules: Empty

Element Details
Windows Firewall

Element Validation Logic

Class: PORT TAB EMBD DESK 05 VISTA 73110
Timing LOGON Conn: LAN RAS
Virtualizatione * Platforme *
Hetworke ORN_NETWIORK OFF_METWIORK
Rules: Empty

Priority: 0 Enabled: True Created By: SLSLADMIM

Last Modified Date: 572172016 §:51:33 AWM Last Modified By: SLSLADKIN
Descriptione [Crested: sladmin WIN-9J2MA0MASSE 0302172016 02:51]

Hotes:

Actiore Enahle Hotification: Yes
File And Print Sharing - Ho Exceptions: -
Port List:

Outgoing: - Redirect -
Time: - Parameter: -
Quench: - Destinatione -
Router: - Mask -
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Reports - Software Inventory

-o0ftware Inventory - Summary Page

The Software Inventory - Summary Page report reports on data collected from computers logging onto the
network. The report details each computer's installed software. The report includes graphical representation of
the software installed on computers reported on and the number of installations for each application. ltis
followed by the software details for each computer.

The Software Inventory report prompts the user for the Scanned Since, Computer Name and Virtual
Machine type.

Report parameters:

Report Parameters

¢ | Computer Mame: All j
Operating Spstem: Al
|2 Wirtual Machine: Al
Computer Tope: Wiork ztation
7| Scanned Since: 1142242010 12:00:00 &M
[

Cancel |
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Sample report:

-

are inventory

Report Parameter: m Name: All, Operati C Al s ual Machine: Al

350

300+

=

Murnber of |nstallations
a8 8 8 g
1 1 1 1
NN N N N N Y
i - D %
(%]
iy - o %
(%]

-o0ftware Inventory - Total
Installations

The Software Inventory - Total Installations report reports on data collected regarding installed applications. The
report counts the various applications on each desktop based on collected data.

The Software Inventory - Total Installations report prompts the user for the Report Date to include Computer
Name, Computer OU, Virtual Machine type, Scanned Since and Software Name.

This report is ordered by Software Name and Number of Installations in descending order.

Desktop Authority 11.1 Reporting Guide

245
Reports - Software Inventory



Report parameters:

Report Parameters

Reports - Software Inventory

¥ | Computer Mame: All j
Computer OU: All
Operating System: All
Iz Virtual M achine: All
Computer Tupe: Workstation
| Scanned Since: 11/23/201012:00:00 A
Software Marne: all
Order By: [Software Hame]
Order By: [Murber OF Installations] DESC
Cancel |
Y
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Sample report:

Software Inven
Report Date/Time: !
Report Parameters: mputer M somputer QL All, Oper: A ual

01 I_I-I I IO
Of

MET Memaory Profiler 3.1

.MET Reactor

.MET Reflector B

2007 Microsaoft Office Suite Service Pack 1 (SP1)
2007 Microsaoft Office Suite Service Pack 2 (5P2)
3 Maobile Broadband

30%IA player 5.0

7-Zip 4.65

7-Zip 9.16 beta

ApTarrent

AAC Decoder

abgx360 v1.0.4

Able2Extract 3.0

Able2Extract 5.0

AccelerometerP11

— 1]
R B T T T S I 5

5}
o0

Acrobat. com

Active Administrator 5.1 Consale
Active Administratar 5.5 Server
Active Administrator B.0 Consale
Active Administrator 6.0 Serer
Active |50 Burner
ActiveReports for NET 3.0
ActiveRuby1.6.8.3

— pJ —a — - —a

-o0ftware Inventory - Total
Installations with Computer User List

The Software Inventory - Total Installations with Computer List report reports on data collected from computers
logging onto the network. The report details each computer's installed software, sorted by Software Name..

The Software Inventory report prompts the user for the Computer Name, Computer OU, Virtual Machine type,
Scanned Since and Software Name.
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Report parameters:

Report Parameters

p | Computer Mame: Al
Camputer OU: Al
Operating System: Al
Last Uzer Mame: Al
Iz Wirtual M achine: Al
Computer Tope: Wwiorkstation
| Scanned Since: 11/22/20101 2:00:00 AM
Software Mame: Al

Cancel |
Y
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Sample report:

Software Inventory
Jeport [ ia . ;

1 1

Installed On Last User of Computer

- wearkstationsO-55TYFE1 hatt

- wearkstationsO-BGH1 Bett

- wearkstationso.-SHK Z P9 kuimar

Installed On Laszt User of Camputer

od-wearkstations\A-SHKZPS1 kumar

d-workstationswyindows updat e no rebootD-GGEELE] Diaug
L S T ET T ST

Installed On Last User of Computer

- weork stations\a-SHK ZP31 kuimar
e e e N |- = R

Installed On Laszt User of Camputer

- weorkstationsh\O-2HRM1 B1 adam

- weorkstations\0-35TVFE1 hatt

- work stations -G Y MD daker

- wworkstations\A-9LWHIH1 buzard
e e e N - R

Inztalled On Last User of Computer

- workstation=O0-1 OHMCK Gallan

- workstationsho-1 OHGICK zulli

ol-workstationsywo-17HCPN harn

- wworkstationso-17 TYFE1 ot

-o0ftware Inventory including Updates
and Hotfixes

The Software Inventory including Hotfixes and Updates) report reports on data collected from computers logging
onto the network. The report details each computer's installed software.

The Software Inventory report prompts the user for the Computer Name, Computer OU, Virtual Machine type,
Scanned Since and Software Name.
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Report parameters:

Report Parameters

p | Computer Mame: Al j
Computer O1: All
Operating System: All
I Wirtwal Machine: all
Computer Type; Workstation
7| Seanned Since: 11423200 12:00:00 AM
Software Mame: all
[ |

Cancel |

Sample report:

Software Inventory inciuding Updates and Hotfixes
t Time: |

Software Name Version  Publisher Install Date Install Location Install Source Last Detected
Acrobat.com 1.6.65 Adobe Systems 20090330 C\Program Files o3 12172010 600 Ak
Incorporated (86 Adobelborobat com WzersdmaulppDatalloca
ITempifla4F 4 tmgph
ActualTests Exam Engine - 1.00 ActuslTests 20100630 C:\Program Files o3 12172010 6:00 &M
Wicrozoft 7O-642 [x86NACtualTests\T 0542 Wszersdmaul&ppDatalloca
ITemg
Adobe AR 1507220 AdobeSystems Ce 121712010 6:00 &AM
Inc:.
Adobe Flash Player 10 Activex 101 10264 Adobe Systems 12M 72010 6:00 Ak
Incorporated
Adobe Flash Player 10 Plugin 1002287  Adobe Systems 12M 72010 6:00 AM
Incorporsted
Adobe Reader 3.4.1 941 Adobe Systems 20101207 C 121712010 6:00 AM
Incorporated ‘ProgramDataiddobe'Reade
N9 SR
Apple Application Support 121 Apple Inc. 20100503 C:'\Program Files [0 12M 72010 6:00 AM
(x86WCommaon Wzers\dmauhappDatalloca
Files'Applettpple ITempHP3s1 ThiPy
Application Support
Apple Software Update 212120 Apple Inc. 20100503 C'\Programm Files C 12172010 6:00 AW
[x86Apple Softare WszersdmaulappDatalloca
Updatet [TempilXPSs1 TP
BlackBerry Desktop Software 60 6.0.043 Reszearch In Motion C:'\Program Files [0 12M 72010 6:00 Ak
Ltd. (%86 Researchin UsersidmaulappDatallocs

Motion'BlackBerry Desktopt,  NTempWYZSED TMPY
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-o0ftware Inventory with Last User
including Updates and Hotfixes

The Software Inventory with Last User (includes Updated) report reports on data collected from computers
logging onto the network. The report details each computer's installed software.

The Software Inventory report prompts the user for the Computer Name, Computer OU, Virtual Machine type,
Scanned Since date and Software Name.

Report parameters:

Report Parameters
¢ | Computer Mame: All j
Computer O1: Al
Operating System: Al
|2 Wirtual Machine: All
Computer Type: Workstation
7| Scanned Since: 117232010 12:00:00 Ak
Software Mame: All
[
Cancel |
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Sample report:

Software Inventory
Diate/Tir

Software Hame Yersion Publisher Install Date Install Location Last User Logged In Last Detected

Acrobat.com 1665 Adobe Systems 20090330 CProgram Files dima 12772010 6:00 Ak
Inc:orporated (86T dobeltcrobat com

ActualTests Exam Engine - 1.0.0 ActualTests 20100630 CProgram Files dima 12M 72010 6:00 A

Microsoft 70-642 [xEENACtuSTests\T 0642

Adabe AR 1507220 Adobe Systems O dima 12172010 6:00 Ak
Ine.

Adobe Flash Playver 10 ActiveX 10110264 Adobe Systems dima 12MTI2010 6:00 A
Incorporated

Adobe Flash Player 10 Plugin 1002287  Adobe Systems dina 12MTI2010 6:00 A
Incorporated

Adobe Reader 9.4.1 941 Adobe Systems 20101207 dins 12M772010 B:00 AM
Incorparated

Apple Spplication Support 1.24 Apple Inc. 20100503 CProgram Files dima 12772010 6:00 Ak

[x8ENComman

Files\applevtpple
Application Supportt

Apple Software Update 212120 Apple Inc. 20100503 C:Program Files dima 12MTI2010 6:00 A
(3614 pple Software
Upicdatet
BlackBerry Desktop Software 60 6.0.0.43 Research In Motion CProgram Files dima 12M 72010 6:00 A
[x86)Rezearch In
Motion'BlackBerry Deskiopt
BlackBerry Device 1.1.016 Research In Motion 20090302 ZProgram Files dma 12M 72010 6:00 A
Comimunication Components Lt [x8ENComman

Files\Research In
hotionSCheviceControllert

-o0ftware Inventory with Last User

The Software Inventory with Last User report reports on data collected from computers logging onto the network.
The report details each computer's installed software.

The Software Inventory report prompts the user for the Computer Name, Computer OU, Virtual Machine type,
Scanned Since date, and Software Name.
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Report parameters:

Report Parameters

p | Computer Mame: All j
Computer 0L Al
Operating System: all
|z Wirtual Machine: All
Computer Type: ok ztation
7| Scanned Since; 1142342010 12:00:00 Ak
Software Mame: All
[

Cancel |

Sample report:

Software Inventory
R [ :

Software Mame Version Publisher Install Date Install Location Last User Logged In Last Detected

Acrobat.com 1665 Adobe Systems 20090330 C:Program Files dima 12MTI2010 6:00 A
Incorporated [xE61Adobercrobat com

ActualTests Exam Engine - 1.0.0 ActualTests 20100830 C:'\Program Files dina 12MTI2010 6:00 A

Microsoft 70-642 [xEENACtual Testa T 0642

Aclobe AR 1507220 Adobe Systems (3} dins 12M772010 B:00 AM
Ine.

Adoke Flash Player 10 Activex 10110264 Adobe Systems dima 12772010 6:00 Ak
Inc:orporated

Adobe Flash Player 10 Plugin 1002287  Adobe Systems dima 12M 72010 6:00 A
Incarporsted

Adobe Reader 9.4.1 941 Adobe Systems 20101207 dima 12172010 6:00 Ak
Incorporsted

Apple Application Support 1.241 Apple Inc. 20100503 C:Program Files dima 12MTI2010 6:00 A

[xGENCommon

Files\Applebpple
Application Suppartt

Apple Software Update 212420 Apple Inc. 20100503 CHProgram Files dima 12M 772010 6:00 Ak
[xBEILpple Software
Upcdatet,
BlackBerry Desktop Software 60 B.00.43 Rezearch In Motion C\Program Files dina 12MTI2010 B:00 Ak
Ltd. [x861Researchin
Motion'BlackBerry Deskiopt
BlackBerry Device 1.1.016 Reszearch In Motion 20090302 C:'\Program Files dina 12MTI2010 6:00 A
Communication Components Ltd. [x861Comman

Files\Research In
hotionSCheviceCantraller,
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-o0ftware Inventory

The Software Inventory report reports on data collected from computers logging onto the network. The report
details each computer's installed software.

The Software Inventory report prompts the user for the Computer Name, Computer OU, Virtual Machine type,
Scanned Since date, and Software Name.

Report parameters:

Report Parameters
p | Computer Mame: Al j
Computer OL: Al
Iz Wirtual Machine: all
Operating Systen: All
Computer Type: Wiark station
| Scanned Since: 1142342010 12:00:00 A
Software Mame: Al
[ |
Cancel |
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Sample report:

Software Name Version  Publisher Install Date Install Location Install Source Last Detected
Acrobat.com 1.EES Adobe Systems 200930330 C:'\Program Files L 12MTI2010 6:00 A
Incorporated [xE61Adobercrobat com Wsersidmauldppbatailocs
I\TempiflaD4F4 tmpt
ActualTests Exam Engine - 1.0.0 ActualTests 20100630 C:Program Files L 12MTI2010 6:00 A
Microsoft 70-642 [xEENACtual Testa T 0642 Wsersidmauldppbatailocs
I\Tempt
Adabe AR 1507220  Adobe Systems 4} 1272010 6:00 Ak
Inc.
Adobe Flash Playver 10 ActiveX 10110264 Adobe Systems 12MTI2010 6:00 A
Incorporated
Adobe Flazh Player 10 Plugin 1002287 Adobe Systems 12M772010 B:00 AM
Incorparated
Adobe Reader 9.4.1 9441 Adobe Systems 20101207 Lo 12M72010 B:00 AM
Inc:orporated "ProgramDataibdobe'Reade
FE AR
Apple Application Support 1.24 Apple Inc. 20100503 C\Program Files L] 12MTI2010 B:00 Ak
[x861Comman Wzersidmauldppbatallocs
Files\applevtpple ITempl=P3s1 . TMPY
Application Supportt
BlackBerry Desktop Software 60 6.0.0.43 Reszearch In Motion C:\Program Files L 12ZMTI2010 6:00 A
(=86 Rezearchin Wsersidmauldppbatallocs
Motion'BlackBerry Desktopt  RTempiWZSED TP
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Reports - Software Management

-o0ftware Management - Detailed By
Product

The Software Management - Detailed By Product report details the packages that have been deployed by a
Software Management configuration element.

Report parameters:

Report Parameters

p | Product Mame: All j
Package File Mame: All
Product Verzion: All
Type: All
Status: All

[ ]

Cancel |

Sample report:

Software Managentent- Detailed By Prodtct
R

e File Mame: All, Product %

Product Hame: =hot available=

Package File Hame: COMMUNICATOR MS]

Product Version =Mot available=

Type: M3l

Product or Patch Code: {E5401 C90-6669-41:56-9926-1 7557 DE4F 103}
Computer Hame: scriptlogic localSL-PA-HCVERNK

Installation Status: Install

Error Text

Installer Log Full Pathe

Log Time Locak 2/4/2010 12:30:09 PM
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-20ftware Management - Summary

The Software Management - Summary report lists the software packages deployed by a Software Management
configuration element.

Report parameters:

Report Parameters

» | Product Mame : Al j
Fackaaoe File Mame : Al
Froduct Yersion : All
Type: Al
Status: All
[

Cancel |

Sample report:

Software Management- Summary
ort Date/Ti o1 A

e All, Produc

=Mat available= COMMUNICATOR MSI =Mot availables M3 benelocalho-1 7 TYFE Install 28802010 8:47:41 AWM
=Mat available= COMMURICATOR RS =Mot availables  MSI benelocah-C4 22031 Inztall 21852010 8:45:00 A
=Mat available= COMMURICATOR MEI =Mot availables WSl bene localo-HOBMS1 Install 2085201091707 Ak
=Mat available= COMMUMICATOR M =Mot availables M3l henelocals-005 2 Inztall 20852010 9:45:53 Ak
=Mat available= COMMUMICATOR M =Mot availables M3l hene locals-HERMH Inztall 20452010 1230009 P
=Mat available= COMMUMICATOR M =Mot availables M3l henelocaltahPol Inztall 2102010 2:31:35 Ak
=Mat available= COMMUMICATOR M =Mot availables  MSI hengkiMGE Inztall '13;;‘1 Tr2009 34545
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Reports - USB-Port Security

:USB-Port Security - All Device Events

The USB-Port Security - All Device Events report reports on data collected about the following device events:
Plugin/Powerup, Unplug/Disable, Device Disabled, Device Enabled, Read and Write Denied and Read and
Write Allowed. Filenames will be reported on all read and write events to a removable storage device.

The USB-Port Security - All Device Events report prompts the user for the Event type, Virtual Machine type,
Computer type and Scanned Since date to report on.

This reportis ordered by Log Time.

Report parameters:

Report Parameters

p | Event: Al j
I Wirtual M achine: All
Computer Type: Whorkztation

7| Logged Since: 1142342010 12:00:00 Ak

Cancel |
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Sample report:

USB/Port Secunty- AH Device Events

Report DatesTime:
Report Parameters:

Report Description:

Log Time (Local) U=zer DomainHame  Action Taken Type of Device Device Description  Event Severiy

11232010 \Automatic Device Read Allowed  Hard Disk Drives Success Audi
1200002 Ahd Discovery

Log Time {Local) User DomainHame  Action Taken Type of Device Device Descripion Event Severily

115232010 beneiewen Read Allowed Hard Dizk Drives Success Audi
12:01:50 AM

Log Time {Localy User DomainHame  Action Taken Type of Device Device Description  Event Severiy

1182352010 \Autamatic Device Read Allowed Hard Disk Drives Success Audi
12:03:07 A Dizcovery
11232010 \Automatic Device Read Allowed  USB Storage Success Audi
12035312 Ak Discovery
11052352010 Wiutomatic Device Read Allowed Hard Disk Drives Success Audi
122832 AM Dizcovery
11232010 \Automatic Device Read Allowed  USB Storage Success Audi

sUSB-Port Security - All USB Devices

The USB-Port Security - All USB Devices report reports on data collected about all USB devices used on the
network and are within the report parameters.

The USB-Port Security - All USB Devices report prompts the user for a Product Name, Virtual Machine,
Computer Type and Logged Since date to reporton.
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Report parameters:

Report Parameters

p | Product Hame: Al j
|2 Yirtual Machine: All
Computer Type: Workstation
7| Logged Since: 1142342010 12:00:00 AM
[ ]

Cancel |
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Sample report:

USB/Port Sectrity - Al USE Devices

Report Date,

Repaort Pa

Report D

firtual fachine:

ription:  The report lists all detected USE devi

attach

All, Computer

ation, Laog

d to & computer on the n

Product Hame Type Of Device Device Description UsE Product 1D USE Vendor 1D UsEB Serial
BlackBerry BlackBerry BlackBerry Devices oo OF A
Smartphone
RiM Composite USB Composite BlackBerry Devices G004 OFCA 0106CECTIF4F0E
Device Device F9E9EYSSE4A41 08
12FFS9FBAGE1
RIM Composite USB Composite BlackBerry Devices 004 OFCA, 05sA5890E0EBT0
Device Device EE38DA93398FET
TA0CFFE03BEET
RIM Composite USB Composite BlackBerry Devices G004 OFCA OC303577B9A0SE
Device Device SCABBSE3BRS2313
TCES2EGE3A24
RiM Composite USB Composite BlackBerry Devices G004 OFCA OCES7FPF9FBAD
Device Device C50453BCES1E1
05ABOBAD2GH0F 3
RIM Composite USB Composite BlackBerry Devices 5004 OFCA, OFEC24C2800814
Device Device F1DEAED3IECET D
T5B10FFBE4DBC
RIM Composite USB Composite BlackBerry Devices G004 OFCA 112AB6F AF55BC
Device Device Z2Ba0A93B3ABB6
EAS23BEEISETIFI
RiM Composite USB Composite BlackBerry Devices G004 OFCA 15845AC15F1873
Device Device QC7AEDIEEEEDT

:USB-Port Security - All USB Devices
by Computer

The USB-Port Security - All USB Devices by Computer report reports on data collected about all USB devices

used on the network and are within the report parameters.

The USB-Port Security - All USB Devices by Computer report prompts the user for a Computer Name, Product
Name, Virtual Machine, Computer Type and Logged Since date to report on.
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Report parameters:

Report Parameters

Reports - USB-Port Security

» | Computer Mame: Al j
Praduct M ame: All
Iz Wirtual Machine: All
Computer Type: ‘whorkstation
7| Logged Since: 11/23/2010 12:00:00 AM
Cancel |
Y
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Sample report:

USB/Port Security - Al USB Devices By Compiiter

Report Desc

ription: The
ar

attached to a computer an the network

Computer Hame  Product Hame Type OF Device Device Descripton USB Product USEB Vendor USE Serial
[[1] [1]
DG4 Matural O USB Composite Human Interface oooB 045E
Ergonomic Device Devices
Weyboard 4000
DrhE4 USB Feceiver  USB Composite Human Interface 518 0460
Device Devices
DG4 Dell USB Mouse USB Input Device  Human Interface F200 4135C
Devices
DikE4 Generic USB Hub  USB Ports oaoa Qo0o
DikEA Generic USB Hub  USB Ports 2504 0424
DikiE4 =B Root Hubk =B Ports oono nono
PALOSS Rt Composite  USB Composite BlackBerry Devices =R OFCA, S3SFESTAD
Device Device A1FEEIAF2
TE432451D
250551 8AF
D38E
PALDSS DELL UsB HID-complisnt Human Interface COE3 0450
Lazer Mouse moLse Devices
PaL033 Dell Multimedia  USB Composite Human Interface 2011 413C
Pra Kevboard  Device Devices

:USB-Port Security - All

by User

The USB-Port Security - All USB Devices by User report reports on data collected about all USB devices used
on the network and are within the report parameters.

USB Devices

The USB-Port Security - All USB Devices by User report prompts the user for a User Name, Product Name,

Virtual Machine, Computer Type and Logged Since date to report on.
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Report parameters:

Report Parameters

p | Uzer Mame: All j
Product Marne: All
|5 Wirtual Machine: All
Computer Type: “Work.ztation
| Logged Since: 11/23/2010 12:00:00 Ak
[

Cancel |
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Sample report:

USB/Port Sectrity - Alf USB Devices By User

011:51 A

Al

attach

chine: All, Computer Type:

d to & computer on the netwark

User Hame ProductHame Type Of Device Device Descripton USE Product ID  USE Yendor ID USB Serial
ahc Matural O Human Interface oooe 045E
Ergonomic: Devices
Kevyhoard 4000
ahc Matural O USB Composite Human Irterface oopa 045E
Ergaonamic Device Devices
Wevbhoard 4000
ahc USB Receiver  USB Composite Human Interface 528 0480
Device Devices
abic Gadget Serial  SAMSUNG USB PocketPC Devices BE01 04ES
Composite Device  (iPag, Axim, etc)
abc SAMEUMG _And Unclassified USB BE1C O4ES Ta597B207
roid devices TEOD
abic SAMSUMG _And SAMSUMG Android  Unclassified USB B31C 04ES Ta597B8207
raid USB Composite devices 7EO
Device
abc SAMSUMG _And SAMSUMG Android  Unclassified USB BE1C O4ES TA5994B2F
roid USHE Composite devices 287
Device
ahc Laptop_Integrat  USB Composite Unclazsified USB G413 0C45
ed_Webcam_2 Device devices
hd

sUSB-Port Security - Classes Denied

The USB-Port Security - Classes Denied report reports on data collected about denied and disabled device

events per class of device. Device classes include Blackberry, Bluetooth, CD/DVD, Firewire, Floppy Disks, Hard

Disk Drives, Infrared ports, loMega devices, MP3 Players, Modems, PCMCIA controllers, Palm OS Devices,
Parallel ports, Pocket PC devices, Removable storage devices, Serial ports, USB storage and WiFi devices.

The USB-Port Security - Classes Denied report prompts the user for the Scanned Since date to reporton. The

report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.

This report is grouped by Class and sorted by Device Description.
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Report parameters:

Report Parameters

p | Event: all j
Iz Wirtual M achine: All
Computer Type: Wworkztation

7| Logged Since: 11/23/201012:00:00 AM

Cancel |
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Sample report:

USB/Port Seciirity - Classes Denied
Feport Date/Time:  1/24/2011 4:50 Phd

itual Machine: All, Computer Type: All

Report Parameters: Ewvent: All

Log Time {Localg S/5:2010 12:44:04 A
Event Severity Failure Sudit

Action: Read Denied

U=zer Domain/MHame: beneladam

Log Time {Localg S/702010 10:06:34 A
Event Severity Failure Sudit

Actiore Read Denied

User DomainMame: beneladam

Log Time (Localg S/772010 726:.44 PM
Event Severity: Failure Audit

Actiore Read Denied

User DomainMame: hensiadam

Log Time (Localg 55572010 12:42:43 PM
Event Severity: Failure Audit

Actione Read Denied

User Domain/Mame: henevadatm

Log Time (Localg 51152010 10:08:06 AM
Event Severity Failure Sudit

Actione Read Denied

User DomainMame: beneladam

Log Time {Localg 5152010 3:53:22 PM
Event Severity Failure Audit

Actiore Read Denied

U=zer Domain/MHame: beneladam

:USB-Port Security - Computers
Without A Specific Version

The USB-Port Security Computers Without A Specific Version report lists all computers without the specified
version of the USB/Port Security client. Included in the reportis the current version of the USB/Port Security that
is installed on the client among other information about the computer.
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Report parameters:

Report Parameters

p | Computer Mame: All ZI
Displagtfersion: 21.014
Operating Spatem: All
Computer OL: All
Platfarm: All
|5 Wirtual Machine: All
7| Logged Since: 11/23/200 01 2:00:00 &4
Cancel
Vi

Sample report:

USB/Port Security - Computers Withott A Specific Version

Flatfarrm: Al

List of computers without version: 2.1.0.141

Computer Hame USE/Port Security Computer OU Operating System Computer Class Wirtual Machine
Version
C-C4720H 24084 ‘wl-weorkstations Wincowes T Desktop Falze
CO-CERY T 21.0.84 wl-wvarkstations Wincowes 7 Desktop False
Q-JTTYFE1 2.1.0.84 ‘-weorkstations Windows T Desktop False
HARDY4200 210253 ‘ol-wearkstations Winclows 7 Paortahle Falze
A-ROB 210253 ‘d-weorkstations Windowes Vista Desktop Falzse
U-2FHSR1S 210253 ‘ol-wearkstations Winclows Vista Paortahle Falze
L-B13HT1S 210253 ib-wearkstations Winclowes 7 Paortahle Falze
O-17FTYFE1 210253 ‘-workstations Windows T Desktop Falze
O-TMEHY 51 210253 ‘-workstations Windows T Desktop Falze

:USB-Port Security - Detailed By Class

The USB-Port Security - Detailed by Class report reports on data collected about each class of devices. Device
classes include Blackberry, Bluetooth, CD/DVD, Firewire, Floppy Disks, Hard Disk Drives, Infrared ports, loMega
devices, MP3 Players, Modems, PCMCIA controllers, Palm OS Devices, Parallel ports, Pocket PC devices,
Removable storage devices, Serial ports, USB storage and WiFi devices.

The USB-Port Security - Detailed by Class report prompts the user for the Scanned Since date to reporton. The
report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.

This report is grouped by Class and sorted by Device Description.
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Report parameters:

Report Parameters

p | Event: Al j
|z Wirtual b achine: Al
Computer Type: Wiork station

7| Logged Since: 114232010 12:00:00 &M

Cancel |
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Sample report:

USB/Port Security - Detaifed By Class
Report Date/Time: 1 I P

wWirtual Machine: All, Computer Type: WY tion, Logged Since: 11/2

Device Description

Device ID:

Hardware I0:

VYendor Hame:

VYendor I0:

USE Yendor 10:

USE Product I0:

Product Hame:

Interface:
Log Time (Localk 125272010 10:43:558 &M
Event Severity: Success Audi
Actiont Read Allovwed
User Domain/Hame: benslacdm.a
Log Time (Localk 1252722010 10:49:05 &M
Event Severity: Success Audi
Actiont Read Allovwed
User Domain/Hame: benslacdm.a
Log Time (Localk 1252722010 10:49:35 &M
Event Severity: Success Audi
Actiont Read Allovwed
User Domain/Hame: benslacdm.a
Log Time (Localk 120272010 10:43:43 AM
Event Severity: Success Audi
Actiont Read Allovwed
User Domain/Hame: benslacdm.a

Device Description

Device ID:

:USB-Port Security - Detailed By
Computer

The USB-Port Security - Detailed by Computer report reports on data collected about each class of devices.
Device classes include Blackberry, Bluetooth, CD/DVD, Firewire, Floppy Disks, Hard Disk Drives, Infrared ports,
loMega devices, MP3 Players, Modems, PCMCIA controllers, Palm OS Devices, Parallel ports, Pocket PC
devices, Removable storage devices, Serial ports, USB storage and WiFi devices.
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The USB-Port Security - Detailed by Computer report prompts the user for the Scanned Since date to report on.
The report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.

This reportis grouped by Computer Name and Class and sorted by Device Description.

Report parameters:

Report Parameters

b | Event: Al j
I Wirtual M achine: All
Computer Type: Workztation

7| Logged Since: 11/23/201012:00:00 &b

Cancel |
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Sample report:

station, Logged Since:

Class Descriptiore  Human Interface Devices
Device Descriptione HID Keyboard Device

Device ID:

Hardware ID: HIDYYID_045EEPID_00DB&REY _0173&MI_00

Vendor Hame:

Vendor ID:

USE YWendor ID:

USE Product ID:

Product Hame:

Interface:
Log Time (Localg 12972010 1:16:15 PM
Event Severity: Informational

Actione Plugin ! Powerup

User DomainMame: \Wutomatic Device Discovery
Log Time (Localk 120972010 1:25:55 PM

Event Severity: Informational

Actione Plugin ! Powerup

User DomainMame: \Automatic Device Discovery
Log Time (Localg 12452010 3:19:04 Ak
Event Severity: Informational

Actione Plugin ! Powerup

User DomainMame: \Wutomatic Device Discovery

Device Descriptione HID-complisnt consumer contral device
Device ID:
Hardware ID: HIDWID_045EEPID_O0DBAREY _01 734MI_01
Vendor Hame:
Vendor ID:
USE YWendor ID:

:USB-Port Security - Detailed By User
(Fixed Devices)

The USB-Port Security - Detailed by User (Fixed Devices) report reports on data collected about all Fixed
device classes.

The USB-Port Security - Detailed by User(Fixed Devices) report prompts the user for the Scanned Since date to
report on. The report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.
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This reportis grouped by User Domain, User Name and Class and sorted by Device Description.

Report parameters:

Report Parameters

Reports - USB-Port Security

p | Event: All j
|2 Yirtual b achine: All
Computer Type: Wworkstation
7| Logged Since: 114232001 2:00:00 &k
Cancel |
A
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Sample report:

USEB/Port Sectirity - Detailed By User(Fixed Devices)
Report Date/Time: 1 P i
Report Parameters: nt: s Yirtual Machine: All, Computer Type: ation, Logged Since:

Class Descriptione BlackBerry Devices
Device Descriptione U=B Composite Device
Device I0:
Hardware I0:
VYendor Hame:
Vendor I0:
USE Yendor ID: OFCA
USE Product ID: 2004
Product Hame: FIM Composite Device
Interface:
Humber of Events: 2
Class Descriptione Blustooth Controllers
Device Descriptione  Bluetooth Printing Support

Device ID:
Hardware ID: BTHEMUNMY{00001126-0000-1 000-3000-005059034 0} LOCALMFGE0039
VYendor Hame:
Vendor ID:
USE Vendor 10:
USE Product ID:
Product Hame:
Interface:
Humber of Events: 55
Class Descriptione Firevvire (13941 Controllers
Device Descriptione 1334 OHCI Compliant Host Controller
Device ID: 0OF7
Hardware ID: PCIYWEMN_1217&DEY _D0F7&SUBSYS_01CC10258REY _02
VYendor Hame:
Yendor e 1717

:USB-Port Security - Detailed By User
(Portable Devices)

The USB-Port Security - Detailed by User (Portable Devices) report reports on data collected about all Portable
device classes, USB and Firewire.

The USB-Port Security - Detailed by User Portable Devices) report prompts the user for the Scanned Since date
to report on. The report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.

This report is grouped by User Domain, User Name and Class and sorted by Device Description.
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Report parameters:

Report Parameters

Reports - USB-Port Security

p | Event: Al j
12 Yirtual M achine: Al
Computer Type: Wwiarkstation
7| Logged Since: 11/23/2010 12:00:00 Ak
Cancel |
Vi
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Sample report:

USB/Port Securily - Detailed By User(Portable Devices)
Report Date/Time:  12/23/2010 1

ine: All, Computer Type: tion, Logged Since:

Clags Descriptione Unclazsified USE devices
Device Description
Device ID:
Hardware ID:
VYendor Hame:
VYendor ID:
USE Yendor ID: 0453
USE Product ID: 2016
Product Hame: Biometric Coprocessor
Interface:
Humber of Events: 5
Device Descriptione  Apple Mokile Device USB Driver

Device ID:

Hardware ID:

Vendor Hame:

Vendor ID:

USE Vendor ID: 05AC

USE Product ID: 1294

Product Hame: iPhone

Interface:

Humber of Events: 2

Device Descriptione CAMOMN DR-2050C USB

Device ID:

Hardware ID:

VYendor Hame:
VYendor ID:

USE vendor 1ID: 0429
USE Product 1D: 1602

:USB-Port Security - Detailed By User

The USB-Port Security - Detailed by User report reports on data collected about each class of devices. Device
classes include Blackberry, Bluetooth, CD/DVD, Firewire, Floppy Disks, Hard Disk Drives, Infrared ports, loMega
devices, MP3 Players, Modems, PCMCIA controllers, Palm OS Devices, Parallel ports, Pocket PC devices,
Removable storage devices, Serial ports, USB storage and WiFi devices.

The USB-Port Security - Detailed by User report prompts the user for the Scanned Since date to report on. The
report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.

This report is grouped by User Domain, User Name and Class and sorted by Device Description.
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Report parameters:

Report Parameters

p | Event: All j
|z Wirtual Machine: Al
Computer Tope: wihork ztation

7| Logged Since: 1142342010 12:00:00 Ak

Cancel |
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Sample report:

USB/Port Sectirity - Detailed By User
Report Date/Time: 1 12:11 P
Feport Parameters: { itual Machine: All, Computer Type: W

Class Descriptiore BlackBerry Devices
Device Descriptione =B Composite Device
Device ID:
Hardware ID:
Yendor Hame:
Vendor ID:
USE Vendor ID: OFCA
USE Product ID: 5004
Product Hame: Rl Composite Device
Interface:
Log Time {(Localk 1252010 55241 &AM
Event Severity: Informational
Actione Plugin F Powerup

User DomainMHame: \Automatic Device Discovery
Log Time (Localk 11/29020101:55:44 FM

Event Severity: Informational

Actione Plugin / Powerup

User Domain/Hame: \Automatic Device Discovery
Class Descriptione Blustooth Cortrollers
Device Descriptione  Blustooth Printing Support

Device ID:

Hardware ID: BTHEMUMYOOO001 1 26-0000-1 000-2000-002051 9k 341k} LOCALWMFGE0039
Yendor Hame:

Yendor ID:

USE Yendor ID:

UsSB Product I0:

Product Hame:

Interface:

:USB-Port Security - File Access Log

The USB-Port Security - USB File Access Log reports data collected about files that have been touched for read
or write access, to or from a USB device.

The USB-Port Security - USB File Access Log prompts the user for the Event, User Name, Virtual Machine type,
Computer Name, Computer Type, and Logged Since date to report on.

This report is grouped by Computer Name and is ordered by event log time.
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Report parameters:

Report Parameters

Reports - USB-Port Security

p | Event: Al j
Uszer Marme: Al
Iz Wirtual M achine: All
Computer Mane: All
Computer Type: “Workstation
| Logged Since: 114232010 12:00:00 A
Cancel |
Y
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Sample report:

USB/Port Security - Fife Access Log

Report Description:

File A

Log Time (Local) User DomainMame ActionTaken Type of Device Event Severity File Hame

1232010120002 Witomstic Device Read &llovwwed  Hard Disk Drives  Success Audi System Volume

A Discovery Information =PP=naps
hot

11232010 1200:537  \Automatic Device Read ASllowed  Hard Disk Drives  Success Audt Windowesisoftvesrecksr

A0 Dizcovery ibutiomDovynloadyass2
46565ab51 535dE6E465
el

11232010 1200:37  Wutomstic Device Read &llovwed  Hard Disk Drives  Success Sudt Wvincoweshsoftwareckstr

A Dizcovery ibutionDowenloadE209
9af39c53cdcSac bt
3

1232010120037 wAutomatic Device Read Allovwed  Hard Disk Drives  Success Audi ‘ProgramDatahicrozof

A Discovery t'Search'Datalipplica
onsvindowstmp eds

11232010 1200:537  \Automatic Device Read ASllowed  Hard Disk Drives  Success Audt Windowesisoftvesrecksr

A0 Dizcovery ibutiomDovynload OS2
fEE5C9200cde593 35
4

11232010 1200:37  Wutomstic Device Read &llovwed  Hard Disk Drives  Success Sudt ‘ProgramDataicrosof

A Dizcovery tiSearchi\Dataltpplica
ansWindovw s WYndmes

:USB-Port Security - Protected-
Unprotected Computers

The USB/Port Security Protected/Unprotected Computers report lists all computers that have USB/Port Security
clientinstalled and those that do not have the client installed and grouped accordingly.
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Report parameters:

Report Parameters

p | Computer Mame: All j
Computer 0L All
Iz Wirtual Machine: all
Platfarm: All
Operating Sygtem: All
Computer Clazs: All
| Logged Since: 1142342010 12:00:00 AM
| |

Cancel |
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Sample report:

USB/Port Security - Protected/Unprotected Comptters

List of computers without USB/Port Security

Computer Hame Operating Systemn Computer Class
ASSESS Winclowes 2003 Member Server
DG4 Windowes 7 Desktop
PALOEE Wincowes ¥ Paortable
TERHELS Winclowes ¥ Partable
IMG_ELISS0 Windowes 7 Portable
CPERA, Windowes ¥ Desktop
QOPERA Windowes 7 Desktop

12PA, Winclowes 2000 Member Server
AN3453 Winclowes 2003 Member Server
POINTARE inclowes 2003 hember Server
2444nB Windows ¥ Portable
U-Bh59125 Winclowes 7 Portable
O-1OHMCKA Winclowes 7 Tahlet PC
O-10HGCKA Winclowes 7 Tahlet PC

WAt sirsn. ) el § ol b B e f PR T

Total Computers Without USB/Port Security: 117

List of computers with USB/IPort Security

Computer Hame USB/Port Security Operating System
Version
O-C4Z2U3 21084 Windoes 7
O-CEMY TS 21.054 Windowes ¥
O-JTTYFE1 21.054 Windowes ¥
SR 21.0.253 Windowes HP
Pa-37 21.0.253 Windowes HP
PROLL 210253 Windowes XP
HARDY 4200 210253 Windows 7
A-RCE 210253 Windows Wista
U-27H3R1S 210253 Windowes Vista
U-BE13HT1S 210253 Windowes 7
O FTYFEL 21.0.253 Windowes ¥
O-1MEHYS51 21.0.253 Windowes ¥

s o P ot N s o N o M AT

Computer QU
‘workstations
‘olweorkstations
i-neorkstations
‘olneorkstations
‘workstations

iolneorkstations
‘olneorkstations
‘workstations
‘olweorkstations
iolneorkstations
‘olneorkstations
‘workstations
‘olweorkstations
iolneorkstations

Computer Class

Desktop
Desktop
Desktop
Deskiop
Portable
Desktop
Portable

Desktop
Partable
Portable
Desktop

Desktop

Computer OU

‘ol orkistations
‘ol orkstations
ol orkstations
ol-weorkstations

‘ol orkstations

ol orkstations
ol orkstations

ol orkistations
‘ol orkistations
‘ol orkstations
‘l-weorkstations

‘ol orkstations

Platform
S2-hit
Gd-hit
Ed-hit
Gid-hit
Ed-hit

Gid-hit
54-hit
32-hit
32-hit
F2-hit
54-hit
B4-hit
B4-hit
Gid-hit

Yirtual Machine

True

False
Falze
Falze

Falze

Falze
Falze
Falze
False
True

Falze
Falze
False

Falze

Platform

32-hit
Z2-hit
Z2-hit
Z2-hit
Z2-hit
32-hit
32 hit

F2-hit
F2-hit
F2-bit
32-hit

32-hit

Virtual
Machine

Falze
Falze
Falze
Falze
Falze
Falze

Falze

Falze
Falze
Falze
Falze

Falze

Desktop Authority 11.1 Reporting Guide
Reports - USB-Port Security

82



:USB-Port Security - Top 10 Denied

The USB-Port Security - Top 10 Denied reportis a graphical report displaying the Top 10 Devices Attempted to
be Used but Restricted and the Top 10 Users Attempting to use a Restricted Device. The Top 10 Devices
Attempted to be Used but Restricted graph is grouped by device class. The Top 10 Users Attempting to use a
Restricted Device is grouped by User Domain/User Name.

The USB-Port Security - Top 10 Denied report prompts the user for the Scanned Since date to reporton. The
report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.

Report parameters:

Report Parameters

b [ 15 Virtual Mackine: Al ZI
Computer Type: Wworkztation
| Logged Since: 11/23/2010 12:00:00 Ak
Cahicel |
Y
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Sample report:

USB/Port Security - Top 10 Denied

Report Parameters: Is Yirtual Machine: All, Computer Type: Workstation, Logged Since: 02/04/2010 00:00:00

This report containg information on 227 computer(s) on your netwark.

mber of Denied Attempts
ber of Denied Attempts

:USB-Port Security - Users Denied

The USB-Port Security - Users Denied report reports on data collected about Users that generated denied
and/or disabled device events. The reportis grouped by User Domain, User Name, Class Description and
Device Description.

The USB-Port Security - Users Denied report prompts the user for the Scanned Since date to reporton. The
report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.
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Report parameters:

Report Parameters

p | Event: All j
Iz Wirtual M achine: All
Computer Type: Wafork ztation

7| Logged Since: 114232010 12:00:00 A4

Cancel |
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Sample report:

USB/Port Security - Use
Report Date/Time: 17242011 5:05 Ph

Report Paramete

Class Descriptiore  Parallel Ports
U=zer Domain/Hame: BENEtraub
Log Time (Localk 952010 5:08:33 &k
Event Type: Device Event
Event Severity: Failure Audi
Actione Device Dizabled

Class Descriptiore  Parallel Pords
User DomainMame: BERE\ayver
Log Time {(Localk 9/20/2010 9:39:06 &M
Event Type: Device Event
Event Severity: Failure Audit
Actione Device Dizabled

Clas= Descriptione Hard Dizk Drives
User Domain/Hame: BEMEW:arden
Log Time {(Localke S/6:2010 12:44:04 A
Event Type: Device Evert
Event Severity: Failure Ludit
Actione Read Denied

Class Descriptiore  Parallel Ports
Uszer DomainHame: BERE'=pal
Log Time (Localg 10:272010 830014 &k
Event Type: Device Event
Event Severity: Failure Audit

sUSB-Port Security - Users Denied
(Fixed Devices)

The USB-Port Security - Users Denied (Fixed Devices) report reports on data collected about Users that
generated denied and/or disabled device events. The reportis grouped by User Domain, User Name, Class
Description and Device Description.

The USB-Port Security - Users Denied(Fixed Devices) report prompts the user for the Scanned Since date to
report on. The report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.

Desktop Authority 11.1 Reporting Guide
Reports - USB-Port Security

286



Report parameters:

Report Parameters

b | 13 Virtual Machine: Al EI
Computer Type: Workztation
7| Logged Since: 1142320101 2:00:00 Ak

Cancel |

Sample report:

USB/Port Secunty- Users Demed{Frxed Devices)

Report Dates A
Repart Pa ters: al Machine: All, Logged Since: 02/04/2010 00:00:00

Clag= Descriptione  Parallel Ports Humber of Events: 1

Clag=s Descriptione  Parallel Ports Humber of Events: 1

Class Descriptione Hard Disk Drives Humber of Events: 7

Class Descriptione  Parallel Ports Humber of Events: 1

Class Descriptione Hard Disk Drives Humber of Events: 1

:USB-Port Security - Users Denied
(Portable Devices)

The USB-Port Security - Users Denied(Portable Devices) report reports on data collected about Users that
generated denied and/or disabled device events. The reportis grouped by User Domain, User Name, Class
Description and Device Description.

The USB-Port Security - Users Denied (Portable Devices) report prompts the user for the Scanned Since date to
report on. The report can also be run for All machines, Virtual Machines only or Non-virtual Machines only.
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Report parameters:

Report Parameters

b [ 15 Virtual Machine: Al EI
Computer Type: Wiorkztation
7| Logged Since: 1172342010 12:00:00 AM

Cancel |

Sample report:

USB/Port Security - Users Denied{Portable Devices)
Repaort DatedTime: F2010 12 'l
Report Parameters: z A, kstation, Logged Since: 11

Class Descriptione CANON DR-2050C USE Humber of Events: 1

Clags Descriptione  Unclassified USE devices Humber of Events: 1

Clags Descriptione CAMNOMN DR-2050C =B Humber of Events: 7

Clags Descriptione  Unclaszified USB devices Humber of Events: 1

Class Descriptione  Unclassified USB devices Humber of Events: 1

Desktop Authority 11.1 Reporting Guide
Reports - USB-Port Security

288



Reports - User Activity

sUser Activity - Machine User Usage

The User Activity - Machine User Usage report details user activity on each computer. Total active and inactive
session times are calculated. Total active time per session is the time between logon or unlock to lock or logoff.
Total inactive time is (total working hours for the time period) (total active time for the time period).

Usage events are grouped by computer and then by each user of the computer.

Report parameters:

Report Parameters

p | Uzer Mame: All j
User Domain: All
User OL: All
Uzer Group: All
Computer Mame: All
7| Activity Start Date: 12416/2010 12:00:00 AM
| Activity End Date: 12/24/2010 12:00:00 AM
Tatal working Hours For Period: 40
[

Cancel |
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Sample report:

User Activity - Machine User Usage
Report i i} 3[R

User Name: LOGC\aamin

L i
C thon Authenticating Local Domain
Event Event Time Type Server Privilege Privilege
Logan 12M 62010 54540 &M LN THOR User User
Lack 12MER201012:22:11 PM LAM THOR Lzer Lzer
Unlack 12HE201012:45:41 PM L&k THOR Uszer Uzer
Lack 12M6/20101:31:09 PM LAk THOR User Lser
Unlock 12MB/20101:52:09 PM LA THOR User Lser
Lack 12M 602010 6:00:54 PM L&r THOR User Lser
Unlack T2ATR2000 8:45:25 AM LAR THOR Uzer Uzer
Lack 12U TR201010:45:21 AW L&k THOR Uszer Uzer
Unlack 12U 7R201010:46:31 AM LAk THOR Uszer Lzer
Lock 12H70201012:00:49 P LAk THOR User Lser
Unlack 12A72010 105815 PM LA THOR: Uzer Uzer
Lock 12H720101:35:19 PM LA THOR User Lser
Unlack 12A720M01:537:19 PM LA THOR User Uszer

Total Active Time During Sessione 12.5 hours

Total Active Time During Period Specified: 12.5 hours
Total Inactive Time During Period Specified: 27.5 hours

s:User Activity - Summary Page

The User Activity - Summary Page report displays, graphically, user activity across multiple computers. Usage
events are grouped by user, then by each computer they have logged on to. Total active time is tallied for all
computers. Total active time per session is (login or unlock) to (lock or logoff). Total inactive time is (total
working hours for the time period) (total active time for the time period) (no lower than 0).

This report can be used for scenarios where users log on to multiple computers over the course of the working
hours period, for example, when a user uses a different computer every day over the course of a week.
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Report parameters:

Report Parameters

p | Lezer Mame: All j
Izer Diamair: All
dzer QU All
dzer Group: Al
Cornputer Marne: all
7| Activity Start Date: 12A6/201012:00:00 &AM
7| Achivity End D ate: 12/24/2M0712:00:00 &M
Tatal Working Hours For Period: 40
[

Cancel |

Sample report:

I
=
1

(5]
)
1

al Inactive Time [hours)
otal Active Time [hours)
(18]
T

=]
L
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sUser Activity - User Machine Usage

The User Activity - User Machine Usage report details user activity over multiple computers. Total active and
inactive session times are calculated. Total active time per session is the time between logon or unlock to lock
or logoff. Total inactive time is (total working hours for the time period) (total active time for the time period).

Usage events are grouped by user and then by each computer the user has logged on to.

This tends to be a large report. It may be necessary to narrow down the report parameters by user, computer or
a smaller date range.

Report parameters:

Report Parameters

p | User Mame: All ZI
Uszer Daomain: Al
Uzer OU: Al
|Jzer Group: All
Computer Mame: All
7| Achvity Start Date: 12A116/2010 12:00:00 &M
7| Achivity End D ate: 12/24/2010 12:00:00 Ab
Total Working Hourz For Peniod: 40
[

Cancel |
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Sample report:

UserAthVft_V' User Machine Usage
ort D

User Name: LOGClaamin
Computer Name: LOGIC\O-6. 44747

Connection Authenticating Local Domain
Event Event Time Type Server Privilege Privilege
Lagon 12MB/2010 8:43:40 AW LA MARS Uszer Uszer
Lock 12HE201012:22:11 PM LA MARS Uzer User
Unlock 12HE2010 12:45:41 PM Lam MARS User User
Lock 12H6/20101:51:09 PM Lan MARS User User
Unlock 12H 62010 1:52:09 P Lan MARS User User
Lock 12H 62010 6:00:54 P LA MARS Uzer User
Unlack 12A702010 5453235 AM LA MARS Uzer Uzer
Lock 1ZHTI20N010:45:21 AW Lan MARS User User
Unlock 12H 72010 10:46:51 Ak Lan MARS User User
Lock 12H 72010 12:00:49 Pra LA MARS User User
Unlack T2A702010 1:0815 PM LA MARS Uzer Uzer
Lock 12ZH7I2010 1:35:19 PM Lan MARS User User
Unlack 12A72010 13719 PM LA MARS Uzer User

Total Active Time During Session 12.5 hours

Total Active Time During Period Specified: 12.5 hours
Total Inactive Time During Period Specified: 27.5 hours

sUser Activity Per Computer - Summary
Page

The User Activity Per Computer - Summary Page report displays, graphically, the top 10 inactive users and top
10 active users. Total active and inactive session times are calculated. Total active time per session is the time
between logon or unlock to lock or logoff. Total inactive time is (total working hours for the time period) (total
active time for the time period).

This report can be used for scenarios where a user may be logged into more than one workstation at one time.
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Report parameters:

Report Parameters

p | Uszer Hame: Al
Uzer Domair: Al
zer QL: Al
zer Graup: Al
Computer M anme: Al

7| Achiviby Start O ate:

12A6/201012:00:00 &4

7| Activity End Date:

12/24/201012:00:00 &M

Total \working Hours Far Period:

40

Cancel |

Sample report:

art Date: 12/14/2010

al Inactive Time [hours)

=]
L

o
=
|

otal Active Time [hours)
[¥5)
T
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sUser Activity Per Computer

The User Activity Per Computer report details user activity on each computer that the user has logged on to and
tallies active time for each computer. Total active and inactive session times are calculated. Total active time per
session is the time between logon or unlock to lock or logoff. Total inactive time is (total working hours for the
time period) (total active time for the time period).

This report can be used for scenarios where a user may be logged into more than one workstation at one time.
The reportis grouped by User ID and Computer ID.

Report parameters:

Report Parameters

p | User Mame: All j
Jzer Domain: All
Idzer OU: All
Uszer Group: All
Computer Mame: All
7| Achivity Start D ate: 12A16/201012:00:00 &M
7| Asctivity End Date: 12/24/201012:00:00 A0
Total *Working Hours For Perniod: 40
| |

Cancel |
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Sample report:

User Activity Per Computer

1t Date/Ti 010 2 P

User (on Computer): LOGC\aamin on LOGCO-6JL4R4T

C tion  Authenticating Local Domain
Event Event Time Computer Hame Computer Domain Type Server Privilege Privilege
Logan 12ME2010 3:43:40 AM O-BJ44R41 hene LAN MARS U=zer Lizer
Lock 12M62010 122211 PM O-6J44R41 hene L& MARS User User
Unlock 12HE2010 12454 PM O-GJ44R4 hene LA MARS User Lser
Lock 12612010 1:51:09 PM C-GJ44R41 hene LAN MARS User Lzer
Unlock 12H 642010 1:52:09 PM C-EJ44R44 hene LAN MARS User User
Lock 121 602010 6:00:54 P O-Gld4R41 hene L& MARS User User
Unlock 12H 72010 §:45:25 AN O-BU44R4 hene LAN MARS User Lser
Lock 12H 702010 10:45:21 AWM O-BJ44R41 hene LAN MARS User Lzer
Unlock 12H 72010 10:46:51 AWM O-BJ44R41 hene LAN MARS User User
Lock 12HTI20101 200049 P O-BJ44R4 hene LAN MARS User User
Unlock 12H 702010 1:08:15 PM C-Gd4R41 hene LAN MARS User User
Lock 12H 702010 1:35:19 PM C-GJ44R41 hene LA MARS U=zer Lizer
Unlock 12H 72010 1:37:19 PM O-GJ44R44 hene Lan MARS User User

Total Active Time During Sessione 12.5 hours

Total Active Time During Period Specified: 12.5 hours
Total Inactive Time During Period Specified: 27.5 hours

User (on Computer): LOGCabe on LOGCO-DCKBINT

C tion  Authenticating Local Domain
Event Event Time Computer Hame Computer Domain Type Server Privilege Privilege
Lagan 12652010 3:35:59 Al O-DCHBANT bene LAMN MARS Aclmin U=zer
Lack 12ME201011:09:53 &M O-DCHBSMT bene LAMN MARS Aclmin Uzer

sUser Activity

The User Activity report details user activity across multiple computers. Usage events are grouped by user then
by each computer they have logged on to. Total active time is tallied for all computers. Total active time per
session is (login or unlock) to (lock or logoff). Total inactive time is (total working hours for the time period) (total
active time for the time period) (no lower than 0).

This report can be used for scenarios where users log on to multiple computers over the course of the working
hours period, for example, when a user uses a different computer every day over the course of a week.

The reportis grouped by User and is sorted by Userld, Computer Domain, Computer Name and Activity Time.
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Report parameters:

Report Parameters

p | User Mame: Al j
I zer Domair: Al
ger QL: Al
dzer Group: All
Computer M ame: Al
7| Activity Start Date: 12A6/201012:00:00 Ak
7| Activity End D ate: 124242010 12:00:00 A
Total “Warking Hours For Period: 40
[

Cancel |

Sample report:

User Activity
rt DatesTim
t Paran

User Name: LOGClaamin
on LOGCO-6J44R41

Computer Connection Authenticating Local Domain

Event Event Time Hame Domain Type Server Privilege Privilege
Logon 12MEBI2010 8:43:40 AM CO-BJ44R4H bene L&k MARS User User
Lock T2ZMERMO1Z2ZZ1 P O-BM44R4 hene LAk MRS User User
Unlack 12M6R201012:4841 P O-Gl44R4 hene LA MARS Lizer Uzer
Lock 12ME/2010 1:51:09 P O-BJ44R 4 hene Lan MRS User User
Unlock 12ME/2010 1:52:09 PM O-BJ44RH hene LAk MRS User User
Lock 12ME/2010 6:00:54 P O-GJ44R 4 hene Lar MARS User User
Unlock 12M712010 3:45:25 AM O-BJ44R41 hene L& MRS Lizer User
Lock 12ZMT201010:45:21 A O-GJ44R4 bene L&k MMARS User User
Unlack T2ATR201010:46:51 A O-Gl44R41 hene LA MARS Lizer Uzer
Lock 12M7201012:00:49 P O-BJ44R41 hene L& MRS Lizer User
Unlock 12MTI20101:08:15 P C-Gl4dR41 bene L&k MMARS User User
Lock 12M7120101:35:19 PM O-GJ44R 4 hene Lar MARS User User
Unlock 12M72010 1:37:19 P O-EJ44R 4 hene L& MRS Lizer User
Total Active Time During Session: 12.5 hours

Total Active Time On All Computers During Period Specified: 12.5 hours
Total Inactive Time On All Computers During Period Specified: 27.5 hours
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sUser Logins

The User Logins report details user logins across the enterprise. This report can be used to sum the number of
logins per User Name, Domain, OU, or Group based on the date the user lastlogged in.

Report parameters:

Report Parameters

p | Uzer Mame: All

zer Domain: All

User OU: All

|Jzer Group: All
11/23/2010 12:00:00 A

7| Logged In Since:

Sample report:

User Logins

User Name
LOGChadmin
LoGChabe
LOGChacow
LOGChadam
LOGChrule
LOGChaway
LOGCHucas
LoGChoag
LOGCwbotic
LOGCwhuck
LaGCyyold
LOGChwzoy
LOGChery
LoGCymall
LOGCbiva
LOGChYyasto

r Domain:

All

Cancel |

oup: Al Logged In

114 1 000000

Total Users Logged In: 157
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About us

Quest provides software solutions for the rapidly-changing world of enterprise IT. We help simplify the
challenges caused by data explosion, cloud expansion, hybrid datacenters, security threats, and regulatory
requirements. We are a global provider to 130,000 companies across 100 countries, including 95% of the
Fortune 500 and 90% of the Global 1000. Since 1987, we have built a portfolio of solutions that now includes
database management, data protection, identity and access management, Microsoft platform management, and
unified endpoint management. With Quest, organizations spend less time on IT administration and more time on
business innovation. For more information, visit www.quest.com.

Technical support resources

Technical support is available to Quest customers with a valid maintenance contract and customers who have
trial versions. You can access the Quest Support Portal at https:/support.quest.com.

The Support Portal provides self-help tools you can use to solve problems quickly and independently, 24 hours
a day, 365 days a year. The Support Portal enables you to:

« Submitand manage a Service Request

« View Knowledge Base articles

« Sign up for product notifications

« Download software and technical documentation
» View how-to-videos

« Engage in community discussions

« Chatwith support engineers online

« View services to assist you with your product
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