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Database Schema

For readability and ease of use, the DA Reporting Database Schema shown on the following pages is broken up
into logical groupings, User Management Profile Data, Computer Management Profile Data, Hardware/Software

Inventory, User/Computer Activity Data, Anti-malware and Anti-spyware.

The grouping of tables that make up the User Management Profile Data consists of all profile and configuration

element data for User Management profile objects configured in the Manager.

The grouping of tables that make up the Computer Management Profile Data consists of all profile and
configuration element data for Computer Management profile objects configured in the Manager.

The Hardware/Software Inventory grouping consists of data that is collected from and about hardware and

software clients that log on to the network.

The grouping of tables that make up the User/Computer Activity Data consists of data collected as
users/computers log on and off the network. This set makes up the data needed for User Activity reporting.

The Profile data is periodically updated from the DACONFIGURATION database to the DAREPORTING
database. The period in which the database is updated is configured in the ETLProcessor plugin. This is found on

the OpsMaster Service tab of Server Manager.

When viewing the following diagrams, zoom in for a more precise view. A full printable version of the diagrams

can be downloaded from the Quest web site.
e User Management Profile Data
e Computer Management Profile Data
e Hardware/Software Inventory Data

e User/Computer Activity Data



User Management Profile Data

i NOTE: When viewing this diagram, zoom in for a more precise view. A full printable version of this
diagram can be downloaded from the Quest web site.
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Computer Management Profile Data

i NOTE: When viewing this diagram, zoom in for a more precise view. A full printable version of this

diagram can be downloaded from the Quest web site.
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Hardware/Softw

are Inventory Data
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NOTE: When viewing this diagram, zoom in for a more precise view. A full printable version of this

diagram can be downloaded from the Quest web site.




User/Computer Activity Data
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i NOTE: When viewing this diagram, zoom in for a more precise view. A full printable version of this

diagram can be downloaded from the Quest web site.




About us

Quest provides software solutions for the rapidly-changing world of enterprise IT. We help simplify the challenges
caused by data explosion, cloud expansion, hybrid datacenters, security threats, and regulatory requirements.
We are a global provider to 130,000 companies across 100 countries, including 95% of the Fortune 500 and 90%
of the Global 1000. Since 1987, we have built a portfolio of solutions that now includes database management,
data protection, identity and access management, Microsoft platform management, and unified endpoint
management. With Quest, organizations spend less time on IT administration and more time on business

innovation. For more information, visit www.quest.com.

Technical support resources

Technical support is available to Quest customers with a valid maintenance contract and customers who have

trial versions. You can access the Quest Support Portal at https://support.quest.com.

The Support Portal provides self-help tools you can use to solve problems quickly and independently, 24 hours a
day, 365 days a year. The Support Portal enables you to:

e Submit and manage a Service Request

e View Knowledge Base articles

e Sign up for product notifications

e Download software and technical documentation
e View how-to-videos

e Engage in community discussions

e Chat with support engineers online

o View services to assist you with your product.


https://www.quest.com/company/contact-us.aspx
https://support.quest.com/
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